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Purpose

Security Automation and the Department of Defense Information 
Assurance Certification & Accreditation Process (DIACAP)

Interim Guidance
The DIACAP Knowledge Service
The Enterprise Mission Assurance Support Service (eMASS)

eMASS – the relevant security automation connection
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Components of the DIACAP
Introduction

DIACAP Interim Guidance
Implements standard, 
enterprise-wide GiG-centric 
C&A process based on DoDI 
8500.2 controls
Supersedes DoDI 5200.40, 
DITSCAP, and DoDM 8510.1-M, 
DITSCAP Application Manual

Enterprise Mission Assurance 
Support Service (eMASS)
Automated life-cycle management 
of the DIACAP
DoD Component and DoD CIO 
visibility of C&A process
Data driven – policy and 
validation objects (IA Controls) 
can be easily and quickly updated 
across enterprise or tailored for 
COIs, applications

Web-Based DIACAP Knowledge Service (KS)
• Manages, standardizes, and makes available a C&A 
body of knowledge (Authoritative Source)
• Workspace for authoring, reviewing, and accepting 
changes to the enterprise body of knowledge (
• Collaborative space for solving C&A problems and 
sharing C&A news
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DIACAP/eMASS
Life-Cycle Management of C&A

eMASS eMASS

eMASS eMASS
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eMASS and Security Automation
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eMASS and Security Automation
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eMASS and Security Automation
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eMASS: Integrating Information in a 
Service Oriented Architecture

Vision
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Bottom Line

Security Automation 

– A 
good

thing 
for 

eMASS 
and 

the 
DIACAP
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