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Executive Summary

The United States Department of the Interior (DOI) relies on accurate, timely, and quality data resources in order to accomplish its many and diverse missions.  A key factor showing the effectiveness of DOI is the ability to share and exchange data throughout the Department and with external organizations.

Traditional stovepipe development of systems and lack of coordination between organizations creates redundant data or similar data that is difficult and costly to reconcile, translate and share.  Since considerable fiscal and workforce resources are expended in the collection, processing, and storage of data, DOI must treat information and data as resources that need to be managed effectively. 

The data standardization procedures in this document provide a path towards achieving better understanding of DOI data and an increase in the effectiveness of data exchanges.

Introduction

This Document describes a standardized method to be used throughout DOI in the consistent documentation and standardization of data.  The process described by this Document will result in the development and adoption of DOI data standards. Figure 1 illustrates the five major phases of data standardization.
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Figure 1 Five Phases of DOI Data Element Standardization
This Document is constructed in a specific order to explain and detail these five phases. Key roles and responsibilities of individuals associated with data standardization are detailed in Chapter 2.  Data element concepts are detailed in Chapter 3. Process steps that are needed to accomplish these five phases are detailed in Chapter 4.
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1 Chapter 1 – General Information

1.1 Purpose 

This Document presents a defined, workable process that can be easily and consistently applied across DOI organizations for adopting and/or developing, implementing, and maintaining data standards for the purposes of information sharing and exchange. As such, the procedures for developing, approving, implementing, and maintaining DOI data standards are discussed in this Document.

These procedures are necessary to support the DOI Data Resource Management policy.

The basic outcome of the implementation and use of these procedures is a significant improvement in the ability of the DOI to share data, both within and among DOI organizations and with external partners.

1.2 Context

The adoption and/or development of data standards are a key component in the implementation of DOI’s overall Data Resource Management framework.  This framework, shown in Figure 2, provides the basis for the coordination of the entire Data Resource Management Program.

The framework consists of a set of interrelated components.  The entire framework is founded on four components which are critical to the rest of the framework.  They are: Data Standardization; Information Exchange and Information Sharing; Synchronization and Implementation Support; and Transport Mechanisms.

The framework is held together with a variety of governance documents such as policies for data resource management, migration plans, and modernization blueprint recommendations to name a few.

The data standardization procedures are primarily focused on the first component shown on the left of Figure 2, Data Standardization.  However, the implementation of these procedures has an affect on the success of the other three components as well.  For example, the successful implementation of data standards throughout the Department is important to the success of determining information exchange and information sharing requirements.  Data standards are also critical in the activities of the Synchronization and Implementation Support component, especially in the development of reusable data products and in data engineering support.  Finally, the development of data standards will have a penetrating impact on the development of standardized Transport Mechanisms, such as Extensible Markup Language (XML) artifacts and other interoperability mechanisms.

1.3 Applicability and Scope

These procedures apply to all DOI bureaus and offices under the conditions specified in the DOI Policy for Data Resource Management (see reference (a) in appendix F).

These procedures also apply to information systems components of DOI Automated Information System (AIS) development, modification, and integration efforts. 
These procedures apply to geospatial and non-geospatial data as well as data in Commercial Off-The-Shelf (COTS) packages. 

The scope of DOI data standardization includes the data requirements for all DOI lines of business. 

To maximize data sharing across the DOI, data standardized in accordance with these procedures and migration systems data must be registered and designated as the official standard in the DOI Data Repository. The DOI Data Repository is the authoritative source for tracking the life cycle of DOI data standards and is the mechanism to be used in the formal data standardization process. 

The DOI Data Repository is equipped to store unclassified data standards only.

A separate document is dedicated to describe the guidelines and mechanisms for working and storing classified data standards.

1.4 Objectives

The general objective of DOI data standardization is the promulgation of data standards throughout the DOI in support of information systems design and development, interoperability, data sharing, system integration and business process improvement.  Specific objectives of data standardization are to:

a. Facilitate interoperability among separate DOI agencies and lines of business by reducing the requirements to translate and transform data;

b. Promote data sharing;

c. Control data redundancy;

d. Use applicable international, national, and Federal data standards where appropriate;

e. Reduce data handling costs;

f. Improve data integrity and accuracy; 

g. Reduce cost and time to develop, implement, and maintain information systems;

h. Provide for the uniform description and representation of data;

i. Document established data standards in a single DOI Data Repository; and

j. Develop and maintain a DOI Data Reference Model (DOI DRM) that depicts the DOI’s information requirements.

1.5 Benefits

There are a number of benefits to be gained in the adoption of external data standards or development of data standards, among them are:

a. A common data vocabulary that will enable DOI organizations to increase their ability to exchange and share information;

b. The support of integrated operations among lines of business, communities of practice, and the facilitation of decision making. Standard data will promote integrated operations between the Department and its organizational components.  Standard data will facilitate interoperability among communities of practice in support of business operations.  Standard data will increase the quality of information that decision makers can trust.

c. The management and control of data redundancy, contribute to minimizing data processing and storage costs, and improve data integrity;

d. The simplification of developing data descriptions and other metadata for data due to the application of a data methodology. 

e. The increased opportunities for data standards to be used, not only in automated information systems, but also in manual information systems, forms, publications, reports, records, and messages.

1.6 Approach

The basic approach to data standardization outlined in this document is to:

a. Use these procedures to identify and then specify information requirements and information sharing requirements;

b. Research and use established data standards whenever possible;

c. Develop data standards by designing them according to the naming and definition structure detailed in this document;

d. Coordinate data standards with other DOI organizations, and with other federal, state, and local agencies and groups where appropriate;

e. Have proposed standard data elements reviewed through the formalized review and establishment process detailed in this document;

f. Implement data standards within information systems and information exchange packages.

1.7 Strategy

The criteria and rules for standardization of data and associated semantics, format, and permissible value sets throughout the DOI are addressed in this document.  Data Resource Management and Standardization is intended to: 

a. Identify existing external standard data elements or develop standard data elements that satisfy DOI and agency mission needs and that support operational business activities requiring the collection, storage, and exchange of data.

b. Document existing external standard data elements or develop standard data elements through data modeling efforts and the development and refinement of the Interior Data Reference Model.

c. Increase awareness of the value of managing DOI’s data resources.

d. Provide guidance for the uniform description and representation of data.

e. Provide, wherever practical, a single management standard that:

(1) Implements DOI’s data element standardization program.

(2) Fosters full participation of data stewards, communities of practice, system owners, and communities involved with information exchange.

f. Aggressively migrate to a managed data environment required by DOI policy while preserving, to the extent possible, current investments in data;

g. Support the development of common data requirements and formats to eliminate data definition redundancies and discrepancies;

h. Minimize the cost and time expended in transforming, translating, or researching the meaning of related data elements.  These are not limited to, but may include, differently named but otherwise identical data elements or similarly named data elements with differences in definition or values;

i. Improve the integrity and usage of data through data structuring rules and standards prescribed in this document and by coordinating data element definitions among DOI agencies and Department-level organizations, and with external partners;

j. Document standard data, their definitions, and other attributes in a central DOI Data Repository. 

1.8 Exceptions to Procedures

Exceptions to the procedures established in this guidance document will be considered on a case by case basis.  Possible exceptions will be validated by the appropriate Principal Data Steward and the DOI Data Architect.  The DOI Data Architect in coordination with the Data Advisory Committee (DAC) will provide a resolution and present it to the E-Gov Team for final approval.

Chapter 2 – Key Roles and Responsibilities

2.1 Purpose

The expansion of the DOI DRM and development of DOI data standards through data modeling within a subject area or community of practice require participation across many different DOI communities.  The key participants and their roles and responsibilities in the DOI data standardization process are described in this chapter.  The responsibilities for the development and management of a Department-wide Data Resource Management Program can be found in reference (a) in Appendix F.

The Data Resource Management and Standardization Program is an integral part of the Interior Enterprise Architecture work. Figure 3 shows graphically the key roles and responsibilities.
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Figure 3 – Key Roles and Relationships

2.2 Specific Key Roles and Responsibilities

2.2.1 DOI Executive Sponsor
2.2.1.1 Designates Principal Data Stewards for the functional/subject areas within their jurisdictional control or authority. 

2.2.1.2 Ensures adequate and timely funding for Principal Data Stewards to effectively develop and maintain their respective functional/subject areas of the DOI Data Reference Model.

2.2.1.3 Oversees and executes management responsibilities in support of the DOI Data Resource Management Program, including concurrence with decisions by the Principal Data Stewards. 
2.2.2 DOI Data Architect
2.2.2.1 Chairs the Data Advisory Committee

2.2.2.2 Develops and directs the implementation of DOI data resource management policies and standards.

2.2.2.3 Monitors and tests bureau and office data resource management policies and standards for compliance.

2.2.2.4 Maintains the DOI Data Reference Model and ensures its harmony, where practical, with the Federal Enterprise Architecture Data and Information Reference Model.

2.2.2.5 Establishes DOI Data Reference Model integration procedures and manages the integration of logical data models into the DOI Data Reference Model. 

2.2.2.6 Establishes best practices and new standards for developing logical and/or physical data models.

2.2.2.7 Establishes and enforces procedures to be used by the Principal Data Stewards in developing and submitting data requirements for their subject areas or business lines.

2.2.2.8 Establishes the criteria for the review of proposed DOI data standards and confirms their status prior to recording status changes in the DOI Data Repository.

2.2.2.9 Arbitrates and resolves data-related issues presented after a formal review.

2.2.2.10 Promotes the identification and protection of sensitive data associated with all DOI business lines that are designated "For Government Use Only," "Proprietary," or subject to the Privacy Act and/or applicable security classifications.

2.2.2.11 Serves as the functional proponent for the DOI Data Repository.

2.2.2.12 Maintains the DOI Data Repository and ensures its availability and continuous operation.

2.2.2.13 Conducts periodic assessments of DOI data standards contained in the DOI Data Repository and recommends retirement of data standards that are no longer of practical use to any business line.

2.2.3 Principal Data Steward 

2.2.3.1 Works directly with the DOI Data Architect and Bureau Data Architects to review standards and business rules; and establish DOI data standards in accordance with the DOI Data Reference Model, DOI Data Repository, and DOI Data Standardization Document.

2.2.3.2 Promotes the implementation of best practices and new standards for developing logical and/or physical data models for own subject area or business line.

2.2.3.3 Works closely with the Bureau Data Architects and Business Data Stewards to coordinate and integrate all data requirements. 

2.2.3.4 Provides guidance to Bureau Data Architects on existing policies, rules, regulations, and laws (i.e., the Privacy Act, Sarbanes-Oxley, Freedom of Information Act, Patriot Act, etc.). 

2.2.3.5 Reviews and considers comments and recommendations submitted during formal reviews of DOI data standards.  

2.2.3.6 Reviews and provides comments on data standards submitted by other Principal Data Stewards to determine their potential impact.

2.2.3.7 Resolves issues on data standards associated with own subject area or business line with appropriate Bureau Data Architects and Principal Data Stewards.

2.2.3.8 Identifies and describes the attributes needed for the protection and proper release of sensitive data associated with own business line that is designated "For Government Use Only," "Proprietary," or subject to the Privacy Act and/or applicable security classifications.

2.2.3.9 Reviews and adopts recommendations on updating or retiring data standards associated with own subject area or business line. 
2.2.3.10 Final authority on all issues pertaining to own subject areas or business lines.  Coordinates decisions on own subject areas or business lines with appropriate user communities.

2.2.4 Bureau Data Architect   

2.2.4.1 Facilitates the timely development, review, modification, and/or establishment of DOI data standards and business rules with the DOI Data Architect, Principal Data Stewards, Bureau Business Data Stewards, Program Managers and other DOI Bureau Data Architects, in accordance with the DOI Data Reference Model, DOI Data Repository, and DOI Data Standardization Document. 

2.2.4.2 Facilitates the identification and leveraging of Bureau data standards as candidates for adoption as DOI data standards.

2.2.4.3 Implements best practices and standards for developing logical and/or physical data models for Bureau subject areas or business lines. 

2.2.4.4 Coordinates and collaborates with others to integrate all data requirements for Bureau subject areas or business lines.

2.2.4.5 Works closely with the Bureau Business Data Stewards to review comments and recommendations presented during formal reviews of cross-Bureau data standards.

2.2.4.6 Facilitates the timely review of DOI data standards to determine their potential impact on Bureau subject areas or business lines.

2.2.4.7 Works directly with the Principal Data Stewards and Bureau Business Data Stewards to resolve data standard issues.

2.2.4.8 Promotes the identification and protection of sensitive data associated with all Bureau subject areas or business lines that are designated "For Government Use Only," "Proprietary," or subject to the Privacy Act and/or applicable security classifications.

2.2.4.9 Promotes implementation of DOI data standards within the Bureau and ensures that standards are included in private sector contracts. 

2.2.4.10 Makes recommendations on updating or retiring standards for the Bureau subject areas or business lines.  

2.2.4.11 Coordinates the timely performance of data accuracy and quality assurance checks, formal reviews, and information exchange relevant to DOI data standards.   

2.2.5 Bureau Business Data Steward
2.2.5.1 Works directly with the Bureau Data Architect, Subject Matter Experts, Program Managers and other Bureau Business Data Stewards to develop, modify, and/or review DOI data standards for Bureau subject areas or business lines, in accordance with the DOI Data Reference Model, DOI Data Repository, and DOI Data Standardization Document.

2.2.5.2 Implements best practices and standards for developing logical and/or physical data models for Bureau subject areas or business lines.

2.2.5.3 Reviews DOI data standards to determine their potential impact on Bureau subject areas or business lines.

2.2.5.4 Reviews and evaluates comments and recommendations presented during formal reviews of DOI data standards within the Bureau and the Department.

2.2.5.5 Works directly with the Bureau Data Architect, Subject Matter Experts, Program Managers and other Business Data Stewards to resolve issues relevant to DOI data standards.

2.2.5.6 Identifies sensitive data associated with Bureau subject areas or business lines to ensure the appropriate designation, i.e., "For Government Use Only," "Proprietary," or subject to the Privacy Act and/or applicable security classifications.

2.2.5.7 Coordinates and promotes implementation of DOI data standards, accepted business rules, and the Life Cycle approach for all Bureau business line data.

2.2.5.8 Updates and maintains appropriate data standards for the Bureau’s identified subject areas or business lines.

2.2.5.9 Identifies data quality metrics and coordinates data accuracy and quality assurance checks, formal reviews, and information exchange relevant to DOI data standards with the Bureau Data Architect, Program Managers, Subject Matter Experts, and other Business Data Stewards.
2.2.5.10 Works directly with other Business Data Stewards, Program Managers, Database Administrators, and Subject Matter Experts to implement accepted business rules, best practices, data standards, quality control procedures, and security requirements for Bureau subject areas or business lines.

2.2.6 Program Manager
2.2.6.1 Responsible for the identification of data requirements to be satisfied by an information system.

2.2.6.2 Under situations where an information system is to satisfy joint requirements in a community of interest or line of business, the functional proponent is responsible for ensuring that the data requirements are identified, reconciled, and described.

2.2.6.3 Responsible for ensuring the establishment and reuse of data standards in information systems design, development, modification, and improvement efforts.  Responsibilities include the capture of metrics on the use and quality of data standards in information system efforts and development of data models supporting the establishment and reuse of data standards.

2.2.6.4 Works directly with Bureau Data Architect, Business Data Stewards, Database Administrators, Subject Matter Experts and other Program Managers to implement accepted business rules, best practices, data standards, quality control procedures, and security requirements for Bureau subject areas or business lines.

2.2.7 Subject Matter Expert
2.2.7.1 Works directly with the Business Data Steward and Program Managers to develop, review, and establish data standards for Bureau's own subject areas or business lines, in accordance with the DOI Data Reference Model, DOI Data Repository, and DOI Data Standardization Document.

2.2.7.2 Analyzes business requirements and/or logical/physical data models to ensure secure and appropriate interfaces and connections among Bureau systems, applications, and databases.

2.2.7.3 Evaluates comments and recommendations presented during formal reviews of proposed data standards within the Bureau to determine impacts to existing and proposed systems.

2.2.7.4 Works directly with the Business Data Stewards, Program Managers and other Subject Matter Experts to resolve data standard issues and to implement DOI data standards, accepted business rules, and the Life Cycle approach for all Bureau business line data.

2.2.7.5 Suggests classification of sensitive data and regulatory authorities associated with Bureau subject areas or business lines that are designated "For Government Use Only," "Proprietary," or subject to the Privacy Act and/or applicable security classifications.  

2.2.7.6 Identifies and verifies business rules for Bureau subject areas or business lines.

2.2.7.7 Works directly with the Business Data Stewards, Program Managers, Database Administrators, and other Subject Matter Experts to implement accepted business rules, best practices, data standards, quality control procedures, and security requirements for Bureau subject areas or business lines.

2.2.7.8 Implements DOI data standards and incorporates the Life Cycle approach for all Bureau business line data.

2.2.7.9 Assures the accuracy and quality of data definitions, data labels and metadata, including the specification of valid domain and data values.

2.2.7.10 Performs data accuracy and quality assurance checks, and conducts recurring (periodic) data quality reviews to ensure compliance with established DOI and Bureau data standards.

2.2.7.11 Documents quality assurance reviews and communicates all data-related changes with the appropriate Business Data Stewards, Program Managers and Subject Matter Experts.

2.2.8 Database Administrator 

2.2.8.1 Develops and implements logical and/or physical data models within the Bureau's relational database management system (RDBMS).

2.2.8.2 Loads the approved data into the RDBMS as outlined in the logical and/or physical data model.

2.2.8.3 Designs, develops, and implements appropriate interfaces and connections among Bureau systems, applications, and databases, including the creation of database views, referential integrity constraints, and primary/secondary keys as outlined in the logical and/or physical data models.

2.2.8.4 Works directly with the Subject Matter Experts, Program Managers and Business Data Stewards to implement data standards, best practices, quality control procedures, and security requirements for Bureau subject areas or business lines as directed.

2.2.8.5 Updates and maintains data definitions for use in production environment.

2.2.8.6 Ensures specifications for valid domain and data values and fully implements accepted business rules in a consistent manner.

2.2.8.7 Implements data access and ensures that access is aligned with the security requirements specified by the Subject Matter Experts, Program Managers and Business Data Stewards.

2.2.8.8 Tunes the RDBMS to achieve maximum performance, and ensures the day-to-day care, functionality, and utility of the RDBMS.
2.2.9  E-Gov Team
2.2.9.1 Oversees the Data Advisory Committee.
2.2.9.2 Provides guidance on work priorities for data to ensure consistency with business requirements.
2.2.9.3 Is the final authority for data related issues that cannot be resolved by the DOI Data Architect, the Principal Data Steward(s), and/or the Data Advisory Committee.

3 Chapter 3 – Data Standardization Concepts

3.1 Purpose 

The basic concepts of data standardization in this chapter support lifecycle phases of standard data.

3.2 Basic Concepts of Data Standardization 

3.2.1 Data Standardization  

Data standardization is the process of identifying and defining data requirements using metadata to document a format that conforms to a set of common structures and definitions, and subjecting the data requirement to a process of validation, review, and establishment.  
At its very root, data standardization deals with understanding the semantics of data.  Semantics refers to the actual business meaning and business context for an individual item of data.  Semantics also refers to specific information about data.  For example, semantics about the data element FACILITY TYPE CODE will include information about its actual meaning or definition, its field length, the type of data that it contains (such as character data or numeric data) and it’s set of permissible values. To truly understand data, its semantics must be understood. Therefore, data standardization deals with a set of procedures for determining and documenting the semantic meaning of data through the collection of metadata in a common, structured format.  The structured and consistent information about data that collectively provide the semantic meaning of data is commonly called metadata. Reference (b) in Appendix F (ISO IEC 11179-1:1999(E), Information Technology—Specification and standardization of data elements, Part 1: Framework for the specification and standardization of data elements, 1999) contains a section (B.1) on metadata and data elements.
The approach to achieving data standards for DOI begins with the premise that metadata are a very valuable set of Department-level data that need to be defined, created, reported, updated, and maintained in a non-redundant, efficient manner.  This approach requires the existence of a structured database of metadata frequently called a data dictionary, metadata repository, data repository, or data registry.

3.2.2 Data Standardization Component Framework   

The DOI is consistent with major federal government efforts to define a common framework or reference model to be used in describing data standards. The Federal Enterprise Architecture Data Reference Model (FEA DRM) has been defined by the Office of Management and Budget (OMB) as a means to provide a common, consistent way of categorizing and describing data to facilitate data sharing and integration. The concept of capturing and describing data is also described in the standard developed by the International Standardization Organization (ISO)/International Electrotechnical Commission (IEC) 11179 entitled 'Information Technology - Specification and Standardization of Data Elements'. Figure 2 of the DOI Data Management Framework depicts DOI’s overall framework for the implementation of the ISO/IEC 11179 standard and the FEA DRM guidance. Figure 4 shows DOI’s basic structure for naming and designing a standard data element.  The definitions of each part of this structure are described in this chapter.
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Figure 4 - DOI Data Element Description

Data Object 
(Also commonly referred to as a Data Entity, Data Concept, or Object Class.)  A Data Object is a representation of real or abstract things (people, objects, places, events, ideas, combinations of things, etc.) that are recognized as the same type because they share the same characteristics and can participate in the same relationships.  Practical examples of Data Objects that have already been defined by DOI include PERSON, INCIDENT, FIRE-EVENT, RECREATION-FACILITY, FUND-ACCOUNT, TRUST-BENEFICIARY, and ORGANIZATION.
Each Data Object that has been identified and standardized must have a minimum set of metadata to help describe the semantic meaning of the Data Object.  This set of metadata is defined in Appendix D.

3.2.3 Data Property (Data Element or Data Attribute)  

A Data Property is a property or characteristic that is common to some or all of the instances of a Data Object. A Data Property represents the use of a domain in the context of a Data Object. A Data Property is considered to be the specific part of data element that distinguishes it from other data elements within the same Data Object.  In traditional terminology, Data Properties are often referred to as data elements.  In the context of the DOI Data Element, the Data Property is a part of a Data Element.  What completes the Data Element is the addition of the Data Object name as the first part of a data element name, and the Representation Term at the end of the Data Element name. 
Data elements are the smallest, indivisible piece of data that are classified under Data Objects.  Examples of data elements include (fully named with Data Object, Data Property, and Representation Term):

PERSON FIRST NAME

PERSON MIDDLE NAME

PERSON LAST NAME

INCIDENT START CALENDAR DATE

INCIDENT END CALENDAR DATE

INCIDENT IDENTIFICATION NUMBER

INCIDENT LOCATION NAME

FIRE-EVENT START CALENDAR DATE

FIRE-EVENT BURNED ACRES QUANTITY

Each of these pieces of data has a similar naming structure that begins with a common word or phrase.  In the examples shown above, the common word in the first group is PERSON, in the second group it is INCIDENT, and in the third group is FIRE-EVENT.  These common words relate directly to the Data Object that these Data Properties help to describe.

Data Properties, when combined with the Data Object and Data Representation, are the basic units of knowledge for which data standards are developed.  The procedures described in this Document are primarily concerned with the proper naming, defining, and structuring of a combination of Data Object, Data Property, and Data Representation.

A Data Property typically, but not always, represents an individual data item that is collected and processed by an application system.  In system terminology, these are often called “data elements,” “columns,” “fields,” or “attributes.”

Each Data Property that has been identified and standardized must have a minimum set of metadata to help describe the semantic meaning of the Data Property.  This set of metadata is defined in Appendix D. 

3.2.4 Data Representation  

The bottom concept, Data Representation, describes how data is represented to its users and to the organization.  Data representation includes such information as the type of data represented (such as character, numeric, and date), how the data is formatted (date might be in the format of YYYY/MM/DD, where Y = year, M= Month, and D = Day), and points to specific lists of permissible values for the data.

Basic Data Representation is tied to a list of common words (also referred to as the authorized representation terms), such as NAME, CODE, DATE, AMOUNT, VOLUME, COORDINATE, QUANTITY etc.  These words are commonly referred to as representation terms.  These words also have a specific set of metadata characteristics that help describe their basic meaning. The authorized representation terms are in Appendix C.
Using the same example as in the Data Property list from above, notice that each of these names end with common words:

PERSON FIRST NAME

PERSON MIDDLE NAME

PERSON LAST NAME

INCIDENT START CALENDAR DATE

INCIDENT END CALENDAR DATE

INCIDENT IDENTIFICATION NUMBER

INCIDENT LOCATION NAME

FIRE-EVENT START CALENDAR DATE

FIRE-EVENT BURNED ACRES QUANTITY

3.2.5 Value Domain
A Value Domain is the representation of a set of permissible (or valid) values for a data property or a data property with the data representation. A Value Domain is part of the Data Representation and provides a means to describe the set of valid or permissible values related to a data property.

An example for a Value Domain includes the set of valid or permissible values for PERSON-GENDER-CODE:


Code: 

Meaning:


F

Female


M

Male


U

Not Known


N

Not Specified

In this set, the codes correspond to a specific meaning.  So for the value domain for PERSON-GENDER-CODE, there is a set of four possible codes, each with a specific meaning.

Some Data Properties have lengthy lists of permissible values.  For example, the value domain for the data element COUNTRY-CODE has an extensive list of permissible values that identify each of the countries of the world.

For some concepts, such as STATE, there are several different sets of Value Domains.  Some systems identify each state with an abbreviation, and some others do so with a numeric code.  In such a case, it is best to standardize on a single set of permissible values if possible.

In many cases, a value domain does not have a practical list that can be enumerated.  In these cases, the value domain simply describes the range of possible values or the type of values that can be described.  For example, the value domain for the data element PERSON LAST NAME has the possible list of all the last names of people living and/or deceased depending on the context.  It would be impossible to create such a list.  So the value domain would simply indicate a maximum length and allowable character set of last name values that are described by this data element.
3.2.6 Logical Data Models
All DOI data standards are based on an Entity Relationship Diagram (ERD) modeling approach for the description of data needs. The ERD approach brings discipline to the description of data requirements. 

The logical data models developed using this approach must be in at least third normal form (3NF) to support the standardization of data.  Data normalization is a technique used during data modeling to ensure there is only one way to know a fact or piece of information for the purpose to control and eliminate data redundancies. 3NF refers to an entity that is in second normal form and in which every non-key attribute is only dependent on the primary key. Refer to FIPS PUB 184, or The Institute of Electrical and Electronics Engineers (IEEE) publication IEEE 1320.2-1998 for detailed information on developing a logical data model.

Logical data models are created to support data requirements for DOI systems, functional areas, and DOI organizational components.  As logical data models are fully attributed, normalized, and validated by business data stewards, Program Managers, subject matter experts (SMEs) and system proponents, the models and supporting metadata are submitted for the review, concurrence, and integration phases of data standardization.

Logical data models submitted for review must be based on a version of the DOI Data Reference Model (DOI DRM) that is no more than one release old from the time of submission. The DOI DRM is an integration of logical data models across multiple functional areas throughout the DOI.  The DOI DRM is published quarterly by the DOI Data Architect.  It consists of a graphical representation of the data based on the Integration Definition for Information Modeling (IDEF1X) standard from reference (i) in Appendix F.  Detailed metadata descriptions are found in the DOI Data Repository.  Logical data models consist of the following components listed in a though e.  

a) Data Objects (Data Entities)

b) Data Elements

c) Data Representation (Representation Terms)

d) Value Domains (To include those with or without a list of Permissible Values)

e) Relationships

3.2.7 DOI Data Reference Model (DOI DRM)

The DOI DRM is a fully attributed conceptual data model that contains a depiction of the data standards in various stages of the life cycle process for DOI.  The stages of the life cycle for data standards are further explained in section 3.3 of this document.  The DOI DRM is comprised of multiple pictorial views that contain data objects, data properties and relationships.  The DOI DRM is maintained in the DOI Data Repository and published in the DOI Enterprise Architecture Repository (DEAR).  Data models from a variety of sources are used to develop this model, including data models from community of practice that are added to the DOI DRM in the form of proposed data standards submitted by Principal Data Stewards. The DOI DRM represents an integrated view of all standardized data requirements for DOI lines of business.

The primary division of the views within the DOI DRM is by subject areas of a business line, and by Information Class.  For example, the DOI DRM contains a data model diagram organized by subject areas for the business lines of FACILITY MANAGEMENT, FINANCIAL MANAGEMENT, WILDLAND FIRE MANAGEMENT, LAW ENFORCEMENT, RECREATION, GEOSPATIAL, TRUST, RECORDS MANAGEMENT and DATA RESOURCE MANAGEMENT.  Additional DOI DRM views can refer to specific subject areas such as PERSON and ORGANIZATION.
These data models may be further broken down into many small diagram views, such as RECREATION-RESERVATIONS, LAW-ENFORCEMENT-OFFENSE, and TRUST-LAND.

Regular published reports are produced from the DOI DRM that contains listings of data objects, data properties, definitions, and all associated metadata.

For the development of new systems, the modification of existing systems, the integration of systems, or the migration of systems, the DOI DRM provides the single source of information about data standards that are to be used in these efforts.  Use of the DOI DRM ensures that future systems have the greatest chance for improved interoperability and data integration.

3.2.8 Relationships
Relationships are associations between two data objects or between instances of the same data object.  They typically describe a specific rule about the business and help to put data semantics into a clear and concise context.  An example of a relationship appears in Figure 5, taken from the Law Enforcement business line model.  This is an IDEF1X logical model showing three data objects, INCIDENT, INCIDENT-OFFENSE, and VICTIM-PERSON.  They are represented by the boxes.  There are two lines connecting the three data objects.  One runs between INCIDENT and INCIDENT OFFENSE.  The second line runs between INCIDENT and VICTIM-PERSON.  Each of these lines represents a specific relationship between a pair of data objects.  Identifying each line is a verb phrase that helps to specify a specific business statement about these two data objects.


[image: image5]
Figure 5 - Example Data Objects with relationships in a Data Model

The line between the INCIDENT data object and the INCIDENT OFFENSE data object is labeled “is the result of” and the line between the INCIDENT data object and the VICTIM-PERSON data object is labeled “results in.”

The power of these relationships is that they can be read like business statements.  In this example, the two business statements would are “Each INCIDENT results in zero, one, or more VICTIM-PERSONs.;” and “Each INCIDENT is the result of one or more INCIDENT-OFFENSE.”  

Building logical data models, with specific relationships, adds a considerable amount of semantic meaning to data.  It also makes it easier to validate data to ensure that one instance of data can be effectively compared and analyzed against a similar piece of data.

3.3 Data Standards Life Cycle

A primary feature of the standardization process is the phased approach to the maturity of a data standard. Data standards evolve through the following standardization phases as depicted in Figure 6.  Data elements are assigned a corresponding “registration status” in the data repository. 


[image: image6]
Figure 6 – Data Standards Life Cycle 

3.3.1 Draft Phase 
Data elements (entities and/or attributes) that have been documented in the DOI Data Repository for which metadata attributes may not yet be complete or reviewed by either a Business Data Steward or a Principal Data Steward.  This indicates that the originator has not yet released a data element for formal data standardization.  Draft data elements include both new data requirements and modifications to existing data standards.  They may also include documented metadata about data elements that exist in legacy systems and in data exchange packages. 
3.3.2 Qualified Phase 
Only Data elements in this phase of the life cycle are qualified for formal cross-functional review.  In this phase the DOI Data Architect confirms the completeness of required metadata for the data elements (entities and/or attributes), and the Principal Data Steward confirms that all quality requirements are met.

3.3.3 Non-Concur Phase
Data items that have not passed the formal cross-functional review process fall into this phase. These items stay in the repository for historical and possible reuse when new data element requirements are created.

3.3.4 Standard Phase  
Data elements (entities and/or attributes) have reached the standard phase upon completion of a formal cross-functional review sponsored by the appropriate principal data standard steward and facilitated by the DOI Data Architect.  As the official DOI data standards, these data elements are preferred for use in information exchange and in new or updated applications.  These data elements have been coordinated among all the DOI business community that uses or creates instances of the data associated with the data objects and properties and there is general agreement as to its future use and adoption.

3.3.5 Retired Phase  
Data elements (entities and/or attributes) that were formerly established, but are no longer recommended for use or are no longer needed to support the information needs of DOI are subject to retirement. The DOI Data Architect periodically provides recommendation to the Principal Data Stewards on retirement of data standards that have not been used. The Principal Data Steward coordinates the recommendation with all appropriate business data stewards and bureau data architects before officially retiring data elements.

4 Chapter 4 – Data Standardization Procedures

4.1 Purpose

This chapter describes the specific procedures for standardizing data.  The definitions of each activity as described in subsequent subsections of this chapter provides the purpose, inputs, process and results of each data standardization activity.

4.2 Primary Data Standardization Phases

There are five primary phases involved in developing and implementing data standards.  The process steps within each primary phase are summarized in Figure 7 and documented in detail in the sections below.
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Figure 7 - The Five Phases of DOI Data Element Standardization
4.3 Roles and Responsibilities Mapped to the Phases
Figure 8 below shows how each of the roles identified in Chapter 2 relate to each of the five phases of DOI data element standardization discussed in this chapter.
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Figure 8 - Key roles and responsibilities by phase

4.4 Phase 1 Investigate Artifacts

Phase Overview

In this phase, specific sources of information are gathered and examined for the purpose of determining information needs, scoping information deficiencies, and planning information improvements.   The basis for this analysis is a perceived need that could be resolved with some form of improvement to data and data exchanges.  Typically, these needs are contained in the documents and statements that discuss business or information deficiencies or identified improvement opportunities.  These documents and statements are the artifacts that are produced by Modernization Blueprint Projects, Business Process Improvement Projects, Information Exchange Projects, E-Government Projects, system development and change projects, and system procurement projects.  The result of this effort provides input to plans and actions for meeting those needs and will often lead to further data analysis, design and coordination among the data community. 

Phase Map


[image: image9]
Figure 9 - The map of phase 1


Step 1.1 Review Business References and Artifacts 

Purpose

To gather and analyze various business artifacts that identify conditions and opportunities that can be solved in part through data standardization.  These artifacts can include the outputs of Modernization Blueprint Projects, Business Process Improvement Projects, Information Exchange Projects, E-Government Projects, system development and change projects, and system procurement projects.

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
Artifacts: The sources of artifacts consist of any document or statement that identifies conditions that relate to data deficiencies, data sharing conditions, or data opportunities, including but not limited to Modernization Blueprint Projects, Business Process Improvement Projects, Information Exchange Projects, E-Government Projects, system development and change projects, and system procurement projects and the collaborative work of a Community of Practice.  For example, the Recreation community may come together to determine standards for consistent data exchange.  Their analysis of data exchange needs are   documented and coordinated among the community of practice.  The resulting documents represent an artifact that can be further analyzed for specific data requirements.

Process
Data standards development begins with the identification of an information need, which is then documented in a formalized manner.  The process begins when an individual, working group, or organization perceives the need to capture their information requirements. 

Information on proposed changing data may be collected from existing information, system design specification documents, business architecture and business process documents and models, requirements gathering sessions, and authoritative reference sources.

An example of this process is the determination of data needs from Modernization Blueprints.  Within the Goals and Objectives and the Findings sections of the blueprint are information that relate to improvement opportunities in data and data exchange.  Specific data needs are developed and/or projects initiated for the discovery and documentation of data requirements that satisfy the findings and recommendations of the blueprint.
Results and Deliverables
· Collected artifacts, notes, and plans for improving data and data exchange based on Modernization Blueprint Projects, Business Process Improvement Projects, Information Exchange Projects, E-Government Projects, system development and change projects, and system procurement projects and the collaborative work of a Community of Practice.  
· This may result in lists of data objects that are affected and how they need to change.



4.5  Phase 2 Identify and Submit Requirements

Phase Overview

To apply information engineering structure to data design and to provide an initial review of data that will be proposed as a DOI standard.  There are two primary objectives involved with this task: 

1. The development of data proposal packages based on the identification, collection, validation, design, and documentation of data requirements.  During this task, the data requirements gathered from artifact analysis from Phase I are formatted and structured based on a prescribed template according to this procedures document.   Also during this task, a logical data model diagram is developed along with documented similarities and differences with the DOI DRM.

2. The initial functional coordination of new data standards, modification to existing data standards, archiving of existing data standards, and the preparation and submittal of a data proposal package.  The developers of a proposed DOI data standard are responsible for conducting a preliminary coordination among a community of practice, a business process, a functional community, with systems managers, and with the one or more Principal Data Stewards who have purview over the proposed data standards.  This is an iterative process that may require frequent contact with stakeholders.

Such coordination typically centers on the logical data model(s) containing the proposed standards.  Suggested changes and harmonization of similar concepts are part of the process.  Many model and definitional changes may occur and changes to relationships within the logical data model are possible.

Phase Map


[image: image10]
Figure 10 - The map of phase 2.
Step 2.1 Collect and Identify Data Requirements

Purpose

To collect and analyze data related artifacts, conduct requirements gathering sessions, and determine and document specific data requirements.   These requirements may be produced in various formats such as in lists of data objects, data model diagrams, or business rule statements.  The choice of format is dependent on the preference of the team doing the documentation. 

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Collected Artifacts.  Examples of collected artifacts may include the collected notes, artifacts, and plans from Phase 1, legacy system artifacts, legacy data models, analysis of data exchanges, system requirement specifications, business architecture documents, modernization blueprints, and authoritative sources, such as policy and guidance documents.
· Subject area knowledge gathered through interviews of subject matter experts.

Process
This step involves analysis of detailed information needs as they relate to specific business mission needs.  Through the examination of the input sources, data requirements are documented in various formats, including data models, business rule statements, and lists of data objects and data elements.  In most cases, a logical data model diagram is the preferred means of documenting data requirements due to its ability to capture specific business rules and meanings in a single format.  Associated metadata, such as data object and data element definitions can be captured in documents and spreadsheets, or in the dictionary of various tools.  

The set of data requirements documented in this step represents preliminary data requirements.  This step may be conducted iteratively with other steps, such as Step 2.2 Validate Data Requirements, Step 2.3, Identify Existing Data Standards, and Step 2.4, Develop Logical Data Models.  Other process steps may also require further analysis and identification of data requirements.

An example of a specific way that data requirements are discovered is through reverse engineering of an existing system.  During reverse engineering, the data that is collected and processed by a system is documented from system design documents, database schema, user manuals, and from subject matter experts.  These requirements are captured in one of many formats, but most typically in the form of a data model diagram.

Sometimes, it is helpful to document the associations between data requirements and existing system data.  Known as a Data Requirement to System Mapping, this Document is very helpful in conducting analysis to see if all legacy data has been accounted for, and what specific transformation must take place to convert legacy data to new data formats, if any.

Results and Deliverables
· Identified Data Requirements: The results of this step include documentation of data requirements needed to effect a change based on input from the Modernization Blueprint Project, Business Process Improvement Project, Info Exchange Project and the E-Gov Project



Step 2.2 Validate Data Requirements

Purpose

To serve as a quality review step to ensure that all documented data requirements are based on authoritative mandates to collect associated data instances.  Authoritative reference sources such as official regulations, policy, guidance, public law, etc. are to be used as the basis for validating data requirements.  


Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Documented Data Requirements: Inputs include documented data requirements from Step 2.1 and 
· Applicable Policy, Guidance, Public Law, etc.  
· Knowledge gathered from subject matter experts.

Process
Authoritative reference sources will be used as the basis for validating data requirements.  Data architects, Program Managers,  subject matter experts, and system owners are responsible for the identification of appropriate sources for the data requirements.  If a data requirement does not relate to an authoritative reference source, it should be removed from consideration as a data requirement.  The authoritative reference source for each data requirement should be documented as part of the metadata for each data element.  

The following is a representative example for the documentation of authoritative reference sources:

	Data Object or Element Name
	Authoritative Reference Source

	OFFENSE TYPE CODE
	National Incident-Based Reporting System (NIBRS), Volume 1, Data Collection Guidelines, U.S. Department of Justice, Federal Bureau of Investigation.

	RECORD IDENTIFIER
	44 U.S. Code 3301, National Archives and Records Administration, Chapter 21

	BURN-PERMIT-AGREEMENT
	Wildland Fire Business Model, PMS 909, August 1996, National Wildland Fire Coordination Group (NWCG)

	COUNTRY INTERNATIONAL STANDARDS ORGANIZATION CODE
	ISO 3166-1/NWCG


Results and Deliverables
· Validated Data Requirements: Data requirements that are validated against authoritative reference sources and an updated list or model of data requirements.



Step 2.3 Identify Existing Data Standards

Purpose

To reduce redundancy and promote data sharing through the reuse of existing data standards. 

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Validated Data Requirements from Step 2.2

· External federal, national, and international data standards and authoritative reference standards

· DOI Data standards
Process
The process of identifying existing standards should begin soon after data requirements are identified.  The organization submitting a proposed data standard should begin searching for existing data standards that meet their information needs. The organization proposing adoption of standards first searches for existing data standards that meet their information needs. Sources such as the International Standards Organization (ISO), Federal Information Processing Standards (FIPS), and standards in use by other agencies must be considered.  If any of these other standards could replace the proposed DOI standard then the external standard should be proposed for adoption as a DOI standard instead.

This search for existing standards must also include those already adopted by DOI in the DOI DRM.

If an existing standard is identified, the documentation about that standard should be included in the documentation already created in previous steps.  For example, if a data model diagram has already been created, then the data requirements related to the existing standard should be incorporated into the data model diagram.

Before creating a data standard or modifying an existing standard the potential reuse of Federal, National and international data standards must be considered first. The process to adopt external data standards is the same as the process to adopt a newly created standard. They are both subject to formal cross-functional review and they are both documented in the DOI DRM and DOI Data Repository.

Results and Deliverables
· Identified existing data standards that are candidates for reuse:  External standards that meet the identified data requirements and are not currently adopted as DOI standards will be proposed for adoption along with those that are truly unique.
· Identified data standards that are new and unique. 
· Updated data requirements: They are incorporated into existing data requirements documentation and will be included for formal cross-functional review in subsequent steps.  



Step 2.4 Developing Logical Data Models

Purpose

To document data requirements in a standard representation format so that the content can be analyzed, compared with other requirements and communicated among all the participants in the data standardization process.  A data model is an especially effective tool at representing the semantic structure of data and the relationships and business rules associated with the data.

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Data Requirements Documentation from all previous steps: 

· Subject Matter Expert Participation

Process
The process of developing a logical data model involves adhering to an information engineering approach where documented data requirements are modeled in a standard relational data model format to the Third Normal Form (3NF).   Characteristics of the Third Normal Form are:
· Each data element must describe a single concept, not a set of concepts or another data element

· Each data element does not contain multiple values

· Each data element that is not part of the primary key is dependent upon the entire key

· Each non-key data element is independent of other non-key data elements, and is dependent only on the key

The DOI DRM uses IDEF1X as the data modeling method because of its suitability for Department-wide data integration analysis.  Data models developed in methods other than the IDEF1X method must be capable of conversion to IDEF1X syntax.

When beginning the development of a logical data model, the existing DOI DRM should be consulted as a basis for starting a new model.  Using the DOI DRM as the basis for a new data model ensures that reuse is built into the data requirements.  Proposed modifications to standard data objects, data elements and relationships should be incorporated into the logical data model.  Through iterative steps, the logical data model should be fully attributed and normalized to the third normal form. The data objects (entities) and data elements within the model should be named and defined as described in Appendix B, Data Element Naming and Design Rules.

The model should contain the relevant relationships between data objects and these relationships should be identified with verbs or verb phrases.  These relationships describe specific business rules that must be implemented in the data.  
Results and Deliverables
· A logical IDEF1X data model: This model graphically and semantically depicts the data requirements of a specific business area or domain.  This model provides the basis for all further design, analysis, and review of proposed data standards.
· Additional artifacts and supporting documentation related to the data requirements being modeled, provided by subject matter experts.



Step 2.5 Document Data Element Metadata

Purpose

To completely define and document each data requirement in a standardized format that represent the full meaning of the data. 

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· The logical data model from Step 2.4. 

· Additional artifacts and supporting documentation related to the data requirements being modeled.

Process
Data requirements have definitive characteristics that quantify, identify, or describe the concept of the data requirement.  The specific characteristics for each data requirement are called metadata.  Metadata include definitions, domains, and units of measure.  The details for the set of metadata required for data standardization is defined in Appendix D.
The following is a list of the mandatory metadata:

Data object identifier (if using an existing DOI standard)

Data object name

Data object steward name

Data object definition

Data element identifier (if using an existing DOI standard)

Data element name (full name, including data object name and representation term)

Data element definition

Data element data type

Data element primary key code

Data element length

Data element decimal count

Data element authoritative reference source

Data element sensitivity

Data element composition type

Data element derivation type

For Data Elements that have a list of permissible values that can be enumerated:

Authoritative Source Name

Permissible Value Identifier

Permissible Value Name

Permissible Value Meaning Text

Permissible Value Description Text

Permissible Value Effective Date

Results and Deliverables
· Thorough understanding of the elements in the logical data model

· Metadata completed for all data requirements that are documented in the logical data model

 

Step 2.6 Conduct Initial Data Coordination

Purpose

To validate the proposed data standards by having varying levels of expertise with similar information needs review the proposed data standard. It provides a way to pre-review the proposed data standard prior to the standard being submitted for formal cross-functional review.  This may reduce the rework and possible delays that could result in the midst of a formal Department-wide review.  The coordination will enable system owners to measure the future impact of proposed modifications on existing systems.  The coordination ensures that the proposed data standards do not already exist and that they comply with the guidance set forth in this Document. The coordination also ensures that the logical data model associated with the proposed data standard is functionally integrated with the DOI DRM. 


Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Logical data model developed during previous steps.

· Documented metadata developed during previous steps.

· Artifacts and supporting documentation related to the data requirements being modeled.

Process
The process of coordinating a proposed data standard begins with communication among data stewards and other members of the data community.  Such coordination centers on the logical data model(s) containing the proposed standards.  Coordination may be achieved through normal communication mechanism, such as emails or phone conversations, and may also require one or more coordination sessions.  Proposed data standards that have broad interest or affect a high level of legacy implementations may require a significant amount of interaction.  In these cases, the building of consensus about a proposed data standard will require the participation of subject matter experts and users of systems that process related data.  Consensus building may even reach outside DOI to other federal, state, local and tribal interests. The result of coordination activities often impact documented data requirements, such as the logical model and associated metadata.  

Results and Deliverables
· Logical data model that has received input and coordination by a broad community

· Documented metadata that has received input and coordination by a broad community.

This ensures that the proposed data standards are of greater quality and that they will be generally accepted across DOI if adopted.  This coordination will also result in the ability of system owners to asses any future impact on data and data exchanges upon adoption of the proposed standard.



Step 2.7 Submit Data Proposal Package
Purpose

To provide the formal assembly of a data proposal package and the submission of that package into the data standardization formal review process.  This package constitutes a proposal for the extension of the DOI DRM.

Timing
The appropriate Principal Data Steward will conduct a preliminary review and provide a response to the originator within 15 working days.


Key Roles
· DOI Data Architect

· Principal Data Steward

Inputs
· Logical data model that has received input and coordination by a broad community

· Documented metadata that has received input and coordination by a broad community.

Process

Once initial data coordination has been completed, the originator shall prepare a data proposal package and forward it to the appropriate Principal Data Steward.   Upon the Principal Data Steward’s concurrence, the originator will be granted authorization to submit the proposed data standard(s) to the DOI Data Architect for formal review processing.

The appropriate Principal Data Steward is responsible for formally proposing an extension to the DOI DRM.  Required contents to be included in the data proposal package are listed in the table below:
The data proposal package should generally contain no more than 20 data objects and 200 data elements.  When a logical data model is being developed that is larger than 20 data objects and 200 data elements, it should be partitioned into separate views that can be submitted as separate individual data proposal packages.  

	Yes
	No
	Description

	
	
	Does the data proposal package have point of contact (POC) info?

a. POC Name

b. POC Phone Number

c. POC email address

	
	
	Does the data proposal package contain the required contents?

a. List of proposed entities and data elements (electronic copy)

b. Data model diagram (electronic copy)

c. The package does not exceed 20 entities and 200 data elements

	
	
	Is the data in the data proposal package focused on a single business line, subject area, and/or information class? 

	
	
	Is the Data Steward for the package identified?

a. Steward Name

b. Steward Phone Number

c. Steward email address

	
	
	Are entities clearly distinguished from data elements?

	
	
	Are proposed new entities and data elements clearly identified as such?

	
	
	Is reuse of existing DOI data standards identified?

	
	
	Are proposed changes to existing DOI data standards identified?

	
	
	Are adopted external standards identified to include the name of the standards organization? 

(The entity or data element is based primarily on a data standard formulated and approved by a body outside of DOI).


Results and Deliverables
· Assembled data proposal package of data requirements in the prescribed format.

· Submission of the data proposal package to the DOI Data Architect.

· The official start of the formal review process for the contents of the data proposal package.



Step 2.8 Review Data Proposal Package for Completeness

Purpose

To ensure that all technical requirements are met prior to distribution of the data proposal package for formal review.  
Timing
5 Working Days from receipt of the data proposal package.


Key Roles
· DOI Data Architect

· Principal Data Steward

Inputs
· The data proposal package.

Process

This process is conducted by the Principal Data Steward and the DOI Data Architect to ensure all required data proposal package components are complete and in the appropriate format and that data standards metadata are complete.  This also ensures that proposed data standards do not conflict with any existing DOI data standard and that they are modeled in the appropriate syntax of IDEF1X. This process is conducted with the coordination of the originator of the proposed data standard.  If any required metadata are incomplete, the originator will be notified, and the metadata must be supplied prior to the proposed data standard receiving a “Qualified” status for formal cross-functional review.

Results and Deliverables
· Data requirements in the form of the logical data model and associated metadata that are changed to a “qualified” registration status confirming their completeness and that all quality requirements are met. These data standards are now ready for formal cross-functional review.

4.6  Phase 3 Conduct Formal Cross-Functional Review

Phase Overview


This phase takes the completed data proposal package and allows for a formal Cross-Functional review facilitated by the DOI Data Architect.

Phase Map
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Figure 11 - The map of phase 3.


Step 3.1 Conduct Formal Review

Purpose

To conduct formal department-wide review across multiple business lines ensuring that the proposed data standards are represented uniformly with a DOI perspective.
Timing
20 working days from the completion of the review in Step 2.8.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· Data requirements in the form of the logical data model and associated metadata that are changed to a “qualified” registration status.

· The assembled proposal package.

· A form for collection of comments from reviewers.

Process

This review provides the data community the opportunity to review proposed extensions to the DOI DRM.  The formal review period is 20 workdays.  The review period begins on the first full day after notification is sent out.  The formal review includes the following steps: 

a. Check that the proposed data objects and data elements and required metadata are clear, meaningful and consistent across the subject area or business line. 

b. Validate that the proposed data objects and data elements are represented uniformly with a DOI perspective so that they can be interpreted consistently. 

c. Validate that the relationships within the logical model accurately reflect business rules that are implemented uniformly with a DOI perspective.

d. If a data proposal package includes recommendations for the retirement of data standards, determine the impact the retirement will have on current implementations.

e. Check to see that unique data requirements are represented using as general terminology as possible. (non-bureau or -organization specific)

f. During review, a Non-concurrence on proposed data standards shall be based on an operational data requirement supported by both: 

(1) A full justification for non-concurrence including documentation (source regulations, mission statements, official policy, DOI Directives, laws, etc.) and where applicable, the estimated implementation costs and/or mission impact to support non-concurrence.

(2) One or more technically and functionally compliant recommended alternatives with the estimated costs for implementation where applicable. 

g. Comments and or recommendations may not be accepted if they do not meet the criteria or if they are sent after the allotted review period as specified in the cover letter. 

h. This activity results in reviewed data standards and the documentation of comments and recommendations generated from the formal review. Reviewers will forward their comments and recommendations to the submitting Principal Data Steward and the DOI Data Architect in electronic copy format.  
Results and Deliverables
· Data Proposal Package that has been distributed to all DOI data stewards for comment

· Comments submitted from reviewers, in the comment form.


Step 3.2 Facilitate Review

Purpose

To ensure that the prescribed timetables are adhered to and that issues and issue resolution are conducted in a timely manner.
Timing
The duration of the review process.


Key Roles
· DOI Data Architect

Inputs
· The initiation of the formal review process. 
Process
The DOI Data Architect has the responsibility to ensure that the formal review is conducted in accordance with the requirements described in this Document.  The DOI Data Architect ensures that the prescribed timetables are adhered to and that issues and issue resolution is conducted in a timely manner.

Results and Deliverables
· Completed formal cross-functional review.



4.7   Phase 4 Resolve Comments

Phase Overview


To produce a standard for use.  It resolves all of the changes and recommendations that were made in the previous phase.

Phase Map
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Figure 12 - The map of phase 4.

Step 4.1 Conduct Resolution for Standard Data


Purpose

To finalize the actions taken on a proposed data standard based on the comments and recommendations received during formal cross-functional review. 
Timing
14 working days from the completion of the formal review in Step 3.1.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs

· Data Proposal Package that has been reviewed by DOI data stewards 

· Comments submitted from reviewers, in the comment form.
Process
Final disposition is conducted within 14 working days after completion of the formal data standards review.  The result can be either that a proposed data standard be established for DOI use or that a proposed data standard will be rejected.  

a. The Principal Data Steward and the DOI Data Architect evaluate the comments received from the formal data standards, and information exchange reviews.  The Principal Data Steward will determine the forum necessary to obtain consensus on the proposed data standards. The DOI Data Architect will assist the Principal Data Steward in the resolution process. 

b. The Principal Data Steward and DOI Data Architect will ensure modifications are made to the DOI DRM, data objects and data elements based on comment resolution. The Principal Data Steward will ensure their respective logical data model is updated accordingly.

c. Based upon the above evaluation, the data standards will either be established as a “Standard,” rejected, or forwarded for resolution.

d. Standard: The Principal Data Steward and the DOI Data Architect will change the data objects and data elements in “Qualified” status to “Standard” in the DOI Data Repository.  The Principal Data Steward provides concurrence from a business perspective and the DOI Data Architect provides technical concurrence. The Principal Data Steward is the final authority for functional decisions about the proposed data under his/her purview.

e. Non-concur. The Principal Data Steward and the DOI Data Architect will change the Qualified Data Object(s) and data element(s) in the DOI Data Repository to “non-concur” in the event the consensus during the formal cross-functional review is to not adopt the proposed standard.

f. Appeal. In the event that a decision of the Principal Data Steward is not accepted, the issue may be raised before the E-Gov team for final decision.

In the event the Principal Data Steward and the DOI Data Architect cannot resolve an issue raised during formal cross-functional review during the comment resolution period, the DOI Data Architect will present the issue to the E-Gov team for final resolution.  

Results and Deliverables
· Consensus completed on the data standard.


Step 4.2 Confirm Review Resolution and Establish Standard Data Element

Purpose

To control the registration status of reviewed data requirements.
Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

Inputs
· Logical data model that has completed review.

· Associated metadata that has completed review.

.

Process
Once all issues regarding a proposed data standard have been resolved, the DOI Data Architect will assign the appropriate recording status to all data objects and data elements that have been reviewed.  Those that have been favorably reviewed will receive a status of “Standard.” 
Results and Deliverables
· New data standard with the status of “Standard.”

· Changes to existing data standard, including retirement.


4.8  Phase 5:  Implement Standards

Phase Overview


Once a data standard has been established, it can only provide tangible benefit if it is used throughout DOI in systems and data/information exchanges.  This phase represents an on-going process of putting data standards into operation and disseminating knowledge about them to the user community. There are two primary objectives of this task:

1. Integrate new or changed data standards into the DOI DRM and disseminate knowledge about DOI data standards to the data community.  This provides an updated version of the DOI DRM, with new or modified associations with other Enterprise Architecture products, such as mappings between entities and the BRM.  This also ensures that the DOI data community is notified of a newly adopted or modified data standard.

2. Provide the data standard in the form of database schemas, XML standards, information exchange packages, and listings of authoritative sources.


Phase Map
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Figure 13 - The phase map of Phase 5.

Step 5.1 Extend and Update the DOI DRM

Purpose

This step provides extensions and updates to the DOI DRM based on actions recommended during comment resolution of proposed data standards, and through other activities that provide draft work on existing views and the creation of new views.  This step also provides for the publication and dissemination of DOI DRM information.

Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

Inputs
· The existing DOI DRM

· New data standard with a status of “Standard”

· Proposed changes to existing data standards, including retirement.

· Logical data model metadata updates for inclusion and changes to the DOI DRM.

Process
The DOI DRM consists of a collection of data objects and data elements that can exist in any of the three primary data standard statuses: draft, qualified, and standard.  The DOI Data Architect has the responsibility for making actual changes to the DOI DRM.  These changes are made for several reasons: a) they are made to reflect the actions of comment resolution process; b) they are the result of draft work conducted by communities of practice and modernization blueprint work; c) they may reflect exploratory and data discovery activities.  Only the data standardization process can produce a standard in the DOI DRM.  All other changes to the DOI DRM are to draft objects only. 

The process of extending and updating the DOI DRM follows the following configuration management procedures: 

1. The current published version of the DOI DRM is considered the “baseline” and provides the basis model for the next subsequent release of the DOI DRM.  This model is housed in a modeling tool as a single model file, with multiple views divided by business line and possibly information class.  This allows the configuration staff to share the same model objects in one or more model views.  Additional metadata about the model is housed in the current DOI DRM repository tool.

2. Each official release of the DOI DRM must be maintained under configuration control.  To accomplish this, the model release must be kept as a separate file, time and date stamped with the final release date.

3. A second copy of the model file is created to provide a working model.  This working model file becomes the next “candidate” DOI DRM Version and is the basis for new integration and change work as it comes in.

4. New modeling efforts or changes to existing modeling objects are recorded in the current candidate model file.

5. Proposed data standards must be integrated into the candidate DOI DRM model file.

6. Changes to existing model objects, structures, definitions, and other metadata may be applied to the current candidate DOI DRM as they are directed by the DOI Data Architect.  A collection of changes may be made before the model file is archived and time stamped, and a new candidate version is created.

7. Each time a new logical data model is integrated into the current candidate DOI DRM model file, it is time stamped and saved.  A new copy of the model file is then established and that then becomes the basis for the integration and inclusion of the next logical data model.  Each new version becomes stamped with the new version number.

8. At a point in time that the DOI Data Architect deems appropriate, the current candidate DOI DRM file is validated for completeness and consistency to the extent practical.  The model file is then duplicated and the model file name becomes the “DOI-DRM-Version-X.0” where the “X” signifies the next higher version number.

9. This new version of the DOI DRM is then released to the DOI community, along with the standard metadata reports.

This process continues the same way, with new versions of the DOI DRM released periodically.

Results and Deliverables
· Modified DOI DRM to include the additions and changes approved through the formal review and comment resolution processes.

· A new version and official releases of the DOI DRM.  
· Configuration control applied to the DOI DRM to ensure consistency and management control.


Step 5.2 Search for Data Standard

Purpose

This step promotes the search of the DOI DRM for existing and proposed data standards that may be of interest to a community, an individual, or to evaluate data sharing opportunities.  They may also be the basis for the development and implementation of physical data structures, data/information exchange packages, and XML Schemas.
Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· The current version of the DOI DRM

.

Process
The DOI DRM is available from the DOI Enterprise Architecture web site and contains various resources that can be searched for standard data as well as those in qualified status and draft status.  Both model diagrams and metadata files can be downloaded and searched.  

It is important that all information system procurement and development projects, integration efforts, data exchange efforts, and data sharing efforts begin with a search for similar or existing data standards.

Results and Deliverables
This will promote the achievement of data sharing and data integration.


Step 5.3 Transform Logical Data Model to Physical Schema

Purpose

To promote the use of data standards in systems by transforming the logical data model of the DOI DRM into language and constructs that are suited for physical systems development and data storage. 
Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· A subset of the current DOI DRM that contains “standard” data objects and data elements.

Process
The process of transforming the logical data model constructs and semantics of the DOI DRM into the vocabulary and syntax of physical system data structures usually involves the direct translation of data objects and data elements into the semantic language of a particular system development language.  For example, a data object from the DOI DRM may become the basis for a relational database table.  Likewise the data elements within the DOI DRM usually translate into column definitions within a relational database table such as an Oracle table.  There are usually transformations that take place in making this transition, such as the shortening or abbreviation of the data object and data element names, and the specific grouping of data elements into different structural arrangements to meet particular needs of application development. 

If modifications are necessary to the physical names or in the arrangement of data elements within their native data objects, (often for the purpose of more efficient data processing) the integrity rules specified in the DOI DRM must still be ensured.

Results and Deliverables
· The development of constructs for data storage and/or the encoding for data exchange that are implemented to process data standards.

This leads to increased reuse, data sharing, increased data quality, and the development of physical schemas that are themselves reusable.

Step 5.4 Transform Logical Data Model to Information Exchange Package Documentation

Purpose

To provide standard vocabularies and data structures for use in the documentation and formulation of Information Exchange Packages. 
Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· A subset of the current DOI DRM that contains “standard” data objects and data elements.

Process
Information Exchange Package Documentation represents a collection of artifacts that describe the structure and content of an Information Exchange Package. An Information Exchange Package is a set of data transmitted for a specific business purpose and is typically referred to as the payload or information.  The Information Exchange Package Documentation describes the structure and content of a data exchange including, for example, an XML Schema, purpose and scope statements for the exchange, timing, and security dependencies.

The process of transforming the logical data model constructs and semantics of the DOI DRM into artifacts and documentation of information exchange packages usually involves the direct translation of data objects and data elements into the semantic language of a particular information exchange package.  This may involve XML schemas, Resource Description Framework Schema (RDFS) and other specific vocabularies.

Results and Deliverables
· The development of constructs for data exchange that are based on DOI data standards.
This leads to increased ability to share data in a semantically consistent way and may reduce the cost of building and maintaining information exchanges.


Step 5.5 Transform Logical Data Model to XML Tags and Schemas

Purpose

This step promotes the use of data standards in XML data exchanges by transforming the logical data model of the DOI DRM into language and constructs that are suited for XML schema development and data exchange. 
Timing
Not applicable.


Key Roles
· DOI Data Architect

· Principal Data Steward

· Bureau Data Architect

· Business Data Steward

· Program Manager

· Subject Matter Expert

· Database Administrator

Inputs
· A subset of the current DOI DRM that contains “standard” data objects and data elements.

Process
The process of transforming the logical data model constructs and semantics of the DOI DRM into XML tags and schema usually involves the direct translation of data objects and data elements into the semantic language and syntax of XML.

If modifications are necessary to the XML tag names or in the arrangement of data elements within their native XML elements, (often for the purpose of more efficient data processing) the integrity rules specified in the DOI DRM must still be ensured.

Results and Deliverables
· The development of XML data exchanges that are based on the semantic constructs of the DOI DRM.
This leads to increased reuse, data sharing, increased data quality, and the development of data exchanges that are themselves reusable.

Appendix A – Glossary

Activity Model. A model of the processes that make up a business activity showing inputs, outputs, controls, and mechanisms through which the processes of the activity are (or will be) conducted..

Alias.  (1) An alternate label; for example, a label and one or more aliases may be used to refer to the same data element or point in a computer program.  (2) Synonym for alternate name.

Artifact. A piece of documented information that describes any aspect of an enterprise architecture.  Examples include system documentation, data models, technical reference documents, strategic plans, and modernization blueprints.

Attribute.    A property or characteristic that is common to some or all of the instances of a data object.  An attribute represents the use of a domain in the context of a data object. (Synonymous with Data Element and Data Attribute) 
Automated Information System (AIS).  See “Information System.”
Business Process Improvement (BPI).  A systematic approach to help any organization make significant changes in the way it does business.
Business Reference Model (BRM).  A function-driven framework for describing the business operations of the Federal Government independent of the agencies that perform them.

Business Rule.  A statement of fact that identifies constraints governing the business functions and information requirements of an organization.

Concept.  A unit of thought constituted through abstraction on the basis of characteristics common to a set of objects. 

Conceptual Data Model.  A graphical and semantic representation about one or more concepts that describes the data objects, their data elements, and relationships or associations with other data objects while being independent of any software or hardware constraints.   It can be an integration of multiple logical data models.
Data.  Data is a representation of facts, concepts, or instructions (structured, semi-structured, or unstructured) in a formalized manner suitable for communication, interpretation or processing by people or by machines.

Data Architect.  The data architect serves as a principal advisor and facilitator to management and users on all matters pertaining to administration, management and coordination of data and information for information systems.

Data Architecture.  A framework comprised of a formal data resource management and standardization program, a recognized community of data stewards of all the business lines across the enterprise, a metadata repository, governance, and an enterprise data model. The framework serves the purpose for organizing the interrelationships of data, (based on an organization’s missions, functions, goals, objectives, and strategies), providing the basis for the incremental, ordered design and development of systems based on data modeling methods.  

Data Asset.  Also referred to as the Data Resource.  It represents a collection of data, or facts, within a specific scope tied to a line of business or shared in common across business lines.  It is singular, such as the human resource data, recreation data, or trust data.

Data Attribute.    A property or characteristic that is common to some or all of the instances of a data object.  An attribute represents the use of a domain in the context of a data object.  (Synonymous with Data Element and Attribute)

Database.  (1) A collection of interrelated data, often with controlled redundancy, organized according to a schema to serve one or more applications; the data are stored so that they can be used by different programs without concern for the data structure or organization.  A common approach is used to add new data and to modify and retrieve existing data.  (2) See archival database, distributed database.

Data Definition Language (DDL).  The language used to define physical data structures in a database management system.

Data Dictionary.  A specialized type of database containing metadata that are managed by a data dictionary system; a repository of information describing the characteristics of data used to design, monitor, document, protect, and control data in information systems and databases; an application of a data dictionary system.

Data Element.  A basic unit of information that has a meaning and subcategories of distinct units and values.  It is also a property or characteristic that is common to some or all of the instances of a data object.  An attribute represents the use of a domain in the context of a data object. (Synonymous with Data Attribute and Attribute)

Data Element Definition.  A data element is defined by its association with a specific entity and by all its metadata attributes.

Date Element Description.  A text statement explaining what a data element represents and distinguishing it from other similar data elements.

Data Element Design.  A preliminary step in the data element standardization process that produces a data element description and a data element name.

Data Element Standardization.  The process of identifying and defining data requirements using a metadata format that conforms to a set of common structures and definitions, and subjecting the data requirement to a process of validation, review, and approval. (Synonymous with Data Standardization.)

Data Integrity. A property of data in which all assertions (accurate, current, consistent, complete) hold true.

Data Item.  A named component of a data element; usually the smallest component.

Data Model.  A graphical and semantic representation that describes the data objects, their data elements, and relationships or associations with other data objects.

Data Model View.  A subset of a data model that limits the data objects, data elements, and relationships based on particular criteria, such as business line, subject area, or information class.

Data Object.  A representation of real or abstract things (people, objects, places, events, ideas, combinations of things, etc.) that are recognized as the same type because they share the same characteristics and can participate in the same relationships.  It is also referred to as a data entity in relational data modeling. (Also known as Entity.)
Data Property. A feature or characteristic that is common to some or all of the instances of a Data Object. A Data Property represents the use of a representation term in the context of a Data Object. A Data Property is considered to be the specific part of data element that distinguishes it from other data elements within the same Data Object.

Data Quality.  The correctness, timeliness, accuracy, completeness, relevance, and accessibility that make data appropriate for use.

Data Repository.  A repository containing uniform and consistent specifications (such as meaning, classification, representation, and permissible values) of units of information called data elements.

Data Representation.  A description of how data is represented to its users and to the organization.  It is the combination of a value domain, data type, and if necessary, a unit of measure or a character set.  Data representation includes such information as the type of data represented (such as character, numeric, and date), how the data is formatted (date might be in the format of YYYY/MM/DD, where Y = year, M= Month, and D = Day), and points to specific lists of permissible values for the data.

Data Resource. Any data created manually or by automatic means, used by a system or enterprise to represent its information.

Data Resource Management Program.    An enterprise architecture program comprised of functions including development and coordination of the policies and plans for the identification, definition, collection, organization, correction, storage, protection, processing, communication and disposition of data and information in information systems.

Data Requirements. A specification of entities, attributes, relationships and domain values needed to support a business function.

Data Security.  The protection of data from accidental or intentional modification or destruction and from accidental or intentional disclosure to unauthorized personnel (see also data integrity).

Data Standard.  A specific data format that conforms to the requirements of this Document; specifically a data object, data element, and data object relationship (business rule).  The basic components of a data standard are a logical data model and metadata.

Data Standardization.  The process of identifying and defining data requirements using a metadata format that conforms to a set of common structures and definitions, and subjecting the data requirement to a process of validation, review, and approval (same as Data Element Standardization).
Data Steward.  The person or group that manages the development, approval, creation, and use of data associated with a specific data standard managed within a specified business area, functional area, or subject area, ensuring that standardized data can be used to satisfy data requirements throughout DOI.

Data Type.  (1)  A set of values and a set of allowable operations on those values.  (2)  The characteristics and attributes of data; for example, length, precision, alphanumeric representation.

Data Validation.  (1)  A process used to determine if data are inaccurate, incomplete, or unreasonable; the process may include format checks, completeness checks, check key tests, reasonableness checks and limit checks.  (2) The checking of data for correctness or compliance with applicable standards, rules, and conventions.

Data Value.  An instance of a data item.  (Synonymous with value.)

Department of the Interior Data Reference Model (DOI DRM).  The DOI DRM is a logical data model that contains a depiction of the data standards for DOI.  This is a single logical model, broken down into multiple pictorial and semantic views that contain only data objects, data elements and data object relationships that have the registration status of “Standard.” This model is maintained in the DOI Data Repository and is built using business line data models, community of practice data models, or other functional data models that are added to the DOI DRM in the form of proposed data standards submitted by the appropriate Data Steward. The DOI DRM represents an integrated view of all standardized data requirements for DOI.

E-Government. The federal government’s use of information technologies to exchange information and services with citizens, businesses, and other arms of government.

Enterprise.  A complete business or organization consisting of functions, divisions, or other components used to accomplish specific objectives and defined goals.

Entity.  A representation of real or abstract things (people, objects, places, events, ideas, combinations of things, etc.) that are recognized as the same type because they share the same characteristics and can participate in the same relationships.  (Synonymous with Data Object). 

Entity-Relationship Diagram.  A data model based on the concept of entities and relationships among entities, and of the attributes of entities and relationships.

Enumerated List.  The collection of members of an established set of values allowed in data representation of a data element.

Extensible Markup Language (XML). A language framework that is used to define languages that are used to exchange data.
FEA – Federal Enterprise Architecture.  A tool that enables the Federal Government to identify opportunities to leverage technology and alleviate redundancy, or to highlight where agency overlap limits the value of IT investments.  The FEA facilitates horizontal (cross-Federal) and vertical (Federal, State, and Local Governments) integration of IT resources, and establish the “line of sight” contribution of IT to mission and program performance. The outcome will be a more citizen-centered, customer focused government that maximizes technology investments to better achieve mission outcomes.

Fully Attributed Data Model.  A third normal form data model that includes all data objects, data elements, relationships, and integrity rules needed by the functional activity being modeled.

Functional Activity.  The primary subdivision of a functional area, made up of a collection of processes that can be managed together using policies and procedures not specifically applicable to other functional activities within the functional area.

Functional Area.   A functional area (e.g., human resources) is comprised of one or more functional activities (e.g., recruitment), each of which consists of one or more functional processes (e.g. interviews candidate).

General Domain.  A Value Domain that has a broad definition and a large (possibly infinite) set of acceptable values that cannot be enumerated within reason.
Geospatial.  A class of data that has a geographic or spatial nature.

Harmonization.  The development of a common understanding of data.  This is typically achieved through a process where two or more data elements with similar semantic meaning are integrated into a single data element.

Information.  Data with context; the meaning that a human assigns to data by means of the known conventions used in their representation.

IDEF.  Integrated Computer-Aided Manufacturing Definition.  A technique used to capture and graphically illustrate the processes and data requirements and the dynamic interactions between them.  
IDEF0.  A modeling technique used to describe the operations, processes, and functions of an organization.

IDEF1X.  A modeling technique used to produce an “information model” (or data model) that describes the data requirements of the activities shown on the IDEF0 models, or other functional description documents.
Identifier.  (1) A language independent unique identifier of a data element within a registration authority.  (2) An unambiguous name for an object within a given context.
Information Class.  Logical groupings of data objects/entities to further specify broad Subject Areas.  
Information Engineering.  An approach to planning, analyzing, designing, and developing an information system with an enterprise-wide perspective and an emphasis on data and architectures.
Information Exchange.  The process of sending and receiving data in such a manner that the information content or meaning assigned to the data is not altered during the transmission.

Information Exchange Package.  A set of data transmitted for a specific business purpose and is typically referred to as the payload or information.  
Information Exchange Package Documentation.  Represents a collection of  artifacts that describe the structure and content of an Information Exchange Package.  The Information Exchange Package Documentation describes the structure and content of a data exchange including, for example, an XML Schema, purpose and scope statements for the exchange, timing, and security dependencies.

Information Requirement.  The functional area expression of need for data, information, or reports to carry out specified and authorized functions or management purposes, and which call for the establishment or maintenance (update) of data, information, reporting, or record keeping systems whether manual or automated. 
Information System (IS).  Information Systems are organized combinations of human resources, Information Technology equipment, software and established methods and procedures designed to collect, process and/or communicate data or information for the purposes of supporting specific administrative, mission or program requirements.  This includes application systems, databases and management information systems.
Interoperability.  The capability for one system, and/or its components, to efficiently and effectively exchange information, data, and logic with one or more systems.

Integrated Computer-Aided Manufacturing Definition (IDEF).  A technique used for modeling an enterprise’s processes or data.

Life Cycle Management (LCM).   A management approach, which provides a structured, sequential process for planning and control of an information resource from inception to replacement or termination.

Logical Data Model.  A model of data that represents the inherent structure of that data and is independent of individual applications of the data and also of the software or hardware mechanisms which are employed in representing and using the data.

Metadata.  Information describing the characteristics of data; data or information about data; and descriptive information about an organization’s data, data activities, systems, and holdings.  Specifically, these data concern the DOI Data Reference Model and the formal enterprise data resource. 
Methodology.  The principles, practices, etc., of orderly thought or procedure applied to a particular branch of learning (i.e. data modeling).  A set of standards and procedures used to guide the development of a data model.

Modeling.  Application of a standard, rigorous, structured methodology to create and validate a physical, mathematical, or otherwise logical representation of a system, entity, phenomenon, or process.

Modernization Blueprint.  A transition plan for migrating from the as-is architecture to the target architecture typically specific to a business or functional area.

Modifier.  A word used in naming data elements to add clarity.  It usually precedes the representation term.  See Representation Term Modifier.  Some standard modifiers are suggested in Appendix C.

Non-spatial.  A class of data that does not have a geographic or spatial nature. 

Normal Form.  The condition of an entity relative to satisfaction of a set of normalization theory constraints on its attribution.  A specific normal form is achieved by successive reduction of a data object from its existing condition to some more desirable form.  The procedure is reversible.

First Normal Form (1NF). A data object is in 1NF if and only if all underlying simple domains contain atomic values only. Each attribute of an entity must have exactly one value for each instance, with no lists, repeated occurrences, nor internal structures.

Second Normal Form (2NF). A data object is in 2NF if and only if it is in 1NF and every non-key data element is fully dependent on the primary key.

Third Normal Form (3NF). A data object is in 3NF if and only if it is in 2NF and every data element that is not a part of the primary key is a non-transitively dependent (mutually independent) on the primary key.  Two or more data elements are mutually independent if none of them is functionally dependent on any combination of the others.

Normalization.  The process of refining and regrouping attributes in entities according to the normal forms.
Object Class.  A set of objects.  A set of ideas, abstractions, or things in the real world that can be identified with explicit boundaries and meaning and whose properties and behavior follow the same rules.  A data object (data entity) is an object class.

Originator.  The organization or unit within an organization that has submitted a data element for addition, change, cancellation, or withdrawal as a standard data element.

 (Synonymous with Submitting Organization)

Permissible Value.  The set of representations of allowable instances of the data element, according to the representation form, layout, data type and maximum and minimum size specified in the corresponding attributes.  The set can be specified by name, by reference to a source, by enumeration of the representation of the instances or by rules for generating the instances.
Physical Data Model.  A graphical and semantic representation of a data design which takes into account the facilities, constraints and data access requirements of a particular database or system. 
Precision.  A measure of the ability to distinguish between nearly equal values; for example, four-place numerals are less precise than six-place numerals;  nevertheless, a properly computed four-place numeral may be more accurate than an improperly computed six-place numeral. (2) The degree of discrimination with which a quantity is stated; for example, a three-digit numeral discriminates among 1000 possibilities.  (3)  See double-precision, multiple-precision, single-precision, and triple-precision.
Primary Key.  The data element or groups of data elements within a data object whose data values comprise a unique identifier for the data object.

Qualitative Data.  A data value that is a non-numeric description of a person, place, thing, event, activity, or concept.

Quantitative Data.  Numerical expressions upon which mathematical operations can be performed.

Quality Assurance.  (1)  The planned systematic activities necessary to ensure that a component, module, or system conforms to established technical requirements.  (2)  All actions that are taken to ensure that a development or organization delivers products that meet performance requirements and adhere to standards and procedures.  (3) The policy, procedures, and systematic actions established in an enterprise for the purpose of providing and maintaining some degree of confidence in data integrity and accuracy throughout the life cycle of the data, which includes input, update, manipulation, and output.

RDFS (Resource Description Framework Schema).  A specification to define the structure of Resource Description Framework.
Recorded Data Element.  A submitted data element which contains all mandatory metadata and has been recorded in a data repository, but the contents may not meet the quality requirements specified by this Document.

Registration Status.  A designation of the position in the life-cycle of the standardization of a data element.

Relationship.  An association between two entities or between instances of the same entity.

Relationship Name.  A verb or verb phrase which reflects the meaning of the relationship expressed between two data objects shown on a data model.

Representation.  A description of how data is represented to its users and to the organization.  It is the combination of a value domain, data type, and if necessary, a unit of measure or a character set.  Data representation includes such information as the type of data represented (such as character, numeric, and date), how the data is formatted (date might be in the format of YYYY/MM/DD, where Y = year, M= Month, and D = Day), and points to specific lists of permissible values for the data.  (Synonymous with Data Representation)

Representation Term.  A word in the name of a data element describing the category to which the data element belongs; e.g., “quantity,” “name,” “code.”  The word establishes the general structure and value domain of a standard data element.

Representation Term Modifier.  A word that is used to further refine or describe a representation term.  The representation term modifier is optional.

Resource Description Framework (RDF).  A language for describing relationships between resources using specific vocabularies ("ontologies") so that knowledge models we have in the real world can be better correlated for information re-use.

Resource Description Framework Schema (RDFS).  A specification to define the structure of Resource Description Framework.
Semantics.  The branch of linguistic science which deals with the meaning of words.  In the case of data models, semantics refers to the meaning of the concepts depicted by the graphical representation in the data model.

Specific Domain.  A Value Domain that has a finite definition and an enumerable set of data values. 
Standard Data Element.  A proposed data standard that has been coordinated through the standardization process and established for use in DOI systems and models.

Subject Area.  A collection of data classifications that represent broad categories of information.  These major areas of information and data subjects support the business lines of an organization.  (Synonymous with Data Subject Area)  

Submitting Organization.  The organization or unit within an organization that has submitted a data element for addition, change, cancellation, or withdrawal as a standard data element.  (Synonymous with Originator.)

Value Domain.  The representation of a set of permissible (or valid) values for a data element.
View.  A subset of a data model that limits the data objects, data elements, and relationships based on a particular subject of interest, related to the overall subject of the data model.  (Synonymous with Data Model View)
XML. Extensible Markup Language. A language framework that is used to define languages that are used to exchange data.
XML Schema. A specification to define the structure of XML documents and to specify data types for attribute values and data element content.
XML Tag. A named element of an XML file.

Appendix B – Data Element Design and Naming Rules

1.1  Purpose

The basis of data standardization is the development of data standards for the atomic level item of data known as the data element.  Therefore it is critical that structured and consistent design and naming rules be applied to all data standards.  This chapter sets guidance for designing and naming data elements that all components of DOI will use when standardizing data.  The procedures for data standardization using these rules are detailed in Chapter 4 of this Document.

1.2 Basic Standard Structure of a Data Element

A data element is an attribute of a data object (entity) in a logical data model.  A data element is structured according to the format as depicted in Figure B.1. 

[image: image14]
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Figure B.1 - Data Element Structure

As shown in Figure B.1, every data element must have a data object, a data property and a representation term.  In some cases, the representation term also serves as the data property.  Optionally, they may also include a value domain that describes the set of permissible values for instances of a data element.  Optional modifiers may be used to clarify the content of the data element. 

The example above shows the data element PERSON EYE COLOR NAME as conforming to this structure.  PERSON is the name of the data object that this data element helps to describe; EYE COLOR is a specific data property of a PERSON; and NAME is a standard representation term that helps to classify the instances of this data value into a group with similar characteristics—in this case it signifies that the values for this data element would consist of text characters of the alphabet and provides a textual representation that names something. 

Every standard data element must be based on a data element within a logical model.   Figure B.2 shows this example data element within a simplified model.  Notice that the full data element name is PERSON EYE COLOR NAME and the first word in that name, PERSON, is also the same as the data object name shown as the name on top of the box.



This relationship in the name of a data element with the name of the data object is a mandatory component in the naming of data elements.  The first part of the data element name must match the name of the data object that it helps to describe.  In order to accomplish this, the data element must be modeled as part of a logical data model.  Each of the five data elements in Figure B.2 has the data object name as the first part of the overall data element name:

PERSON IDENTIFIER

PERSON EYE COLOR NAME

PERSON HAIR COLOR NAME

PERSON GENDER CODE

PERSON LAST NAME

1.2.1 Data Object Name (Mandatory)
(Also commonly referred to as a Data Entity, Data Concept, or Object Class).  

A Data Object represents a set of real or abstract things (people, objects, places, events, ideas, combinations of things, etc.) that are recognized as the same type because they share the same characteristics and can participate in the same relationships.  Data object names are based on a data object represented in a logical data model.  Words used as data objects in some data element names may be used as modifiers in other data element names.  Practical examples of Data Objects that have already been defined by DOI include PERSON, INCIDENT, FIRE-EVENT, RECREATION-FACILITY, FUND-ACCOUNT, TRUST-BENEFICIARY, and ORGANIZATION.
Each Data Object that has been identified and standardized must have a minimum set of metadata to help describe the semantic meaning of the Data Object.  This set of metadata is defined in Appendix D. 

1.2.2 Data Property Name (Mandatory) 
(Also commonly referred to as a Data Attribute).

A Data Property is a peculiarity common to some or all members of a data object.   It is also described as a characteristic that is common to some or all of the instances of a data object.

Examples of data properties for the following data elements are broken down as follows:







Representation

Term

Data Object

Data Property
Modifier
Representation Term

PERSON 






IDENTIFIER

PERSON 

EYE COLOR 



NAME

PERSON 

HAIR COLOR


NAME

PERSON

GENDER



CODE

PERSON 

LAST




NAME

INCIDENT 

START 

CALENDAR 
DATE

INCIDENT 

END 


CALENDAR 
DATE

INCIDENT 

IDENTIFICATION 


NUMBER

INCIDENT 

LOCATION 



NAME

FIRE-EVENT 
START 

CALENDAR 
DATE

FIRE-EVENT 
BURNED ACRES 


QUANTITY

A data property does not stand on its own, but must be defined within the context of a data object.  The data property by itself is not a standardized item.  For example, the data property HAIR COLOR in the above example would seem like a candidate for standardization, but two critical pieces of information are missing: the data object name and the representation term.  Both are crucial for understanding the context of the data property.  The meaning of the data element PERSON HAIR COLOR NAME is different from PERSON HAIR COLOR CODE.  And quite different from CANINE HAIR COLOR NAME.  All three use the same Data Property of HAIR COLOR, but the possible permissible values for each data element is likely to be different.  A basic tenet of data engineering states that if the underlying permissible values for a data element are different, then the meaning of the data element is different.  

A Data Property in the context of a Data Object typically, but not always, represents an individual data item that is collected and processed by an application system.  In system terminology, these are often called “data element,” “column,” “field,” or “attribute.”

1.2.3 Representation Term. (Mandatory)  A representation term is a noun that designates the general category of data at the highest level and subcategorizes data elements based on like metadata. Representation Terms may be developed with or without modifiers.  The combination of using a modifier with a representation term further defines the representation term; e.g., Latitude Coordinate. The representation term DATE cannot be implemented alone. To be a valid in usage, it must be used with an approved modifier, such as: Calendar Date, Ordinal Date, Year Date, etc.

All data elements are required to fit into a representation term.  The list of available representation terms is depicted in Figure 6.  Refer to Appendix C of this Document for the representation term descriptions.  

There are two types of representation terms: qualitative and quantitative. 

Qualitative representation terms provide a means to identify the instance of a data element. Quantitative representation terms not only provide the means to identify, but also measure the instance of a data element. Qualitative representation terms are not intended for mathematical computations. Quantitative representation terms may be used for mathematical computations. If a new data element cannot fit into an existing representation term, then a proposal may be submitted to the DOI Data Architect to create a new representation term.
1.2.4 Representation Term Modifier (Optional).

A representation term modifier is a word (adjective) that is used to further refine or describe a representation term. The use of modifiers is optional and should be minimized. When used, a representation term modifier must distinguish one representation term from another and narrow the range of the permissible values for the representation term. 
1.2.5 Value Domain (Optional).

The value domain (with the associated set of permissible values) for a data element is established by any one of these data element components:

(a) the representation term;

(b) the combination of representation term and representation term modifier; or
(c) the combination of data property, representation term (and optionally the representation term modifier if present).
A value domain may be either specific or general in nature. A specific domain has a finite definition and an enumerable set of data values. A general domain has a broad definition and a large (possibly infinite) set of acceptable values that cannot be enumerated within reason.
Using our example data element from above, the value domain for PERSON EYE COLOR NAME is a specific domain. It has a finite and recordable set of valid values.  In this case they are:

· BROWN

· BLUE

· GREEN HAZEL

· BLACK

· VIOLET

· NOT SPECIFIED

· NOT KNOWN 

The determining combination of data element components in this case is EYE COLOR NAME.  Just using word NAME, or COLOR NAME would not be specific enough to develop a list of permissible values that is enumerated for the possible colors for a person’s eyes.

Another example for a value domain includes the set of valid or permissible values for PERSON GENDER CODE.  In this case, there is a list of codes which have a corresponding meaning:


Code: 

Meaning:


F

Female


M

Male


U

Not Known


N

Not Specified

Some value domains have lengthy lists of permissible values.  For example, the value domain for the data property COUNTRY-CODE has an extensive list of permissible values that identify each of the countries of the world.

For some concepts, such as STATE, there are several different sets of Value Domains.  Some systems identify each state with an abbreviation, and some others do so with a numeric code.  In such a case, it is best to standardize on a single set of permissible values if possible.

There are cases in which a value domain cannot be represented by a list of permissible values.  Data elements such as PERSON LAST NAME in actuality have a finite list of values, but because this list represent all possible last names for all people on earth, they are too numerous and impossible to track for any point in time.  Also there is no benefit in doing so.  In this case, this value domain is listed as non-specific and is characterized by the permissible set of characters allowed by instances of the name.  In this case it might be the characters of the English alphabet.
1.3 Naming and Definition Guidelines

1.3.1 Data Object Naming Guidelines

a. The data object name shall:

(1) Be a singular noun or noun phrase.

(2) Include only alphabetic characters (A-Z) and hyphens (-) (i.e., RECREATION-FACILITY, RECREATION-AREA).  Hyphens are used when the name consists of multiple words.

b. The data object name should NOT contain:

(1) Representation term names except under special circumstances. Approved representation terms names may be used in a data object name (such as PERSON-NAME) to more clearly identify an information requirement commonly used in the business.  A data object name should not be only a representation term name.

(2) Abbreviations or acronyms unless they have been approved and are contained in the DOI Data Repository.

(3) Names of organizations, computer or information systems, directives, forms, screens, or reports.

(4) Articles (a, an, the) or prepositions (at, by, for, from, in, of, to, etc.) unless the article or preposition clearly aids in identifying an information requirement term commonly used in the business.

1.3.2 Data Object Definition Guidelines

a. The data object definition should:

(1) Define WHAT the data object is, not HOW, WHERE, or WHEN the data object is used, or WHO uses it.

(2) Add meaning to the name. Do not merely restate or rephrase the name, or just provide a list of the data elements within the entity.

(3) Be concise. The definition should be brief and comprehensive.

(4) Be precise and unambiguous. The exact meaning and interpretation of the defined concept should be apparent from the definition.  A definition should be clear enough to allow only one possible interpretation.

(5) Avoid circular reasoning. Two definitions should not be defined in terms of each other. Avoid one definition pointing to a second definition for further explanation and the second definition pointing back to the first definition.
1.3.3 Data Element Naming Guidelines

a. The data element name shall:

(1) Be based on the entity name it is associated with.

(2) Be a singular noun phrase.

(3) Include only alphabetic characters (A-Z), hyphens (-), and spaces ( ).

(4) Separate each component of the name by a space.

b. The data element name should NOT contain:

(1) Abbreviations or acronyms unless they have been approved and are contained in the DOI Data Repository.

(2) Names of organizations, computer or information systems, directives, forms, screens, or reports.

(3) Articles (a, an, the) or prepositions (at, by, for, from, in, of, to, etc.) unless the article or preposition clearly aids in identifying an information requirement term commonly used in the business.

(4) The possessive forms of a word, i.e., a word which denotes ownership.

1.3.4 Data Element Definition Guidelines

a. The data element definition should:

(1) Define WHAT the data is, not HOW, WHERE, or WHEN data are used or WHO uses the data.

(2) Be comprised of a simple grammatically and structurally correct sentence(s).

(3) Represent a characteristic of its associated entity.  It is acceptable to use the actual data object and representation term name in the definition.  If the data object and representation term name are used in the definition there is no need to redefine these terms.

(4) Spell out any acronyms and abbreviations.

(5) Be concise. The definition should be brief and comprehensive.

(6) Be precise and unambiguous.  The exact meaning and interpretation of the defined concept should be apparent from the definition.  A definition should be clear enough to allow only one possible interpretation.

(7) Avoid circular reasoning.  Two definitions should not be defined in terms of each other.  Avoid one definition pointing to a second definition for further explanation and the second definition pointing back to the first definition.

(8) NOT contain examples or physical characteristics of the data element. A definition should be able to stand alone.   Examples may be captured as separate comments in the comment text field in the DOI Data Repository.

(9) NOT contain infinitives to begin the definition (e.g., "This data element defines..." or "To describe...").

1.3.5 Exceptions

Exceptions to these guidelines will be considered on a case-by-case basis. If unique business requirements dictate changes to these guidelines (common business terminology, existing external data standards, etc.), the appropriate Data Steward will document the required exceptions and request they be considered for approval during the cross-functional review process.

Exceptions will be granted by the DOI Data Architect if no significant objections from the data resource management community are raised during the cross- functional review process.
Appendix C – Authorized Representation Terms

Final Draft - DOI Representation Terms (aka Class Words) and Standard Modifiers

Under this scheme, a modifier MUST be used if it applies to the data element being named.  The use of modifiers adds clarity to make it easer to find similar data.  Note that the standard modifiers are representative only.  Additional modifiers may eventually be listed.  

Note that the abbreviations shown are suggested for use when the representation term is used in the naming of a physical data field.

Note also that an asterisk in the Standard Modifier field indicates that this modifier is also used for another representation term, but with a different context.
	Representation Term Name
	Abbrev
	Definition
	Standard Modifier
	Abbrev
	Standard Modifier Definition

	Amount
	AM
	A monetary value.

(Includes Average, Balance, Cost, Price, Index, Factor, Mean)

The data element definition should begin: “The (modifiers) amount of”
	AVERAGE*
	AV
	The quotient obtained by dividing the sum of a set of values by the number of values.

	
	
	
	BALANCE*
	BL
	The difference between the debits and credits of a financial account.

	
	
	
	COST
	CS
	The monetary value paid or charged for something.

	
	
	
	PRICE
	PR
	The monetary value that something is valued.

	
	
	
	US DOLLAR
	USD
	The monetary value in U.S. dollar monetary units.

	
	
	
	(other currencies)
	
	Other monetary units will be listed here as additions to this list.

	Code
	CD
	A combination of one or more numbers, letters, or special characters substituted for a specific meaning.

The data element definition should begin: “The

code that represents and/or denotes a”


	INDICATOR
	IND
	A code that signifies a binary set of values, such as Yes or No, On or Off, etc.

	
	
	
	TYPE
	TP
	A code that indicates a classification or a kind of something.

	Coordinate
	CN
	One of a set of values which identifies the location of a point.

The data element definition should be: “The coordinate identifying the (modifiers) location of”


	LATITUDE
	LAT
	The first component of a spherical coordinate system used to record positions on the earth’s surface. Latitude indicates the angular distance north or south of the earth’s equator measured through 90 degrees.  Latitude units may include Degrees, Minutes, Seconds; Decimal Degrees, Degrees, Minutes, Decimal Minutes, and positive or negative values.

	
	
	
	LONGITUDE
	LONG
	Longitude is generally defined as "the angle between the plane of a given meridian and an arbitrary initial meridian, generally the meridian of Greenwich" (ACSM, 1978, page 97). As with latitude, longitude can be astronomic, geocentric or geodetic. Geodetic longitude, "the angle between the plane of a geodetic meridian and the plane of an initial meridian" (ACSM, 1978, page 98), is used in this attribute. In the United States geodetic longitudes are numbered from the Meridian of Greenwich, and in the North American Datum 1927, are computed from the meridian of Meades Ranch.
  Longitude units may include Degrees, Minutes, Seconds; Decimal Degrees, Degrees, Minutes, Decimal Minutes, and positive or negative values.

	
	
	
	POINT
	PT
	Single X, Y (optionally Z) location in space. Dimensionless geometric feature having no other spatial properties except location. Many different natural and man-made features are modeled as points in a spatial database including trees, hydrants, poles, buildings, etc.

	Date
	DT
	The notation of a specific period of time.

The data element definition should begin: “The (modifiers) date of and/or when and/or on which a”


	CALENDAR


	CA
	A particular system for fixing the beginning, length, and divisions of the civil year.
For data elements, this indicates the date contains the year number, month, and day of the month.

	
	
	
	ORDINAL


	ORD
	A specified order or rank in a series; the day number portion of a date.

	
	
	
	YEAR
	YR
	The period of about 365 1/4 solar days required for one revolution of the earth around the sun.  For data elements, this indicates a date in which only the year portion of the date is specified.

	
	
	
	(other date parts)
	
	Other date parts may be defined that will extend the list of modifiers for DATE.

	Identifier
	ID
	A combination of one or more numbers, letters, or special characters which designates a specific object and/or entity, but has no readily definable meaning.

The data element definition should begin: “The (modifiers) identifier that represents”


	
	
	

	Measure
	ME
	
The measurement of something.
	ANGLE
	AN
	The rotational measurement between two lines and/or planes diverging from a common point and/or line.



	
	
	
	AREA
	AR
	The two dimensional measurement of a surface expressed in unit squares.

1) A level of spatial measurement referring to a two-dimensional defined space. A polygon on the earth as projected onto a horizontal plan is an example of an area. 2) In digital cartography, an area is a feature that can be represented by a closed string of coordinates. An area, often referred to as a polygon, is most commonly represented by a set of coordinates in which the first coordinate is equal to the last.  In a more modern topological data structure, an area or polygon is represented by a set of line segments that if connected would form the boundary of the area. The definition of an area in a spatial data base often requires the associated definition of individual out parcels within the area. These out parcels, often called exclusions or islands, represent areas wholly enclosed in an area that is not part of the area. For instance, the polygon boundary of a lake will contain coordinate boundary definitions for all islands within the lake. These islands represent exclusion areas associated with the lake boundary.



	
	
	
	DENSITY
	DEN
	1) The light-absorbing or light-reflecting characteristics of a photographic image, filter, etc. Density is the logarithm to the base of 10 of the ratio of the radiant energy (light) falling on a sample and the radiant energy transmitted or reflected. For more information see ANSI PH2.17 and ANSI PH2.19.   2) Mass per unit of volume of a substance under specified conditions of temperature and pressure.  3) Number of inhabitants per unit of geographic region.

	
	
	
	DEPTH
	DEP
	The extent, measurement, or dimension downward, backward, or inward.



	
	
	
	DIAMETER
	DIAM
	The length of a straight line through the center of an object.

	
	
	
	DISTANCE
	DIST
	The extent of space between two objects or places; an intervening space.

	
	
	
	ELEVATION
	ELEV
	"The vertical distance from a datum, generally mean sea level, to a point or object on the earth's surface. The terms 'elevation' and 'altitude' are sometimes used synonymously, but in modern surveying practice the term 'elevation' is preferred to indicate heights on the earth's surface, whereas 'altitude' is used to indicate the heights of points in space ... " (ACSM, 1978, page 59) Elevation may be above or below (+/-) the vertical datum.

	
	
	
	FREQUENCY
	FREQ
	The number of repetitions of a complete sequence of values of a periodic function per unit variation of an independent variable.

An indication of how frequently a periodic (repetitious) wave form or signal repeats itself.  It is sometimes used as an independent property of a signal, which it is not.  Frequency is usually expressed in terms of Hertz or Hz (formerly "cycles per second").

	
	
	
	GRADE
	GR
	The degree of inclination of a road, slope or other surface.

	
	
	
	GRAVITY
	GRAV
	The natural force of attraction between any two massive bodies, which is directly proportional to the product of their masses and inversely proportional to the square of the distance between them. 

The ratio of the density of a substance to the density of some substance (as pure water) taken as a standard when both densities are obtained by weighing in air.

	
	
	
	HEIGHT
	HT
	Elevation above a given level. The vertical distance either between the top and bottom of something or between a base and something above it.

	
	
	
	LENGTH
	LEN
	The measurement of the extent of an object along the greatest dimension.

	
	
	
	MASS
	M
	The measure of inertia of a body.

A property of matter equal to the measure of an object’s resistance to changes in either the speed or direction of its motion.  The mass of an object is not dependent on gravity and therefore is different from but proportional to its weight.



	
	
	
	POROSITY
	POR
	The ratio of the volume of interstices of a material to the volume of its mass.

	
	
	
	PORTION
	PORT
	A section or quantity within a larger thing; a part of a whole.



	
	
	
	PRESSURE
	P
	Force applied uniformly over a surface, measured as a force per unit of area.

	
	
	
	RATIO
	RAT
	The relation in degree or number between two or more things.

	
	
	
	RESISTIVITY
	RES
	An intrinsic property of a material that is measured as its resistance to current per unit length for a uniform cross section.

	
	
	
	SATURATION
	SAT
	The degree to which an object has been treated, furnished, or charged with something to the point where no more can be absorbed, dissolved, or retained.

	
	
	
	SETTING
	SET
	The manner, position, or direction in which something is adjusted to a desired position.

	
	
	
	SHEAR
	SHR
	The pressure that causes two contiguous parts of a body to slide relatively to each other in a direction parallel to their plane of contact.

To become deformed by forces tending to produce a shearing strain.

	
	
	
	SIZE
	SZ
	The physical magnitude, extent, or bulk of an object.

	
	
	
	TEMPERATURE
	TEMP
	The measure of heat in an object.



	
	
	
	THICKNESS
	THK
	The measurement of the greatest depth or extent from one surface to its opposite.

The dimension between two surfaces of an object.

	
	
	
	VELOCITY
	VEL
	The rate of change of position along a straight line with respect to time.

	
	
	
	VISCOSITY
	VISC
	The property of resistance to flow in a fluid or semi-fluid substance.

	
	
	
	VOLUME
	VL
	The amount of space occupied by a three-dimensional object or region of space as measured in cubic units.

	
	
	
	WEIGHT
	WT
	The force with which an object is attracted toward the earth and/or other celestial body by gravitation.



	
	
	
	WIDTH
	
	The linear measurement taken at right angles to the length.

	Name
	NM
	A designation of an object and/or entity expressed in a word or phrase.

The data element definition should begin: “The name

of” or “The name that”

	
	
	

	Number
	NR
	A non-computational numeric value, often used as a synonym for Identifier (e.g. Social Security Number, Phone Number, etc.)

The data element definition should begin: “The number of”
	
	
	

	Quantity
	QY
	A non-monetary numeric value.

The data element definition should begin: “The (modifiers) quantity of”


	AVERAGE
	AVE
	The quotient obtained by dividing the sum of a set of values by the number of values.

	
	
	
	BALANCE
	BAL
	A state of equilibrium or equity of distribution.

	
	
	
	COUNT
	CNT
	The tally by units or groups to find the total number of units involved.

	
	
	
	DEVIATION
	DEV
	The quantity of departure from an established course or norm.

	
	
	
	FACTOR
	FAC
	A quantity by which a stated quantity is multiplied or divided, so as to indicate an increase or decrease in a measurement.   An independent variable (in statistics)

	
	
	
	INDEX
	INDX
	(1) An ordered list of the contents of a file or a document, together with keys or references for locating the individual entries.

(2) A special stored file in which every entry consists of a data value and a pointer. The data value is a value for some field of the indexed file, and the pointer identifies a record of a file that has the value for that field.

(3) A separate collection of cards, extra copies of documents, cross-reference sheets, or other forms arranged differently from the related record series to make it easier to locate relevant documents.

(4) A manual or automated listing arranged differently from a related record series or system to speed retrieval of relevant files.

	
	
	
	MEAN
	MN
	The value that is computed by dividing the sum of a set of terms by the number of terms.

	
	
	
	MEDIAN
	MED
	(1) The middle value of a list. The smallest number such that at least half the numbers in the list are no greater than it. 

(2) Noting or pertaining to a plane dividing something into two equal parts, especially one dividing a thing into left and right halves In geometry, a straight line from the vertex of a triangle to midpoint on the opposite side.

	
	
	
	MODE
	MOD
	(1) The method of operation or usage. For example, a computer is in "input mode" when it is ready to accept data. A central processing unit (CPU) is operating in "batch mode" when it is processing a batch job. (2) The most frequent appearance of a specific value in a group of values.

	Rate
	RT
	A quantitative expression that represents the numeric relationship between two measurable units

.

The data element definition should begin: “The rate of”
	ACCELERATION
	ACC
	The rate of change of velocity with respect to time. A term that describes the rate of velocity change for a plotting device when it starts from a standing position.  In may plotting applications, the acceleration rate of a device (the rate at which a plotting head achieves its maximum velocity) is more significant than velocity.

	
	
	
	PERCENT
	PCT
	The part of a whole expressed in hundredths.

	
	
	
	SPEED
	SPD
	The magnitude of a velocity irrespective of direction.

	Text
	TX
	An unformatted character string generally in the form of words.

The data element definition should begin: “The text that”

	DESCRIPTION
	DESC
	An account of the contents and characteristics of an entity or attribute.

	Time
	TM
	A notation of a specified chronological point within a period.

The data element definition should begin: “The time

of”


	
	
	


Appendix D – Data Standardization Metadata 

Data-Object:  (Alias – “Data Entity”; “Primary-Concept”; “Object-Class-Term”)

Definition: The representation of a set of people, objects, places, events or ideas that share the same characteristics.   Note that an (*) asterisk in the Obligation column indicates that additional information is contained in the Metadata Definition Column.  
	Metadata Name
	Obligation
M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	DATA-OBJECT IDENTIFIER
	M(*)
	15
	The identifier that consists of a group of numeric digits that uniquely distinguish a DATA-OBJECT.

*Generated by the DOI Data Repository if the repository is used.

	DATA-OBJECT NAME
	M
	160
	The name that is used to distinguish a DATA-OBJECT.  Must be a noun or a noun phrase with the entire phrase connected by hyphens; must accurately reflect the characteristics of itself, especially its value domain.

	DATA-OBJECT VERSION IDENTIFIER
	M(*)
	3
	An identifier used to sequence editions of a DATA-OBJECT.

Used for configuration management of the data object; based on modifications of data standards; system generated based on actions taken by the appropriate data stewards.

*Generated by the DOI Data Registry if the repository is used   

	DATA-OBJECT PROJECT NAME
	M(*)
	30
	The name that distinguishes the administrative group to which a DATA-OBJECT belongs.  Within DEAR, this is used to help uniquely distinguish between DATA-OBJECTs that have the same name. 

*This will be assigned by the DOI Data Architect and is not submitted as part of the data proposal package.

	DATA-OBJECT STEWARD IDENTIFIER 
	M(*)
	15
	*This is to be implemented upon the implementation of the Stewardship Program. The list of DATA-STEWARDs is supplied by the DOI Data Repository, when available, and depends on the functional area for which the data object belongs.

	DATA-OBJECT DEFINITION TEXT
	M
	2048.
	Text that elaborates on the meaning of a DATA-OBJECT.

	DATA-OBJECT NOTES TEXT
	O
	2048.
	Text that elaborates on additional concepts and meaning of a DATA-OBJECT.

	DATA-OBJECT REGISTRATION STATUS NAME
	M(*)
	55
	The name that denotes the stage within the approval cycle for a DATA-OBJECT; the level of conformity to established quality and completeness criteria of a DATA-OBJECT.

Values Are: Draft, Qualified, Standard, Retired, Non-concur

(*)This is assigned by the DOI Data Architect in the Repository.  It can only be changed through the Repository.

	DATA-OBJECT REGISTRATION STATUS DATE
	M(*)
	8
	The date on which a DATA-OBJECT REGISTRATION STATUS is established or modified.

This is assigned by the DOI Data Repository upon entry into the Repository.  It can only be changed through the Repository.

	DATA-OBJECT XML TAG NAME
	O
	50
	The name that distinguishes the set of characters recommended for use in an Extensible Markup Language (XML) to denote a DATA-OBJECT.

Since specific data exchanges may require a specific vocabulary, this name is a recommendation only.

	DATA-OBJECT XML TAG SHORT NAME
	O
	15
	The name shortened that distinguishes the set of characters recommended for use in an Extensible Markup Language to denote a DATA-OBJECT.


Data-Element:  (Alias – “Data Attribute”; “Data Property”)

Definition: A property or characteristic of a DATA-ENTITY that is common to its instances and represents the association of a DATA-DOMAIN with a DATA-ENTITY.   

Note: A Data Element MUST be associated with a DATA OBJECT in order to complete the Data Element metadata. Note that an (*) asterisk in the Obligation column indicates that additional information is contained in the Metadata Definition Column.
	Metadata Name
	Obligation 
M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	DATA-ELEMENT IDENTIFIER
	M (*)
	15
	The identifier that consists of a group of numeric digits that uniquely distinguish a DATA- ELEMENT.

*Generated by the DOI Data Repository if the repository is used.

	DATA-ELEMENT NAME
	M
	160
	The name that is used to distinguish a DATA- ELEMENT.

Comprised of a minimum of a data object name and representation term name; may contain data property name and representation term modifier(s) providing additional descriptions; 

Must be a noun or noun phrase and accurately reflect the characteristics (metadata) of the data element.



	DATA-ELEMENT REPRESENTATION TERM  NAME
	M
	15
	The word that designates the general category of data.  This is the last word or two words in the DATA-ELEMENT NAME.  The list of valid representation term s is contained in Appendix C of this Document. 



	DATA-ELEMENT VERSION IDENTIFIER
	M (*)
	3
	An identifier used to sequence editions of a DATA- ELEMENT.

Used for configuration management of the data object; based on modifications of data standards; 

*Generated by the DOI Data Repository if the repository is used   



	DATA-ELEMENT DEFINITION TEXT
	M
	2048.
	Text that elaborates on the meaning of a DATA- ELEMENT.

	DATA-ELEMENT NOTES TEXT
	O
	2048.
	Text that elaborates on additional concepts and meaning of a DATA- ELEMENT.

	Metadata Name
	Obligation 

M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	DATA-ELEMENT REGISTRATION STATUS NAME
	M(*)
	55
	The name that denotes the level of conformity to established quality and completeness criteria of a DATA-ELEMENT. The level of conformity to established quality and completeness criteria of a DATA-ELEMENT.

Values Are: Draft, Qualified, Standard, Retired, Non-concur

(*) This is assigned by the DOI Data Architect.

	DATA-ELEMENT REGISTRATION STATUS DATE
	M(*)
	8
	The date on which a DATA-ELEMENT REGISTRATION STATUS is established or modified.

(*) This is assigned by the DOI Data Architect.

	DATA-ELEMENT XML TAG NAME
	O
	50
	The name that distinguishes the set of characters recommended for use in an Extensible Markup Language (XML) to denote a DATA-ELEMENT.

	DATA-ELEMENT DATA TYPE NAME
	M
	25
	The name that describes the way that permissible values for a DATA-ELEMENT are to be stored in physical data structures. 

The list of valid values is generic and not dependent on any particular system development tool or method:

Valid Values: Integer, Fixed-Point, Floating-Point, Character-String, Bit-String, Date-Time:



	DATA-ELEMENT PRIMARY KEY TYPE CODE
	M
	3
	The code that denotes whether an instance of a DATA-ELEMENT is a member of the identifying key group for a DATA-ENTITY.

Valid Values: Yes = The Data element is part of the primary key, No = The data element is not part of the primary key.

	DATA-ELEMENT LENGTH QUANTITY
	M
	10.
	The maximum amount of characters or digits that is allowed by an instance of a DATA-ELEMENT.

	Metadata Name
	Obligation 
M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	DATA-ELEMENT PRECISION QUANTITY
	C
	10
	The integer that indicates the quantity of numeric digits allowed to the right of the decimal point in a fixed point value.

This must be supplied if the DATA-ELEMENT DATA TYPE NAME is “Fixed-Point”

	DATA-ELEMENT LOW RANGE NUMBER
	C
	20
	A string of up to 20 integers that indicates the smallest allowed domain value when a data element’s domain is expressed as a range of acceptable values.

This may be supplied if the DATA-ELEMENT DATA TYPE NAME is “Integer”, “Fixed-Point” or “Floating-Point”

	DATA-ELEMENT HIGH RANGE NUMBER
	C
	20
	A string of up to 20 integers that indicates the largest allowed domain value when a data element’s domain is expressed as a range of acceptable values.

This may be supplied if the DATA-ELEMENT DATA TYPE NAME is “Integer”, “Fixed-Point” or “Floating-Point”

	DATA-ELEMENT UNIT OF MEASURE NAME
	C
	30
	The word and/or words that express the terms in which the dimension, quantity, or capacity of an object can be stated.

This may be supplied if the Representation Class Name is “Measure”

	DATA-ELEMENT AUTHORITATIVE SOURCE TEXT
	M
	2048
	The text that describes the system or systems that are considered as the official source of data values associated with a DATA-ELEMENT. 

	DATA-ELEMENT AUTHORITATIVE REFERENCE SOURCE TEXT
	M
	2048
	The official regulation, policy, guidance, etc. that specifically requires the Department of the Interior to capture, maintain, exchange this data.  The text must directly reference the data.  For any data element using the representation term “IDENTIFIER” and proposed as a primary key, this reference should describe the method for creating and maintaining the identifier, to ensure its unique value across DOI.

	Metadata Name
	Obligation 
M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	DATA-ELEMENT SENSITIVITY CLASSIFICATION NAME
	M
	2
	The code that denotes the degree of damage that unauthorized disclosure of DATA-ELEMENT instance data would cause and the degree of protection required.

Valid Values: UNCLASSIFIED, SENSITIVE, CLASSIFIED



	DATA-ELEMENT COMPOSITION TYPE CODE
	M
	1
	The code that denotes the association of a DATA-ELEMENT with other DATA-ELEMENT where the one DATA-ELEMENT is comprised of multiple concepts that can be represented by other DATA-ELEMENTS.

Valid Values: “A=ATOMIC”; “C=COMPOSITE”

	DATA-ELEMENT DERIVATION TYPE CODE
	M
	3
	The code that denotes a DATA-ELEMENT whose data value is resultant from algorithms, equations, or logical expressions that are based on other DATA-ELEMENTS.  

( “YES=Data element is DERIVED”; “No=Data Element is NOT-DERIVED”)


Permissible-Value-Enumerated:  (Alias – “Domain-Value”; “Enumerated-List”)

Definition: The set of representations of permissible instances of the data element, according to the representation form, layout, data type and maximum and minimum size specified in the corresponding attributes.  The set can be specified by name, by reference to a source, by enumeration of the representation of the instances or by rules for generating the instances.
The enumerated collection of members of an established set of values allowed in data representation of a DATA-ELEMENT.  Note that an (*) asterisk in the Obligation column indicates that additional information is contained in the Metadata Definition Column.
.   
	Metadata Name
	Obligation
M=Mandatory

O=Optional

C=Conditional
	Length
	Metadata Definition

	PERMISSIBLE-VALUE IDENTIFIER
	M(*)
	15
	The identifier that uniquely distinguishes an instance of a PERMISSIBLE-VALUE.

*Generated by the DOI Data Repository if the repository is used.

	PERMISSIBLE-VALUE NAME
	M
	80
	The name that distinguishes an instance of a PERMISSIBLE-VALUE. 

This is commonly called the “VALUE” of a VALUE-DOMAIN.

	PERMISSIBLE-VALUE MEANING TEXT
	M
	2048.
	The text that provides an elaboration of the PERMISSIBLE-VALUE NAME.

	PERMISSIBLE-VALUE MEAINING DESCRIPTION TEXT
	O
	2048.
	The text that elaborates on the meaning of a PERMISSIBLE-VALUE.

	PERMISSIBLE-VALUE EFFECTIVE DATE
	M
	8
	The date on which a PERMISSIBLE-VALUE becomes effective for use.

	PERMISSIBLE-VALUE EXPIRATION DATE
	O
	8
	The date on which a PERMISSIBLE-VALUE ceases to be recommended for use.


Logical-Data-Model:  (Alias – “Logical Model”; “Entity-Relationship Model”)

Definition: A structured graphical and textual representation of concepts and knowledge within an activity.  
	Metadata Name
	Obligation.
	Len.
	Metadata Definition

	DATA-MODEL IDENTIFIER
	M(*)
	15
	The identifier that consists of a group of numeric digits that uniquely distinguish a DATA- MODEL.

*Generated by the DOI Data Repository if the repository is used.

	DATA-MODEL NAME
	M
	160
	The name that is used to distinguish a DATA- MODEL.

	DATA-MODEL VERSION IDENTIFIER
	M
	3
	An identifier used to sequence editions of a DATA- MODEL.

Used for configuration management of the data model; based on modifications of data standards; system generated based on actions taken by the appropriate data stewards.

	DATA-MODEL TENSE NAME
	M
	5
	The name that denotes the time period covered by the majority of the data model’s objects as being reflective of either current (AS-IS) or future (TO-BE) implementation within an organization.

	DATA-MODEL STEWARD IDENTIFIER (FK)
	M
	15
	The identifier that consists of a group of numeric digits that uniquely distinguish a STEWARD.

*This is to be implemented upon the implementation of the Stewardship Program. The list of DATA-STEWARDs is supplied by the DOI Data Repository, when available, and depends on the functional area for which the data object belongs.

	DATA-MODEL DEFINITION TEXT
	M
	2048
	Text that elaborates on the meaning of a DATA-MODEL.

	DATA-MODEL NOTES TEXT
	O
	2048.
	Text that elaborates on additional concepts and meaning of a DATA-MODEL.

	DATA-MODEL REFINEMENT LEVEL CODE
	M
	2
	The code that represents the level of resolution of a DATA-MODEL. 

(ER=Entity-Relation; KB=Key Based; FA=Fully Attributed)


Appendix E – Phase Map with Detailed Steps
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