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Pertinent information is:
Information Types, Mission
Importance, Visibility
FIPS 199 (Standards for Security
Categorization of Federal
Information and Information
Systems)
SP 800-60 (Guide for Mapping
Types of Information and
Information Systems to Security
Categories)
This rating drives the level of
effort on the C&A

Pertinent information is:
Information Released, Actions
Taken, Information Collected
Applies to humans authenticating
electronically through the internet
to major applications.  It does not
apply to private networks
(FMSnet), although it is still good
practice and may be required for
"due diligence"
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Backup documentation includes SP 800-60 and the Security Categorization Guide.�

Backup documentation includes SP 800-60 and the Security Categorization Guide.�
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