
Adobe Flash versions in 2013

Adobe's test page for Flash – Tests your Flash and shows current version

Archived Flash Player versions

2012-12-11
APSB12-27 

Adobe URL
11.5.502.135
11.5.502.135
11.5.502.136
11.2.202.258 
10.3.183.48 

Versions 4 / 5 <== 4 'version numbers' are 'current versions' out of the 5 I am documenting.

Date 2013-01-08
APSB13-01 

Adobe URL
11.5.502.146
11.5.502.146
11.5.502.146
11.2.202.261
10.3.183.50 

Versions 3 / 5
28

1

Date 2013-02-07
APSB13-04

Publish JSON list of all plugins for use on /plugincheck
https://bugzilla.mozilla.org/show_bug.cgi?id=956905

http://www.adobe.com/software/flash/about/

http://helpx.adobe.com/flash-player/kb/archived-flash-player-versions.html

For each Adobe Security Bulletin (APSB) I will list the 'current version' of Flash at the date the Bulletin.
I have only included APSBs for Flash and Shockwave Player.

Date (YYYY-MM-DD)
APSB

https://www.adobe.com/support/security/bulletins/apsb12-27.html 
Windows and IE
Windows and Fx <== I'm not sure if Fx on Windows was 135 or 136.
Macintosh and Fx
Linux and Fx
Flash ESR

APSB
https://www.adobe.com/support/security/bulletins/apsb13-01.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB



Adobe URL
11.5.502.149
11.5.502.149
11.5.502.149
11.2.202.262
10.3.183.51

Versions 3 / 5
30

2

Date 2013-02-12
APSB13-05

Adobe URL
11.6.602.168
11.6.602.168
11.6.602.167
11.2.202.270 
10.3.183.63

Versions 4 / 5
5
3

Date 2013-02-12
APSB13-06

Adobe URL
12.0.0.112 <== It looks, to me, that Adobe are abandoning 11.6.x and moving to 12.0.x for Shockwave.
12.0.0.112 I think, plugincheck will 'detect this as Flash'.
12.0.0.112
N/A
N/A

Versions N/A
N/A

4

Date 2013-02-26
APSB13-08

https://www.adobe.com/support/security/bulletins/apsb13-04.html
Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-05.html

Windows and IE
Windows and Fx <== I'm not sure if Fx on Windows was 168 or 167.
Macintosh and Fx
Linux and Fx FYI, there was also a Linux ESR 10.3.183.61
Flash ESR FYI, the Mac ESR was also 10.3.183.61

Days since previous APSB
Count of APSB since start of 2013

APSB <== This APSB is about Shockwave Player 11.6.8.638 now vulnerable.
https://www.adobe.com/support/security/bulletins/apsb13-06.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB



Adobe URL
11.6.602.171
11.6.602.171
11.6.602.171
11.2.202.273
10.3.183.67

Versions 3 / 5 In addition, 12.0.0.112 is ALSO 'latest'.
14

5

Date 2013-03-12
APSB13-09

Adobe URL
11.6.602.180
11.6.602.180
11.6.602.180
11.2.202.275
10.3.183.68

Versions 3 / 5 In addition, 12.0.0.112 is ALSO 'latest'.
14

6

Date 2013-04-09
APSB13-11

Adobe URL
11.7.700.169
11.7.700.169
11.7.700.169
11.2.202.280
10.3.183.75

Versions 3 / 5 In addition, 12.0.2.122 is ALSO 'latest' (see APPSB13-12 – next).
28

7

Date 2013-04-09
APSB13-12

https://www.adobe.com/support/security/bulletins/apsb13-08.html
Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-09.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-11.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB <== This APSB is about Shockwave Player 12.0.0.112 now vulnerable.



Adobe URL
12.0.2.122
12.0.2.122 I think, plugincheck will 'detect this as Flash'.
12.0.2.122
N/A
N/A

Versions N/A
N/A

8

Date 2013-05-14
APSB13-14

Adobe URL
11.7.700.202
11.7.700.202
11.7.700.202
11.2.202.285
10.3.183.86

Versions 3 / 5 In addition, 12.0.2.122 is ALSO 'latest'.
35

9

Date 2013-06-11
APSB13-16

Adobe URL
11.7.700.224
11.7.700.224
11.7.700.225
11.2.202.291

10.3.183.90 Also this advanced notice "Note:  Beginning July 9, 2013, Adobe Flash Player 11.7.x will replace version 10.3.x

 as the extended support version.  Adobe recommends users upgrade to ... ... "

Versions 4 / 5 In addition, 12.0.2.122 is ALSO 'latest'.
28
10

Date 2013-07-09

https://www.adobe.com/support/security/bulletins/apsb13-12.html
Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-14.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-16.html

Windows and IE
Windows and Fx <== I'm not sure if Fx on Windows was 224 or 225.
Macintosh and Fx
Linux and Fx

Flash ESR

Days since previous APSB
Count of APSB since start of 2013



APSB13-17
Adobe URL

11.8.800.94
11.8.800.94
11.8.800.94
11.2.202.297
11.7.700.232

Versions 3 / 5 In addition, 12.0.3.133 is ALSO 'latest' (see APSB13-18 – next).
28
11

Date 2013-07-09
APSB13-18

Adobe URL
12.0.3.133
12.0.3.133 I think, plugincheck will 'detect this as Flash'.
12.0.3.133
N/A
N/A

Versions N/A
N/A

12

Date 2013-09-10
APSB13-21

Adobe URL
11.8.800.168
11.8.800.168
11.8.800.168
11.2.202.310
11.7.700.242

Versions 3 / 5
63
13

Date 2013-09-10

APSB
https://www.adobe.com/support/security/bulletins/apsb13-17.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR <== ESR now on 11.7.x.x

Days since previous APSB
Count of APSB since start of 2013

APSB <== This APSB is about Shockwave Player 12.0.2.122 now vulnerable.
https://www.adobe.com/support/security/bulletins/apsb13-18.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-21.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

In addition, 12.0.4.144 is ALSO 'latest' (see APSB-13-23 – next).
Days since previous APSB
Count of APSB since start of 2013



APSB13-23
Adobe URL

12.0.4.144
12.0.4.144 I think, plugincheck will 'detect this as Flash'.
12.0.4.144
N/A
N/A

Versions N/A
N/A

14

2013-09-19
11.8.800.175

Date 2013-10-08
None! - just a normal update without any known vulnerability.

Adobe URL
11.9.900.117 
11.9.900.117 
11.9.900.117 
11.2.202.310
11.7.700.242

Versions 3 / 5 In addition, 12.0.4.144 is ALSO 'latest'.
N/A
N/A

Date 2013-11-12
APSB13-26

Adobe URL
11.9.900.152
11.9.900.152
11.9.900.152
11.2.202.310
11.7.700.252

Versions 3 / 5 In addition, I think, 12.0.4.144 is ALSO 'latest', but I might have missed some,

APSB
https://www.adobe.com/support/security/bulletins/apsb13-23.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

Windows and IE http://forums.adobe.com/message/5698133
This update includes multiple stability fixes for the Windows ActiveX (Internet Explorer) plugin only …

APSB
http://helpx.adobe.com/en/flash-player/release-note/fp_119_air_39_release_notes.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
https://www.adobe.com/support/security/bulletins/apsb13-26.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR



 see APSB13-28 - where there is old 12.0.6.147.
63
15

Date 2013-12-10
APSB13-28

Adobe URL
11.9.900.170
11.9.900.170
11.9.900.170
11.2.202.332
11.7.700.257

Versions 3 / 5 In addition, 12.0.7.148 is ALSO 'latest' (see APSB13-28 – next).
28
16

Date 2013-12-10
APSB13-29

Adobe URL
12.0.7.148
12.0.7.148 I think, plugincheck will 'detect this as Flash'.
12.0.7.148
N/A
N/A

Versions N/A
N/A

17

Date 2014-01-14
APSB14-02

Adobe URL
12.0.0.38
12.0.0.43
12.0.0.38
11.2.202.335
11.7.700.260

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/flash-player/apsb13-28.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/shockwave/apsb13-29.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/flash-player/apsb14-02.html

Windows and IE <== I have checked, and documented in bug 965812 and 956905 that IE had 38.
Windows and Fx <== I have checked, and documented in bug 965812 and  956905 that Fx on Windows had 43.
Macintosh and Fx
Linux and Fx
Flash ESR



Versions 4 / 5 In addition, 12.0.7.148 is ALSO 'latest'.
35
18

Date 2014-02-04
APSB14-04

Adobe URL
12.0.0.44
12.0.0.44
12.0.0.44
11.2.202.336
11.7.700.261

Versions 3 /5 In addition, 12.0.7.148 is ALSO 'latest'.
21
19

Date 2014-02-11
 APSB14-06

Adobe URL
12.0.9.149
12.0.9.149 I think, plugincheck will 'detect this as Flash'.  Flash is now also a 12.x version for most users.
12.0.9.149
N/A
N/A

Versions N/A
N/A

20

Date 2014-02-20
 APSB14-07

Adobe URL
12.0.0.70
12.0.0.70
12.0.0.70
11.2.202.341
11.7.700.269

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/flash-player/apsb14-04.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/shockwave/apsb14-06.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/flash-player/apsb14-07.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR



Versions 3 / 5 In addition, 12.0.9.149 is ALSO 'latest'.
16
21

Date 2014-03-11
 APSB14-08

Adobe URL
12.0.0.77
12.0.0.77
12.0.0.77
11.2.202.346
11.7.700.272

Versions 3 / 5 In addition, 12.0.9.149 is ALSO 'latest (2 days later 12.1.0.150 became the latest Shockwave).
19
22

Date 2014-03-13
 APSB14-10

Adobe URL
12.1.0.150
12.1.0.150 I think, plugincheck will 'detect this as Flash'.  Flash is now also a 12.x version for most users.
12.1.0.150
N/A
N/A

Versions N/A
N/A

23 <== add on also October 2013 where there was no vulnerability but version numbers changed.

Observations:
In all (25 of 25) the 'version of Flash for Linux' is NOT the same as the version for Windows.

In some (5 of 25) the 'version of Flash for Macintosh' is not the same as the version for Windows.
In most / all (at least 20 of 25) the 'version of Shockwave' is not the same as the version of Flash for Windows.

I propose that we track 6 versions:
Shockwave (Windows and Macintosh) and '5 Flash versions',

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/flash-player/apsb14-08.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

APSB
http://helpx.adobe.com/security/products/shockwave/apsb14-10.html

Windows and IE
Windows and Fx
Macintosh and Fx
Linux and Fx No Linux or ESR
Flash ESR

Days since previous APSB
Count of APSB since start of 2013

In all (25 of 25) the 'ESR of Flash' is NOT the same as the version for Windows.



Flash for Linux

Flash for Windows and IE
Flash for Windows and Fx
Flash for Macintosh and Fx

Flash ESR (Windows and Macintosh)
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