This document has inputs for the below mentioned problems.
Certificate Name: Safescrypt India-RCAI Class 1 CA – G2

1. This Class 1 CA has signed Sub-CAs which sign end entity certs. Certificates signed  by this CA are issued to individuals, including members of the public.

Class 1 CA certificate not activated to issue end entity certificates.

Class 1 CA has not signed any Sub-CAs.

Class 1 CA certificate not activated hence it doesn’t have CRL.

Certificate Name: Safescrypt India-RCAI Class 2 CA – G2

CRL URL:

1. The CRL point for RCAI Class 2 is

     http://crl.safescrypt.com/RCAIClass2.crl
2. What is the next update set to in the CRL for end entity certificates?

    The CRL will be updated once in 24 hours for end entity certificates.

Safescrypt CA Hierarchy:
1. Are Sub-CA’s operated by Safescrypt, or by the Sub-CA’s organization?

    All the Sub-CAs are operated by Safescrypt.

2. What types of Sub-CA’s  and end-entity certificates can they sign?

    Sub-CAs can’t sign any Subordinate-CAs.

    Sub-CAs can sign only end-entity certificates for signing and encryption.

Externally Operated Sub-CAs:
1. Does this Sub-CA have any Subordinate CAs that are operated by external parties?

    No. It doesn’t have any subordinate CAs.

Cross Signing:
1. List any other CAs that have issued cross-signing certificates for this Sub-CA

    No. There is no any cross signing certificates for this Sub-CA

Certificate Name: Safescrypt India-RCAI Class 3 CA – G2

CRL URL:

1. The CRL point for RCAI Class 3 is

     http://crl.safescrypt.com/RCAIClass3.crl
2. What is the next update set to in the CRL for end entity certificates?

    The CRL will be updated once in 24 hours for end entity certificates.

Safescrypt CA Hierarchy:
1. Provide information about the types of certificates this Sub-CA can sign

    Sub-CAs can’t sign any Subordinate-CAs.

    Sub-CAs can sign only end-entity certificates for signing and encryption.

Externally Operated Sub-CAs:
1. Does this Sub-CA have any subordinate CAs that are operated by external third parties?

    No. It doesn’t have any subordinate CAs.

Cross Signing:
1. List any other CAs that have issued cross-signing certificates for this Sub-CA

    No. There is no any cross signing certificates for this Sub-CA

Requested Trust Bits:
1. Code signing?
    No.

2. Websites(SSL/TLS) – If you want to enable the websites trust bit for this sub-CA, then we will need a test website with an SSL cert chaining up to this Sub-CA

    Currently we are not issuing SSL cert under this Sub-CA.

Audit:
Audit Type:

Annual audit has been carried out by Third Party External Auditors based on guidelines laid down by Controller of Certifying Authorities of the Government of India. This audit is equivalent to the guidelines of the WebTrust for CAs.

Domain Name Ownership/Control:
For VTN server certificates, safescrypt verifies that the certificate applicant is the record owner of the domain name of the server that is the Subject of the Certificate or is otherwise authorized to use the domain.

Does this statement apply to India-RCAI Class3?

Currently we are not issuing any SSL certificates under this Sub-CA.

Identity of Code Signing Subscriber:
We are not issuing any code signing certificates under India-RCAI Class 3.

