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Remaining Vulnerabilities Assuming Root Access on the Webhead

* Password for User-Bound operations is easy to steal and/or replay.
* Password for change_password and create_user can be read.
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