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Root CA Program application

	Two contacts from our organization:
	Adriano Santoni
Innovation and Special Projects

adriano.santoni@actalis.it
phone: +39-02-68825.277

mobile: +39-335-7204038

Maurizio Cassi
Director General
maurizio.cassi@actalis.it
phone: +39-02-68825.263


	Company name and address information:
	Actalis S.p.A.

Via Taramelli 26

20124 Milano

ITALY



	Company Web page address:


	www.actalis.it

	Number of roots you would like to submit:


	One (1)

	What is the business purpose of the certificates issued from this root certificate? What business is this root enabling?

	Actalis is a public CA offering PKI services to a wide number of customers. All of them, and their relying parties, will benefit from Actalis being included in your Root CA program.


	To whom will you issue certificates? For example, the general public, members of a certain organization, and so on.

	Banks and local government, mainly.

	What Extended Key Usages does the root support? For example, SSL server authority, secure e-mail, code signing, and so on.

	· Server Authentication (EKU=1.3.6.1.5.5.7.3.1)
· Client Authentication (EKU=1.3.6.1.5.5.7.3.2)
· Secure E-mail (EKU=1.3.6.1.5.5.7.3.4)
· Code Signing (EKU=1.3.6.1.5.5.7.3.3)

	What is done to validate the identity of someone requesting a certificate issued from this root?

	We always verify the actual existence of the requesting organization, by querying the suitable official sources (e.g. chamber of commerce database).

For SSL Server certificates, we also verify that the requesting organization is indeed the owner of the domain to be included in the certificate (WHOIS record checking).



	Pointers to Certificate Practice Statement

	https://portal.actalis.it/cms/actalis/Info/Manuali/CPS_SSLServer_CodeSigning_v2

	List of any third-party audits your CA practice has undergone.


	We are a Qualified certification service provider according to the EU Signature Directive (Directive 1999/93/EC), and are therefore subject to periodic auditing by our national supervising authority (the CNIPA).

The CNIPA audit is done according to ETSI TS 101 456 conformant guidelines.
We are already members of Microsoft’s Root CA program (see http://support.microsoft.com/kb/931125/en-us).



	URL of a publicly accessible server where certificates issued from your roots can be verified.


	See for instance https://portal-pte.actalis.it/ 

	Copy of the root(s) to be evaluated
	Attached to the email message, together with this document.
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