This has reference to the Initial Information Gathering Document. Under the potentially problematic areas Wild Card DV SSL Certificates, Issuing certificates referencing hostnames or private ip address and Issuing end entity certificates directly from roots have been highlighted. NICCA has tried to address these issues in the following manner. 
1. Wild Card DV SSL Certificates
NICCA is not issuing Wild Card DV SSL Certificates

2. Issuing certificates referencing hostnames or private ip address
NICCA is not issuing certificates referencing hostnames or private ip address.

3. Issuing end entity certificates directly from roots
NICCA has been licensed by Controller of Certifying Authorities (CCA) to issue end entity   certificates directly from the root. CCA is the government Licensing and Regulatory Authority in India, which has been set up under the IT Act 2000. The CCA issues license to a Certifying Authority only after overseeing and ensuring the compliances as per the IT Act 2000, by the participating CA. 
