
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

CA Disig Certification Policy 

 
   
 
 

Policy 

version 3.4 

valid from 02.06.2009 
 
 
 
 
 
 
 
 
 
 
 

Disig, a.s. 

Záhradnícka 151 

821 08 Bratislava 2 

Slovakia 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

2/63 

 

Change History 

Version Valid from Description of the revision; revised by 

1.0 25.3.2006 The first version of the document; Miškovič 

1.5 20.12.2006 

Formal emendation of the document - 
formatting, links repairs, emendation in 
Chapter 4, "Operational requirements"; 
 Miškovič 

2.0 23.1.2007 

Extending CP in the context of a new type of 
certificate (contract clients) 
Addition of Chapter 7 „Certificate profiles“; 
Miškovič. 

2.1 29.3.2007 

Text changes in Chapter 2.8 and 4.9 
Modification of the text in connection with 
the minor change in the certificate for the 
contract partner; Miškovič 

3.0 19.3.2008 
Overall review of CP in relation to various 
types of issuing certificates; Ďurišová, 
Miškovič 

3.1 24.6.2008 Adding of a new certificate type; Miškovič 

3.2 10.11.2008 

Change in the length of validity of certificates 
for the domain user PKI VšZP 
Cancellation of operations at 153rd 
Záhradnícka street  

3.3 25.11.2008 

Adjustment as follows: 
Chapter 3.1.9 - domain ownership verification 
Chapter 4.1.1, 4.1.2, - validation of the  e-
mail address of the applicant 

3.4 2.6.2009 

Adjustment in connection with the 
requirement of a minimum length of a public 
key, on which Disig CA issued the certificate 
(paragraph 5.1.3; 6.1.2);  
Change of the e-mail address location in the 
profile of the certificate (paragraph 3.1.2;  
6.1.2); Miškovič 

 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

3/63 

 

Content 
 

Abbreviations list 8 

1. Introduction 9 

1.1 Overview 9 

1.2 Identification 9 

1.3 Community and applicability 10 

1.3.1 Authority 10 

1.3.1.1 Policy Management Authority 10 

1.3.1.2 Certification Authority 10 

1.3.1.3 Registration Authority 11 

1.3.2 End entities 11 

1.3.2.1 Applicants for the certificate of CA Disig and certificate holders 11 

1.3.2.2 The relying parties 12 

1.4 Usability 12 

1.5 Contact details 13 

2. General provisions 14 

2.1 Obligations 14 

2.1.1 CA Obligations 14 

2.1.2 RA Obligations 14 

2.1.3 Subscriber obligations 15 

2.1.4 Relying party obligations 15 

2.1.5 Repository obligations 16 

2.2 Liability 16 

2.3 Financial responsibility 16 

2.4 Interpretation and Enforcement 17 

2.5 Fees 17 

2.6 Publication and Repositories 18 

2.6.1 Publication of CA information 18 

2.6.2 Frequency of publication 18 

2.6.3 Access Controls 18 

2.6.4 Repositories 18 

2.7 Compliance Audit 19 

2.7.1 Frequency of entity compliance audit 19 

2.7.2 Identity/qualifications of auditor 19 

2.7.3 Topics covered by audit 19 

2.7.4 Actions taken as a result of deficiency 19 

2.7.5 Communication of results 19 

2.8 Confidentiality Policy 20 

2.8.1 Types of information to be kept confidential 20 

2.8.2 Background release of confidential information 20 

2.9 Intellectual Property Rights 20 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

4/63 

 

3. Identification and authentication 21 

3.1 Initial Registration 21 

3.1.1 Types of names 21 

3.1.2 Need for names to be meaningful 21 

3.1.2.1 Personal certificate 22 

3.1.2.2 Certificate for the legal person 23 

3.1.2.3 Certificate for server and domain controller 23 

3.1.2.4 Code-signing certificate 24 

3.1.3 Uniqueness of names 24 

3.1.4 Name claim dispute resolution procedure 25 

3.1.5 Recognition, authentication and role of trademarks 25 

3.1.6 Method to prove possession of private key 25 

3.1.7 Authentication of organization identity 25 

3.1.8 Authentication of individual identity 26 

3.1.9 Authentication of the component identity 27 

3.1.10 Submitted documents 28 

3.1.10.1 General 28 

3.1.10.2 Physical person 28 

3.1.10.3 Physical person - employee 29 

3.1.10.4 Legal person 29 

3.1.10.5 Component or code signing 29 

3.1.11 Submitted documents check 30 

3.2 Subsequent issue of certificate 31 

3.3 Issue of subsequent certificate after expiration of the previous one 32 

3.4 Revocation Request 32 

4. Operational requirements 33 

4.1 Certificate Application 33 

4.1.1 The detailed procedure for obtaining a personal certificate 

(physical person, legal person), certificate for a server and code-

signing certificate 34 

4.1.2 Procedure for registration of an applicant on the RA 34 

4.1.3 The detailed procedure for obtaining a personal certificate for 

VšZP 35 

4.1.4 Procedure for registration of the customer on RA VšZP 35 

4.1.5 Certificates for internal purposes of VšZP 36 

4.1.6 Delivery of the applicant's public key to the CA Disig 36 

4.2 Certificate Issuance 36 

4.2.1 Service of a private key to the certificate holder 37 

4.2.2 CA Disig public key delivered to users 37 

4.3 Certificate Acceptance 37 

4.4 Certificate Suspension and Revocation 38 

4.4.1 Circumstances for revocation 38 

4.4.1.1 Background of revocation certificate 38 

4.4.2 Who can request revocation 39 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

5/63 

 

4.4.3 Procedure for revocation request 40 

4.4.4 Revocation request grace period 41 

4.4.5 Circumstances for suspension 41 

4.4.6 Who can request suspension 41 

4.4.7 Procedure for suspension request 41 

4.4.8 Limits on suspension period 41 

4.4.9 CRL issuance frequency 41 

4.4.10 CRL checking requirements 42 

4.4.11 On-line revocation/status checking availability 42 

4.4.12 Other forms of revocation advertisements available. 42 

4.5 Security Audit Procedures 42 

4.5.1 Types of events recorded 42 

4.6 Records Archival 43 

4.7 Key Changeover 43 

4.8 Compromise and Disaster Recovery 43 

4.9 CA Disig Termination 44 

5. Physical, procedural, and personnel security controls 45 

5.1 Physical Controls 45 

5.2 Procedural Controls 45 

5.3 Personnel Controls 47 

6. Technical Security Controls 48 

6.1 Key Pair Generation and Installation 48 

6.1.1 Key pair generation 48 

6.1.2 Service to the certificate holder 48 

6.1.3 Key sizes 48 

6.2 Private Key Protection 48 

6.2.1 CA private key 48 

6.2.2 Other private keys 49 

6.3 Keys pair management 50 

6.4 Computer Security Controls 50 

7. Certificate and CRL Profiles 51 

7.1 Certificate profiles 51 

7.1.1 CA Disig certificate 51 

7.1.2 Certificate issued by CA Disig 53 

7.1.2.1 Personal certificate 53 

7.1.2.2 Server certificate 57 

7.1.2.3 Code signing certificate 59 

8. Specification Administration 62 

8.1 Specification Change Procedures 62 

8.2 Publication and Notification Procedures 62 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

6/63 

 

8.3 CPS Approval Procedures 62 

8.4 Deductions 62 
 
  



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

7/63 

 

 

Business Name Disig, a.s. 

Residence Záhradnícka 151, 821 08 Bratislava, Slovakia 

Registration Registered in the District Court Bratislava I, odd. Sa 3794/B 

Telephone + 421 2 208 50 140 

Fax + 421 2 208 50 141 

E-mail disig@disig.sk 

 
 

All rights reserved 

© Disig, a.s. 

Information in this document may not be modified without the written consent of Disig, a.s. 

 

This document has not undergone language editing. 

 

Trademarks 
Product names mentioned herein may be trademarks of the firms. 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

8/63 

 

Abbreviations list 

CA – Certification Authority 

CMA – Certificate Management Authority 

CP – Certificate Policy 

CPS – Certificate Practice Statement 

CRL – Certification Revocation List 

HSM – Hardware Security Module 

IČO – Organization identification number 

IP VšZP - Internet portal VšZP 

IPKI VšZP  Internal PKI VšZP 

NBÚ – National  Security Authority 

PEM - Privacy Enhanced Mail 

PKCS#10 - Certification Request Standard 

PKI  Public Key Infrastructure 

PMA  – Policy Management Authority 

RA – Registration Authority  

SSCD - Secure Signature Creation Device 

VšZP - General Health Insurance Company 

 
 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

9/63 

 

1. Introduction 

This document describes the Certification Policy (hereinafter referred to as "CP") 
of the Certification Authority CA Disig (hereinafter "CA Disig“), which is operated 
by Disig, a.s. 

CP is used at the implementation of public key infrastructure (hereinafter 
referred to as PKI), which consists of products and services they provide and 
manage X.509 certificates, according to the standard X.509 (Internet X.509 Public 
Key Infrastructure - Public Key Infrastructure). 

  
Certificates definite identify the name appearing in the certificate and linking the 
name with the appropriate pair of keys. 

Some applications for its intended use may require a higher security level than 
that indicated in this CP. 

1.1 Overview 

The aim of this CP is not the definition of a particular implementation of PKI or 
plans for future implementation or future certification procedure.  
This CP defines the creation and management of certificates with public keys 
according to the standard X.509 version 3 for use in applications that require 
secure communication between computer systems connected to the computer 
network. Skeletal part of such a network may be the unprotected network, such 
as Internet. 

1.2 Identification 

Title: CA Disig Certification Policy 

Short title: CP CA Disig 

Version: 3.4 

Valid from: 02.06.2009 

This document is assigned an 
object identifier (OID): 1.3.158.35975946.0.0.0.1.1.3.4 

Description of the object identifier (OID): 

1. – ISO assigned OIDs 

1.3. – ISO Identified Organization 

1.3.158. – Identification number (Company ID – ICO)) 
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1.3.158.35975946. – Disig, a.s. 

1.3.158.35975946.0.0.0.1.– CA Disig 

1.3.158.35975946.0.0.0.1.1. – CP CA Disig  

1.3.158.35975946.0.0.0.1.1.3.4 - CP CA Disig version 3.4 

1.3 Community and applicability 

1.3.1 Authority 

1.3.1.1 Policy Management Authority  

Policy Management Authority - PMA is a component provided for the purpose of: 

 supervising the creation and updating of the CP„s, including the 
evaluation of plans to implement any of the changes, 

 revision of certificate practice statement (hereinafter CPS) of CA Disig 
through the analysis of CPS to ensure that the practice meets the CA Disig 
CP, 

 reviewing of audits findings, to determine whether CA Disig adequately 
comply with approved CPS, 

 giving recommendations for CA Disig regarding corrective actions and 
other appropriate measures, 

 determine the appropriateness of the use of foreign orders, 

 giving advice regarding the suitability of the certificates associated with 
the CP for specific management applications and managing activities of 
the certification authority and registration authority, 

 interpretation of the CPS and its instructions for RA and CA, 

 auditing Disig CA 

PMA represents the top component, which shall decide finally on all matters and 
aspects related to the CA Disig and its activities. 

1.3.1.2 Certification Authority 

Certification Authority (CA) is an entity authorized by PMA to create, sign and 
issue certificates with public key. 

CA is responsible for all aspects of the issuance and management of certificates, 
including control over the process of registration, identification and 
authentication, the process of creating, publishing and revocation of certificates, 
changes of certificate key pair.  

CA ensures that all aspects of its services, operations and infrastructure geared to 
certificates issued under this CP are performed in accordance with the 
requirements and provisions of this CP. 
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1.3.1.3 Registration Authority 

Registration Authority (RA) is an entity which, based on the CA decision, will 
carry out activities, which are further described in Chapter 2.1.2. 

RA must conduct its activities in accordance with the approved CPS.  

CA Disig may establish the following types of RA: 

 Commercial RA – will serve to contact the candidates on the certificates 
or holders of all types of certificates, except for personal certificates for 
VšZP. RA business is operating by contract partner of CA Disig on the basis 
of specific contracts. Commercial RA is empowered by CA Disig to sign 
contracts on the issue and use of the certificate and CA Disig services. 

 RA in VšZP - - will be used to liaising with the clients of VšZP at the 
issuance of certificates for VšZP purpose 

 RA for internal PKI VšZP – will operate in VšZP and will serve for the 
issuance of certificates for VšZP (domain user and domain controller) 
solely for their internal purposes. 

CA and RA together constitute the Certificate Management Authority (hereinafter 
referred to as "CMA"). The term CMA is to be used when the function can be 
attributed to either the CA or RA, or when the claim concerns while CA and RA. 
Sharing responsibility for the registration of the applicant for the certificate 
between CA and RA may be different in several implementations of this CP. This 
division of responsibilities will be described in the CPS for this CA.  

1.3.2 End entities 

1.3.2.1 Applicants for the certificate of CA Disig and certificate holders 

Applicants for a certificate shall mean the natural person who is eligible to apply 
for a certificate on behalf of entity whose name appears as an entity in the 
certificate. 

Entity whose name appears as an entity in the certificate may be:: 

 Natural person, 

 Legal person, 

 Component. 

The applicant for a certificate after the acceptance of the certificate becomes 
the holder of the certificate. Conditions to be met by the applicant for the 
receiving certificate are defined by this CP. 

Certificate holder shall mean the natural person who undertakes to use the 
corresponding private key and certificate in accordance with this CP  
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1.3.2.2 The relying parties 

Party relying on the certificate is the entity which, by using a foreign certificate 
to verify the integrity of electronically signed messages, or to establish secure 
communications with the holder of the certificate, relies on the validity of the 
certificate holder's ties with the public key. 

  
Party relying on the certificate should use the information from the certificate to 
determine the suitability of the certificate for that use. 

  
Synonymous with the concept of party relying on the certificate is the concept 
the certificate user. Certificate user acts on the basis of trust to the certificate 
and/or on the basis of an electronic signature verified by the certificate. 

1.4 Usability 

Ca Disig certificates are generally intended to ensure software respectively 
hardware communication, which supports the use of X.509 certificates 
conforming to the specification X.509 version 3. 

  
The purpose of issuing the CA Disig certificates is generally to provide to the 
holder such security tools (certificates) that ensure the secure communication 
using commonly available software with minimal cost. 

  
CA Disig certificates can generally be used for: 

 electronic mail security (signature and/or encryption of messages sent by 
electronic mail, the impossibility of negation (non-repudiation) of 
responsibility for the message sent by electronic mail) 

 SSL communications security (reliable web server or client identification) 

 hedging mechanisms for workstations users 

 internal PKI processes (secure communications between the components 
of PKI, etc.) 

CA Disig issued to the applicant the following types of certificates:  

 personal certificates – designed primarily for the electronic mail security  
for a natural person (hereinafter referred to as "personal certificate") 
respectively natural person acting on behalf of legal persons (hereinafter 
referred to as "certificate of legal person), 

 server certificates - designed primarily for the purpose of ensuring secure 
communication with the web servers, 

 personal certificates for domain user - designed for mutual 
communication between employees and VšZP possibly VšZP employees 
and its clients,    
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 certificate for the domain controller - designed exclusively for security 
communications of VšZP domain  

 personal certificates for VšZP - designed for the needs of mutual 
communication and for ensure mutual communication between 
applications used by VšZP and its clients. 

 code signing certificates – this certificate is using for digitally signing 
executables and scripts to confirm the software author and guarantee 
that the code has not been altered or corrupted since it was signed 

CA Disig certificates that were issued for the CMA component may be used solely 
for the performance of activities of these components and only to their 
workplaces. 

CPS can precisely define: 

 list of applications where issued certificates are suitable 

 list of applications for which using issued certificate is limited 

 list of applications for which the use of issued certificates is prohibited 

1.5 Contact details 

Certification authority CA Disig 

Address: Záhradnícka 151, 821 08 Bratislava 2 

e-mail: caoperator@disig.sk 

phone +421 2 20850140 

fax: +421 2 20850141 

www: http://www.disig.sk/ 

 
 

Founder, owner and operator of CA Disig 

Company: Disig, a.s. 

Address: Záhradnícka 151, 821 08 Bratislava 2 

Company ID: 35975946 

phone +421 2 20850140 

fax: +421 2 20828141 

e-mail: disig@disig.sk 

www: http://www.disig.sk 

http://www.disig.sk/ca/index.html
http://www.disig.sk/
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2. General provisions 

2.1 Obligations 

2.1.1 CA Obligations 

CA Disig, who issues certificates based on this CP, must comply with its 
provisions, including the following: 

 provide PMA with his own CPS document, as well as any subsequent 
changes, to assess its compliance with this CP, 

 act in accordance with the provisions of the approved CPS 

 ensure that registration information are accepted solely from RA, which 
understand this CP and are obligated to act in accordance with it, 

 quote in the certificates only correct and adequate information and 
archived documents proving the correctness of the data contained in 
certificates 

 guarantee that the certificate holder is bound by the obligations in 
accordance with section 2.1.3 of this CP and is informed about the 
consequences of failure of these obligations, 

 revoke holder certificate, if it is found that he acted contrary to his 
obligations, 

 on-line operate repository that satisfies the provisions referred in section 
Error! Reference source not found.. 

If it is found that the CA Disig does not comply with these obligations, the 
appropriate actions are enforced on it. 

CA Disig has sole responsibility to guarantee that the certificates they sign are 
created and managed in accordance with this CP and the processes of creating, 
managing and revocation of certificates shall only be exercised by persons who 
understand the relevant requirements of CP and are committed to them. 

2.1.2 RA Obligations 

RA who performs registration functions described in this CP shall comply with its 
provisions and to act according to the approved CPS. If it is found that RA fails to 
comply with these obligations the appropriate actions are forced on it, including 
stopping RA operations. 

The division of responsibilities between the CA and RA may be different in several 
implementations of this CP. This division of responsibilities will be described in 
the CPS for relevant CA. 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

15/63 

 

RA acts as a registry for the certification authority CA Disig - especially for the 
collection and verification of information from applicants for certification which 
will be placed to the certificates. 

RA implementing direct contact between applicants and Disig CA 

RA receives certificate request, verifying the identity of applicants, mediates the 
transfer of certificates and a list of invalid certificates to the holder. Under 
certain circumstances (see chapter 4.4.1.1) initiates certificate revocation and 
implementing the processes associated with revocation request or request for 
issuance of a subsequent certificate. Adopts and handled complaints, collects 
fees from applicants for services provided by CA Disig, unless stipulated 
otherwise.  
RA is responsible for ensuring that it collected information has been verified and 
that the information is correct at the time. 

2.1.3 Subscriber obligations 

The term authorized person means the holder of a certificate, these terms are 
synonymous. 

Obligations of the certificate holder 

 continually protect his private key in accordance with this CP and in 
accordance with the provisions of the contract, 

 immediately notify the CMA, which issued the certificate, on suspicion 
that the private key has been compromised or lost 

 immediately request revocation of the certificate in the event that any 
indication referred to in the certificate had lapsed (except e-mail 
address)  

 comply with all terms, conditions and restrictions imposed on the use of 
his private key and certificate, 

 precisely identify himself and formulate on any communications with RA 
respectively CA 

 use provided certificate only for the relevant purposes. 

These obligations relating also to the natural person who receives a certificate for 
managed components. 

Certificate holder who fails respectively failed to comply with its obligations, is 
not entitled to compensation for any damage. 

2.1.4 Relying party obligations 

Relying parties on certificates issued according this CP are to: 

 use certificate only for the purpose for which it was issued as is it states  
in the certificate, 
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 before they rely on the certificate, to verify the validity of each 
certificate (i.e. verify that the certificate is valid at the time and that is 
not on the current list of revoked certificates issued by CA Disig), 

 establish a relationship of trust to the CA that issued the certificate  
verifying the certification path in accordance with the standard X.509 
version 3, 

 keep the original signed data, applications needed to read and process 
these data and the cryptographic applications needed to verify the 
electronic signatures of such data as may be necessary to verify the 
signature of the data.  

2.1.5 Repository obligations 

Repository management, which supports CA Disig during publication of 
information according this CP, is required: 

 maintain the accessibility of the information under the provisions of this 
CP for publishing information on certificates, 

 provide sufficient security mechanism to access management to the 
information stored in the repository under Section 2.6.3. 

The operation and management of repository belongs to the CA obligations. 

2.2 Liability 

This CP is governed by the applicable laws of Slovak Republic, first of all by Act 
no. 215/2002 Z. z. on electronic signature and on amendment of certain laws as 
amended and the related National Security Authority regulations. 

CA Disig guarantees the uniqueness of the serial number for each certificate 
issued by it, i.e. guarantees that there are never two certificates issued by it, 
which would have the same serial number. 

CA Disig provides assurance that issued certificate meet certificate standard 
X.509 version 3 and will be in accordance with this CP. 

2.3 Financial responsibility 

CA Disig is responsible for damages caused by using issued certificate in 
accordance with the existing legislation (e.g. the Commercial Code, Civil Code 
etc.). The prerequisite here is that they have complied with the provisions of this 
CP.  
Liability and the resulting performance can be accepted only if the customer has 
not failed to comply with its obligations (especially protect his private key) and 
that everyone relying on a certificate issued by CA Disig did everything possible to 
prevent damage and especially to verify the current status of the certificate (i.e. 
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whether the certificate has not been in a critical time on the certificate 
revocation list). 

  
Not verifying certificate status through certificate revocation list (herein after 
„CRL“) is qualified as a gross breach of obligations deriving from this CP. Result is 
extinguish any claims to the possible application of the guarantees. CA Disig or 
creator CA Disig have no financial responsibility for damage incurred by the 
holder of the certificate or  relying parties, in connection with the use of CA Disig 
certificate with some specific applications respectively hardware or in connection 
with the CA Disig certificate cannot be used with any particular application or 
hardware. 

Any claim for damages must be filed in writing. 

2.4 Interpretation and Enforcement 

For the purposes of the interpretation of this CP or the settlement of disputes 
shall be subject to the next higher authority. Bodies are arranged in ascending 
order: 

 RA 

 CA 

PMA decide definitively in the case of any dispute concerning the interpretation 
or applicability of this CP. 

Every instance shall record case and give the applicant, respectively complainant 
explanation respectively proposal to settle the dispute. In case of disagreement, 
he could to refer the case to a higher instance. 

Any decision of any of the instances defined here is not the right of the 
complainant to refer the complaint to an independent court.  

2.5 Fees  

Obligation of CA Disig is publish current services prices by appropriate way 
respectively publish information under which it is possible to order certification 
services. Prices are published on the Disig web site (see Section 1.5). 

Fees for certificates shall be paid to the RA in cash, if not in advance respectively 
contractually agreed with the applicant otherwise. 

Price list for the contractual partner is not published. 
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2.6 Publication and Repositories 

2.6.1 Publication of CA information 

CA Disig must provide on-line mode repository which is accessible to holders of 
certificates and the party relying on a certificate. Repository contains at least the 
following information: 

 certificates issued in accordance with this CP, 

 current CRL and any CRL issued after the start of certification services, 

 CA Disig certificate belonging to the signature key, 

 copy of the current CP, including possible incentives for CA approved by 
PMA 

2.6.2 Frequency of publication 

The certificate shall be published as soon as possible after its issuing. Information 
about issued certificates can be found at http://www.disig.sk. 

CRL is published as specified in Section 4.4.3.1. Information about revoked 
certificates can be found at http://www.disig.sk. 

All information to be published in the repository shall be published without delay 
as soon as the CA Disig such information becomes known. CA Disig specified in the 
CPS time limits within which it will publish various types of information. 

2.6.3 Access Controls 

CA Disig must protect any information stored in the repository, which is not 
intended for public dissemination. 

2.6.4 Repositories 

Repository should be located so as to be accessible to holders of certificates and 
to the party relying on certificates and in accordance with the overall safety 
requirements. 

CA Disig repository function will hold the CA Disig web site located on the web 
site company Disig. The exact URL is mentioned in section 1.5. CA Disig page is 
publicly accessible via the Internet to holders of certificates, to parties relying on 
certificates and to the public at all. 
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2.7 Compliance Audit  

2.7.1 Frequency of entity compliance audit 

CA Disig must be audited for compliance at least once a year. In addition, every 
CA has the right to request review of regular and irregular activities of 
subordinate CMA, to confirm that the subordinate CMA operates in accordance 
with safety practices and procedures described in the relevant CPS. 

2.7.2 Identity/qualifications of auditor 

The auditor must be competent in the field of compliance audits, and must be 
thoroughly familiar with the CPS CMA, in which conducting audit. Competence 
requirements are described in detail in the CPS. 

2.7.3 Topics covered by audit 

The purpose of the audit should be a guarantee that the CA Disig has satisfactory 
system of work, which guarantees the quality of services provided by CA Disig CA 
Audit also provides a guarantee that it is acting in accordance with all 
requirements of this CP and its CPS. All aspects of the operation of CA related to 
this CP shall be subject to audit. 

2.7.4 Actions taken as a result of deficiency 

When the auditor finds a discrepancy between the CMA operation and provisions 
of its CPS, the following actions must be taken: 

 auditor recorded discrepancy, 

 auditor shall notify the contrary entities defined in Section 2.7.5, 

 CA proposes to the PMA appropriate corrective actions, including the 
expected time required for its implementation. 

PMA shall determine the appropriate corrective actions as far as to the CA Disig 
certificate revocation. After corrective actions are performed, PMA restores 
activity of CA. 

2.7.5 Communication of results 

Auditor makes the audit report for the PMA on the results of audit. Results will be 
reported to the audited CA and its parent, if any, in accordance with section 2.6. 
Implementation of corrective actions should be brought to the attention of the 
responsible authority. To illustrate the implementation and effectiveness of 
corrective actions, may be required a special audit or partial audit focused on the 
aspect of the audited entity. 
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2.8 Confidentiality Policy 

2.8.1 Types of information to be kept confidential 

Confidential information subject to adequate protection is: 

 CA Disig private key used to create an electronic signature when issuing 
certificates, 

 private keys belonging to CA Disig units, 

 infrastructure (e.g. documents, procedures, processes, files, scripts, 
passwords, etc..) serving for CA Disig operation, including all its RA, 

 personal data of customers according the Act No. 428/2002 on Protection  

The certificate should contain only such information that is relevant and 
necessary to implement secure communication using certificate. 

For the purpose of proper administration certificates, CMA may require in the 
administration of certificates by the CA Disig using information that is not listed 
in the certificates (e.g. IDs from documents, addresses and phone numbers). 

Any such information should be explicitly defined in the CPS. All the information 
stored in the CA Disig that are not in the repository is to be treated as sensitive 
information and access should be limited only to persons who need the 
information to perform their official duties. 

All information listed in the certificate and thus are published through the 
repository are not classified as confidential and shall be considered public. 

Certificate Revocation List (CRL) is not considered confidential. 

2.8.2 Background release of confidential information  

CA Disig not discloses any information relating to an applicant for a certificate or 
certificate holder to any third party, unless it is authorized by this CP, as required 
by law or a competent court. Any request for release of information to be 
authenticated and documented. 

CA Disig must handle customer personal information in accordance with 
applicable laws and may not be provided to any third party with the exception of 
bodies which by law have the right to control the activities of CA and the 
competent national authorities such as police, courts, and prosecutor‟s office. 

2.9 Intellectual Property Rights 

CA Disig owner is the owner of all copyright in all documents, data, procedures, 
policies, certificates and private keys, which are part of the CA Disig 
infrastructure and it was created by him. 
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3. Identification and authentication 

3.1 Initial Registration 

Application for a certificate received by CA Disig must comply with the standard 
PKCS # 10 or SPKAC and must be in PEM format, if not with the applicant agreed 
otherwise 

3.1.1 Types of names 

Each CA should be able to generate certificates that contain the X.500 
Distinguished Name (hereinafter referred to as the "distinctive name"). 

In general, CA Disig not assigns distinctive names. 

Applicants for the certificate choose themselves distinctive name, which should 
be in their certificate. 

3.1.2 Need for names to be meaningful 

Used names should unambiguously identify the person or other objects that are 
assigned. CMA is to ensure that there is a relationship of the certificate holder 
and any organization or organizational unit, which is identified by any part of any 
name in the holder‟s certificate. 

When distinctive names are using, item CommonName has to represent the holder 
of the certificate that way that is easily understandable to man. In the case of a 
person will typically its valid name. In the case of legal persons to be its trade 
name or trade mark. In the case of component (server) it can be its full domain 
name, model name or serial number or name of the process and applications and 
registered IP address etc. 

The concept of "meaningfulness" means that the form of the name is commonly 
used semantics to determine the identity of persons, organizations or equipment 
etc. 

Using pseudonyms, nicknames, cover names, aliases, etc. in the certificates is 
allowed only if in the CN is clearly defined, that it is a pseudonym.  Indication of 
"PSEUDONYM" should by written in CommonName (e.g. CN = alias – PSEUDONYM).  

This is without prejudice to the provisions relating to uniquely identify the holder 
of the certificate so issued. 

  
Using pseudonyms, nicknames, cover names, aliases etc. for certificates issued 
for the purposes of VšZP (personal certificate and domain user certificate user) is 
not allowed. 
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CA respectively RA has the right to refuse to issue a certificate, which would 
include information in breach of the principle of meaningfulness of names. 
Particular emphasis is placed on the entry in item CommonName. 

When entering the items into certificate request, the applicant should bear in 
mind that in the RA will have a satisfactory way to prove all the data that entered 
into the individual certificate request items. 

Distinguished Name used in CA Disig certificates consists of the following items 
with the meanings specified below: 

3.1.2.1 Personal certificate 

In the following table are lists of the items contained in the DN of personal 
certificate. Personal certificate means a personal certificate issued by 
commercial RA, personal certificate for VšZP issued by RA VšZP and certificate for 
a domain user VšZP RA issued by internal PKI VšZP. 

Table 1: Personal certificate fields and their description 

Abbreviation 
name 

Title  Description Note 

C countryName 

Two character abbreviation 
for country name  

SK for Slovak republic  

Entry is required!!! 

L localityName Locality name  Entry is not required 

O organizationName Organization name Entry is not required 

OU organizationUnitName Organization unit name Entry is not required 

CN commonName Given name and surname Entry is required!!! 

Note: All data must be entered without diacritics. Use special characters (e.g. comma, dash, = / 
and others) should be limited to the minimum. It is recommended use these characters in 
agreement with CA Disig. Otherwise, the CA Disig has right to refuse such a request for a 
certificate.  

In the Organization name shall not use the comma character!!!  

 
Important!: If the personal certificate will be used for signing and encryption of 
electronic mail, it is essential that the request in PKCS # 10 include a valid e-mail 
address of the certificate holder. 
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3.1.2.2 Certificate for the legal person 

In the following table are lists of the items contained in the DN of legal person 
certificate issued by commercial RA. 

Table 2 : Legal person certificate fields and their description 

Abbreviation 
name 

Title  Description Note 

C countryName 

Two character abbreviation 
for country name  

SK for Slovak republic  

Entry is required!!! 

L localityName Locality name  Entry is not required 

O organizationName Organization name Entry is not required 

OU organizationUnitName Organization unit name Entry is not required 

CN commonName Organization name Entry is required!!! 

Note: All data must be entered without diacritics. Use special characters (e.g. comma, dash, = / 
and others) should be limited to the minimum. It is recommended use these characters in 
agreement with CA Disig. Otherwise, the CA Disig has right to refuse such a request for a 
certificate.  

In the field Organization name shall not use the comma character!!!  

 
Important!: If the legal personal certificate will be used for signing and 
encryption of electronic mail, it is essential that the request in PKCS # 10 include 
a valid e-mail address of the certificate holder. 
 
3.1.2.3 Certificate for server and domain controller 

In the following table are lists of the items contained in the DN of certificate for 
server issued by commercial RA and domain controller certificate issued for 
internal PKI of VšZP. 

Table 3: Server or domain controller certificate fields and their description 

Abbreviation 
name 

Title  Description Note 

C countryName 

Two character abbreviation 
for country name  

SK for Slovak republic  

Entry is required!!! 

ST stateOrProvinceName Name of state  Entry is not required 

L localityName Locality name  Entry is not required 

O organizationName Organization name Entry is not required 

OU organizationUnitName Organization unit name Entry is not required 

CN commonName Component or unit name Entry is required!!! 
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Note: All data must be entered without diacritics. Use special characters (e.g. comma, dash, = / 
and others) should be limited to the minimum. It is recommended use these characters in 
agreement with CA Disig. Otherwise, the CA Disig has right to refuse such a request for a 
certificate.  

In the field Organization name shall not use the comma character!!!  

 
Important!: Certificate request in the form of PKCS # 10 shall include a valid e-
mail address of the certificate holder. 
 
3.1.2.4 Code-signing certificate 

In the following table are lists of the items contained in the DN of code-signing 
certificate, which is used for software component signing and it is issued by 
commercial RA. 

Table 4: Code-signing certificate fields and their description 

Abbreviation 
name 

Title  Description Note 

C countryName 

Two character abbreviation 
for country name  

SK for Slovak republic  

Entry is required!!! 

L localityName Locality name  Entry is not required 

O organizationName Organization name Entry is not required 

OU organizationUnitName Organization unit name Entry is not required 

CN commonName 
Organization or surname 
and given name 

Entry is required!!! 

Note: All data must be entered without diacritics. Use special characters (e.g. comma, dash, = / 
and others) should be limited to the minimum. It is recommended use these characters in 
agreement with CA Disig. Otherwise, the CA Disig has right to refuse such a request for a 
certificate.  

In the field Organization name shall not use the comma character!!!  

 
Important!: Certificate request in the form of PKCS # 10 shall include a valid e-
mail address of the certificate holder (physical person). 

3.1.3 Uniqueness of names  

CA Disig not enforced uniqueness of names within the community of holders of 
certificates, but of course, guarantees uniqueness of the serial number for each 
certificate issued by it, i.e. guarantees that there is never there two issued 
certificates, which would have the same serial number. 

Furthermore, it is also enforce uniqueness of a key pairs certified by the 
certificate - in practice this means that it refuses to issue a public key certificate 
on the certificate request containing the public key, for which has been issued  
certificate by CA Disig. 
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CA Disig document in its CPS what name forms will be used and how they will 
provide the names within the community. 

3.1.4 Name claim dispute resolution procedure  

In case of disputes relating to the names will be transferred under the provisions 
of section 2.4. 

3.1.5 Recognition, authentication and role of trademarks  

Any entity has no guarantee that its name in the certificate will include the brand 
name (trademark), and even at his express request. 

The certificate may be used only brand names, which the ownership or lease 
applicant for a certificate supports with evidence. CMA does not carry other 
authentication of trademarks. 

CMA has not issue a certificate containing the name deliberately, which the 
competent court arbiters that violates another trademark. CMA is not obliged to 
examine the trade mark or to resolve disputes relating to trade marks. 

3.1.6 Method to prove possession of private key  

RA will require the applicant for the certificate confirmed that it possesses the 
private key that corresponds to a public key contained in the certificate request. 

In the case of issuing a subsequent personal certificate is acceptable that the 
applicant for a certificate will prove ownership of private key that way that 
he/she sends certificate request to RA via signed e-mail and this e-mail is signed 
with previous certificate. 

In the case where the person generates certificate request to the SSCD device 
then automatically holds the private key in time of his generation. 

CMA does not generate key pairs for foreign entities. Exceptions may only be 
generating the keys and request directly in SSCD equipment on RA. 

CA Disig or part of its, in any case, does not archiving the private key belonging to 
the applicant (a foreign entity). 

3.1.7 Authentication of organization identity  

Legal person (organization) established in the Slovak Republic is proving its 
identity by extract from the Companies Register of Slovak republic or other 
existing register of legal persons. RA will require the original or certified copy of 
the original, not the older than three months. Evidence must include full 
company name, identifier (usually company ID - ICO), seat, name of person acting 
as a legal person and the way of the signing procedure of a legal person. 
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In the event that a legal person not located in the Slovak Republic, its identity is 
verified in the same manner as described above. Extract from the current register 
of legal entities must be officially translated into Slovak language (except to 
organizations based in the Czech Republic). 

In the event that a legal person can prove his identity extracts from the 
commercial register (valid for non-commercial entities such as municipality, 
church, civic associations, foundations, public authority, etc.), that legal person, 
shall prove their identity and legality of its existence (with a reference to the law 
or other regulation, which the body of the type of deals) in written form. 

3.1.8 Authentication of individual identity  

CMA must ensure that the identity of the applicant for a certificate and its public 
key are linked in tandem. Each CMA has to specify in its CPS procedures for 
authenticate the identity of the applicant for a certificate. CA will record the 
process for each certificate in written or electronic form. Documentation of the 
identification must include at least: 

 Identity of the person who carries out the identification, 

 unique identification numbers of the identity cards authenticated the 
person (ID card, driving license etc.), 

 date and site of the identification. 

The identification documentation must be personally signed by the applicant, in 
the presence of the person conducting the authentication of identity and shall 
including identification details of the applicant for a certificate. 

Applicants for a certificate may be a citizen of Slovak Republic or a foreign 
national. Verification of identity is performed by CMA on the base of presentation 
of these data: 

 full name and surname, 

 permanent residence (if it is listed in the document), 

 birth registration number (Slovak citizen and citizen of the Czech 
Republic), 

 date of birth (other national), 

 identity card number, 

 identity card issuer, 

 identity card expiration date, 

Other requirements for the initial registration of the applicant (holder) are 
described in detail in chapter 3.1.10 and 3.1.11. 
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3.1.9 Authentication of the component identity 

CMA (Certificate Management Authority)has to guarantee that the certificate 
issued for hardware or software component (code signing) that is able to use the 
certificate, that the component identity and the public key are bonded together. 

For this reason the component has to be assigned to a specific person or to a 
person that is authorized to deal on behalf of a company that is administrating 
the component. (see section 5.2). 

Person is obliged to provide following information  to CMA, as described in 
sections 3.1.10 and 5.2: 

 identification of component (name for software component), 

 public key of the component (part of certificate request), 

 authorization of component and its characteristics (URL and application 
description for software component), 

 contact information, that CMA may, if necessary, to communicate with 
this person,  

CMA will be verify the accuracy of any authorization (values of distinguishing 
name) to be listed in the certificate and verify the data submitted.  
Methods to implement this authentication and control data include: 

 verify the identity of the person in accordance with the requirements of 
section Error! Reference source not found., 

 verify the identity of the organization, which includes the component, in 
accordance with the requirements of section 3.1.7, 

 verify the competency of using data to be introduced in individual items 
of the certificate, with an emphasis on CommonName. 

Note: The typical value of this item will be fully registered domain name or IP address..  

In the case of using the domain name is the condition that the second level 
domain is owned by an entity which is an applicant for a certificate for the 
server. Subject has to demonstrate to RA operator that it is the holder of the 
domain for which calls for issuance of the certificate. Ownership shows via 
written confirmation issued by authorized domain registration authority e.g. SK-
NIC is the national registration of top level Slovakian domains (www.sk-nic.sk). 

Registration Authority verifies a written confirmation from independent sources 
on the Internet such as www.sk-nic.sk for SK domain respectively www.eurid.eu 
for EU domain, etc. 

In the case of registered IP addresses RA will not investigate whether the body - 
the applicant for a certificate for the server uses the registered IP address 
legitimately e.g. whether the registered IP address is the address segment, which 
is registered in the RIPE organization for the entity - the applicant for a 
certificate for the server. In this case, is automatically assumed that that subject 
- the applicant for a certificate for the server use in the application for the 
certificate registered IP address and applicant gave to CA Disig a solemn 
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declaration that the IP address used lawfully and that he is aware of all the 
consequences and responsibility for any unauthorized use of the IP address. 

3.1.10 Submitted documents 

3.1.10.1 General 

All documents submitted to the RA by applicants for service must be either 
originals or certified copies of the originals. It cannot be there any indication 
about add on data, changing data, cross out data etc. The documents which have 
expiration data must be valid. 

If the RA worker has doubts about the identity of a potential customer (e.g. the 
apparent discrepancy between the photograph in the presentation of a personal 
document and view customer differences between the two documents etc.), he 
or she may refuse the registration. 

Any documents in foreign languages (except Czech) must be translated into 
Slovak language by expert translators. 

At the request of a potential customer or any RA contentious cases about proving 
the identity during the procedure of identification will deal under point 2.4. 

When submitting the documents to RA it is required to present either the originals 
of these documents or copies of originals (not necessarily certified) except for 
personal ID documents. Extract from the Commercial register respectively trade 
register obtained from the Internet is not sufficient as it is informational only and 
is not applicable to legal acts 

3.1.10.2 Physical person 

A physical person shall submit two documents identifying his identity. The 
primary document is: 

 Slovak citizens - a valid identity card 

 A citizen of the EU - proof of identity, namely identity card 

 Third-country nationals - a residence permit in the Slovak Republic and 
another document with a photograph showing his / her identity 

Secondary evidence may be: 

 passport 

 driving license 

 health insurance card 

 birth certificate 

 personal license of professional soldier 

 temporary residence permit (or resident) in the case of a foreigner 

 firearms license issued by the police department 

 service card  
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It is required, that at least one of the submitted documents was a document 
which includes a photograph of the person. 

In the case of issuing or revocation certificate for VšZP it suffices that the 
physical person will establish his identity with one of the following personal 
documents - an ID card or passport. The applicant for a certificate for VšZP shall 
meet other conditions for issuing of this type of certificate determined by VšZP. 

If physical person representing on the RA another person, must in addition show a 
certified (notary) powers. From the text it is clear that the representative was 
acting on behalf that physical person. 

As an applicant for a certificate is the legal representative (usually the parent), 
must also submit the child's birth certificate, adopt parent must also submit a 
decision of a court or an extract from the registers. Sufficient proof is the 
identity card, in which the child is registered. 

3.1.10.3 Physical person - employee  

As an applicant for a certificate is the physical person who in the certificate 
request indicates the name of the organization, submit documents according 
Chapter 3.1.10.2. It must also submit consent to the issuance of a certificate 
from the employer. 

3.1.10.4 Legal person 

In this case, the applicant shall submit the certificate documents referred to in 
Chapter 3.1.10.2. It must also submit a document according Chapter 3.1.7. 

As a legal person act more than one person jointly, it is necessary to submit 
official (notary) the full power. From the text is should be clear that the physical 
person represents this legal person. 

3.1.10.5 Component or code signing 

See chapter 3.1.9. 

All documents submitted to the RA by applicants for service must be either 
originals or certified copies of the originals. There cannot be any indication any 
indication about add on data, changing data, cross out data etc. The documents 
which have expiration data must be valid. 

If RA has doubts about the identity of a potential customer (e.g. the apparent 
discrepancy between the photograph in the presented ID card and a real present 
person) it may refuse registration. 

Any documents in foreign languages (except Czech language) must be translated 
into Slovak language by the official language translators - expert. 

All controversial issue about proving the identity will be according procedure 
written in chapter 2.4. 

When submitting the documents on RA it is required present the originals of these 
documents for inspection or copies of originals (not necessarily certified), except 
for personal documents identifying the identity of the applicant respectively 
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authorized persons. Extract from the commercial register respectively trade 
register obtained from the Internet is not sufficient as it is informational only and 
is not applicable to legal acts. 

3.1.11 Submitted documents check 

RA staff checked on the submitted documents the following: 

Personal documents of physical persons: 

a) data consistency in the request and the data referred in personal 
documents, particularly the name, surname and residence, 

b) the validity of the document, 

c) legal age (i.e. age 18 years), 

d) consistency between the photograph and personal view of the 
proprietor of identity documents, 

e) consistency in the documentation that is whether the data in one 
document are not inconsistent to another one. 

Extracts from the Commercial Register or another register of legal persons: 

a) validity of extract – there must be not older than 3 months, 

b) acting as a legal entity – i.e. whether it has/have physical(s) person(s), 
who submitted a statement power to act (sign) for the legal person 

c) the form of extract - original or official (notary / registry) a certified 
copy of an extract. 

Consent to the issuance of the certificate: 

a) the authority to act for the company - the person signing the consent must 
be authorized to represent the employer. Eligibility is checked by an 
extract from OR respectively another designated register. As the person 
signing is not registered in this extract, he/she must submit other evidence 
on which it can act as a company (usually a notary authenticated power). 

b) validity - as far as in the agreement is written the validity of consent, is 
also controlled. 

Power of attorney: 

a) verification of power of attorney (notary/registry) 

b) consistency of the data listed in the power of attorney, which defines the 
physical and/or representative of legal person, with the data provided on 
the personal identification card of  representative respectively with those 
set out in the extract or another register representing a legal person, 

c) the scope of the power of attorney - that is whether the power of attorney 
authorized empowered physical or legal person to act as required on the 
RA on behalf of the physical or legal persons, 

d) any time limit or other conditions specified in power of attorney 
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Statutory declaration: 

a) the authority to sign - the person signing the declaration must be 
authorized to represent the legal person. Eligibility is checked by an 
extract from companies register respectively another register of legal 
persons. As the person signing is not registered in this extract, he must 
submit other evidence on which it can act in the name of company 
(usually a notary certified credentials) 

In the case of any reasonable doubt about the identity of a potential customer, 
also in the case of the deficiencies in the submitted documents respectively 
submission of incomplete documents, the RA staff shall to refuse registration of 
the applicant. Certificate services in this case will be refused. 

3.2 Subsequent issue of certificate  

In a subsequent issue of certificate, there is a change in key pair - a new 
certificate will create and will have identical distinctive name, a different public 
key (corresponding to a new, different private key), and different serial number 
and may have different validity time. 

  
The holder of a valid certificate may request a subsequent issue of certificate 
only during the last 30 days of its validity. 

The subsequent issue of certificate (personal certificate, certificate of legal 
person) may apply as follows: 

a) Applicant for a certificate creates a new request for issuance of a 
subsequent certificate electronically signed by the private key associated 
with the previous valid certificate. This process is implemented through a 
web interface accessible at the web site CA Disig. 

b) Applicant for the certificate requests for issuance of a subsequent 
certificate, so that he will send his request to RA via e-mail. For signing of 
e-mail he shall use a private key corresponding to the previous valid 
certificate. 

c) Applicant for the certificate shall be subjected to the initial registration 
requirements - by visiting a branch of the RA. 

The holder of a valid personal certificate for VšZP may apply for issuance of a 
subsequent certificate through the VšZP web portal. To sign the electronic 
request, the applicant must use the private key belonging to the still valid 
certificate for VšZP.  

In the case of certificates for the server, the domain user, domain controller and 
code signing the subsequent certificates are not issued. 

CA Disig certificates are issued with the validity of one year (usually 365 days), 
unless otherwise agreed by separate written agreement with the applicant. 
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Personal certificates for VšZP (see ods.3.1.2.1) issued by the RA in VšZP are 
issued with the validity of two year (730 days). 

Personal certificates for the VšZP domain user issued for internal PKI VšZP are 
repeated extradition issue on the basis of a fixed rule, with the 365 days 
respectively. 548 days to achieve the distribution of certification in the future for 
a longer period of time. 

Code signing certificate are issued with the validity either 365 days or 730 days, 
according the customer request. 

3.3 Issue of subsequent certificate after expiration of the previous 
one  

CA Disig does not support this service. In the event that after the expiry of the 
certificate  and applicant wants to have a valid certificate issued by CA Disig 
he/she must apply for a new certificate in accordance with Chapter 4.1. During 
this act is subjected to the same authentication as specified in Chapter 3.1.7 - 
3.1.9. 

3.4 Revocation Request 

Certificate revocation request shall be authenticated, see section 4.4.1.3. In the 
case of revocation request for personal certificate the request may be 
authenticated using the private key belonging to the certificate, regardless of 
whether the private key has been compromised or not. 
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4. Operational requirements 

4.1 Certificate Application 

The purpose of this CP is: 

 identify the minimum requirements and procedures that are necessary to 
promote trust in the certificates, 

 minimize the specific implementation requirements for the CMA, the 
applicants, for the certificate holders and the party relying on the 
certificates. 

When an applicant for a certificate will apply for a certificate, the applicant and 
the RA must perform the following steps: 

 verify and record the identity of the applicant (according Section 3.1), 

 applicant must have generated key pair (public and private key) for each 
requested certificate, 

 demonstrate that the public key create pair with the private key that is 
owned by the applicant (according Section 3.1.6), 

 provide sufficient documentation to verify any particulars data to be 
given to the certificate. 

Communication between the different part of CA Disig concerning certificate 
request and issuing a certificate should be authenticated and protected from 
modification. Any electronic transmission of shared secrets must be encrypted. 

These steps can be performed in any order, to the satisfaction of the CMA and 
applicants and is not in conflict with security. 

CA Disig implementing this CP shall certify another CA (also applies to the cross-
certification) only under the authorization of PMA. 

 
Request on CA for issuing certificate for another CA will be presented to PMA 
through a contact listed in Section 1.5 and will be complemented by CPS on the 
basis of Internet X.509 Public Key Infrastructure Certificate Policy and 
Certification Practices Framework (RFC2527). 

PMA evaluate the acceptability of the delivered CPS. PMA may require an initial 
audit to be conducted by an entity chosen by the PMA, to make sure that the CMA 
is prepared to implement all aspects of delivered CPS, before PMA authorize CMA 
to issue and manage certificates under this CP. 

CA will only issue certificates under this CP on the basis of a written authorization 
issued by PMA, and may do so only within the limits imposed by the PMA. 
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4.1.1 The detailed procedure for obtaining a personal certificate (physical 
person, legal person), certificate for a server and code-signing 
certificate  

The personal certificate can be applied only on the basis of electronically-
generated requests. The applicant for a certificate is required generate a new 
personal certificate request through the web site CA Disig (see URL section 1.5) 
using compliant browser on his computer and save it on the appropriate medium 
(HD, USB drive, floppy disc, etc.). 

The same procedure applies for application for a code-signing certificate. 

Request for a certificate for signing and encryption of electronic mail shall be 
send to the relevant RA in advance electronically from e-mail address which is 
included in the request for certificate in the field „E-mail“. E-mail addresses of 
RA CA Disig are available on the Web site (see „Contacts" )(see 1.5) 

When requesting a certificate for the server the client using their software 
(usually, for example. Microsoft IIS or Apache/OpenSSL) generates a new request 
for a certificate and save it on a suitable medium. 

An applicant for a subsequent certificate creates a request according the 
procedure in chapter 3.2. 

Application for a certificate respectively a public key located inside, for which 
the certificate was already issued, cannot be used for safety reasons repeatedly, 
and such request will be rejected by the RA! 

When entering the items into a certificate request by the applicant it necessary 
to have in mind that on the RA should prove all the data that were entered. 

4.1.2 Procedure for registration of an applicant on the RA  

1. RA staff checked the completeness and accuracy of the data received in the 
certificate request. RA staff considering meaningfulness of all items taken 
into accounts (please see section 3.1.2) - violation of the principle of 
meaningfulness may be a reason for refusing to issue the certificate. 
Request for issuance of personal certificates for signing and encryption of 
electronic mail must be send electronically to the appropriate RA from 
addresses, which is included in the request in the field E-mail. 

2. The applicant for a certificate shall satisfactorily demonstrate to the RA all 
the elements which entered into certificate request. 

3. RA must verify whether electronically transmitted certificate request was 
sent by the applicant from the same e-mail address, which is located in the 
certificate request. In the case of the differences observed may refuse to 
issue the certificate 

4. In connection with the verification of e-mail address make RA validation 
such way that will send e-mail response to e-mail, from which request was 
send. 
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5. Information system of CA Disig automatically verifies that on the public key 
contained in the certificate request has not been previously issued 
certificate. If it was, certificate request is rejected by RA for security 
reasons. The reason is that once certified public key can be used again for 
issuing another certificate. 

6. RA staffs familiarize the applicant with the text of contract called 
„Agreement about issue and use a certificate and services of CA Disig“. 
Consent by the applicant with this contract is a condition for issuing the 
certificate. 

7. RA staff insert certificate request into CA Disig information system and the 
other required information. In the event that on certificate request cannot 
be issued certificate for some reason, the CA shall notify the appropriate 
RA, including giving the reason. RA then notifies the applicant for the 
certificate. The applicant for a certificate in this case must submit a new 
certificate request. 

8. In the case of a subsequent certificate proceed in accordance with Chapter 
3.2. 

4.1.3 The detailed procedure for obtaining a personal certificate for VšZP  

The applicant for a certificate for VšZP is required generates a new personal 
certificate request through the web portal VšZP (electronic registry VšZP) using 
compliant browser on his computer. 

After generation the applicant prints the application form containing the 
identification request that is id-request, which is a text string, which arises in the 
process of request generating, which uniquely identifies the generated request. 

The request must contain a properly completed compulsory heading "Name and 
Surname", "Email". Applicant should complete the individual items so that values 
were assigned in accordance with this document with emphasis on the part of 
3.1.2. 

When entering the items into a certificate request by the applicant it necessary 
to have in mind that on the RA VšZP should prove all the data that were entered. 

4.1.4 Procedure for registration of the customer on RA VšZP  

1. RA staff checks the completeness and accuracy of receipt of the certificate 
request. It also takes request-id from applicant so that he/she can in terms 
of VšZP identify the certificate request for the purpose of VšZP. RA staff 
considering meaningfulness of all items taken into accounts (please see 
section 3.1.2) - violation of the principle of meaningfulness may be a 
reason for refusing to issue the certificate. 

2. RA staff verify the identity of the applicant for certificate respectively 
entity which it represents, according to the provisions of sections 3.1.7 and 
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3.1.8. The applicant for a certificate shall satisfactorily demonstrate to the 
RA all the elements which entered into certificate request. 

3. In the event that on the obtained certificate request it is not possible to 
issue certificate  because of technical or other reason, CA shall notify the 
appropriate RA, including giving any reason. RA then notifies the applicant 
for the certificate. The applicant for a certificate in this case may submit a 
new certificate request. 

4. RA staffs familiarize the applicant with the text of protocol called 
„Protocol about registration of authorized person – applicant for personal 
certificate for VšZP”“. Consent by the applicant with this protocol is a 
condition for issuing the certificate. 

4.1.5 Certificates for internal purposes of VšZP 

In the case of personal certificate for a domain user and certificate for the 
domain controller, which serve exclusively for the IPKI VšZP are detailed 
procedures for obtaining a certificate of these types and procedures for 
registering on the RA IPKI VšZP referred in the CPS or in the internal documents of 
VšZP. 

4.1.6 Delivery of the applicant's public key to the CA Disig  

In order to guarantee a bond of applicant's verified identity to the public key a 
certificate public key (contained in the certificate request) must be delivered to 
CA through the RA. May be served either personally by the applicant (or via 
plenipotentiary, whom the applicant is allowed to represent at the RA), or on the 
basis of agreements with RA may be sent by e-mail. 

 
In the case of a subsequent personal certificate and subsequent personal 
certificate for VšZP proceeds according Chapter 3.2. 

4.2 Certificate Issuance 

CA Disig: 

 not create a certificate, while not complete to the satisfaction of all 
verification and any changes, if necessary, 

 is not responsible for any additional expense of the applicant that arise 
during the course of registration, for example, because of the need for 
repeated visits of RA, due to incomplete or missing documents or other 
deficiencies. 
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4.2.1 Service of a private key to the certificate holder  

The private key is generated by the applicant itself. 

In the event that the storage of private key is intended SSCD facility under 
contract with the holder, the SSCD must be delivered to the holder in reliable 
manner, preferably by hand to the hands of the holder on RA. In the event of 
submitting SSCD via another way, SSCD activation data (e.g. password, PIN) has to 
be delivered to the holder separately from the SSCD and only after the holder 
confirms that received SSCD. Responsibility for the imposition and state of SSCD, 
until this has been delivered to the holder, has CMA. 

4.2.2 CA Disig public key delivered to users  

CMA and the parties relying on certificates must act in cooperation to ensure 
authenticated and integral delivery of the CA Disig certificate. 

Acceptable methods for delivery CA Disig certificate and authenticated are: 

 upload the certificate from CA Disig web server, 

 download the certificate directly to the Active Directory,  

 using SSCD RA can upload trusted certificates to the delivered SSCD, 

 receive CA Disig certificate personally at RA, 

RA provide the party relying on the certificates or any other candidate with 
fingerprint (hash) of CA Disig namely via telephone, secure e-mail or personally at 
RA. 

The specific choice of the method of providing fingerprints (hash) depends on the 
agreement with the interested parties. In addition, CA Disig will publish on their 
web page fingerprint of CA Disig certificate. 

Fingerprint (or hash) sent together with the certificate is not acceptable as an 
authentication mechanism. 

4.3 Certificate Acceptance  

Certificates are created and issued automatically and continuously. Immediately 
after issuing the certificate the applicant may download its certificate. After 
issuing a certificate RA staff will sign with the applicant the appropriate 
documentation: 

 Personal certificate, certificate for a legal person, a certificate for the 
server, code-signing certificate (commercial RA): 

 Contract on the issuing certificate and using CA Disig services 

 Acknowledge receipt of issue personal certificate and its submitting to 
the applicant (in the case of personal certificate) 
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 Server certificate (commercial RA): 

 Contract on the issuing certificate and using CA Disig services 

 Acknowledge receipt of issue certificate and its submitting to the 
applicant 

 The personal certificate for the contract parties, the domain user 
certificate and certificate for the domain controller 

 Acknowledge receipt of issue certificate and its submitting to the 
applicant  

 Personal certificate for VšZP (RA in VšZP) 

 Protocol on the registration of an authorized person - applicant for the 
personal certificate for VšZP and about issuing a personal certificate 
for the VšZP purposes.  

All documents shall be made in two copies - one original is for the applicant, and 
the second one for the RA. 

The applicant for a certificate respectively another authorized person may take 
the certificate via following ways: 

 RA staff submit certificate to the applicant on the supported medium 
(except where the request was previously sent by mail), 

 immediately after issuing the certificate e-mail is send to the holder with   
the link for downloading certificate from CA Disig web site, 

 certificate is available for download through the service "Certificate 
search" provided on the CA Disig web site, 

 another procedure - only according to the specific contract. 

In the event of a subsequent application for a certificate electronically via web 
site, the applicant will receive a certificate to the e-mail address specified in the 
certificate. 

Upon receipt of the certificate, the customer is obliged to pay for services 
provided under the pricelist CA Disig in cash, if not previously agreed another 
form of payment. 

In the event of a subsequent certificate, the payment is done electronically on 
the basis of an electronic invoice, unless otherwise agreed in the contract. 

4.4 Certificate Suspension and Revocation  

4.4.1 Circumstances for revocation  

4.4.1.1  Background of revocation certificate 
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The certificate should be revoked when the binding between the entity and its 
public key, defined in the certificate, is no longer considered valid. Examples of 
circumstances, which abolished this binding, are: 

 identifying information or names of any of the elements identified in the 
certificate will become invalid, 

 it was found that the certificate holder fails to fulfill its obligation as the 
holder of the certificate, which it contractually bound, 

 circumstances that require the issue of the certificate (testing, 
verification, etc.) ended, 

 there was a loss of private key, 

 it is suspected that the private key was compromised, 

 certificate holder or other authorized party requests the cancellation of 
the certificate, 

 death of the holder of the certificate, 

 compromising of CA Disig private key occurred, 

 judgment or preliminary court decision. 

Whenever the CA Disig aware of any of the above circumstances, the certificate 
shall be revoked and shall be on the CRL. 

Revoked certificates will be presented into all new editions of the CRL, at least 
until the certificates will not expire 

4.4.2  Who can request revocation 

The holder of the certificate (or authorized physical or legal person) may request 
the revocation of its own certificate and without giving any reason for the request 
for revocation of certificate. 

RA is put the suggestion to revoke holder‟s certificate, if he becomes aware that 
arise any of the circumstances described in Section 4.4.1.1. 

If the certificate was issued under a special contract with the applicant in this 
contract can be arranged, who in addition to the certificate holder has the right 
to ask for its revocation, how and under what circumstances. 

The certificate revocation can also apply: 

 CMA (the staffer is required to document this fact in writing, including 
reasons for its action), 

 court through its judgments and preliminary decision (to documents on 
the certificate revocation shall include a copy of the court decision) 

 entity (physical or legal person) on the basis of inheritance (to documents 
concerning the certificate  revocation shall include a copy of the 
documents, which show the right to request revocation of the certificate 
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In the case of a certificate for RA may be the revocation of the certificate in 
addition to its holder (the RA) also applies to PMA, if it becomes a serious factor 
(see section 4.4.1.1) to revoke the certificate. 

4.4.3  Procedure for revocation request  

In the case of conditions for authentication applicant for certificate revocation 
(chapter 3.1.7. 3.1.8), revocation request may be submitted: 

 Personally at any RA using the form "Application for revocation of 
certificate „which is available on RA - RA staff may request a password 
from the applicant to revoke the certificate if the applicant for 
revocation of the certificate is not the holder of a certificate, but the 
authorized person. 

 By electronic mail - sending an electronic mail message, signed by the 
private key associated with the certificate, the revocation of the calls. In 
the message shall be clear intention for revocation of the certificate, 
expressed by the words "I request the revocation of my certificate with 
serial number XXXXXX“. 

 By electronic mail - sending an electronic mail message (not signed). In 
the message shall be clear intention for revocation of the certificate, 
expressed by the words "I request the revocation of the certificate with 
serial number XXXXXX“. This message must be sent together with the 
password for the certificate revocation. 

 Through the post with password for the certificate revocation sent to the 
address of the RA which issued the certificate. 

 Via telephone at the telephone number of a corresponding RA that issued 
the certificate, which to be revoked. Telephone number is published on 
the CA Disig web site. The applicant is required to enter a password to 
revoke the certificate. 

Revocation request for certificate issued for VšZP purpose can be administered 
only at the RA in VšZP. Revocation request of another type of certificate cannot 
be administered at the RA in VšZP. 

Revocation request for certificate for domain user VšZP and domain controller  
VšZP can be administered only at the RA for internal PKI VšZP.  
Revocation request of the another type of certificate cannot be administered at 
the RA for internal PKI VšZP. 

If necessary, the RA will provide assistance to the applicant to identify the serial 
number of the certificate for revocation purpose. If the holder of a certificate 
will be represent at the RA by another person, representing person shall 
demonstrate proven powers (notary or registry) and from the text should be 
clearly evident that the holder of the certificate will revoke its certificate. 
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In certificate was revoke on the basis of a court decision, the RA staff is obliged 
to attach a photocopy of a court decision. 

In the event that the certificate revocation decision made on the basis of CA Disig 
or RA, RA staff is obliged to attach record on which the revocation was made. 

Expired certificate cannot be revoked 

4.4.4 Revocation request grace period 

This CP does not provide any specific time to revoke the certificate. CA Disig 
after receipt of a proper revocation request will revoke certificates as quickly as 
possible. CA Disig must revoke certificates within the time limits described in 
Section 4.4.3.1. 

CA Disig via the RA will ensure that certificate holder is informed on the 
revocation of the certificate together with the indication who and when ask for 
revocation. 

4.4.5 Circumstances for suspension 

Certificate suspension means the temporary suspension of their validity. 

CA Disig doesn‟t support this service. 

4.4.6 Who can request suspension 

CA Disig doesn‟t support certificate suspension. 

4.4.7 Procedure for suspension request 

CA Disig doesn‟t support certificate suspension. 

4.4.8 Limits on suspension period 

CA Disig doesn‟t support certificate suspension. 

4.4.9 CRL issuance frequency   

CRL is: 

 issued without delay after the revocation of the certificate, 

 issued automatically every 24 hours (even though in the last 24 hours is no 
certificate revoked), 

 publishes through repository. 

CA Disig: 
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 revoke the certificate immediately after receipt of proper certificate 
revocation request at the RA, 

 publish to the addition to the current CRL, all of the latest issued CRL, 
from the beginning of its activities 

 keeps all the CRL, which issued 

RA will send to the current CRL via secure email to the agreed email address as 
soon as possible upon request on sending. 

4.4.10  CRL checking requirements  

In the time between the competent certificate revocation requests and the 
publication of the revoked certificate to the CRL certificate holder bears all the 
responsibility for any damage caused by misuse of his or her certificate. After 
publishing certificate in the CRL bears all the responsibility for any damage 
caused by the use of revoked certificate party relied to this certificate. 

Not verifying certificate status using CRLs is treated as a gross violation of this 
CP. 

4.4.11 On-line revocation/status checking availability 

Checking the current status of the certificate is done through: 

 List of issued certificates at: http://www.disig.sk 

 Certificate Revocation List at the following addresses: 

 http://www.disig.sk/ca/crl/ca_disig.crl 

 http://ca.disig.sk/ca/crl/ca_disig.crl 

4.4.12 Other forms of revocation advertisements available.  

RA will respond by phone or email on inquiry regarding the status of a particular 
certificate, if this demand was made by phone, fax or email. 

4.5 Security Audit Procedures 

4.5.1 Types of events recorded  

Recorded are all the events at CMA and all interactions between certificate 
applicants or holders and CMA. 

Records may be in electronic or in written form and can be created either 
automatically or manually. 

Viewing records will allow only to the individual components of the CMA regarding 
the scope of their activities, in full to PMA and persons performing the audit. 

http://www.disig.sk/
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Records are regularly archived. 

4.6 Records Archival 

Record archiving is performed at regular intervals to ensure long-term deposit 
records as required by Act. No. 215/2002 Z. z. 

Full view of the archived records will allow to PMA and to the persons performing 
the audit 

Modification or removal of archived information is not acceptable. 

  

4.7 Key Changeover  

CA Disig uses his signature (private) key for creating certificates for end entity 
(holders). Parties relying on end entity certificates are using CA Disig root 
certificate during the whole period of validity of their certificates. For this 
reason, CA Disig will not issue certificate to the end entity, while its validity time 
exceeds the validity time of CA Disig root certificate. Validity period of CA Disig 
root certificate must exceed the validity of all issued certificates to the end-
entity. 

After creating a new root CA Disig certificate this one will be published on CA 
Disig web site. 

The entire process must take place without negative impact on security. 

4.8 Compromise and Disaster Recovery  

In the case of compromising the CA Disig private key is the corresponding 
certificate issued on public key revoked and also the privet key is revoked. 

Information about revocation must be publishing as fast as possible. 
Consequently, it has to be performed new installation of CA Disig key pairs. 

CA Disig notifies all holders of the certificates which were signed by compromise 
key on its revocation as well as relying parties. 

Revoked CA Disig certificate should be removed from each application, used by 
parties relying on certificates and should be replaced by a new CA Disig root 
certificate. 

Distribution of new CA Disig root certificate should be made in a reliable manner 
and in accordance with Section 2.6.  

In the event of a disaster in which the equipment of CA Disig is damaged and 
unable to operate, but the signature key is not destroyed, the operation of CA 
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Disig shall be restored as quickly as possible, while the priority is giving to the 
revocation of the certificates and the ability to publish CRL. 

In the event of a disaster in which the infrastructure of CA Disig is physically 
destroyed and also its signature key is destroyed, CA Disig certificate will be 
revoked. 

Subsequently, the complete installation of CA Disig will be restoring as follows: 

 renewal of CA equipment, 

 generated new CA Disig keys 

 creating a new CA Disig certificate 

 creation of new RA certificates,  

 issuance of all end-entity certificates by the new CA Disig certification 
authority, 

Note: Costs per creation of new certificates of end-entities affected by the creation of 
a new CA certificate, shall be liable in this case to CA Disig. 

Parties relying on certificates may on their own risk continue the use of 
certificates signed using the destroyed private key to meet the urgent operational 
requirements. 

4.9 CA Disig Termination 

At the termination of the CA Disig certification authority for reasons other than 
events due act of God (e.g. natural disaster, war, the decision of state power and 
so on) proceed in accordance with Section 4.8. 

CA Disig makes available information on terminating his activities to of all holders 
of valid certificates and parties relying on certificates. 

After terminating of its activities CA Disig will not issue any certificate and ensure 
that his signature data (private key) will be demonstrably destroyed. 

Before the finishing end CA activities all RA provide archived data to the CA Disig 
according the PMA instruction. 
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5. Physical, procedural, and personnel security controls 

5.1 Physical Controls 

Facilities CA Disig consists only of equipment dedicated to the functions of the CA 
and does not serve to any purposes not related to this function. 

Unauthorized use of CA Disig equipment is prohibited. They should be 
implemented measures for the physical security to protect the CMA hardware and 
software from unauthorized use. CMA cryptographic modules shall be protected 
against theft, loss and unauthorized use. 

CA Disig facilities must be constantly protected against unauthorized access and 
from unauthorized physical access too. 

RA equipment shall be protected from unauthorized access, as it is installed and 
activated the cryptographic module. RA has implemented measures to control 
physical access in order to reduce the risk of diversion and counterfeiting. These 
security mechanisms should be appropriate to the level of threat in the RA 
equipment environment. 

Detachable CMA cryptographic modules shall be deactivated prior to the 
imposition. When not in use, detachable cryptographic modules, and any 
activation information used to access or enable CMA cryptographic modules or 
other CMA equipment must be placed in locked facilities (security cabinets, safes, 
etc.). Activation data should be recorded and impose adequate security provided 
to the cryptographic module and should not be imposed together with the 
cryptographic module. 

Equipment and area in which it is CA Disig equipment located shall be adequately 
supplied with electricity and air-conditioned to create a reliable operating 
environment. 

Media should be stored so that they are protected from accidental, inadvertent 
damage (water, fire, electromagnetic). The media, which contain information 
relating to the security audit, archive or backup information, shall be stored in a 
location separate from the CMA equipment. 

Backups of system sufficient for the recovery in the event of system failures are 
implemented by a periodic schedule. Backups are stored on-site physical and 
procedural measures appropriate to the operating CA. 

5.2 Procedural Controls  

Persons selected to the roles that require reliability, must be responsible and 
trustworthy. 

The functions performed by these roles form the basis of trust in the entire PKI. 
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Two approaches are practice to increase the likelihood that these roles will be 
implemented successfully. 

The first approach is to ensure that the person performing the role is trustworthy 
and properly trained and instructed.   

The second approach is sharing functions between the roles of several people so 
that any harmful activities require an agreement with another person.  

The primary role requiring credibility as defined in this CP is CA and RA. 
 

Each CA, which operates under this CP, is subject to the provisions of this CP. CA 
is responsible to ensure, at first, that according this CP are performed the 
following functions: 

 RA functions as described in the following paragraph, if not separated RA 

 issuing and revocation of certificate 

 publication and delivery of certificates and CRLs 

 performing backups, 

 administrative functions such as record about compromising and 
maintenance of database, 

 operation of hardware cryptographic module 

Each RA, which operates according this CP, is subject to the restrictions of this CP 
and CPS, by which it works. 

The responsibility of the RA is in the first place: 

 verification of identity, either through personal contact or through a third 
party if this is allowed, 

 recording information about certificate applicants and verification of 
accuracy of recorded information, 

 secure communications with the CA, 

 reception and distribution of user certificates 

 communication with certificate applicants and certificate holders of 

The role of RA is highly dependent on the implementation of PKI and local 
requirements. Responsibility RA and management of RA should be described in 
detail in the CPS of the CA if the CA uses the RA. 

Person responsible for component takes the role of an applicant for a certificate 
and the certificate holder when certificate is issued to the hardware or software 
components. Person responsible for component acts in synergy with RA in 
registering components (routers, firewalls, etc.) in accordance with Section 3.1.9 
and is responsible for performing the duties of holders of certificates as defined 
in this CP.   
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5.3 Personnel Controls  

Personnel security controls are provided by the internal mechanisms of the entity 
- founder. 

Personnel for the CMA or any other role requiring credibility should be selected 
on the basis of loyalty, fidelity, credibility and integrity. All persons in the CMA 
would be a citizen of Slovak Republic. 

All staff included in the CMA operation shall be properly trained. Topics are to 
include the operation of CMA software and hardware, operating and safety 
procedures, the provisions of this CP. Required specific training will depend on 
the use of equipment and selected staff. 
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6. Technical Security Controls  

6.1 Key Pair Generation and Installation  

6.1.1 Key pair generation  

This CP does not exclude any source of keys which were generated in accordance 
with its provisions, and local safety requirements. It is expected that the private 
key will be generated by an entity that becomes its holder for example applicant 
for a certificate or RA and the SSCD equipment (e.g. computer, smart card, HSM 
module, etc.), which at the time of generating under the immediate control of 
the entity that holds the generated key. 

The private key will not get out of the module, in which it was generated, with 
the exception that is encrypted because of its local transmission, or treatment or 
custody.  

CA Disig essentially does not make a key pairs generation for the foreign entity on 
the facilities belonging to the CA Disig. This is also true for all RA. 

6.1.2 Service to the certificate holder  

If the private key is generated by a person other than the holder, private key 
shall be delivered to the holder on SSCD such way, that there is no possibility to 
pull it out unenciphered. 

6.1.3 Key sizes  

CPS recommended keys length respectively minimum key length for all types of 
entities and all used algorithms (e.g.  RSA).  
In the case of the RSA algorithm the minimum key length must be at least 2 048 
bits.  
In the case of the RSA algorithm, the minimum key length of CA key must be at 
least 2 048 bits.  
 

6.2 Private Key Protection  

6.2.1 CA private key 

CA Disig private key is stored in special equipment - HSM module, which is 
certified according to the standard FIPS 140-2 level 3. 
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At the operations with the CA Disig private key (e.g. generation, backup and 
destruction) will be always present defined number of authorized persons 
according the "k" of "n" principle. Only to authorized persons can operate with the 
CA Disig private key. 

The private key is used solely for signing certificates and CRLs issued by CA Disig. 

Before any operation with the CA Disig private key, the authentication of the 
defined number of authorized persons shall be performed. The defined number is 
according the "k" of "n" principle and authorized persons are using cards belonging 
to the HSM module, in which the CA Disig private key is stored.  
The backup of CA Disig private key is performed by the HSM software in encrypted 
form. For the decryption is necessary authentication of the defined number of 
authorized persons on the "k" of "n" principle who are holders of the administrator  
cards belonging to the HSM module, in which CA Disig private key is stored. 

HSM module with the CA Disig private key inside together with the computer for  
issuing CA Disig certificates will be located at the regime workplace in a room 
that has security classification level, at least, the "Confidential" pursuant to Act 
215/2004 Coll. on the Protection of classified information and on the amendment 
and supplementing of certain acts. 

CA Disig facilities are continually protected against unauthorized access and from 
unauthorized physical access. 

HSM module meets capture protection against electromagnetic radiation. 

To avoid capture of electromagnetic radiation, including the sound outside the 
protected area, will require special safety equipment. 

Room is located in the building, which is constantly guarded night and day by 
guard service and security technology. 

6.2.2 Other private keys 

It should be ensured that the asymmetric private key never leave the HSM module 
in the non-encrypted form.  

No one is allowed to have access to a private signature key, except the holder. 

Key holders are permitted to back up their own key pairs. 

During the backup and transfer the keys shall be encrypted. Key holder is 
responsible for guaranteeing that all copies of private key are protected, 
including the protection of all workstations, which is located any of his private 
key.  
Pass-phrases, PINs, biometric data or other mechanisms of equivalent 
authentication robustness shall be used to protect access to use the private key. 

The activation data may be distributed to holders face to face or by postal 
service, but separately from the cryptographic module, which activated. 

If the activation data are in the written form, they should be protected at the 
same level as data which are secured by the cryptographic module and should not 
be kept together with him. 
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Activation data for the private keys belonging to a certificate confirming the 
identity of an individual shall never be shared. 

Activation data for the private keys belonging to a certificate which conforming 
the identity of the organization shall be known only to those who in the 
organization are authorized to use those private key. 

6.3 Keys pair management  

All certificates issued by CA Disig will be deposited the next 20 years after the 
end of their validity respectively after termination of the CA Disig operation. 

Private keys stored in the SSCD devices are not possible archived outside the 
assembly. 

Archiving of the private keys is fully a matter of the holders of the keys, CA Disig 
cannot archive private keys, since they are not available to CA Disig and also CA 
Disig is not generating them for the external entities. 

6.4 Computer Security Controls 

CA Disig computer equipment is used exclusively for the purposes of conducting 
certification activities. Information security of CA Disig system is regularly control 
for compliance with the requirement of ISO 17799 and ISO 13335. 
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7. Certificate and CRL Profiles 

7.1 Certificate profiles 

This CP is managed only X.509 v3 digital certificates. 

7.1.1 CA Disig certificate 

Algorithms and key lengths applied in the CA Disig certificate: 

Signature Algorithm 

sha1RSA 

 

Public key 

RSA, length 2 048 bit 

 

Thumbprint Algorithm (fingerprint, hash) 

SHA1 

 

Validity 

10 years 

 
Table 5: The contents of the items in the CA Disig certificate 

Abbreviation  Field name Value 

C  countryName SK 

ST stateOrProvinceName Item is not used 

L localityName Bratislava 

O organizationName Disig a.s. 

OU organizationUnitName Item is not used 

CN commonName CA Disig 

Email,E emailAddress Item is not used 

Note: Items which are empty are not occurred in the CA Disig certificate. 

The content and settings of each item in the CA Disig certificate  
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Certificate: 
    Data: 

        Version: 3 (0x2) 
        Serial Number: 1 (0x1) 
        Signature Algorithm: sha1WithRSAEncryption 
        Issuer: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Validity 
            Not Before: Mar 22 01:39:34 2006 GMT 
            Not After : Mar 22 01:39:34 2016 GMT 
        Subject: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Subject Public Key Info: 
            Public Key Algorithm: rsaEncryption 
            RSA Public Key: (2048 bit) 
                Modulus (2048 bit): 
                    00:92:f6:31:c1:7d:88:fd:99:01:a9:d8:7b:f2:71: 
                    75:f1:31:c6:f3:75:66:fa:51:28:46:84:97:78:34: 
                    bc:6c:fc:bc:45:59:88:26:18:4a:c4:37:1f:a1:4a: 
                    44:bd:e3:71:04:f5:44:17:e2:3f:fc:48:58:6f:5c: 
                    9e:7a:09:ba:51:37:22:23:66:43:21:b0:3c:64:a2: 
                    f8:6a:15:0e:3f:eb:51:e1:54:a9:dd:06:99:d7:9a: 

                    3c:54:8b:39:03:3f:0f:c5:ce:c6:eb:83:72:02:a8: 
                    1f:71:f3:2d:f8:75:08:db:62:4c:e8:fa:ce:f9:e7: 
                    6a:1f:b6:6b:35:82:ba:e2:8f:16:92:7d:05:0c:6c: 
                    46:03:5d:c0:ed:69:bf:3a:c1:8a:a0:e8:8e:d9:b9: 
                    45:28:87:08:ec:b4:ca:15:be:82:dd:b5:44:8b:2d: 
                    ad:86:0c:68:62:6d:85:56:f2:ac:14:63:3a:c6:d1: 
                    99:ac:34:78:56:4b:cf:b6:ad:3f:8c:8a:d7:04:e5: 
                    e3:78:4c:f5:86:aa:f5:8f:fa:3d:6c:71:a3:2d:ca: 
                    67:eb:68:7b:6e:33:a9:0c:82:28:a8:4c:6a:21:40: 
                    15:20:0c:26:5b:83:c2:a9:16:15:c0:24:82:5d:2b: 
                    16:ad:ca:63:f6:74:00:b0:df:43:c4:10:60:56:67: 
                    63:45 
                Exponent: 65537 (0x10001) 
        X509v3 extensions: 
            X509v3 Basic Constraints: critical 
                CA:TRUE 
            X509v3 Subject Key Identifier:  

                8D:B2:49:68:9D:72:08:25:B9:C0:27:F5:50:93:56:48:46:71:F9:8F 
            X509v3 Key Usage: critical 
                Certificate Sign, CRL Sign 
            X509v3 Subject Alternative Name:  
                email:caoperator@disig.sk, URI:http://www.disig.sk/ca 
            X509v3 CRL Distribution Points:  
                URI:http://www.disig.sk/ca/crl/ca_disig.crl 
                URI:http://ca.disig.sk/ca/crl/ca_disig.crl 
 
            X509v3 Certificate Policies:  
                Policy: 1.3.158.35975946.0.0.0.1.1.1 
 
    Signature Algorithm: sha1WithRSAEncryption 
        5d:34:74:61:4c:af:3b:d8:ff:9f:6d:58:36:1c:3d:0b:81:0d: 
        12:2b:46:10:80:fd:e7:3c:27:d0:7a:c8:a9:b6:7e:74:30:33: 
        a3:3a:8a:7b:74:c0:79:79:42:93:6d:ff:b1:29:14:82:ab:21: 
        8c:2f:17:f9:3f:26:2f:f5:59:c6:ef:80:06:b7:9a:49:29:ec: 
        ce:7e:71:3c:6a:10:41:c0:f6:d3:9a:b2:7c:5a:91:9c:c0:ac: 

        5b:c8:4d:5e:f7:e1:53:ff:43:77:fc:9e:4b:67:6c:d7:f3:83: 
        d1:a0:e0:7f:25:df:b8:98:0b:9a:32:38:6c:30:a0:f3:ff:08: 
        15:33:f7:50:4a:7b:3e:a3:3e:20:a9:dc:2f:56:80:0a:ed:41: 
        50:b0:c9:f4:ec:b2:e3:26:44:00:0e:6f:9e:06:bc:22:96:53: 
        70:65:c4:50:0a:46:6b:a4:2f:27:81:12:27:13:5f:10:a1:76: 
        ce:8a:7b:37:ea:c3:39:61:03:95:98:3a:e7:6c:88:25:08:fc: 
        79:68:0d:87:7d:62:f8:b4:5f:fb:c5:d8:4c:bd:58:bc:3f:43: 
        5b:d4:1e:01:4d:3c:63:be:23:ef:8c:cd:5a:50:b8:68:54:f9: 
        0a:99:33:11:00:e1:9e:c2:46:77:82:f5:59:06:8c:21:4c:87: 
        09:cd:e5:a8 
-----BEGIN CERTIFICATE----- 
MIIEDzCCAvegAwIBAgIBATANBgkqhkiG9w0BAQUFADBKMQswCQYDVQQGEwJTSzET 
MBEGA1UEBxMKQnJhdGlzbGF2YTETMBEGA1UEChMKRGlzaWcgYS5zLjERMA8GA1UE 
AxMIQ0EgRGlzaWcwHhcNMDYwMzIyMDEzOTM0WhcNMTYwMzIyMDEzOTM0WjBKMQsw 
CQYDVQQGEwJTSzETMBEGA1UEBxMKQnJhdGlzbGF2YTETMBEGA1UEChMKRGlzaWcg 
YS5zLjERMA8GA1UEAxMIQ0EgRGlzaWcwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAw 
ggEKAoIBAQCS9jHBfYj9mQGp2HvycXXxMcbzdWb6UShGhJd4NLxs/LxFWYgmGErE 
Nx+hSkS943EE9UQX4j/8SFhvXJ56CbpRNyIjZkMhsDxkovhqFQ4/61HhVKndBpnX 

mjxUizkDPw/Fzsbrg3ICqB9x8y34dQjbYkzo+s7552oftms1grrijxaSfQUMbEYD 
XcDtab86wYqg6I7ZuUUohwjstMoVvoLdtUSLLa2GDGhibYVW8qwUYzrG0ZmsNHhW 
S8+2rT+MitcE5eN4TPWGqvWP+j1scaMtymfraHtuM6kMgiioTGohQBUgDCZbg8Kp 
FhXAJIJdKxatymP2dACw30PEEGBWZ2NFAgMBAAGjgf8wgfwwDwYDVR0TAQH/BAUw 
AwEB/zAdBgNVHQ4EFgQUjbJJaJ1yCCW5wCf1UJNWSEZx+Y8wDgYDVR0PAQH/BAQD 
AgEGMDYGA1UdEQQvMC2BE2Nhb3BlcmF0b3JAZGlzaWcuc2uGFmh0dHA6Ly93d3cu 
ZGlzaWcuc2svY2EwZgYDVR0fBF8wXTAtoCugKYYnaHR0cDovL3d3dy5kaXNpZy5z 
ay9jYS9jcmwvY2FfZGlzaWcuY3JsMCygKqAohiZodHRwOi8vY2EuZGlzaWcuc2sv 
Y2EvY3JsL2NhX2Rpc2lnLmNybDAaBgNVHSAEEzARMA8GDSuBHpGT5goAAAABAQEw 
DQYJKoZIhvcNAQEFBQADggEBAF00dGFMrzvY/59tWDYcPQuBDRIrRhCA/ec8J9B6 
yKm2fnQwM6M6int0wHl5QpNt/7EpFIKrIYwvF/k/Ji/1WcbvgAa3mkkp7M5+cTxq 
EEHA9tOasnxakZzArFvITV734VP/Q3f8nktnbNfzg9Gg4H8l37iYC5oyOGwwoPP/ 
CBUz91BKez6jPiCp3C9WgArtQVCwyfTssuMmRAAOb54GvCKWU3BlxFAKRmukLyeB 
EicTXxChds6KezfqwzlhA5WYOudsiCUI/HloDYd9Yvi0X/vF2Ey9WLw/Q1vUHgFN 
PGO+I++MzVpQuGhU+QqZMxEA4Z7CRneC9VkGjCFMhwnN5ag= 

-----END CERTIFICATE----- 
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Table 6: Certificate extension in the CA Disig certificate 

Extension/ 
  Extension type 

Value 

basicConstraints 

Critical extension 
CA:TRUE  

keyUsage 

Critical extension 
Certificate Signing, Off-line CRL Signing, CRL Signing (06) 

subjectKeyIdentifier 

Non-critical extension 
Value is created automatically 

subjectAltName 

Non-critical extension 

RFC822 Name=caoperator@disig.sk 

URL=http://www.disig.sk/ca 

crlDistributionPoints 
Non-critical extension 

Distribution Point Name: Full Name: 
URL=http://www.disig.sk/ca/crl/ca_disig.crl 

Distribution Point Name: Full Name: 
URL=http://ca.disig.sk/ca/crl/ca_disig.crl 

certificatePolicies 

Non-critical extension 
Policy Identifier=1.3.158.35975946.0.0.0.1.1.3.0 

7.1.2 Certificate issued by CA Disig 

7.1.2.1 Personal certificate 

Algorithms and key lengths applied in the personal certificate issued by CA Disig: 

Signature Algorithm 

sha1RSA 

 

Public key 

RSA, minimal length 2 048 bit 

 

Thumbprint Algorithm (fingerprint, hash) 

SHA1 

 

Personal certificate validity period 

1 year (365 days)* 

 
 * There is different validity period for personal certificate for VšZP and VšZP domain user 

certificate - see chapter Error! Reference source not found. 
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Table 7: The contents of the items in the personal certificate 

Abbreviation  Field name Value 

C countryName 
SK 

Mandatory value!!! 

L localityName 
Locality name 
  Optional value 

O organizationName 
Organization name 

Optional value 

OU organizationUnitName 
Organization unit name 

Optional value 

CN commonName 
Name and surname  

Mandatory value!!! 

 

The content and settings of typical values in the personal certificate issued by CA 
Disig: 

Certificate: 
    Data: 
        Version: 3 (0x2) 
        Serial Number: nnnnnnn (0xhhhhhh) 
        Signature Algorithm: sha1WithRSAEncryption 
        Issuer: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Validity 
            Not Before: <Date and time in the form “MMM DD HH:MM:SS YYYY GMT”> 
            Not After : <Date and time in the form „MMM DD HH:MM:SS YYYY GMT”> 
        Subject: C=SK, L=City, O=organization., CN=name and surname 
        Subject Public Key Info: 
            Public Key Algorithm: rsaEncryption 
            RSA Public Key: (2048 bit) 
                Modulus (2048 bit): 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                    .......... 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                Exponent: 65537 (0x10001) 
        X509v3 extensions: 
             
    Signature Algorithm: sha1WithRSAEncryption 
        hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
        .................... 
        hh:hh:hh:hh 
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Table 8: Certificate extensions in personal certificate 

Extension/ 
  Extension type 

Value 

Subject Key Identifier 

Non-critical extension 
Value is created automatically  by CA Disig 

Authority Key Identifier 

Non-critical extension 
KeyID= Value is added automatically by CA Disig 

Key Usage 

Non-critical extension 
Digital Signature, Non-Repudiation, Key Encipherment, Data Encipherment (f0) 

CRL Distribution Points 
Non-critical extension 

[1]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://www.disig.sk/ca/crl/ca_disig.crl 
[2]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://ca.disig.sk/ca/crl/ca_disig.crl 

Extended Key Usage 

Non-critical extension 
Client Authentication (1.3.6.1.5.5.7.3.2) 
Secure Email (1.3.6.1.5.5.7.3.4) 

Certificate Policies 

Non-critical extension 
Policy Identifier=1.3.158.35975946.0.0.0.1.1.3.1 

nsCertType 

Non-critical extension 
SSL Client Authentication, SMIME (a0) 

subjectAltName 

Non-critical extension 
E-mail address of certificate holder (rfc822Name)(2.5.29.17) 

 

Table 9: The contents of the items in the legal person 

Abbreviation  Field name Value 

C countryName 
SK 

Mandatory value!!! 

L localityName 
Locality name 
  Optional value 

O organizationName 
Organization name 

Optional value 

OU organizationUnitName 
Organization unit name 

Optional value 

CN commonName 
Organization name 

Mandatory value!!! 

 

The content and settings of typical values in the legal person certificate issued by 
CA Disig: 
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Certificate: 
    Data: 
        Version: 3 (0x2) 
        Serial Number: nnnnnnn (0xhhhhhh) 
        Signature Algorithm: sha1WithRSAEncryption 
        Issuer: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Validity 
            Not Before: <Date and time in the form “MMM DD HH:MM:SS YYYY GMT”> 
            Not After : < Date and time in the form „MMM DD HH:MM:SS YYYY GMT”> 
        Subject: C=SK, L=city name, O=organization name., CN=organization name 
        Subject Public Key Info: 
            Public Key Algorithm: rsaEncryption 
            RSA Public Key: (2048 bit) 
                Modulus (2048 bit): 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                    .......... 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                Exponent: 65537 (0x10001) 
        X509v3 extensions: 
             
    Signature Algorithm: sha1WithRSAEncryption 
        hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
        .................... 

        hh:hh:hh:hh 
 

Table 10: Certificate extensions in legal person certificate 

Extension/ 
  Extension type 

Value 

Subject Key Identifier 

Non-critical extension 
Value is created automatically  by CA Disig 

Authority Key Identifier 

Non-critical extension 
KeyID= Value is added automatically by CA Disig 

Key Usage 

Non-critical extension 
Digital Signature, Non-Repudiation, Key Encipherment, Data Encipherment (f0) 

CRL Distribution Points 
Non-critical extension 

[1]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://www.disig.sk/ca/crl/ca_disig.crl 
[2]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://ca.disig.sk/ca/crl/ca_disig.crl 

Extended Key Usage 

Non-critical extension 

Client Authentication (1.3.6.1.5.5.7.3.2) 
Secure Email (1.3.6.1.5.5.7.3.4) 

Certificate Policies 

Non-critical extension 
Policy Identifier=1.3.158.35975946.0.0.0.1.1.3.1 

nsCertType 

Non-critical extension 
SSL Client Authentication, SMIME (a0) 
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subjectAltName 

Non-critical extension 
E-mail address of certificate holder (rfc822Name)(2.5.29.17) 

7.1.2.2 Server certificate 

Algorithms and key lengths applied in the server certificate issued by CA Disig:  

Signature Algorithm 

sha1RSA 

 

Public key 

RSA, minimal length 2 048 bit 

 

Thumbprint Algorithm (fingerprint, hash) 

SHA1 

 

Server certificate validity period 

1 year (365 days) 

 

Table 11: The contents of the items in the server certificate 

Abbreviation  Field name Value 

C countryName 
SK 

Mandatory value!!! 

ST stateOrProvinceName Item is not used 

L localityName 
Locality name 
  Optional value 

O organizationName 
Organization name 

Optional value 

OU organizationUnitName 
Organization unit name 

Optional value 

CN commonName 
Component name (full domain 
name) 

Mandatory value!!! 
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The content and settings of typical values in the server certificate issued by CA 
Disig: 

Certificate: 
    Data: 
        Version: 3 (0x2) 
        Serial Number: nnnnnnn (0xhhhhhh) 
        Signature Algorithm: sha1WithRSAEncryption 
        Issuer: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Validity 
            Not Before: <Date and time in the form “MMM DD HH:MM:SS YYYY GMT”> 
            Not After : < Date and time in the form „MMM DD HH:MM:SS YYYY GMT”> 
        Subject: C=SK, L=, O=, OU= ,CN=„server name  (full domain name)“ 
        Subject Public Key Info: 
            Public Key Algorithm: rsaEncryption 
            RSA Public Key: (2048 bit) 
                Modulus (2048 bit): 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                    .............. 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                Exponent: 65537 (0x10001) 
        X509v3 extensions: 
            ................. 
            Signature Algorithm: sha1WithRSAEncryption  
             hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
             .............. 
            hh:hh:hh:hh:hh:hh 

 

Table 12: Certificate extensions in the server certificate 

Extension/ 
  Extension type 

Value 

Subject Key Identifier 

Non-critical extension 
Value is created automatically  by CA Disig 

Authority Key Identifier 

Non-critical extension 
KeyID= Value is added automatically by CA Disig 

Key Usage 

Non-critical extension 
Digital Signature, Key Encipherment, Data Encipherment (b0) 

CRL Distribution Points 
Non-critical extension 

[1]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://www.disig.sk/ca/crl/ca_disig.crl 
[2]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://ca.disig.sk/ca/crl/ca_disig.crl 

Extended Key Usage 

Non-critical extension 
Server Authentication (1.3.6.1.5.5.7.3.1) 

Certificate Policies 

Non-critical extension 
Policy Identifier=1.3.158.35975946.0.0.0.1.1.3.1 

nsCertType SSL Server Authentication (40) 
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Non-critical extension 

subjectAltName 

Non-critical extension 
E-mail address of certificate holder (rfc822Name)(2.5.29.17) 

 

Structure (profile) for other certificates issued by CA Disig, which are intended 
solely for internal use by the contracting partners is described in detail in the 
CPS, including the use of extension certificates (certificate extensions). 

Other certificates are  

 Personal certificate for VšZP, 

 Personal certificate for the domain user 

 Certificate for the domain controller 

The structure of the certificates issued by CA Disig may be changed only 
according the decision of PMA. In the case of personal certificates for VšZP and 
certificates issued for IPKI VšZP in agreement with the VšZP. 

Basic extension (certificate extensions) used for the different types of certificates 
may be extended according to current needs on the basis of the PMA decision. 
Such extension shall not be considered as a change in the certificate profile as is 
defined in the paragraph 6.1 

Certificate Revocation Lists (CRL) profiles issued according this CP is version 2 
CRL.  

7.1.2.3 Code signing certificate 

Algorithms and key lengths applied in the code signing certificate issued by CA 
Disig::  

Signature Algorithm 

sha1RSA 

 

Public key 

RSA, minimal length 2 048 bit 

 

Thumbprint Algorithm (fingerprint, hash) 

SHA1 

 

Server certificate validity period 

1 year (365 days) 
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Table 13: The contents of the items in the code signing certificate 

Abbreviation  Field name Value 

C countryName 
SK 

Mandatory value!!! 

ST stateOrProvinceName Item is not used 

L localityName 
Locality name 
  Optional value 

O organizationName 
Organization name 

Optional value 

OU organizationUnitName 
Organization unit name 

Optional value 

CN commonName 
Organization name or holder 
name and surname 

Mandatory value!!! 

 

The content and settings of typical values in the code signing certificate issued by 
CA Disig:: 

Certificate: 
    Data: 
        Version: 3 (0x2) 
        Serial Number: nnnnnnn (0xhhhhhh) 
        Signature Algorithm: sha1WithRSAEncryption 
        Issuer: C=SK, L=Bratislava, O=Disig a.s., CN=CA Disig 
        Validity 
            Not Before: <Date end time in the form  “MMM DD HH:MM:SS YYYY GMT”> 
            Not After : <Date and time in the form „MMM DD HH:MM:SS YYYY GMT”> 
        Subject: C=SK, L=, O=, OU= ,CN=„Organization name respectively name and surname of 

certificate holder“           /emailAddress=e-mail 
        Subject Public Key Info: 
            Public Key Algorithm: rsaEncryption 
            RSA Public Key: (2048 bit) 
                Modulus (2048 bit): 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                    .............. 
                    hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
                Exponent: 65537 (0x10001) 
        X509v3 extensions: 
            ................. 
            Signature Algorithm: sha1WithRSAEncryption  
             hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh:hh: 
             .............. 
            hh:hh:hh:hh:hh:hh 
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Table 14: Certificate extensions in the code signing certificate 

Extension/ 
  Extension type 

Value 

Subject Key Identifier 

Non-critical extension 
Value is created automatically  by CA Disig 

Authority Key Identifier 

Non-critical extension 
KeyID= Value is added automatically by CA Disig 

Key Usage 

Non-critical extension 
Digital Signature 

CRL Distribution Points 
Non-critical extension 

[1]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://www.disig.sk/ca/crl/ca_disig.crl 
[2]CRL Distribution Point 
     Distribution Point Name: 
          Full Name: 
               URL=http://ca.disig.sk/ca/crl/ca_disig.crl 

Extended Key Usage 

Non-critical extension 
Code Signing (1.3.6.1.5.5.7.3.3) 

Certificate Policies 

Non-critical extension 
Policy Identifier=1.3.158.35975946.0.0.0.1.1.3.1 

subjectAltName 

Non-critical extension 
E-mail address of certificate holder (rfc822Name)(2.5.29.17) 
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8. Specification Administration  

8.1 Specification Change Procedures  

PMA has the right to review and possibly revise this CP. Errors, requests for 
update or proposed changes to this CP shall be communicated to the contact 
given in section 1.5. Such communication must include a description of changes, 
justification of the change, and contact the person who requested the change. 

Any changes to CP motivated PMA should be reported to the entity to which they 
relate (see section 7.2) in a period of at least a month. 

After the time of examination has PMA adopt proposed change, adopt with 
modification or reject. 

8.2 Publication and Notification Procedures 

PMA has published information on this CP (including the CP) through the web and 
in accordance with the rules concerning the organization of web content. 

PMA will maintain a list of CA, which implements this CP. Proposed changes to 
this CP and CP updates should be sent to this CA. 

CMA shall notify the holders of certificates via the mechanism described in the 
relevant CPS of any change in this CP. 

8.3 CPS Approval Procedures  

PMA should made decision whether CPS is in accordance with this CP. Even before 
the start of the CA operation, CMA shall have approved CPS and this CPS shall 
meet all its requirements. PMA has inform on such decisions such way, that the 
information are easy available to the parties rely on the certificates. 

8.4 Deductions  

Under normal circumstances, PMA is to decide whether a deviation in the CMA 
practices is in accordance with current CP and if it is acceptable or whether a 
CMA should request to change the CP. PMA may allow relief from certain 
requirements of this CP in order to meet urgent, unforeseen operational 
requirements. 



CA Disig Certification Policy 

 

 

   Súbor 
  

cp_cadisig_eng_v3_4 Verzia   3.4     

 

  

    
 

  

  

  

    
Strana 

  

 
   Typ 

  

Policy Dátum 
  

02.06.2009 Strana 
  

63/63 

 

When the relief is allowed, PMA has disclosed that through the web accessible to 
parties relying on certificates and should either initiate a permanent change in 
this CP or set a specific time limit for such relief. 


