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1 Introduction 
This document includes the Specific documentation for the EV SSL Secure Server issued by "Ziurtapen eta Zerbitzu Enpresa-Empresa de Certificación y Servicios, Izenpe, S.A.” (henceforth called IZENPE). 

The purpose of this document is to supplement the information provided for this type of certificate in a more general form in the IZENPE Certification Practice Statement, and in a more specific form in the CA/Browser Forum Guides for Secure Server certificates with Extended Validation. 

This document will be posted to the Izenpe website www.izenpe.com accessible 24x7. 

1.1 Presentation 
IZENPE issues the EV SSL Secure Server certificate in the framework of the Digital Identity Certification Service, which issues certificates to User Entities and Public Institutions (henceforth referred to as Entities) in general that have authorized the use thereof, either through the corresponding agreement or contract with IZENPE or through any other channel. Any agreements or contracts signed with private institutions or any instruments used by private institutions to authorize the use of such certificates shall define the scope of use of the certificate. 

The identity and any other information required for certification shall necessarily be verified by a Registration Entity. Certificate Registration Entity operations can be performed by IZENPE or by the User Entities that have signed an agreement with IZENPE. 

1.1.1 Description of certificate 
The aim of Extended Validation (EV) Secure Server (SSL) certificates is to provide a higher level of authentication to ensure the transactions made through an entity's website. The next generation of Internet browsers will display EV SSL-secured websites in a way that allows visitors to ascertain that a given site is secure and can be trusted. 

EV SSL Certificates are intended for use in TLS/SSL protocols, for the purpose of guaranteeing: Ref.: IZENPE-Doc. SSL EV Page: 5 of 26 

1. The identification of the owner of website, providing the Internet users with reasonable assurance that the website they are accessing is controlled by a specific legal entity identified in the certificate by name, address and type of business. 

2. The exchange of encrypted communication between users and the website owner, facilitating the keys needed to encrypt the information sent through the Internet. 

3. EV SSL Certificates make it possible to validate the genuineness of the entity identified on the certificate, thus avoiding phishing scams and other types of online identify fraud. 

1.2 Identification 
In order to identify an EV SSL Secure Server certificate IZENPE has assigned you the following object identifier (OID). 

	CERTIFICATE 
	OID 

	EV SSL Secure Server certificate 
	1.3.6.1.4.1.14777.6.1.1 


