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IDENTITY ASSURED




CA Name: Digital Signature Trust LLC, a subsidiary of IdenTrust Inc.
Website: www.identrust.com
IdenTrust is a for profit corporation.  We serve the private, commercial and government sectors.  While IdenTrust does business with International clients, these 2 roots are mainly for the US market:

1) DST Root CA X3 supports the TrustID product line, which has 3 subordinate roots for the following types of certificates: Individual SMIME, Business SMIME and Device (SSL) certificates.  
2) DST ACES CA X6, of course, supports the ACES product line and has 4 subordinate roots for the following types of certificates: Individual SMIME, Business SMIME, Agency SMIME and Device (SSL) certificates.  
These programs have undergone WebTrust Audits, with Ernst and Young (www.ey.com) as the audit firm.  The seal/documentation can be found at: https://cert.webtrust.org/ViewSeal?id=574
Certificate Name: DST Root CA X3
DST Root CA X3 supports the following policy:

TrustID CP: https://secure.identrust.com/certificates/policy/ts/TrustID_CP_v1.3.1_20060127.pdf
TrustID CPS:
https://secure.identrust.com/certificates/policy/ts/DST_CPS_v2.1_20050624.pdf
DST Root CA X3 is a version 3 certificate.  The SHA1 Fingerprint is DA:C9:02:4F:54:D8:F6:DF:94:93:5F:B1:73:26:38:CA:6A:D7:7C:13 and the MD5 Fingerprint is 41:03:52:DC:0F:F7:50:1B:16:F0:02:8E:BA:6F:45:C5.  The key length is 2048, with a valid from date of September 30th, 2000 and a valid to date of September 30th, 2021.  
The Certificate can be found at:

ldap://ldap.digsigtrust.com/cn=DST%20Root%20CA%20X3,o=Digital%20Signature%20Trust%20Co.?cACertificate;binary

The CRL address is: 

ldap://ldap.digsigtrust.com/cn=DST%20Root%20CA%20X3,o=Digital%20Signature%20Trust%20Co.?certificateRevocationList;binary
The OCSP address is

 http://ocsp.digsigtrust.com
These certificates are identity-validated(SMIME) and domain-validated(SSL) certificates.  We request the following Trust Indicators:  Email and SSL

Certificate Name: DST ACES CA X6

DST ACES CA X6 supports the following policy:

ACES

All ACES policies can be found at:

http://www.identrust.com/certificates/aces_policies.html
DST ACES CA X6 is a version 3 certificate.  The SHA1 Fingerprint is 40:54:DA:6F:1C:3F:40:74:AC:ED:0F:EC:CD:DB:79:D1:53:FB:90:1D and the MD5 Fingerprint is 21:D8:4C:82:2B:99:09:33:A2:EB:14:24:8D:8E:5F:E8.  The key length is 2048, with a valid from date of November 20th, 2003 and a valid to date of November 20th, 2017.  

The Certificate can be found at:

ldap://ldap.trustdst.com/cn=DST%20ACES%20CA%20X6,ou=DST%20ACES,o=Digital%20Signature%20Trust,c=US?cACertificate;binary

The CRL address is: 

ldap://ldap.trustdst.com/cn=DST%20ACES%20CA%20X6,ou=DST%20ACES,o=Digital%20Signature%20Trust,c=US?certficateRevocationList;binary
and

http://crl.trustdst.com/DSTACESX6.crl

The OCSP address is

https://ocspaces.trustdst.com
These certificates are identity-validated(SMIME) and domain-validated(SSL) certificates.  We request the following Trust Indicators:  Email and SSL

