Korea Ministry of Information and Communication(MIC) 

To : Microsoft, Corp. 

Title : Root CA(Korea Certification Authority Central) of Korea Information Security Agency has fulfilled its security plans to protect the critical information infrastructure(CII) since its designation as a CII in 2001. 

 1. Concerned Regulations 

    A. The establishment of a Korea Information Security Agency(KISA) : The Article 52 of the Act on Promotion of Utilization of Communications Network and Information(Korea Information Security Agency) 

    B. The establishment of a Korea Certification Authority Central(KCAC) : Article 25 of the Electronic Signature Act(Supervision of electronic signature certification services) 

    C. The MIC's designation of KCAC as a critical information infrastructure : MIC Notification No.2001-123(2001. 12) 

    D. KCAC's legal obligations to develop and fulfill security plan of CII : Article 5 of the Information Infrastructure Protection Act (Development of the security planning of CII, etc.) 

    E. KCAC's legal obligation to report an accredited certification practice statement to MIC : Article 6 of the Electronic Signature Act(Accredited certification practice statement, etc.) 

 2. MIC has supervised and audited every year that KCAC develop his technical and physical security plans of CII  according to Article 5 of the Information Infrastructure Protection Act and that KCAC faithfully fulfill the security plans of a CII, since its designation as a CII in 2001. 

 3. Also, MIC has supervised that KCAC faithfully implement the accredited certification practice statement. 

 4. MIC determined that such security requirements as the KCAC's security plans of the CII and the KCAC's accredited certification practice are sufficient to meet those criteria of WebTrust. 

 5. Thereupon, MIC humbly asks for your assistance that the certificates of KCAC are registered in your Windows platforms, and we'd like to ask for your understanding that security plans of a CII and the audit reports about a CII can't be open to the third party, as confidential information. 
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