INTRODUCTION

This document is SSL.com’s Baseline Requirement Self-Assessment, part of the application of SSL Corp ("SSL.com") to Mozilla's Root Program.
SSL.com will provide the entire hierarchy of Root and Intermediate CA Certificates directly in the bug.
Criteria for the selection and approval for future subordinate CAs shall ALWAYS include contractual obligation of that subordinate CA to adhere to standards established in SSL.com's CP/CPS.
All subordinate CAs chaining to SSL.com shall in all ways observe the technical criteria found in SSL.com's Certificate Policy and Certification Practices Statement (“CP/CPS”), including (for instance) those related to auditing, key size and revocation. *

Per Mozilla's CA Certificate Policy we can disclose that there are NO non-technically-constrained intermediate certificates chaining up to the root certificates provided.
[bookmark: _GoBack]NOTE: This document maps to SSL.com's current CP/CPS (version 1.2.1) as adopted on June 21, 2017. Further changes may be integrated in future versions, based on recommendations from auditors and changes in industry standards. Note further that SSL.com's CP/CPS version 1.2.1 maps to BR 1.4.8 (the current BR in effect as of date of this writing) EXCEPT that validation methods found in 3.2.2.4 shall be drawn from BR 1.4.1.
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