	Parental Internet Controls

Consultation Response Form

The closing date is: 6 September 2012
Your comments must reach us by that date.

The Government is keen to take views from information and communication businesses which are members of the UK Council for Child Internet Safety. It is therefore asking for responses to a slightly shorter timeframe than usual so that the process concludes well in advance of the date by which the internet service provider (ISP) Code of Practice is due to be fully implemented in October 2012, but also allowing a reasonable time for responses.  
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Information provided in response to this consultation, including personal information, may be subject to publication or disclosure in accordance with the access to information regimes, primarily the Freedom of Information Act 2000 and the Data Protection Act 1998.

If you want all, or any part, of your response to be treated as confidential, please explain why you consider it to be confidential.

If a request for disclosure of the information you have provided is received, your explanation about why you consider it to be confidential will be taken into account, but no assurance can be given that confidentiality can be maintained. An automatic confidentiality disclaimer generated by your IT system will not, of itself, be regarded as binding on the Department.

The Department will process your personal data (name and address and any other identifying material) in accordance with the Data Protection Act 1998, and in the majority of circumstances, this will mean that your personal data will not be disclosed to third parties.

	Please tick if you want us to keep your response confidential.
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	Reason for confidentiality:
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	Name
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	Organisation (if applicable)
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	Address:
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If your enquiry is related to the policy content of the consultation you can contact the Department by telephone on 0370 000 2288 or by email at: ParentalInternetControls.CONSULTATION@education.gsi.gov.uk
If you have a query relating to the consultation process you can contact the CYPFD Team by telephone: 0370 000 2288 or via the Department's 'Contact Us' page. 

Section 1: Your details 
Please select the category which best describes you as a respondent.
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	Father
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	Mother
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	Grandparent/other family member
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	Young person under 18
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	Member of public not described above
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	Information/communication business
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	Voluntary and Community Sector
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	Academic/Researcher
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	Other
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	Please Specify:



	


If applicable, please confirm the number of children that you have parental responsibility for, and their ages.
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	Comments:



	


If you work for information/communication businesses, please specify which sector (e.g. ISP). We will assume you have the authority to represent the views of that business and are not just providing your personal views.
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	Comments:



	


Questions in Sections 2 - 4 are directed mainly at parents, and parenting and children's charities. Questions in Section 5 are directed mainly at businesses in the information and communication industries and their trade associations.

Section 2 - What has already been done by the information and communication industries
UKCCIS has been encouraging businesses to develop effective tools to help keep children safe online, including for broadband internet services in the home, mobile phones and other portable internet-enabled devices, public wifi and internet-connected television. The following questions seek your views on how useful these tools are.

1 What existing parental controls on access to the internet and internet-enabled devices do you use to help your children stay safe online? [Please select all that apply]

	[image: image20.png]



	Blocking particular kinds of content (e.g. sites promoting harmful behaviours, pornography or other age-related material)
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	Restricting access to a list of chosen safe websites
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	Using keywords to block (or allow) access
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	Preventing access to certain internet sites (e.g. social networking sites) at particular times of the day
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	Preventing access to particular hardware (e.g. cameras or location identification on mobile phones)
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	Preventing access to particular applications (e.g. web browsers or social networking apps)
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	Other (please specify)
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	Comments:



	


2 Which of the parental controls you selected in Question 1 do you find the most useful? [Please write in space provided]
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	Comments:



	


3 Is there anything that would make it easier for you to use the parental controls already available on the devices and broadband connections you already have? [Please list]
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	Comments:



	


4 Did you know that the four main internet service providers, BT, TalkTalk, Virgin Media and Sky, have signed up to a code of practice which says that they will: 

· Provide parental controls free of charge

· Provide all new customers with an enforced choice of whether or not to use parental controls 

· Improve the communication of information to parents explaining the benefits of parental controls

· Align the information they provide to parents so it is all consistent (i.e. information from BT will be consistent with information from TalkTalk, and so on) 
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	Yes
	[image: image31.png]



	No
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	Not Sure
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	Comments:



	


5 Is there anything you think should be added to the code of practice, saying what internet service providers should have to do, or anything that should be taken away? [Please write in space provided]
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	Comments:



	


Section 3 - The role of parents

Parents are used to protecting their children from harm when they are very young, and, as they grow up, teaching them how to be safe as they start to explore the world for themselves. The same principles apply to online safety. The internet is a resource for entertainment and information: but some of this material is suitable only for adults and sometimes the deliberate action of others, such as online bullying (‘cyberbullying'), can be harmful. 

The following questions seek your views on the role of parents in child internet safety.

6 When it comes to keeping children safe online
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	Parents have the main responsibility
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	Businesses have the main responsibility
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	Parents and businesses have a shared responsibility
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	Comments:



	


7 Which of the following types of internet content and online behaviour do you know for sure that your children have been exposed to? [Tick all that apply]
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	Alcohol and drugs
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	Anorexia/bulimia
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	Bullying
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	Gambling
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	Grooming
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	Personal abuse of social networking sites
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	Political or religious radicalisation
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	Pornography
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	Self-harm
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	Sexual messages
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	Suicide
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	Violence
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	Other [please specify]
	
	
	
	


	[image: image52.png]



	Comments:



	


8 Which types of internet content and online behaviour do you think most worries your children? [Tick all that apply]
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	Alcohol and drugs
	[image: image54.png]



	Anorexia/bulimia
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	Bullying
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	Gambling
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	Grooming
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	Personal abuse of social networking sites
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	Political or religious radicalisation
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	Pornography
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	Self-harm
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	Sexual messages
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	Suicide
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	Violence
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	Other [please specify]
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	Comments:



	


9 Which of these issues listed in Questions 7 and 8, do you think you need most help protecting your children from online? [Please write in space provided]
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	Comments:



	


The following questions seek your views on the ways of helping parents keep children safe.

10 a) A system in which some internet content (for example, pornography) is automatically blocked for you by your internet service provider or by the smartphone or other device you use to access the internet and you can later ask them to remove the filters if you want to access the blocked websites. 
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	Yes
	[image: image69.png]



	No
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	Not Sure
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	Comments:



	


10 b) A system where you are automatically asked some questions about what you want your children to be able to access on the computer or other device (including pornography, but also including things like 15-rated films, information about drugs, and whether and when you'd like them to be able to access social networking sites). There would be no answers decided for you in advance (no defaults).
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	Yes
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	No
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	Not Sure
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	Comments:



	


10 c) A system that combines (a) and (b), where you are asked all these wider questions in (b), but where for some obviously harmful content (like pornography), some of the answers are ‘ticked' for you in advance, so that if you don't change the setting as you are going through the questions, the content is blocked. You would still be able to change the answer if you wanted to.
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	Yes
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	No
	[image: image78.png]



	Not Sure
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	Comments:



	


11 Do you think systems like this should be in place for all internet connections and households, or just for those with children?
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	All households
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	Just households with Children
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	Comments:



	


12 Do parents and others responsible for more vulnerable children (for example, the very young, the emotionally vulnerable, children with learning difficulties, children without responsible parents) need additional help? [Please specify]
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	Yes
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	No
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	Not Sure
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	Comments:



	


Section 4 - Education and awareness

Parents cannot properly teach their children to be safe online unless they have an understanding of the online world and what tools and techniques are open to them. Children may also get advice on keeping themselves safe online from other trusted sources: for example, their school. The following questions seek your views on how best to improve internet safety education for parents and children.

13 How do you or your children most like to get information about the safe use of the internet? [Please tick all that apply]
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	Information sent directly by ISP, mobile phone company or other business
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	Information in lessons at school
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	Information from law enforcement bodies like the Child Exploitation and Online Protection Centre (CEOP)
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	Information from charities like BeatBullying
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	Information from the TV, newspapers, magazines, news websites
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	Other [please specify]
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	Comments:



	


14 Where would you or your children be most likely to get information you can trust about being safe on line? [Please specify]
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	Comments:



	


15 In addition to education (for parents, children, those who work with children), what other things can be done to protect children from negative online behaviours such as cyberbullying, sexting and grooming? [Please specify]
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	Comments:



	


Section 5 - Questions mainly for businesses

The following questions are for businesses in the information and communication sector and their trade associations. Wherever possible, please give data to support your response.

16 a) What are you as a business/trade association doing to ensure parents have access to a range of simple tools and information? [Please list]
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	Comments:



	


16 b) For any products listed above, please say when these will be available in the marketplace? NB: Any responses to this question will be treated in strict commercial confidence [Please list]
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	Comments:



	


17 What kinds of online content and activity do parents who are your customers most commonly seek to block access to? [Please tick all that apply and rank in order of frequency of blocking in box provided]
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	Alcohol and drugs
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	Anorexia/bulimia
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	Bullying
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	Gambling
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	Grooming
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	Personal abuse of social networking sites
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	Political or religious radicalisation
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	Pornography
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	Self-harm
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	Sexual messages
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	Suicide
	[image: image109.png]



	Violence
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	Other [please specify]
	
	
	
	


	[image: image111.png]



	Comments:



	


18 What help do parents need to recognise the risks to their children online and to take greater responsibility for their safety? [Please write in space provided]
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	Comments:



	


19 What current activities with parents and children is your organisation involved with to educate and raise awareness about children's online safety? [Please write in space provided]
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	Comments:



	


20 How could we better protect those children most at risk of harm on the internet (for example, the very young, the emotionally vulnerable, children with learning difficulties, children without responsible parents)? [Please write in space provided]

	[image: image114.png]



	Comments:



	


21 In addition to education (for parents, children, those who work with children), what other things can be done to protect children from negative online behaviours such as cyberbullying, inappropriate texting and grooming? [Please write in space provided]
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	Comments:



	


22 What is your business or organisation doing to help people understand and address these problems? [Please write in space provided]
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	Comments:



	


23 If your company/organisation has committed to delivering active choice internet safety solutions, what are the principle features of that solution? NB: Any responses to this question will be treated in strict commercial confidence. [Please list]
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	Comments:



	


24 If you have not committed to delivering active choice, why not? [Please list]

	[image: image118.png]



	Comments:



	


25 a) Is demand for parental controls, whether on internet services, devices, software etc. growing? 
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	Yes
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	No
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	Not Sure
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	Comments:



	


25 b) If No, how could demand be encouraged?
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	Comments:



	


26 What examples do you have of regulatory best practice, from the UK or other countries, of online child protection? [Please write in space provided]
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	Comments:



	


27 What models of regulation are used in other industry sectors that could be used as the basis for an effective regulatory system for the internet industries? [Please write in space provided]
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	Comments:



	


28 What would most encourage your organisation to ensure parents are provided with effective parental controls? [Please write in space provided]
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	Comments:



	


Thank you for taking the time to let us have your views. We do not intend to acknowledge individual responses unless you place an 'X' in the box below.

Please acknowledge this reply [image: image127.png]



Here at the Department for Education we carry out our research on many different topics and consultations. As your views are valuable to us, would it be alright if we were to contact you again from time to time either for research or to send through consultation documents?
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Yes
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No


All DfE public consultations are required to conform to the following criteria within the Government Code of Practice on Consultation:

Criterion 1: Formal consultation should take place at a stage when there is scope to influence the policy outcome.

Criterion 2: Consultations should normally last for at least 12 weeks with consideration given to longer timescales where feasible and sensible.

Criterion 3: Consultation documents should be clear about the consultation process, what is being proposed, the scope to influence and the expected costs and benefits of the proposals.

Criterion 4: Consultation exercises should be designed to be accessible to, and clearly targeted at, those people the exercise is intended to reach.

Criterion 5: Keeping the burden of consultation to a minimum is essential if consultations are to be effective and if consultees’ buy-in to the process is to be obtained.

Criterion 6: Consultation responses should be analysed carefully and clear feedback should be provided to participants following the consultation.

Criterion 7: Officials running consultations should seek guidance in how to run an effective consultation exercise and share what they have learned from the experience.

If you have any comments on how DfE consultations are conducted, please contact Carole Edge, DfE Consultation Co-ordinator, tel: 0370 000 2288 / email: carole.edge@education.gsi.gov.uk
Thank you for taking time to respond to this consultation.
Completed questionnaires and other responses should be sent to the address shown below by 6 September 2012

Send by post to: Public Communications Unit, Department for Education, Area 1C, Castle View House, East Lane, Runcorn WA7 2GJ
Send by e-mail to: ParentalInternetControls.CONSULTATION@education.gsi.gov.uk 

