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Section 1  
Introduction    

The ClearPath OS 2200 Master Glossary contains terms and definitions that pertain to 
the ClearPath OS 2200 products. The OS 2200 Master Glossary is a compilation of the 
individual glossaries from all OS 2200 documents. 

Documentation Updates 
This document contains all the information that was available at the time of 
publication. Changes identified after release of this document are included in problem 
list entry (PLE) 18908573. To obtain a copy of the PLE, contact your Unisys 
representative or access the current PLE from the Unisys Product Support Web site: 

 http://www.support.unisys.com/all/ple/18908573 

Note:  If you are not logged into the Product Support site, you will be asked to do 
so. 

Accessing the Master Glossary 
You can access the OS 2200 Master Glossary from 

• The ClearPath OS 2200 product release library on the CD or the Product Support 
Web site 

The OS 2200 Master Glossary is in the Release Information category. 

• The bookmarks of an individual document that you are viewing online 

Click Master Glossary in the bookmarks pane of the document viewer to open 
the glossary and locate the desired term. 

Locating Terms Using CDLib Manager Search 
The CDLib Manager software offers a search capability that uses the Adobe Reader 
viewer. You can use the search capability in conjunction with the Master Glossary to 
locate terms, definitions, and context. 

The results of a CDLib Manager search provide the following information from the 
searched documents: 

• A list of documents that contain the search term, in order from the most 
occurrences of the term to the least 

http://www.support.unisys.com/all/ple/18908573
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• Hover help boxes that display the filename, title, and number of each document 

• A list of all occurrences in each document, showing the term in context 

Note: Expand a title to display the occurrences in that document. 

• The ability to open the document to see the larger context of an occurrence 

Note: Click an occurrence to open the document at the cited page. 

Installing and Opening CDLib Manager 

To use the search capability, install the CDLib Manager and documents on your 
workstation in one of the following ways: 

• From the ClearPath OS 2200 product documentation library CD that is delivered 
with every system order  

• From the documentation page for the desired release on the Product Support 
Web site http://public.support.unisys.com 

Notes:  

− Click the link that follows the list of document categories to download the 
release product documentation library ISO image. 

− The Product Support Web site also offers a search capability, but it is not as 
comprehensive as the CDLib Manager capability. 

To open CDLib Manager 

1. Expand the Unisys CD-ROM Library group in the list of installed programs that 
is displayed from the Windows Start menu. 

2. Click CD-ROM Library. 

CDLib Manager opens and displays the categories and lists of document titles in 
the installed release. 

Performing a Search 

To perform a CDLib Manager search 

1. Open any PDF document from the CDLib Manager interface. 

The document opens in the Adobe Reader viewer. 

2. Click Search on the Edit menu of the Adobe Reader viewer. 

The Search dialog box opens and offers basic search options. 

3. Select the set of documents to search: 

Note: The third option is the default and searches all OS 2200 documents in the 
release. 

• The current PDF document 

• All PDF documents in the location selected in the attached list. 

http://public.support.unisys.com
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• In the index named 00_home.pdx (the library on the CD-ROM);  

4. Type a search term or phrase in the What word or phrase would you like to 
search for box. 

5. Select any or none of the following options to modify the search: 

• Whole words only 

• Case-Sensitive 

• Include Bookmarks 

• Include Comments 

6. Click Search. 

The search results appear in the Results portion of the Search dialog box. 

Setting the Viewer Path 

The CDLib Manager software uses your default system viewer. If your default viewer 
does not open for some reason, you can set the path in the CDLib Manager software 
to point to Adobe Reader, as follows: 

1. Click Viewer Launch on the Options menu. 

2. Set the location of the desired viewer in the Adobe Reader box by browsing to 
the executable file, usually something like 

C:\Program Files\Adobe\Reader 9.0\Reader\AcroRd32.exe 

3. Click OK. 

For More Information 

To view the online CDLib Manager Help, do one of the following: 

• Click Help on the CDLib Manager toolbar. 

• Click How To in the Unisys CD-ROM Library group in the list of installed 
programs that are displayed from the Windows Start menu. 

Read any topic on a desired subject for more information. 

The preceding procedures are available in help topics. The Searching PDF 
Documents book provides additional search options. 
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Section 2  
A, B 

A 

a 
The arithmetic register of an assembly language instruction. Also known as a–field, A 
register. 

A 
A symbol in a PICTURE clause in a COBOL data declaration. 

Aa 
An arithmetic register that is specified by the contents of the a-field of an instruction. 
When enclosed in parenthesis, it means "the contents of Aa." 

A hold 
See backlog hold. 

A register 
See arithmetic register. 

A Series host system 
See MCP host system. 

A/B switch 
A hardware switch that is used in an Operations Sentinel environment to switch an 
ANSI X3.64 system console function between a managed UNIX system console and 
the Operations Sentinel server. 

AAMS option 
One of the options available with the OM keyin; activates or deactivates the SMART 
Autoaction Message System (AMS). Available only in attended mode. AMS is always 
active in casual and unattended modes. 

AAR 
See Automatic Application Recovery. 

abbreviated combined relation condition 
The combined condition that results from the explicit omission of a common subject 
or a common subject and common relational operator in a consecutive sequence of 
relation conditions. 
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abnormal program termination (APT) 
An abrupt end to a program that can be caused by an @@X keyin or another operator 
keyin, a resource depletion, or a major failure in the program. 

abort 
To terminate a program or processor immediately due to an error, operator keyin, or 
command. 

About window 
A help window in Operations Sentinel client applications that displays product 
information. 

ABS, .abs 
Abbreviation for absolute element. 

absolute 
An element type for an OS 2200 program file. See also absolute element. 

absolute cycle 
See F-cycle, element cycle. 

absolute cycle number 
A number used to identify a particular cycle of a file or symbolic element. Unlike a 
relative cycle number, the absolute cycle number for a particular cycle does not 
change as new cycles of the file or element are created. 

absolute element 
An element type for an OS 2200 program file that is produced from relocatable 
elements and is one of the following: an executable machine-language element linked 
by the Collector; an executable element linked by the Linking System (ZOOM); a 
subsystem definition element (ssdef); any other object module (OM or BOM). CIFS 
recognizes the file name extension .abs as indicating an executable element. See also 
basic mode, extended mode, object module. 

absolute reference 
A file path name reference that begins with a slash, indicating that it starts at the root 
directory. 

absolute-only release tape 
A software product release tape that contains only the absolute elements required to 
install a product using SOLAR. A software package tape is an absolute-only release 
tape. Contrast with mixed-mode product master tape. 

absolute-only software 
Ready-to-use Unisys software that requires no special configuration, which you can 
install and run immediately. 

abstract syntax 
An OSI notation for the formal description of data types and values that make up the 
data that is exchanged between application entities. An abstract syntax name 
identifies each abstract syntax. 
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abstract syntax name 
A name that identifies the abstract syntax that an OSI application uses. Each DDPPCC 
OSI application that uses the OSI application layer interface can use the Abstract- 
Syntax Alias field to obtain abstract syntax information from an ABSTRACT-SYNTAX 
record in the DDP*CS$CONFIG file. 

Abstract Syntax Notation One (ASN.1) 
A language that describes the data structures that make up an abstract syntax. CCITT 
X.409 is equivalent to ASN.1. See also Basic Encoding Rules for Abstract Syntax 
Notation One (ASN.1). 

Abstract Window Toolkit (AWT) 
The class library that provides the standard API for building GUIs for Java programs. 

ABT 
Abbreviation for Active_Base_Table. Holds L,BDI,Offset for B1-15. 

AC 
See attribute change. 

accent, acute 
See diacritical mark. 

access 
(1) To read or write data in a file or mailbox through a program or user interface. (2) To 
communicate with a program through a program or user interface. 

access control 
(1) A means of restricting access to objects based on the security attributes of the 
object and the user. (2) An Enterprise Relational Database Server security mechanism 
that prevents unauthorized users from accessing a table or altering its definition. See 
also data access control, definition access control. 

access controls 
Discretionary access control and mandatory access control that include read/write 
keys, read-only/write-only, private, semiprivate (through access control records), and 
public access lists, clearance levels, and compartment sets. 

access control entry 
The Enterprise Network Database Server process of transferring and obtaining 
information required to perform access control validation. 

access control list (ACL) 
A list of security groups and the access rights for each group. 

access control lock 
A restriction on the use of DMU or DML commands. Access control locks can be 
specified at the schema, area, record, item, set, or set member level through the use 
of access control syntax in the schema definition. 
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access control record (ACR) 
(1) A record containing a list of users, the accesses users can have to an object (file, 
tape, or subsystem), and the conditions under which they are allowed access. 
Attaching an ACR to an object makes the object semiprivate. See also security 
management product; semiprivate. (2) A record defined by the TeamQuest SIMAN 
processor used to limit access to the database. The ACR is specified in the schema 
definition access control syntax.  

access control validation 
The Enterprise Network Database Server process of obtaining the information needed 
to validate access control locks. 

access control word (ACW) 
A word defining the length and location of a data area in main storage, most 
commonly an input/output buffer. 

access files 
A file containing all aspects and keywords for rapid retrieval of data from the 
database. 

access list 
A discretionary control associated with an object. The three types of object access 
lists are public (all users have access), private (only the owner has access), or 
semiprivate (the owner has all types of access and determines which access types to 
give to specified users under specified conditions by attaching an access control 
record). Any access allowed by an access list is further restricted by other 
discretionary and mandatory access controls. 

access method 
An algorithm or method that is applied to a storage structure to retrieve or store 
records. See also access mode. 

access mode 
The manner in which records are to be operated on in a file. See also direct access, 
dynamic access, random access, sequential access. 

access name 
The unique repository name of an entity or relationship that must conform to 
Information Resource Dictionary System (IRDS) naming standards. 

access privilege 
The privilege level of an activity while it is executing a specific level of software. It 
also defines the access control for a bank (in other words, the level of software that 
can access the bank). As a result, it is part of the access key for an activity and access 
lock for a bank. 

access status 
The type of access that an activity is granted to a bank. Access status can be execute, 
read, or write. 
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access types 
The ways in which subjects can manipulate objects. Access types are read object, 
write object, execute object, enter object, delete object, write security record, and 
delete security record. 

Access_Key 
A value that associated with an activity and compared to a storage object's 
Access_Lock to select between the GAP and SAP for use in access rights validation. 

Access_Lock 
A value that associated with an activity and compared to a storage object's 
Access_Key to select between the GAP and SAP for use in access permission 
validation. 

accessible 
A characteristic of a partition state that determines whether a user can manipulate 
(retrieve, insert, update, delete, load, or unload) data. The values of this characteristic 
are ACCESSIBLE (SQL records can be manipulated using SQL commands) and 
INACCESSIBLE (records cannot be manipulated using SQL commands). 

account 
See account number. 

account number 
(1) An entity used for billing purposes to charge the processing time and system 
resources used by a run. (2) A grouping mechanism for file access controls, specified 
in ACRs. Although called an “account number,” it is not necessarily numeric. 

account-id 
See account number. 

ACD 
Abbreviation for attributed character data. 

ACI 
See audit control interface. 

ACID 
Acronym for Atomicity Consistency Isolation Durability, the properties of a 
transaction. 

ACID properties 
The essential attributes of transaction processing systems: atomicity, consistency, 
isolation, and durability. Atomicity means that all changes a transaction makes to a 
database are made permanent or all are nullified. Consistency means that a successful 
transaction transforms a database from a previous valid state to a new valid state. 
Isolation means that changes a transaction makes to a database are not visible to 
other operations until the transaction completes its work. Durability means that 
changes a transaction makes to a database survive future system or media failures. 

ACK 
Abbreviation for acknowledgment. 
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acknowledged indicator 
An Alerts window column that indicates which alerts are acknowledged. See also 
autoaction, alert action. 

acknowledgment (ACK) 
A system response, expressed as ACK, that indicates to the sender of a message that 
the message was received. Compare with negative acknowledgment. 

ACL 
See access control list. 

ACOB 
See ASCII COBOL. 

ACR 
See access control record. 

ACS 
See Automated Cartridge System. 

ACSE 
See association control service element. 

ACT set 
See command set. 

action clause 
A clause that specifies the computations, line spacing, and line presentations for a 
report group. 

action code 
See transaction code. 

action list 
A group of alert actions to be taken when an alert is raised, acknowledged, or cleared. 

action processing error 
An error that occurs when AMS cannot resolve a text substitution request or 
encounters an action that is improperly constructed. 

activate action 
An autoaction that activates a new autoaction database. 

active 
Currently executing or being processed. 

active bank descriptor registers 
In basic mode programs, the bank descriptor register (BDR) pair under which the 
current instruction is being executed. Main BDRs are 0 and 2; utility BDRs are 1 and 3. 
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active base table (ABT) 
A table whose entries contain the bank descriptor names (L,BDI) for the bank 
descriptors that are currently loaded in B1 through B15. The table is maintained in a 
15-word register internal to the IP and updated by hardware when one or more of B1 
through B15 are loaded while performing the Base_Register Manipulation algorithm. 
The ABT always contains sufficient information to establish the complete explicit 
address space for an activity. The Subset contains the Subset as specified for those 
L,BDIs that can be subset. 

active database 
(1) The AMS database currently in use by SMART software to automatically respond to 
system messages in attended, casual, or unattended mode. (2) The autoaction 
database currently in use for pattern-matching and automation of actions in response 
to system messages. Contrast with inactive database. 

active flag 
In DDP-PPC applications, a bit that indicates whether an activity is active or not active. 

active list 
(1) Used during the LIST command with the output directives when using COMUS 
software. Only the ACTIVE LIST can be viewed or printed. The ACTIVE LIST can be 
created by using the COMBINE directive or can be created implicitly in certain forms of 
document selection. (2) Specifies items on a queue during message processing, 
transaction processing, or recovery processing. 

active project 
The project on which the main menu and toolbars in Autoaction Database Manager 
perform operations. This project is designated by a bold name in the workspace pane. 

activity 
(1) Use of a program, process, or product. (2) A task or unit of work in a program. (3) 
An execution sequence or thread in the Exec or the UCS Runtime System that appears 
to have continuous use of a single processor. All program execution is by activity. (4) 
A virtual instruction processor or, formerly, a central processing unit (CPU). Synonym 
for task. 

activity level 
See four-level address tree. See also activity-level static bank. 

activity local 
One of the four levels (also called sharing levels) at which multiple users can access 
banks in the system; the other levels are application local, program local, and system 
local. Only the activity that owns a given activity-local bank can access that bank. 
Activity local and system local have meaning only in extended mode. Also known as 
task local. See also virtual address. 

activity local stack (ALS) 
An activity-level extended mode bank that activities use as a stack to store temporary 
data. The ALS is released at activity termination. The Exec allocates one ALS for each 
activity. See also activity-fixed area. 
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activity save area (ASA) 
A structure that defines the current state of an activity. ASAs are defined, built, and 
maintained by software. 

activity state 
The processor state and software state of an activity. 

activity state packet (ASP) 
A representation of the execution state. The ASP includes program address register, 
designator register, indicator/key register, quantum timer, and mid–execution state. A 
copy of the activity state packet is in each of the following defined structures: 
interrupt stack frame, activity save area, and operand of the UR instruction. 

activity termination 
The permanent cessation of an activity. Normally, an activity terminates itself 
voluntarily. An externally initiated action, such as an abort sequence, also can cause 
the termination. A program terminates when all its activities are terminated. 

activity-fixed area (AFA) 
A stack frame (or marker) on the activity local stack (ALS) that identifies the invocation 
(call) of a subprogram. 

activity-id 
A special-purpose numeric identifier that can be acquired on registration of a new 
activity. 

activity-level static bank 
An activity-level bank that is defined in a program file with a BDI assigned before 
execution. 

activity-name 
A general-purpose identifier acquired by an existing activity to allow other activities of 
the same program to communicate or synchronize with it. 

actual array 
In FORTRAN, an array that is declared in a type, dimension, or COMMON statement 
and that is not a dummy array, an alias array, or an allocatable array. 

actual decimal point 
The physical representation of the decimal point position in a data item, using either a 
period (American) or comma (European) as the decimal point character. 

actual segment descriptor (ASD) 
An MCP host system table that can become a critical resource. 

actually assigned 
The state of a unit being assigned to a file without an indication that an aftermount can 
override this unit. That is, aftermount is not allowed for this unit. 

ACW 
See access control word. 
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ad hoc search 
Synonym for nonindexed search. 

adapted tapes 
Tapes that the ADAPT-U DSSRC utility creates. 

ADAPT-UDSSRC utility 
A utility that modifies internal control structures to reference the new default 
application group number. This utility affects only Universal Database Control and 
Repository for ClearPath OS 2200 structures. Shared File System, Enterprise Network 
Database Server, and Enterprise Relational Database Server structures remain 
unchanged. The utility uses UDSSRC as an alias for the associated application group 
name that is configured by the Exec and normally associated with the application 
group number. 

ADBM 
See Autoaction Database Manager. 

add 
Adds the file you are sending to the end of the existing file, or inserts the element you 
are sending in the receiving file. (TAS field/parameter value). 

add (an ODBC data source) 
To make a data source available to ODBC through the Add operation of the ODBC 
Administrator utility. Adding a data source tells ODBC where a specific database 
resides and which ODBC Driver to use to access it. Adding a data source also invokes 
a setup dialog box for the particular driver so that you can provide other details that 
the driver needs to connect to the database. 

additional SGS 
See stream generation statement. 

address 
(1) A symbol used to reference a storage location. Two common variations are 
absolute address (the actual location of the information in storage) and relative 
address (the position of the information relative to another storage location). (2) A 
unique number that identifies a particular network or communications software entity. 
(3) The destination for electronic mail. 

address adjusting 
The process of translating the relative address of an object module to main storage 
virtual addresses during linking. See also virtual address, relative address, relocatable 
address. 

address class 
The A, B, and C address classes are Internet address formats suitable for large, 
medium, and small networks. See also address class identifier. 

address class identifier 
A set of bits in the Internet address that identify the address class of the address. The 
address class identifier is 0, 10, or 110 (binary) for class A, B, or C. 
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address modifier 
One of the following parts of a low-level address: the BDI number, the start bit, or the 
field length. 

Address Resolution Protocol (ARP) 
(1) An Internet protocol used to map IP addresses to physical addresses that are used 
by the link layer. (2) The protocol that Ethernet uses for address mapping. 

address tree (AT) 
(1) A tree-shaped address space model with system, application, program, and activity 
levels, as specified by an L-field (address tree level) value in a virtual address. Each 
level represents one portion of the address space and provides the operating system 
software with the ability to control access to share information (banks) and isolate 
unrelated programs from one another. All activities can share system level banks 
simultaneously. Only the activity that owns a given activity-level bank can access that 
activity-level bank. (2) An idealized model used to illustrate the hierarchical relationship 
of all the bank descriptor tables (BDT) in the system. Each bank descriptor table is a 
node in the address tree. The model has five levels to support sharing: system level, 
application level, run local, program local, and activity local. Any number of nodes can 
exist at each level except the highest (system local), where there can be only one. 

addressing scheme 
The mapping of URIs onto existing standard or experimental protocols. The scheme is 
the first field in the browser's address or location line. Examples of addressing 
schemes are HTTP, FTP, MAILTO, and FILE. 

ADH 
Abbreviation for Arbitrary Device Handler. 

ADI 
See arbitrary device interface. 

adjustable array 
In FORTRAN, an array that has one or more integer variables specified in its dimension 
declarator; its upper bound is present but is not an asterisk ( * ). 

administration 
Tasks associated with setting up a system or network configuration, ensuring system 
security, making optimal use of software, and diagnosing and correcting errors. 

Administrative Scripting 
A Web Transaction Server utility that helps manage Web page files by automating 
routine file-handling tasks. It is used by Web Transaction Server administrators and 
programmers. 

Administrative Tools menu 
A menu to start, stop, check the status of, and change accounts for Operations 
Sentinel Server services. Other administrative tasks on this menu include creating a 
problem report and starting the diagnostic utility. 
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administrator 
The person in charge of configuring and maintaining machines and software. A 
network administrator configures and maintains host computers on a network. 

ADMLP 
Acronym for ASCII COBOL Data Manipulation Language preprocessor. 

adopted user group 
A user's user group for a repository session. Users who inherit the access rights of an 
adopted user group must be members of the group. 

ADP 
See Application Definition Processor. 

ADR 
Abbreviation for address. 

ADT 
See application definition table. 

ADT-FILE 
A file that contains aliases and configuration information for all application groups. 
Only one ADT-FILE file is associated with each Universal Database Control 
environment. 

Advanced Encryption Standard (AES) 
A symmetric key encryption algorithm whose encryption/decryption keys have 128 
bits, 192 bits, or 256 bits. In 2002, AES replaced DES as the U. S. Government standard 
for the protection of sensitive, unclassified information. See also Data Encryption 
Standard, Triple DES. 

advertise 
To make available a service offered by a server by using the XATMI interface. 

AE 
Abbreviation for Addressing_Exception (interrupt). 

AES 
See Advanced Encryption Standard. 

AFA 
See activity-fixed area. 

AFCB 
See alternate file common bank. 

affected area 
An area holding records that might contain pointers to unloaded areas. 

affected record 
A record containing pointers to areas that are unloaded during a reorganization, which 
can be located in an unloaded or affected area. 
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AFI 
Abbreviation for Authority and Format Indicator. 

after-look 
A view of a database page or record written to the audit trail after the page or record 
is updated. If necessary, after-looks are used for recovery. If an error causes the 
program to be rolled back during step processing, the database page or record that 
was saved to the retention file before the update occurred (known as 
quick-before-look) is written to the audit trail and the after-look for that page or record 
is nullified. See also before-look, compacted after-look, quick-before-look, special 
after-look. 

aftermount 
An activity that mounts the requested reels on any tape drive that is up but not 
assigned after the tape file assignment or the request to tape swap/initialize is 
processed. Aftermount overrides a premount-only (PM) status. 

aftermount unit 
A unit that is in the aftermount status. 

AG 
See application group. 

AG0 
See application group 0. 

AG/host 
The portion of a concurrent application group that resides on a specific host in the XTC 
environment. See also concurrent application group. 

AG/host local time 
The relative time on a specific AG/host. Each AG/host in a concurrent application group 
can have a different AG/host local time unless the time clocks for all the AG/hosts are 
synchronized. 

agent 
A software program that runs on monitored hosts and application platforms and 
periodically sends information to the Operations Sentinel server. 

aggregate function 
One of the Enterprise Relational Database Server built-in functions (AVG, MAX, MIN, 
SUM, or COUNT) that results in one value from multiple values in a column. See also 
function. 

aggregate view 
A superset of the grouped view and the global-DISTINCT view that contains one or 
more global DISTINCT, GROUP BY clause, HAVING clause, and aggregate functions 
(AVG, MAX, MIN, SUM, and COUNT). 

AIB 
See application interface bank. 
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AICB 
Abbreviation for AM initialization context block. 

AJ P12 
A communication protocol used between the Apache HTTP server and the Tomcat 
service engine. 

AL 
See alert. 

al transaction 
(The Open Group) A single unit of work that is performed by one or more application 
programs and one or more resource managers, possibly on different machines. An 
application program defines the start and end of a global transaction. A transaction 
manager coordinates a global transaction's initiation and completion (on behalf of an 
application program) by communicating with participating resource managers. An 
application program can also perform work outside of any global transaction (a 
nonglobal transaction). See also ACID properties, nonglobal transaction, resource 
manager, transaction manager, TX interface. 

alarm action 
An autoaction in an AMS database that raises an alarm when a message is matched. 

alarm handler 
A component of SMART software that provides the interface routine used by the AMS 
to sound an audible alarm in a system console. 

ALAT 
See ASCII log audit trail. 

alert 
(1) A condition that requires attention, such as a system error or a system resource 
that is outside currently accepted limits. (2) A type of event report (AL) that can raise, 
escalate, de-escalate, acknowledge, or clear an alert. 

alert action 
A task defined in an alert policy that can be performed when an alert is raised, 
acknowledged, or cleared, and that is external to Operations Sentinel, such as dialing a 
pager. 

alert de-escalation 
A change of the severity of an alert to a lower level. Contrast with alert escalation. 

alert details pane 
Part of an Alerts window that displays additional information about the alerts selected. 

alert escalation 
A change of the severity of an alert to a higher level. Contrast with alert de-escalation. 

alert icon 
One of the large icons in an Alerts window that changes its appearance when an alert 
is raised to indicate the severity of the alert. 
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alert identifier 
The identifier for an alert event in Operations Sentinel. 

Alert Policies 
An administrative tool in Operations Sentinel Console for defining and maintaining alert 
policies, which enable your data center to receive additional notification of an alert 
event, regardless of its source. 

alert severity count 
The count of outstanding alerts for a particular severity that appears to the right of an 
alert icon in the Alerts window. Only nonzero counts are displayed. For each alert icon, 
you can choose whether or not to display these counts. 

Alerts window 
A window in Operations Sentinel Console that lists the outstanding alert conditions, as 
configured. 

algorithm 
An unambiguous formula or set of rules for solving a problem in a finite number of 
steps. Algorithms for encryption are usually called “ciphers.” 

alias 
(1) A user-defined alternate name for an application group. Two different names in the 
ADT that point to the same application group are aliases for the application group. (2) 
A user-defined alternate name for a file, transaction, local network host, network, or 
user. (3) A temporary name for a table or column specified in the FROM clause of an 
SQL query expression. Also known as a correlation name. 

alignment 
(1) The beginning and ending boundaries for data items in storage. (2) The requirement 
that objects of a particular type be located on storage boundaries with addresses that 
are particular multiples of a byte address. 

allocatable array 
In FORTRAN, an array whose type, name, and rank are declared; but whose bounds 
and extents and, therefore, shape are determined when space is dynamically allocated 
for the array by an ALLOCATE statement. 

ALLOCATE statement 
In FORTRAN, a statement that allocates storage for allocatable arrays. 

allocation 
The process of acquiring space for a file on disk. 

allocation page 
An Enterprise Relational Database Server page that contains information about 
available data pages and, thereby, allocates unused data and index pages in a B-tree. 

ALL-USERS USER-GROUP 
A user group with the rights granted by the site to all repository users. These rights 
are inherited by all users during all repository sessions. All users are implicitly 
members of this group and cannot be removed from it. 
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alphabet name 
A user-defined word in the SPECIAL-NAMES paragraph of the Environment Division 
that assigns a name to a specific character set or collating sequence. 

Alphabet Section 
The section of the Control Division that describes the extended COBOL character set 
and specifies what language to use when printing diagnostics. 

alphabetic 
Belonging to a set of characters used to write one or more natural languages (for 
example, A through Z and a through z in English). 

alphabetic character 
A character used in writing one or more natural languages. For example, the 
uppercase letters A through Z and the lowercase letters a through z are alphabetic 
characters used to write English. See also natural language, uppercase character, 
lowercase character. 

alphabetic item 
A data item that can include uppercase letters (A through Z), lowercase letters (a 
through z), or space characters. 

alphanumeric 
(1) Belonging to a set of characters that includes the alphabetic and numeric sets (A 
through Z, a through z, and 0 through 9 in English). (2) A field type in Display Processing 
System that is based on the COBOL X data type.  

alphanumeric character 
A character belonging to a character set that includes both alphabetic and numeric 
characters. See also alphabetic character, numeric character. 

alphanumeric character string 
A string that contains letters, digits, special characters, or the space character. 

alphanumeric function 
A function whose value consists of a string of one or more characters from the 
computer character set. 

alphanumeric item 
A data item that consists of a combination of any allowable characters in the ASCII 
character set. 

alphanumeric literal 
A character string consisting of any allowable characters in the ASCII character set. 

ALS 
See activity local stack. 

alternate DPS 2200 system 
A Display Processing System that is installed on the same machine but is not the main 
production system. The alternate DPS 2200 system feature provides a way to migrate 
to new software levels without affecting the production environment. 
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alternate file common bank (AFCB) 
An instruction or data bank that can be shared or used concurrently by more than one 
run. 

alternate key 
A key field (data item or data identifier) in a record that defines an alternate method of 
accessing records in an MSAM file. Contrast with prime key. 

alternate record key 
A key, other than the prime record key, whose contents identify a record in an indexed 
file. 

ALTERNATE RECORD KEY clause 
A specification for one or more data items that are alternate keys for each record type 
in an indexed (MSAM) file. 

alternative path 
A valid secondary path the parser or lexical analyzer can take when input is not 
matched. An alternative path occurs because of an optional phrase or a set of 
alternatives. 

ambiguity 
A condition in a specification where the syntactic units can be interpreted or parsed in 
more than one way. 

AMS 

See Autoaction Message System. 

AMS autoaction 
Actions AMS can perform when a console message matches a pattern in the AMS 
database, such as responding automatically to a read-and-reply message, activating an 
alarm, and submitting unsolicited console keyins. 

AMS internal message 
A message that SP-AMS or CP-AMS issues for certain events such as activating or 
deactivating a database. See also automation initialization, automation termination 
message. 

AMS Utility 
A utility in the Autoaction Message System that is used for managing AMS databases. 

amux 
The Operations Sentinel background process that provides the interface between 
managed system consoles with an ANSI X3.64-compliant interface and managed MCP 
host systems, and the Operations Sentinel server. 

ancestor 
In Operations Sentinel and object-oriented programming concepts, the object in which 
another object is contained, either directly or indirectly. The immediate ancestor is the 
parent of the object. Every managed object, except a server or a system, must be 
contained in a system object, either directly or indirectly. 
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anomaly 
An undesirable consequence, such as loss of data or inconsistent updates, which is 
eliminated when a database is normalized. 

ANSI X3.64 connected system 
A host system managed and controlled from Operations Sentinel that is accessed by 
way of the ANSI X3.64 display protocol. The default ANSI X3.64 connection with 
Operations Sentinel uses line-at-a-time communication (that is, it does not use cursor 
positioning commands). In many cases, these systems are UNIX systems. 

ANSI X3.64 display protocol 
The display protocol recognized by Operations Sentinel. This protocol is the most 
common display protocol used by Telnet servers. VT1 00, which is used by the VT1 00 
terminals often utilized as consoles on UNIX systems, is a subset of this protocol. 

AOR 
See audit-only recovery. 

AP 
See application program. 

AP n DF keyin 
A console keyin used to defer application group n.  

AP$KEY   
An Executive request (ER) that provides a program-callable interface to perform 
various step control application group recovery functions, such as deferring a 
switchable application group so that it can be switched back to the host on which it 
was originally running. 

APC 
See Automated Power Control. 

AP-CRM interface 
An Open Group standard interface that application programs use to communicate with 
other application programs. Open Distributed Transaction Processing software 
supports the X/Open Application-Transaction Manager Interface (XATMI) AP-CRM 
interface. 

APFG 
See Automatic Parameter File Generation utility. 

API 
See application program interface. 

append mode 
A text editing mode in which the characters you type are entered as text into the text 
editor’s buffer. In this mode you enter (append) text after the current position in the 
buffer. 
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applet 
A special kind of Java program whose compiled class files can be downloaded from 
the Internet, using a Java-enabled browser, and then run. 

application 
(1) The procedure or problem to which a computer is applied. (2) Program logic that 
consists of client programs and service routines that define transactions and access 
resources under the control of a transaction manager (TM). (3) A program using OSI TP 
that generates transactions that affect data in multiple databases located on multiple 
computer systems in a network. (4) An environment where processing components 
can be isolated for maintenance or data processing. (5) A group of PCIOS data files 
defined by the FDP for use in QLP sessions. (6) The total installed hardware 
configuration, or a subset resulting from partitioning the configuration by hardware or 
software for different purposes. See also COBOL application, DDP-PPC application, 
hardware application, message control bank application, step control application, TIP 
application. 

application attributes 
Attributes that define the look and behavior that OS 2200 Console View has when you 
first open it and each time you create a new view. These attribute values are 
established when Operations Sentinel is installed. The application attributes are 
divided into two subsets, user attributes and view attributes. Your site can provide 
default values to replace the installed view attribute values. User attributes and view 
attributes can also be overridden for a specific user or a specific view. Contrast with 
user attributes, view attributes. 

application context 
An explicitly identified set of application service elements, related options, and 
information necessary for the Internet working of OSI application entities. An 
application content name identifies each application context. 

application context name 
A name that identifies the application context to be used by an OSI application. Each 
DDP-PCC OSI application that uses the OSI application layer interface can supply the 
information and encode the name directly or use an Application-Context Alias field to 
obtain information from an APPLICATION-CONTEXT record in the DDP*CS$CONFIG 
file. 

Application Definition Processor (ADP) 
A processor that combines FDP descriptions of PCIOS data files to allow QLP session 
access to these files. 

application definition table (ADT) 
The table that contains information about all application groups in use on the system. 
The ADT describes applications created by DSR when a configuration is processed. 
The ADT links Universal Database Control with a particular system and verifies that it 
is accessing the specified application group. 

application entity 
The application process title and application entity qualifier that, together, uniquely 
identify a particular OSI application in a network. 
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application entity qualifier 
An integer in the range of 0 to 2147483647 inclusive. The application entity qualifier is 
used in conjunction with the application process title to uniquely identify a particular 
OSI application in a network. 

application entity title 
The application process title and application entity qualifier, which together uniquely 
identify a particular OSI application entity in a network. 

application environment 
The software facilities that are accessible by an application program. In the OS 2200 
environment, TIP and batch are examples of application environments. 

application group (AG) 
An integrated recovery entity consisting of a database, an audit trail, system files, a 
data dictionary (optional), and message retention files (optional). The types of 
application groups are local, switchable, and concurrent. Integrated Recovery is 
provided for user processes that are attached to an application group. 

application group 0 (AG0) 
An application group consisting of nonrecoverable TIP files that are not attached to 
any integrated recovery application group. AG0 files, such as TIP program files, are 
used for processing that is not specific to a particular application group. Also known 
as application group zero, AG 0, null application group. 

application group component 
See component. 

application group configuration 
The set of Repository for ClearPath OS 2200 commands that create the required 
entities, attributes, and relationships used to define the Universal Database Control 
environment for an application group. You use the UREP PROCESS CONFIGURATION ... 
INSTALL command to translate the configuration source to create the SYS-FILE and 
ADT-FILE entry in file ADT-FILE. 

application group recovery runstream 
See recovery runstream. 

application group snapshot 
The state of the application group’s programs and messages at a particular time. A 
snapshot generally consists of information from the step control queue items. See 
also periodic savefile, queue, queue item. 

application group type 
One of three types of application groups: local (known to only one host), switchable 
(known to all hosts in a Partitioned Applications system but accessible to only one 
host at a time), and concurrent (known to all hosts in an XTC system and accessible to 
all hosts simultaneously). 
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application interface bank (AIB) 
An alternate file common bank (AFCB) and non-Exec component of Partitioned 
Applications or XTC systems that lets application group components (such as 
Message Control Bank and Universal Database Control) register, send heartbeats to 
the monitor run, and deregister with the system through the AIB request packet. The 
AIB and the monitor run form the Automatic Recovery of Components (ARC) feature. 

application interface bank (AIB) request packet 
The 54-word packet used for all AIB requests. It includes register requests for 
component, local, and shared recovery, heartbeat requests for components, and 
deregister requests for components. 

application layer 
The seventh (top) layer defined in the OSI Reference Model and Unisys distributed 
communications architecture (but not IBM systems network architecture), above the 
presentation layer. It provides an interface between communications software and 
applications or system software. Application layer functions are included in the 
process/application layer defined in DDN TCP/IP. 

application level 
One of the four levels of shared banks in extended mode (also called application-local 
and level-1 banks); equivalent to basic mode common banks. Multiple users can share 
application-level banks. All banks of a fixed gate subsystem are allocated at this level. 
See also activity local, four-level address tree, virtual address. 

application local 
One of the four levels (also called sharing levels) at which banks in the system can be 
shared by multiple users. The other levels are activity local, program local, and system 
local. Common banks are application-local banks. See also activity local, program local, 
virtual address. 

application name 
(1) The name associated with an application group. (2) The application in QLP sessions. 

application process 
(1) All code that constitutes one distributed transaction processing system, including 
OSI TP and one or more transaction managers, resource managers, communications 
resource managers, and user applications. (2) End-user software that uses the 
services provided by communications software. 

application process title 
A series of up to 10 integer components separated by period characters (.), where the 
first component is 0, 1, or 2; the second is 0 through 39; and the remaining eight 
(maximum) components have between one and nine digits each. The application 
process title is used with the application entity qualifier to identify a unique OSI 
application in a network. 
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application program (AP) 
(1) A single instance of a user program that performs one or more specific tasks. (2) A 
global transaction that defines transaction boundaries, accesses resources within 
those boundaries, and interacts with other system components using Open Group 
Distributed Transaction Processing model interfaces; a single thread of control in at 
most one global transaction; an Open DTP client program or service routine. (3) A 
user-written program that manipulates data in a database. Application programs for 
Enterprise Relational Database Server include SQL statements and the processor call; 
application programs for Enterprise Network Database Server include CDML or FDML 
commands. 

application program interface (API) 
A library of callable functions or routines that a system software component provides 
to application programs for requesting and carrying out lower-level or common 
services. An API provides a level of abstraction between the application and the 
system software component to ensure the portability of the code. 

application queue 
A queue used by an application. 

application recovery 
See application group, recoverable file, recoverable message. 

Application Recovery (APPREC) 
A stand-alone program included on the Integrated Recovery Utility release tape to be 
used with the Partitioned Applications. APPREC monitors and recovers application 
groups that use MCB or Universal Database Control. The data administrator uses 
APPREC to register and deregister the application group with the monitor run (part of 
the ARC feature). Once registered, APPREC sends component heartbeats to the 
monitor run. The monitor run executes recovery runstreams if an application group 
component misses two consecutive heartbeats. 

application recovery file (ARF) 
See audit recovery file. 

Application Sentinel 
A suite of capabilities built on Server Sentinel that are designed to provide a self-
healing, self-protecting, self-optimizing, and self-configuring application environment 
for enterprise-class computing. 

application server 
A generic term for a middle-tier component server that is compatible with the J2EE 
platform. 

application user 
A person who enters a transaction code at a TIP terminal in order to execute a 
program belonging to a TIP application. 
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application-private assignment 
A feature that restricts access to shared mass storage files to the Exec or to a 
common name section on each host in a Multi-Host File Sharing environment. Only the 
Exec and requestors who have a matching common name section can assign an 
application-private file; other requests are rejected. 

application-private feature 
A Multi-Host File Sharing feature that provides the ability to restrict assignment of 
shared mass storage files to the Exec or to a common name section on each host. 
Only the Exec and requestors who have a matching common name section can assign 
an application-private file; other requests are rejected. 

AppManager 
See NetIQ AppManager. 

APPREC 
See Application Recovery. 

APPREC program 
See Application Recovery (APPREC) program. 

AP-RM interface 
An interface, such as SQL or ISAM, that provides application programs access to 
resources, such as databases and print servers. AP-RM interfaces are not specified in 
the Open Group Distributed Transaction Processing model. 

APT 
See abnormal program termination. 

AP-TM interface 
The Open Group standard interface (also called the TX interface) that application 
programs use to specify global transaction boundaries to transaction managers. 

arbitrary device interface (ADI) 
The interface between the caller and the arbitrary device handler. 

arbitrary system 
A node in an Operations Sentinel zone that represents a physical or virtual component 
that is not directly managed through a supported message interface. 

ARC 
See Automatic Recovery of Components. 

ARCB 
Abbreviation for authentication request context block. 

architecture 
A general set of rules that governs the design of hardware, software, communication 
connections, and operation of a computer system. A computer system vendor usually 
has at least one proprietary architecture. 
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archive 
Long-term storage of files and databases for historical, reference, and recovery 
purposes, separate from short-term or incremental backup storage. 

archive copy 
A copy of a file in archive storage. 

archive directory 
An index to files and databases in archive storage or, possibly, backup storage. 

archive process index-id 
A reference number that is updated every time an archive function changes the 
archive directory. 

ARCMR keyin 
(1) The keyin used to stop the monitor run, optionally producing a dump of the 
common data banks for the primary and backup monitor runs. (2) The keyin used to 
display status information on the monitor run and components registered with the 
monitor run. 

area 
An Enterprise Network Database Server database file consisting of a collection of 
records. The area (or file) can be an Exec or UDS/TIP file and can be an index area, a 
pointer array area, or a data area. Areas are identified by area names in a specific 
schema and contain one or more pages. 

area key 
A one-word (36-bit) data item that can be obtained from or passed to DMR by the 
application. The area key and area name identify the location of a record on the 
database. Area keys are two half-words and contain the page number and record 
number of the record. See also realm key. 

area lock 
A security mechanism that grants users a particular access right to a file. Access 
types are exclusive retrieval, protected retrieval, exclusive update, protected update, 
update, retrieval, and initial load. 

area-name 
A data name associated with an SA level indicator. 

ARF 
See audit recovery file. 

ARF, TIP 
Abbreviation for TIP automatic recovery file. 

argument 
(1) In COBOL and FORTRAN, a parameter (identifier, literal, or arithmetic expression) to 
a subprogram (function or subroutine). (2) The element of a command line that 
specifies data on which a command is to operate. Arguments follow the command 
name and can include numbers, letters, or text strings. See also option. 
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argument-level declaration 
In C, a declaration occurring after the function name and parameter list and before the 
first left brace of a function body. An argument- level declaration declares the 
arguments to that function (traditional definition only) See also block-level declaration, 
file-level declaration. 

arithmetic assignment statement 
A statement that stores the result of an arithmetic expression or Hollerith constant in 
a numeric (integer, real, or complex) variable, array element, or pseudofunction. An 
arithmetic assignment statement can be either a scalar assignment statement or an 
array assignment statement. 

arithmetic constant expression 
An arithmetic expression in which each primary component is an arithmetic constant, 
the symbolic name of an arithmetic constant, or an arithmetic constant expression 
enclosed in parentheses. 

arithmetic expression 
(1) In COBOL and database SQL queries, an identifier of a numeric elementary item, a 
numeric literal, such identifiers and literals separated by arithmetic operators (+, -, *, 
and /), two arithmetic expressions separated by an arithmetic operator, an arithmetic 
expression enclosed in parentheses, column references, or variables. (2) An 
expression (either a scalar expression or an array expression) for a numeric 
computation that produces a numeric value when evaluated. 

arithmetic fault modes 
The two modes (noninterrupt and compatible) that indicate how an OS 2200 processor 
should handle certain floating-point errors. 

arithmetic operation 
(1) Any of the basic operations of arithmetic such as addition, subtraction, 
multiplication, and division. (2) The process caused by the execution of an arithmetic 
statement, or the evaluation of an arithmetic expression, that results in a 
mathematically correct solution to the arguments presented. 

arithmetic operator 
(1) In FORTRAN, a single character or fixed two-character combination that is used to 
specify addition (+), subtraction (–), multiplication (*), division (/), or exponentiation (**). 
(2) For the Query Language Processor, a keyword or special character that is used to 
perform an arithmetic operation. 

arithmetic register 
The general register set (GRS) at addresses 014 through 033 and 0154 through 0173. 
Registers at addresses 034, 035, 0174, and 0175 can be used either as 
general-purpose registers or as extensions of the sets of A registers. 

arithmetic statement 
A statement that causes an arithmetic operation to be executed. The COBOL 
arithmetic statements are ADD, COMPUTE, DIVIDE, MULTIPLY, and SUBTRACT. 

arithmetic type 
The group of types that includes the integer and floating types. 
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ARLP 
Abbreviation for autorecovery load path. 

ARP 
See Address Resolution Protocol. 

ARPA 
See DARPA. 

ARPANET 
A large governmental internetwork, part of which is the Defense Data Network (DDN). 

array 
A structure of identically formatted items that are organized and addressed 
sequentially using one or more indexes. Arrays are identified by symbolic names and 
are usually multidimensional. 

array assignment statement 
A statement that defines the values of an array variable or array section. 

array element 
One member of an array, often designated by the array name and element number. 
For example, the first element of a one-dimensional array in C (counting from zero) is 
a[0]. 

array expression 
In FORTRAN, an expression (arithmetic, character, logical, or typeless) in which one or 
more primary components is an array reference other than a broadcast scalar. 

array object 
In FORTRAN, a data entity that can have an array value. An array variable is the only 
type of array object. 

array section 
In FORTRAN, an array expression where selected elements of an array variable can 
occur in a different order from the order of elements of the array variable, or can be 
repeated. 

array substring 
In FORTRAN, a character array section consisting of the substrings of the array 
elements identified by the section subscripts. 

array value 
A sequence, possibly empty, of scalar values of the same type and in a specific order. 

array variable 
In FORTRAN, an array object that has an array value that can be changed or redefined 
during program execution. 

array-sync 
A data item attribute that is true when the length of one occurrence is a multiple of a 
word. 
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ART 
Abbreviation for area reference table. 

ASA 
See activity save area. 

ASC 
An ER MQF$ function. 

ASCB 
Abbreviation for AM start context block. 

ascending key 
A key used for ordering data, from the lowest value of the key to the highest value, in 
accordance with the rules for comparing data items. 

ASCII COBOL 
The Unisys OS 2200 basic mode implementation of the COBOL programming language 
that is compatible with the COBOL 74 standard. The ASCII COBOL compiler (ACOB) 
produces relocatable elements that use the ASCII character code set. See also basic 
mode, extended mode, COBOL compiler. 

ASCII FORTRAN 
The Unisys basic mode implementation of the ANSI standard FORTRAN X3.9-1978 
programming language. The ASCII FORTRAN compiler (FTN) produces relocatable 
elements that use the ASCII character code set. See also basic mode, extended mode, 
FORTRAN compiler. 

ASCII log audit trail (ALAT) 
A standard Exec file containing the log entries generated by audit control (also called 
the system log). The structure is variable length blocks. Log entries are in 
chronological order, according to the time the event they record was detected by the 
system. Log entries for a given run are not necessarily contiguous: they are, however, 
linked by run, and the run path can be traced. 

ASCII-like character set 
A character set that includes 256 characters, of which the first 128 closely resemble 
the ASCII character set. 

ASD 
See actual segment descriptor. 

ASENSITIVE cursor 
A cursor that might or might not include updates made by this thread. See also 
INSENSITIVE cursor, SENSITIVE cursor. 

ASIS 
See Authentication and Session Initiation Subsystem. 

ASN. 1 
See Abstract Syntax Notation One. 
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ASN.1 Basic Encoding Rules 
See Basic Encoding Rules for Abstract Syntax Notation One. 

ASP 
See activity state packet. 

aspect 
A field (such as document number, date submitted, and software product component) 
in a document (CHG, SGL, SIL, or SRL) that the SELECT directive of the LIST command 
can use in search expressions or in combination with other aspects or keywords in a 
Boolean string to create a search expression. 

aspect operator 
(1) Logical or range operators (less than, less than or equal, greater than, greater than 
or equal, in range, not equal) that can be used for specifying or limiting searches on 
aspects. (2) The Boolean operators AND, OR, and NOT (NOT functions as a binary 
operator in the same way as AND NOT). 

assembly language 
A set of characters and symbols used to represent data and instructions in a 
computer. 

assign 
(1) To designate a temporary or cataloged file to be used by a particular run on an 
OS 2200 system until the run frees the file or the run terminates. (2) To link a data 
structure or device to a run for I/O. (3) To connect to a mailbox to use mail processing 
commands. You can assign only one mailbox at a time, but you might be allowed 
access to more than one mailbox on your host. Contrast with catalog. 

ASSIGN clause 
Code that links file-name in the FDP file-control-entry section to a storage medium. 

assign mnemonic 
An alphanumeric code that indicates whether a file is sector-addressable or 
word-addressable, and what equipment type (tape or disk unit) is required for the file. 

assign option 
An option letter specified in an @ASG executive control language (ECL) statement for a 
tape or disk file on an OS 2200 system. 

ASSIGN statement 
A statement that stores the location of a statement label in an integer variable. The 
unique form of this type of assignment statement unambiguously differentiates 
statement labels from numeric constants. 

assignable 
The characteristic of a value or data type that permits the value, or the values, of the 
data type to be assigned to data objects of a specified data type. 

assignment 
The process of making a file or device accessible to a run, user program, or the Exec. 
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assignment statement 
The basic mechanism by which the result of an expression is stored in an entity and, 
therefore, saved for future reference. An assignment statement can be either a scalar 
assignment statement or an array assignment statement. 

assignment-compatible 
Pertaining to meeting the type requirements for the two operands of the C 
assignment operator. An actual argument in a function call must be assignment- 
compatible with its corresponding function prototype argument. The expression in a 
return statement must be assignment-compatible with the type returned by the 
function. A data object pointer is assignment-compatible with another data object 
pointer that points to data objects of the same type. See also same type. 

association 
(OSI-TP) The identification of the same entity or storage location in a program unit or 
executable program by different symbolic names or the identification of the same 
entity in different program units or subprograms by the same name. See also dialog 
association. 

association control service element (ACSE) 
An element in the application entity invocation that creates the application protocol 
data units to be transferred to another user. OSI TP uses an ACSE to establish and 
release dialog associations between application entities. 

association pool 
A group of dialog associations available for use between two communicating OSI TP 
application entities. The application entities can share a pool of associations rather 
than establish an association for each new dialog. The use of an association pool 
enables the transaction protocol machine to increase its performance when beginning 
and ending large numbers of dialogs. 

assumed decimal point 
A decimal point in a numeric data item. This decimal point does not actually exist in 
computer storage; its existence is defined by the attributes of the data item. 

assumed-noncontiguous array value 
In FORTRAN, an array value whose storage units for the elements in subscript order 
might or might not be consecutive. An assumed-noncontiguous array is either an array 
section that does not contain any vector-valued section selectors (or a substring of 
such an array) or an assumed-shape array. 

assumed-shape array 
In FORTRAN, a constant or adjustable array with an asterisk ( * ) as the upper bound of 
the last dimension. 

asymmetric cipher 
A cipher that uses different keys for encryption and decryption. Rivest Shamir 
Adleman and Digital Signature Algorithm are examples of asymmetric ciphers. These 
keys are often referred to as “public” and “private.” 
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asymmetric key algorithm 
An encryption algorithm that uses both a public key and a private key. The sender uses 
the receiver’s public key to encrypt the data, and the receiver uses his own private 
key to decrypt the data. This strategy achieves confidentiality because no one else has 
the private key. Asymmetric key algorithms also can provide proof of origin of a 
message by encrypting using the sender’s private key and decrypting using the 
sender’s public key. Contrast with symmetric key algorithm. See also digital signature, 
secret key. 

Asynchronous Control System (ACS) 
A control system that directs (or schedules) the execution of asynchronous 
processing cycles. 

asynchronous messaging 
A method of communication between programs in which programs place messages 
on message queues. The sending program proceeds with its own processing without 
waiting for a reply to its message. Contrast with synchronous messaging. 

asynchronous multiplexer 
An asynchronous serial (RS-232) I/O controller that permits the expansion of serial 
ports on a computer system from a minimum of 16 to a maximum of 128. 

asynchronous processing 
The manner of processing logical records in USE procedures that are initiated in 
consecutive relation to one another but are not necessarily executed or completed in 
the order in which they are initiated; no specific processing cycle is necessarily 
complete before a subsequent cycle is initiated. 

asynchronous service request 
A service request in which a requestor does not wait for a reply but requests a reply 
at a later time or specifies that no reply is needed. 

AT 
See address tree. 

at checkpoint-id 
The identifier of a checkpoint marker listed in the checkpoint file that indicates where 
to restart a file transfer operation. (TAS field/parameter). 

AT n DF keyin 
A console keyin used to defer the audit trail of the application group. 

AT$KEY 
An ER that provides a program-callable interface to perform various functions on a 
specified audit trail, such as deferring a switchable application group’s audit trail so 
that it can be switched back to the host on which it was originally running. 

AT_MSAUDIT 
The name of the Exec feature that is part of the Recovery Manager feature grouping. 

ATCB 
Abbreviation for AM termination context block. 
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ATD 
Abbreviation for audit trail descriptor. 

at-end condition 
(1) A condition that occurs during the execution of a READ statement for a sequentially 
accessed file, when no next logical record exists in the file, when the number of 
significant digits in the relative record number is larger than the size of the relative key 
data item, or when an optional file is not present. (2) A condition that occurs during the 
execution of a RETURN statement, when no next logical record exists for the 
associated sort or merge file. (3) A condition that occurs during the execution of a 
SEARCH statement, when the search operation terminates. 

at-end status 
An external error 07 returned when the end of a set or area was reached on an 
attempt to execute a FETCH NEXT command. 

ATI 
Abbreviation for additional terminal information. 

atomic action identifier (AAID) 
(1) An identifier for a provider-supported transaction tree. The AAID is the same for 
every branch of the tree. It consists of the application entity title of the originating 
(root) node and a suffix that makes the AAID unique in the scope of the application 
entity. (2) An identifier used by OSI-TP that uniquely identifies one transaction tree and 
is the same for every node of the tree. 

atomicity 
One of the ACID properties of a transaction in which either all operations of a 
transaction are successfully completed so that the transaction is committed or none 
are performed and are rolled back. 

ATS 
See asynchronous terminal server. 

attached 
A state of a partition where the data in the partition is visible and accessible to SQL. 

attended mode 
An OS 2200 operating mode during which an operator is assumed to be present at the 
system console. Contrast with casual mode, unattended mode. 

attribute 
(1) In a security context, a security characteristic of a subject or object that determines 
which objects and what type of access subjects are authorized to access. Security 
attributes include both mandatory and discretionary controls: project-id, account 
number, clearance level, and clearance level range, security record owner, trusted 
privilege set, access list, and read-only/write-only. (2) A property or characteristic of 
entities or relationships with two parts: a type and a value. (3) A specific unit of 
information collected for an entity type (for example, a storage area attribute). (4) One 
of a set of properties that defines the characteristics of a WebSphere® MQ object. 
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attribute change (AC) 
A type of event report that communicates attribute changes for an object being 
monitored by Operations Sentinel Console or a client program. 

attribute clause 
A clause that specifies attributes. 

attribute description 
The optional text lines that describe an attribute. 

attribute name label 
The text that appears in the alert details pane to identify an attribute name when the 
value of the attribute is displayed. 

attribute subtype 
A 32-character literal that qualifies the attribute type or value. 

attribute type 
The definition of a class of attributes. 

attribute value 
The contents of an attribute. 

attribute value pair (AVP) 
The standard format for specifying the value of an attribute in an event report: 
attribute-name = attribute-value. 

Attributed Character Data (ACD) format 
A data format in which each image consists of three parts that appear in this 
sequence: Attribute(Optional)− Specifies various attributes that apply to the text part 
Text− Contains the character data Padding bytes(Optional) − Ensure that the image 
ends on a word boundary 

attributes 
The data item definitions of scale, size, type, and usage found in PICTURE and USAGE 
clauses used in the FDP and schema. 

audit 
(1) An independent review and examination of system records and activities designed 
to test for adequacy of system controls, to ensure compliance with established policy 
and operational procedures, and to recommend any indicated changes in controls, 
policies, and procedures. (2) The recording of an event on the audit trail. 

audit after-looks 
The copies of altered pages (updates) of data written to an audit trail file and applied 
to a reloaded database dump to restore the database during long recovery. 

audit control 
An Exec Integrated Recovery component that maintains and controls access to an 
audit trail. See also audit control interface. 
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audit control interface (ACI) 
A standard Exec mass storage file used by IRU, step control, and audit control to store 
audit trail history and configuration information. 

audit control record (ACR) 
A portion of the audit trail that contains a single database look, message block, or 
queue item state change. An audit record can denote the point of failure and reboot 
start and completion information used during short recovery. 

audit data file 
The container for data stored in the audit trail. 

audit handler 
An IRU routine that reads audit trails. 

audit log file 
A file that contains the changed data that Universal Database Control and Enterprise 
Network Database Server write during Data Capture operations. Also known as audit 
trail. 

audit look 
A view of a database page or record copied to the audit trail (either a before-look or an 
after-look). After-looks are taken as specified in the FDT for files accessed by 
production runs and training runs. 

audit record 
A portion of the audit trail that contains a single database look, message block, or 
queue item state change. An audit record can denote the point of failure and reboot 
start and completion information used during short recovery. 

audit recovery file (ARF) 
An Exec file that defines the structure and state of the audit trail. The ARF contains 
recovery coordination flags for local, switchable, and concurrent application groups in 
an XTC environment with the short and medium database recovery coordination 
component implemented. Audit control uses the ARF to recover the state of the 
application group’s audit trail. 

audit trail (AT) 
A continuous and chronological recording of data to mass storage or tape files to 
enable reconstruction and recovery of a recoverable application group after the failure 
of a host or application group (AG) component. The data includes queue items, 
database changes, transmission messages, system and step control information, and 
so forth. This term usually applies to Integrated Recovery step control audit trails, 
although ASCII logs, TPM logs, and COD logs are also audit trails. 

audit trail hole 
A gap in the audit trail sequence caused by a missing F-cycle or an I/O error. IRU 
detects the hole when it reads the mass storage F-cycle. 

audited 
An Integrated Recovery term that means updates are written to the audit trail. 
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audit-looks 
A view of a database page or record copied to the audit trail (either a before-look or an 
after-look). After-looks are taken as specified in the FDT for files accessed by 
production runs and training runs. 

audit-only recovery (AOR) 
A run-time performance enhancement that reduces I/O overhead at run time. Audit-
only recovery automatically occurs as part of IRU short recovery for audit-only steps, 
in which the system retrieves the after-looks (audit-only looks) from the audit trail and 
applies them to the database at the expense of I/O at recovery time. 

audit-only step 
A deferred update step that has all its database updates resident in memory at the 
time it commits and has not had any of them moved to the Universal Database Control 
retention file or TIP rollback page file. For audit-only steps, the system writes the 
pages to the audit trail and to the database file but not to the Universal Database 
Control retention file or TIP rollback page file. 

authentication 
The positive identification of a network entity such as a server, a client, or a user; the 
server and client certificate verification process in an SSL context. One means of 
authenticating a user is using a password. 

Authentication and Session Initiation Subsystem (ASIS) 
A separately installed feature that allows access to commercially available or site-
provided user authentication procedures (AM). 

authentication category 
One of the following: with a token, without a token, or TIP output only. 

authentication context 
One of the following: session initiation, retry, or ignored retry (the last two to increase 
hacker frustration). 

authentication data area (ADA) 
Part of the user-id record in the security database used by AMs to securely store 
authentication data. 

authentication information object 
A WebSphere MQ object that provides the definitions needed to check 
certificate revocation lists (CRLs) using LDAP servers, in WebSphere MQ 
support for Secure Sockets Layer (SSL) security. 

authentication module (AM) 
A commercially available or site-provided procedure that replaces the conventional 
password approach to authentication with more secure network–oriented 
authentication logic. The environment for AMs is provided by ASIS. 

authentication task 
A task related to a specific authentication. 
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authentication type 
A numeric type assigned to each user-id, stored in the UIA, and assigned to AM. 

Author System for Education Training (ASET) 
An English-based computer language that allows an individual to develop an 
interactive conversational dialogue, using a computer terminal, to disseminate or 
gather information. 

auto save count 
A number that specifies how often FORMGEN saves the data defining the current 
form in the autorecovery file. The data is saved after you press XMIT but before data 
in the workspace is changed. 

AUTO$START 
An element in SYS$LIB$*RUN$ containing the names of runstreams that are to be 
started each time the system is booted. 

autoaction 
A defined response that is executed when AMS matches a system message to a 
pattern in the active database. Contrast with alarm action. 

autoaction database 
The patterns and associated actions used by an autoaction message system that allow 
it to automatically recognize console messages and respond to them. See also active 
database. 

Autoaction Database Manager (ADBM) 
A client application of Operations Sentinel that manages the building, dumping, 
verifying, and distributing of autoaction databases. All AMS database utilities can be 
executed through this interface: BADB (builds), DADB (dumps), VADB (verifies), and 
Distribute (remote distribution of databases). 

Autoaction Message System (AMS) 
A component of SMART software (residing on the PC) that provides automatic 
message recognition and corresponding actions to enable the system to boot and run 
without an operator. 

auto-commit 
A mode in which each SQL command is committed automatically after it is executed. 

AUTODUMP 
An element provided by DDP-PPC software that resides in the SYS$LIB$*DDP-PPC-2 
file and contains a runstream to print a formatted listing of a DDP*DDP$DUMP file. 

autoflag 
A build directive for Display Processing System that instructs the build procedure to 
use the options required for the COBOL flagging compiler. 

autolabeling 
An Exec process that automatically assigns an identity to a tape. 
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Automated Cartridge System (ACS) 
A Storage Tek robotic tape library system that automatically mounts and unmounts 
cartridge tapes. 

Automated Power Control (APC) 
The FACU hardware and USP software that automatically can power on and power off 
a system, peripherals, and customer equipment. Also known as UOFAPC. 

Automatic Application Recovery (AAR) 
A collective term for the enhancements to the following Exec software to support the 
ARC feature: MHFS, monitor services, step control, audit control, and TIP file control. 

automatic dump 
See dump. 

automatic initialization 
A mode of initialization that enables the system to be initialized without operator 
intervention. All algorithms and node definitions necessary to boot the system are in 
the CIOP and are executed automatically when the system start signal is received. 

automatic line numbering 
The EDIT 1100 feature that automatically assigns line numbers to the images you enter 
while in input mode. 

Automatic Parameter File Generation (APFG) utility 
A utility used to determine FACU configuration and enter appropriate values to the 
FACU parameter files. 

Automatic Recovery of Components (ARC) 
A feature that consists of the application interface bank (AIB) and the monitor run 
(installed collectively as ARC). As part of the XTC feature grouping, ARC provides local 
recovery on a failed host of the host’s AG/hosts and local application groups and 
component recovery of application group components (Universal Database Control 
and MCB). 

automatic set relationship 
The owner-to-member relationship established automatically when the member is 
initially stored in the database. 

automation initialization message 
An AMS internal message produced by SP-AMS when the first instance of Operations 
Sentinel Console begins monitoring the system named in the message. Contrast with 
automation termination message, database activation message. 

automation mode 
An indicator in SP-AMS for each automated system that determines if the actions for 
that system are to be executed or written to the SP-AMS log, or both. The three 
automation modes are normal, debug, and trace. 
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automation termination message 
An AMS internal message produced by SP-AMS when the last instance of Operations 
Sentinel Console is preparing to end monitoring the system named in the message, 
even if logging continues. Contrast with automation initialization message; database 
deactivation message. 

Automation Tools menu 
A menu from which you can build, dump, verify, and distribute autoaction databases. 

autorecovery 
Abbreviation for automatic recovery. A set of automatic actions that restores the 
system after a hardware or software failure. An Exec instruction or a $! operator keyin 
initiates software autorecovery; SCF initiates hardware recovery. 

autorecovery boot 
An automatic set of actions that restores a system after a failure. See also recovery 
boot, boot. 

AUTOTRAN 
An Open Distributed Transaction Processing configuration option that affects the 
execution of service routines. If a service routine is configured AUTOTRAN~ON in the 
TMSCONFIG file, it is automatically placed in transaction mode regardless of how it is 
called. 

auto-undo 
The capability to revert the FORMGEN workspace to the state where it was just 
before the last update transmit. 

auxiliary parameter list 
The name given to a parameter list that is used in addition to the primary parameter 
list. 

auxiliary storage 
Supplemental storage, including magnetic tape or disk, that is not directly addressable 
by an instruction (as opposed to main storage), is accessible only through I/O, and 
typically has much greater capacity. 

average string length 
Sort/Merge computes the length of a string. It is equal to the product of the bias times 
the size of the tournament area, or the total data volume divided by the number of 
strings created. 

averaging period 
The interval, in minutes, during which actual MIPS being used are averaged for a 
MIPS-metered Exec image enabler key. The special value zero (0) indicates an 
averaging period of one month. 

AVP 
See attribute value pair. 

AVT 
Abbreviation for absolute value table. 
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AWT 
See Abstract Window Toolkit.  

A-X register 
A register that can be either an X register or an A register. 

AXR$ 
A system procedure that contains the numeric definitions of the standard mnemonic 
designators for control registers, partial word. 

B 

b 
The base register of an extended mode instruction. Also known as b–field, B register. 

B register 
See base register. 

Ba 
A base register that is specified by F0.a. 

Ba+ 16 
A base register that is specified by F0.a + 16. 

back out 
To reverse all the changes made during the current unit of recovery or unit of work. 
After the operation is complete, a new unit of recovery or unit of work begins. 
Contrast with commit. See also unit of recovery and unit of work. 

back up 
To copy one or more files from one mass storage device to another mass storage 
device or tape. These duplicate files can then be used to recreate the files on the 
original device if the original files are corrupted. See also restore. 

back-end processor 
A machine–dependent common code generator (such as the UCS Language Support 
System) that generates an object module from the intermediate representation 
produced by the front–end processor (one of the UCS compilers). 

background 
A type of processing in which a program or script has no interaction with a user. 
Contrast with foreground. 

background color 
(1) An attribute that specifies the color of the background area of a screen. (2) The BC 
attribute in FORMGEN. 

background run 
A low-priority batch run. 
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backlog 
The collection of runs entered into the system and held until the system is ready or a 
specified time is reached. Backlog resides on mass storage. 

backlog hold 
A hold condition that prevents a run in backlog on an OS 2200 system from starting. 
Synonym for A hold. 

BACKSPACE statement 
A statement that repositions the file pointer for files stored on tape or disk. 

back-to-back 
Pertaining to consecutive fields with no blanks between them. 

backup file 
A duplicate file on mass storage or tape that can be used to recreate its 
corresponding original file if the original file is corrupted, the system fails, or the 
database integrity is otherwise violated. 

backup host 
A host on which switchable application groups are not active, but are in a deferred 
state until a system failure occurs on the production host. When the production host 
fails, the switchable application groups are activated on the backup host. The backup 
host takes over for the failed host as soon as the application group’s recovery is 
successfully completed. See also host, production host. 

backup levels 
In a multiple backup environment, the different backup copies made of the same file. 
Levels are numbered according to their creation time. The older the level is, the 
greater the level number. Level numbers range from 1 to 63. 

backup system console 
An OS 2200 system console that receives echo instances of OS 2200 console 
messages, including read-only copies of read-and-reply messages. This is determined 
by the OS 2200 configuration of the response console for each console message 
group. Contrast with primary system console. See also response console. 

backup tape 
Synonym for dump tape. 

bad block 
On a storage medium, a section that cannot store data reliably. 

bad spot 
An area of a mass storage device type (usually measured in tracks) that can no longer 
be accessed by IRU. 

BADB 
See Build AMS Database. 
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BANK-BDI$ 
An element in the product installation file that records information on AFCBs and 
subsystem definition elements. 

bank 
(1) A data structure of computer hardware, representing an area of main storage. This 
is called a physical bank. (2) A collection of related code, data, and control information 
that is the main subdivision of an object module element. This is called a virtual bank, 
logical bank, or bank template. Virtual banks are produced by compilers or assemblers 
and are loaded into physical banks. 

bank access table 
An entry-point table for the HVTIP transaction program library. 

bank address 
The bank-relative address of a program location. 

bank control packet (BCP) 
A software-defined structure that the Exec uses to define and control a bank. 

bank definition 
Information about the size, relative address, and attributes of a bank that must be 
established before a program can use the bank for program execution. 

Bank Descriptor (BD) 
An architecturally defined structure that is built by software to describe a bank.  

Bank Descriptor Index (BDI) 
An index into a Bank Descriptor Table (BDT) that identifies a Bank Descriptor. 

bank descriptor register (BDR) 
In basic mode programs, a register that contains base and limit information for active 
program banks. This basing information, in conjunction with a relative address, 
determines an absolute main storage location. 

Bank Descriptor Table (BDT)   
A group of bank descriptors that corresponds to one of the addressing levels at which 
banks can be shared: system, application, program, or activity. The supported levels 
are level 0 (for system banks), level 2 (for alternate file common banks and common 
data banks, which are collectively referred to as application level banks), level 4 (for 
program level banks, which are accessible by all activities of a program), level 6 (for 
activity level banks, which are accessible only by the owning activity of a program), 
and level 7 (for bank control packets, which are accessible only by the Exec). 

Bank Descriptor Table pointer (BDTP) 
A register that is used to specify the address of a Bank Descriptor Table. BDTPs are a 
part of addressing state. 

bank group 
A collection of one or more related banks that are grouped for efficient loading. See 
also bank. 
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bank part 
A bank that has been merged with one or more other banks during static linking to 
form a single new bank. Each formerly independent bank is known as a bank part in 
the merged bank. 

bank relative address 
See offset. 

bank template 
A template that resides in an absolute element. The bank template holds the bank 
definition, along with the bank name (if necessary). When a bank template is copied 
into main storage, it is converted to a bank, which can be executed. Bank templates 
represent banks on mass or auxiliary storage and are used to build actual banks in 
main storage. 

Bank_Name 
A value that, when used in the context of an activity's address space (as defined by 
B16-B23), uniquely identifies a Bank. A Basic_Mode Bank_Name has the form E (1 bit) 
catenated with LS (1 bit) catenated with BDI (12 bits) and an Extended_Mode 
Bank_Name has the form L (3 bits) catenated with BDI (15 bits) catenated with 18 bits 
of zeros. 

banner 
A large headline (up to 12 characters long) that appears on the first page of a printout. 
Although the run-id is used as the default, the user can specify a different banner on 
the @SYM statement. 

base character 
One of the set of characters defined in the Latin (Roman) alphabet. In many Western 
European languages, these characters are commonly used with diacritical marks to 
extend the range of characters in the alphabet. See also diacritical marks. 

base class 
A managed class from which another managed class is derived. Contrast with derived 
class. 

base dump 
A database dump of complete files. Synonym for database dump. Contrast with 
change dump. 

base level 
See release level. 

base register 
A register that is used to accelerate the contents of a bank descriptor into an 
instruction processor. Under processor privilege 0 or 1, there are 32 base registers, B0 
through B31. Under processor privilege 2 or 3, there are 16 base registers 

base relation 
Synonym for relational table. 
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base symbolic 
A known version of a software product for a release. All changes (corrections and 
maintenance updates) are applied later at all sites. The concept of maintaining a base 
symbolic level of a software product is the basis of software change methodology. All 
sites running the same level of a software product maintain identical base symbolics. 
A change made to that product at a development center or marketing support center 
can be universally applied at all sites. See also permanent correction file, temporary 
correction file. 

base symbolics tape 
A tape containing the source code for the current release of the Exec. During system 
generation, the contents of this tape are merged with correction code from the 
release master tape to create the Exec boot tape. See also NEWMASTER tape. 

base table 
Synonym for relational table. 

base tape 
A tape that contains a base dump. See also database dump. 

based 
Referring to a common bank currently in use by a program running under the Exec. 
Based means the information about data in the bank is immediately available to the 
Exec, as opposed to not based, which means the Exec would have to find the data in 
mass storage. 

based bank 
A bank currently in use by one or more activities in that the activities have a base 
register pointing to the bank. A based bank is in use by definition. 

baseline MIPS 
The number of prepaid MIPS authorized by a MIPS-metered Exec image enabler key. 

basic console 
The standard system console display session that shows system input/output in the 
traditional host system format. 

Basic Edition 
See Operations Sentinel Basic Edition for ClearPath Servers. 

Basic Encoding Rules for Abstract Syntax Notation One (ASN.1) 
Industry standard rules defined by the American National Standards Institute for 
encoding an abtract syntax in ASN.1. 

basic mode 
The form of addressing available on all OS 2200 computers. All TIP primitives are 
supported in basic mode. Contrast with extended mode, Universal Compiling System. 
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basic mode bank 
A bank type that is based on one of the four basic mode registers (B12, B13, B14, or 
B15) if it is used as instruction bank. If it is used as a data bank, it can be based on any 
of the four basic mode registers if the program is executing in basic mode or on any 
of the base registers B2 through B15 if the program is executing in extended mode.  A 
basic mode bank cannot have a BDI above 4096 (010000). 

basic mode environment 
A programming environment that uses the basic mode of addressing. Extended mode 
features, such as extended mode addressing, UCS compilers, the Linking System, and 
the advanced debugging program, are not available in the basic mode environment. 
Contrast with extended mode; Universal Compiling System. 

Basic Mode Interface (BMI) 
An interface that enables the Business Information Server for ClearPath OS 2200 
product to access the WebSphere MQ message queue interface (MQI) to allow 
application programs to access message queuing services. 

basic mode programs 
Programs that use the basic mode of addressing and run in the basic mode 
environment. 

basic mode sort 
A sort that performs its operation in basic mode (as opposed to extended mode). The 
possible basic mode sorts are basic mode memory, M1, M1-M2, basic mode disk, and 
tape. 

basic pipe name 
A string of characters used to give the basic name of a pipe. It can be up to 12 
characters long and can include any combination of letters, numbers, hyphens (-), and 
dollar signs ($). See also external pipe name. 

Basic Services Package (BSP) 
A set of program-callable routines in the system library for handling and updating the 
table of contents (TOC) in a program file. 

batch 
Pertaining to being submitted as a group rather than individually. Contrast with 
demand. 

batch mode 
The method of executing a run as a complete job from beginning to end without 
further instructions from the operator. Batch mode is helpful for runs that use routine 
and repetitive functions, process large amounts of data, or require considerable 
processing time (for example, processing or printing a group of reports). Contrast 
with demand mode. 

batch processing 
A type of data processing where processing is controlled by a predefined “canned” 
runstream. Once the canned runstream is started, little or no intervention by an 
operator or end user is required. 
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batch program 
A noninteractive program that is part of a batch run. Batch programs use ECL 
statements to start execution and READ$ and PRINT$ files for I/O. Contrast with 
demand, transaction processing. 

batch run 
A run that is submitted as a complete job and is designed to run independently, from 
start to finish, without further instructions from the programmer. Batch runs are used 
for functions that are routine and repetitive, involve processing large amounts of data, 
or require a lot of processing time. See also canned run, deadline batch run, remote 
batch run. 

batch runstream 
A runstream that is submitted as a complete job to the Exec. Contrast with demand 
run. 

BATCH-CONECT 
A TIP program type. Programs of this type are scheduled by way of the normal Exec 
@XQT command. They gain access to TIP facilities by ”connecting” to the online 
system by way of the CON ECT primitive. 

batch-connect TIP program 
A type of TIP program that is scheduled through the normal Exec @XQT command. 
Batch-connect programs gain access to TIP facilities by connecting to the online 
system through the CONECT primitive. They are ordinary programs that can have 
access to TIP files and functions, but they run at a lower priority than normal 
transaction programs. TIP utilities are batch-connect programs. 

baud rate 
(1) A measure of the speed of data transfer from a computer to a peripheral device 
(such as a terminal) or from one device to another. Common baud rates are 300, 1200, 
4800, and 9600. As a general guide, divide a baud rate by 10 to get the approximate 
number of English characters transmitted each second. (2) The speed in bits per 
second at which data is transmitted over a serial channel. 

Bb 
Base_Register specified by F0.b. 

BC 
See background color, bank control packet. 

BCA 
See bootstrap communications area. 

BCB 
See buffer control block. 

BCP 
See bank control packet. 

BD 
See Bank Descriptor. 
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BDI 
See Bank Descriptor Index. 

BDR 
See bank descriptor register. 

BDP 
See Bank Descriptor Table. 

BDT bank 
A special bank type used to contain one Bank Descriptor Table. 

BDTP 
See Bank Descriptor Table pointer. 

bean-managed 
An approach to managing entity object state persistence where the entity bean itself 
manages the access to the underlying state in a resource manager. 

before-look 
A copy of the unaltered database page or TIP record before it is updated. A 
before-look is identical to a quick-before-look except that the system writes the 
before-look to the audit trail instead of the retention file. See also after-look, 
quick-before-look, special after-look. 

bias 
A measurement of the sorted order of the unsorted records of data. If the input data 
was in reverse order, the bias of the data would be 1 .0. Sort calculates the bias of the 
data using the following formulas: (1) average string length = input volume / number of 
strings created (2) bias = average string length / size of the tournament area. 

binary  
Base 2. Binary digits are used to specify logical constants. 

binary comparison 
A comparison using the binary sequence values of the characters. See also logical 
comparison and equivalence comparison. 

binary large object (BLOB) 
A data type whose contents and structure are defined by the application that uses it. 
BLOBs can be relatively small (a few thousand bytes) to very large (up to 4 gigabytes). 
Typically, BLOBs store image data, such as pictures, fingerprints, and scanned 
documents. See also large object. 

binary sequence 
An ordering mechanism that uses the binary code value of a character. Binary 
sequence equals binary values only. To see a sample ordering mechanism, go to the 
Windows-based online help system called The I18N Assistant. See also collating 
sequence and ordering sequence. 
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binary stream 
A stream connected to a file for reading and writing data. No conversion is performed 
between internal and external representations. See also text stream. 

bind 
(1) To resolve a reference to a cursor. (2) To link an application program to the proper 
application group. 

BIND 
(1) On the Unisys host, to register an activity with the OS 2200 DDP-PPC software for 
the purpose of using DDP-PPC services. (2) In a C language application program, a 
function call (osi_bind) to connect it to DDP-PPC. 

binding 
The act of fixing a low-level address to a legal main storage location. A low-level 
address is said to be bound to its storage location. 

binsize 
NPEER. The interval to give histograms on in terms of words of object code. This value 
can be changed by the SET command and defaults to 8. See also histogram. 

bit 
The unit of data storage in the execution environment large enough to hold an object 
that can have one of two values. It need not be possible to express the address of 
each individual bit of an object. 

bit field type 
In C, a group of types that describe data objects that consist of contiguous groups of 
bits within a word. You can specify a bit field type only for a structure member. Bit 
field types can be short, long, signed and unsigned int, or signed and unsigned char. 

bitmap 
See Freespace bit map. 

bit offset 
Indicates the bit beginning point for data in a word. 

bits per inch (bpi) 
The increment used to measure tape density. 

blank if zero 
(1) An attribute that commands Display Processing System to display a field as blank if 
the value in working storage for that field is zero. (2) The BZ attribute in FORMGEN. 

BLDKONS 
A batch program that creates an initial KONS file and stores it on tape for the first 
system initialization. 

blend 
The process in which IRU reads each AG/host audit trial to reconstruct the proper 
audit record sequence for the entire concurrent application group. 



A, B 

2–46   3850 6523–002 

BLNK 
(1) An attribute that commands Display Processing System to store blanks in a 
working storage data item if the field is entered as blanks during input. (2) The BLNK 
attribute in FORMGEN. 

BLOB 
See binary large object. 

block 
A group of physical records or data that are read or written in a single operation. 
Blocks can contain block control information, record control information, and zero or 
more data records. Input to and output from a database and audit trail file is 
accomplished block by block. See also data block, index block, page. 

block cipher 
A cipher that operates on fixed-size blocks of bytes. If the message is not a multiple 
of the block size, padding occurs. DES, 3DES, and AES are block ciphers. 

block cipher algorithm 
An algorithm that operates on one block of data at a time. If the data to be encrypted 
is not an integral number of blocks, either the caller or Cipher API must pad the data. 
If the data to be encrypted is longer than one block, the relationship between one 
encrypted block and the next is determined by the encryption mode, as follows: the 
encryption of each block is independent of the other blocks in Electronic Code Book 
(ECB) mode; the result of encrypting one block of data is used as input to the 
algorithm for encrypting the next block of data in Cipher Block Chaining (CBC) mode. 
Contrast with stream cipher algorithm. 

BLOCK DATA subprogram 
A nonexecutable subprogram that consists of a series of comments and specification 
statements starting with a BLOCK DATA statement and terminated by an END 
statement. A BLOCK DATA subprogram does not contain executable code and is used 
solely for the assignment of initial values to variables in common blocks. 

block device 
A device upon which a file system can be mounted, so called because data transfers 
to the device occur by blocks. Typically a permanent storage device such as a tape or 
disk drive. See also character device. 

block numbering 
A hardware block number appended to each data block written to tape. This block 
number helps with error recovery of data by allowing the detection of tape 
movement. Block numbering also helps to ensure data integrity by making the 
detection of extra or missing data blocks easier. 

block sequence number (BSN) 
A sequential number assigned to each tape block. It is used to uniquely identify a tape 
block and to ensure tape integrity at read time. 
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block size 
(1) The number of ASCII character positions needed to store a block of data elements. 
(2) The size of a physical data block written to tape. Under the FURPUR tape format, 
the block size is always a multiple of a track (1,792 words). 

blocking factor 
The number of records, words, or characters contained in a block. 

blocking mode 
One of two operation modes that COMAPI supports for TCP connections. In blocking 
mode, COMAPI attempts to carry each command to its logical conclusion. For 
example, if an application makes a TCP connect call, COMAPI does not return the 
activity to the application until the result of the call is determined (completed 
successfully or failed). See also nonblocking mode. 

blocking statements 
Statements that conditionally execute a block of statements in an IF-THEN-ELSE 
blocking structure. Blocking statements are block IF, ELSE IF, ELSE, and END IF. 

block-level declaration 
A declaration written after the left brace of a compound statement, within a function 
body. See also argument-level declaration, file-level declaration. 

BLT 
Abbreviation for bank load table. 

BM 
Abbreviation for Basic_Mode. 

BMI 
Abbreviation for Basic Mode Interface. 

BMVA 
Abbreviation for basic mode virtual address. 

BNT 
Abbreviation for bank name table. 

body group 
Generic name for a report group of TYPE DETAIL, CONTROL HEADING, or CONTROL 
FOOTING. 

Boolean existential function 
A function, [NOT] EXISTS, that checks for the existence of a row and returns one of 
the truth values (TRUE or FALSE). See function. 

Boolean expression 
An expression using the Boolean operators on one or two computation items. In 
Enterprise Relational Database Server, a Boolean expression results in a value of 
TRUE, FALSE or UNKNOWN. 
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Boolean operator 
One of NOT, AND, or OR, which connect or qualify the conditions specified. 

Boolean parameter 
A FAS parameter that takes one of two values (YES or NO). 

boot 
To load the Exec into main storage, along with other functions that depend on the type 
of boot performed. Synonym for bootstrap, load. See also autorecovery boot, disk 
recovery boot, initial boot, recovery boot, tape recovery boot. 

boot block 
The initial block of the Exec, which is read from the boot tape or system disk. 

boot program 
The program that loads the operating system into memory. 

boot tape 
A tape that contains a copy of the Exec in a form (absolute elements) suitable for 
loading into the system and executing. The boot tape is the end result of a system 
generation. 

bootstrap 
To load the Exec into main storage along with other initialization functions that depend 
on the type of boot performed. Synonym for bootstrap, load. See also autorecovery, 
initial boot, recovery boot. 

bootstrap communications area (BCA) 
(1) The part of the master configuration table (MCT) where information is passed to the 
Exec. (2) An area that is used to save information across disk reboots. 

BOSS 
See bound shared subsystem. 

bottom margin 
An empty area following the page body. 

bottom of file 
The last line in a file. 

bottom-up parsing 
A method of parsing where a parser combines lexical and syntactic units on a low 
level before it knows their higher-level context. 

bound 
Pertaining to being resolved or linked. See also bind. 
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bound object module 
An executable element that is created by the static linker and contains virtual 
addresses. During execution, bound object modules can call other object modules; 
however, they cannot be called by another executing program. A bound object module 
is a subtype of an absolute element. The linking system loads bound object modules, 
while the Exec loads ZOOMs. See also absolute element, object module, zero 
overhead object module. 

bound pointer 
A pointer restricted to a particular data type or variable. 

bound shared subsystem (BOSS)  
A subsystem in which the virtual addresses that make up the subsystem can be fixed 
during static linking. A BOSS can be created as a chameleon BOSS or a protected 
BOSS, or a composite of both. A BOSS can consist of code only, code and data, or 
data only. 

boundary 
The upper and lower bound or limit that can be placed on a page range within which 
records can be placed. 

boundary of transaction 
See transaction boundaries. 

BOXER utility 
A TIP utility used to display or manipulate the flagbox and logbox settings. 

bpi 
See bits per inch. 

braces 
Left-hand ( { ) and right-hand ( } ) characters that identify the beginning and end of 
functions, compound statements, and composite type definitions. 

bracketed phrase 
A phrase that is contained in a set of matching brackets. 

branch identifier (BRID) 
An identifier for one branch in a transaction tree. A BRID is unique in the scope of a 
transaction. OSI-TP automatically creates the BRID if the user application does not 
provide one when establishing the first transaction tree branch. 

break 
The interruption of program execution, typically resulting from an execution 
interruption at a particular code address, label, statement, or procedure. In PADS, the 
TRAP EXECUTION command is used to set breaks. In other debugging products, there 
is often a specific command, called BREAK, to do the same thing. See also trap. 

break key 
A key on the terminal that lets you temporarily halt processing' either because output 
is scrolling off the screen or because the processing in progress is not what you 
wanted. Also known as the message wait key or output interrupt key. 
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breakpoint 
(1) A feature whereby the processor can be stopped or interrupted when a particular 
main storage address is read, written, or executed as an instruction. (2) The division of 
printer files into parts so that the printed output of completed parts can be started 
before the run completes. This procedure uses printers more efficiently when large 
output files are involved. 

BRED 
Abbreviation for base register environment definition. 

BRID 
See branch identifier. 

bridge 
A device used to transfer packets of data from one network to another. 

broadcast 
In a multihost system, the interhost communication of invalidate requests. Every host 
in the system can change the state of the system such that the other hosts are 
affected. If those changes are retained in main memory, the other hosts must be 
informed that their private memory copy is outdated and must be invalidated. A 
broadcast message is sent by the applicable system component to trigger invalidate 
processing on the other hosts. See also invalidate. 

broadcast port 
The logical number of a physical port on the Operations Sentinel server through which 
Operations Sentinel receives the status of OS 2200 system consoles. This number is 
specified in the services file on the Operations Sentinel server. 

broadcast scalar 
The scalar value when a binary operator operates on one scalar value and one array 
value. The scalar value is treated as if it had been extended to an array value with the 
same shape as the array operand. Also, the scalar value when an array assignment 
statement assigns the scalar value to each element of the array target. 

broadcast UPI 
One method used by the instruction processor, I/O processors, and attached 
processors to send and receive requests. In the broadcast UPI method, the processor 
sends a request to every potential receiver in the system (or application). The potential 
receivers collectively resolve which one accepts the request. Contrast with directed 
UPI. 

browse 
(1) To scan or search through a workspace without updating it. (2) In message queuing, 
to use the MQGET call to copy a message without removing it from the queue. See 
also get. 

brp 
See Operations Sentinel Server service. 

brute force search 
Synonym for nonindexed search. 
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BSD 
Abbreviation for Berkeley Software Distribution. 

BSN 
See block sequence number. 

B-tree 
(1) The balanced data structure that Enterprise Relational Database Server uses to 
store data. B-trees consist of a root page, index pages, and data pages. Each table is 
stored as one or more B-trees. Enterprise Relational Database Server creates a B-tree 
for the primary key of a table and each secondary index. (2) A set of two-word entries 
that contain the internal relation code for each B-tree stored in the file and the page 
number of the root page for each B-tree stored in the file. Also known as file control 
page B-tree list. 

buffer 
A storage area used to hold data temporarily as it is transmitted from one device to 
another. Buffers compensate for differences in the rate that data flows from one 
device to another. 

buffer control block (BCB) 
A section of the file control table (FCT) containing buffer control information referred 
to by the processor interface module (PIM) and the C2P$ bank. 

buffer header 
The 3-word control section at the beginning of an FCSS I/O buffer. TIP file control uses 
these words for passing parameters to the user program, for status codes, and so 
forth. The information contained in the buffer header depends on the function 
specified. 

buffer pool 
A region of memory available to the file system for holding blocks; all but raw 
input/output for block devices goes through the buffer pool, so read and write 
operations are independent. 

buffer subtype 
A user-defined structure that specifies exactly how the data in an Open Group typed 
buffer is structured. The structure is based on the needs of application programs and 
database information to be exchanged. See also typed buffer, VIEW. 

buffer type 
See typed buffer. 

BUFFIL 
A buffered-write mode designed to improve the write performance to labeled tapes 
by eliminating two of the three synchronizations performed when tape marks are 
written. 

BUFMAKE 
An Open Distributed Transaction Processing system administration tool that creates 
VIEW descriptions, C include elements, and COBOL COPY elements. See also VIEW. 
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BUFTAP 
A buffered-write mode designed to improve the write performance to labeled and 
un-labeled tapes by eliminating all synchronizations performed when tape marks are 
written. 

bug 
A mistake in the design or makeup of a computer system or program. 

BUILD 
The COMUS command that is used to generate a product from symbolic code on the 
release tape. 

build 
To perform an OS 2200 software product generation using COMUS and its BUILD 
command. 

Build AMS Database (BADB) 
A command-driven processor that is used to create offline (on a PC running under 
MS-DOS) an AMS database for the system console. 

built-in function 
A predefined function that returns a value. 

BUS 
Acronym for Broadcast and unknown server. 

Business Information Server 
A product that lets you design and control your own database applications, without 
requiring knowledge of programming. For example, you can design a database 
containing information such as employee name, employee number, telephone, and 
address. You store this information in a portion of the database called a report. You 
can perform functions on the report, such as searching, sorting, and calculating.  

bypass records 
Records that separate the label record from the first data record of an SDF file. Bypass 
records also pad the unused area between the last data record and end-of-file record 
in an SDF file. Bypass records are also used to pad the unused record area in a DSDF 
file if the data record written is less than maximum record size. 

byte 
The unit of data storage in the execution environment that is large enough to hold a 
single character in the character set of the execution environment. It is possible to 
express the address of each individual byte of an object uniquely. A byte is composed 
of a contiguous sequence of nine bits. The least significant bit is called the low-order 
bit; the most significant bit is called the high-order bit. Except for bit fields, objects are 
composed of contiguous sequences of one or more bytes. 
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bytecode 
Machine-independent code generated by the Java compiler and executed by the Java 
interpreter. 

BZ 
See blank if zero. 
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Section 3  
C, D    

C 

C compiler 
The system utility (@UC) that translates C source files to object code files. See also 
UCS C compiler. 

C language 
The programming language originally designed by American Telephone and Telegraph 
Bell Laboratories and used to write the UNIX operating system. C language offers the 
ease-of-use benefits of a high-level programming language and the capabilities of low-
level programming languages. See also UCS C compiler. 

C library 
A set of object code files that the Linking System accesses to obtain definitions of 
functions and data objects. The C library performs services such as I/O operations and 
storage allocation and deallocation. 

C locale 
A predefined locale used by Unisys OS 2200 software for I18N support services. This 
locale specifies the minimal environment for C-language translation. It describes 
region- and language-specific rules for string collation, string comparison, upper- and 
lowercasing, and character-type identification. The C locale performs the same 
function as the POSIX locale. See also locale, POSIX locale. 

C run time 
The executable code that gets control when a C program is executed.  

C2P$ bank 
An SFS interface bank called by SFS users in the basic mode programming 
environment to convert table formats compatible with PCIOS to SFS formats. 

CA 
Abbreviation for corrective action. 

cache 
A buffer type of high-speed storage that is loaded at medium speed from main 
storage, often with programs or instructions. Items in cache can be processed at high 
speed. 

cache hit rate 
The rate at which Universal Database Control finds the data already in cache memory. 
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cache manager 
A Universal Database Control software component that controls I/O operations to and 
from files (including auxiliary I/O operations for thread rollback and recovery) by 
allocating space in a set of common data bank buffers called a cache. MSAM and 
DSDF SRHs process requests for physical data, calling the cache manager to perform 
the I/O operations. Data that is in cache memory can be manipulated at much faster 
speeds than normal. 

cache storage 
High-speed storage that is used mostly for instructions and programs. Instructions in 
cache storage can be executed faster than instructions in main storage. 

cache/disk recovery 
The Integrated Recovery Utility process that recovers database updates that are 
present in cache memory after a power outage or cache/disk subsystem failure. 

cache/disk subsystem 
A storage control unit of cache memory and its associated disk units. 

CAL 
See compacted after-look. 

calc 
(1) A method of retrieving or storing records using a calc routine to calculate the 
storage location of the record in the Enterprise Network Database Server database. (2) 
A QLP path type and an Enterprise Network Database Server location mode. 

CALC access 
An Enterprise Network Database Server method of record retrieval or placement that 
applies a calculation routine to produce the record page and chain numbers used in 
finding or storing records in the database. See also CALC location mode. 

CALC area entry 
The entry used to pass area information to CALC database procedures (DBP). 

CALC key 
A data item in a record having a calc location mode that is used to determine a 
record’s position in an Enterprise Network Database Server database. 

CALC location mode 
Synonym for CALC access. 

CALC procedure 
A placement-control database procedure (DBP) for Enterprise Network Database 
Server records that saves space and improves performance. The release tape includes 
two CALC procedures, DMSCALC and RANDENTIAL. Users can also write their own 
CALC procedures. 

CALC record 
A record that Data Management Routine accesses, in which a calculation routine is 
used to find the page number and chain number of the record. 
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CALC return entry 
An output parameter entry used by CALC database procedures (DBP) to pass the area 
code, page number, and chain number from the database processor to Data 
Management Routine. 

CALC routine 
A routine that calculates record position in an Enterprise Network Database Server 
database according to the value of a data item in the record called the CALC key. 

call descriptor 
The word passed in register A0 that indicates the format used for parameter passing 
in extended mode (a convention). The caller places the call descriptor in register A0 at 
call time. 

call operation 
The method of transfer similar to the GOTO operation with the added feature that it 
saves essential activity environment information on the activity’s RCS so that the 
calling environment can be restored when a corresponding return operation is called. 

CALL statement 
A statement that references a subroutine in a calling program unit. 

callback function 
A function that is called automatically when an event occurs for which an application 
has registered. 

called program 
A program that is the object of a CALL or ENTER statement combined at object time 
with the calling program to produce a run unit. 

callee 
The program that receives control as a result of a call. 

caller 
The program that performs a call. 

caller identifier 
The timestamp, for each log entry, from the run initiation or run continuation log entry 
(type 106) for that log entry’s run. For ER SYSLOG$ log entries, the caller identifier is 
the timestamp from the corresponding type 106 from the run that issued the ER 
SYSLOG$. 

calling program 
(1) A program that executes a CALL or ENTER statement to another program. (2) In 
FURPUR, a program written in C, COBOL, or FORTRAN that calls one or more 
functions of PCFP. 

cancel 
To end execution of an active command or to void a command before it starts 
executing. 
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CANDE 
See Command and Edit.  

candidate key 
Synonym for unique key. 

canned run 
A batch run that is prepared in advance and stored in its entirety in a data file or 
symbolic element. A canned run is a time-saving technique because it allows you to 
use a runstream more than once. See also full canned runstream, partial canned 
runstream. 

canned runstream 
A sequence of control statements and other input that is stored in a symbolic element 
or data file. See also canned run. 

cardinality 
The number of rows in a result table. 

Cartesian product 
Also called cross-product. In a query expression, the result table generated when a 
FROM clause lists more than one table but specifies no join conditions. In such a case, 
the result table is formed by concatenating every row of every table with all other 
rows in all tables. Typically, Cartesian products are not useful and are slow to process. 

CARTIS 
See Cartridge Tape Interface software. 

CARTLIB 
See Cartridge Library software. 

Cartridge Library software (CARTLIB) 
Software that supports the CTS5118 (18-track) and CTS5136 (36-track) cartridge tape 
subsystems from StorageTek. These subsystems can be freestanding or associated 
with the CLU1000 and/or CLU6000 libraries. 

cartridge library unit (CLU) 
A physical entity consisting of tape storage facilities (cells) along with tape drives, 
accessories, and control units. One or more library units can be connected to a CTL 
server platform to form a cartridge tape library. 

cartridge tape 
A storage medium that consists of a magnetic tape wound on spools housed in a 
plastic container. 

cartridge tape library (CTL) 
A robotic system that automatically mounts cartridge tapes from a self-contained pool 
of tapes. 

cast 
In C, to convert the value of an expression to the named type by preceding an 
expression with a parenthesized type name, such as (double)x. 
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casual mode 
An operation mode indicating that a system operator is nearby, but not necessarily 
present at the system console. The system operation modes are: attended, casual, 
and unattended. See also attended mode and unattended mode. 

catalog 
To register a file permanently in the master file directory on an OS 2200 system so 
that other runs can access the file in the future. A file can be cataloged immediately by 
an @CAT Executive Control Language (ECL) statement or at the normal termination of 
a run with an @ASG,C ECL statement. A file that is not cataloged is temporary, 
meaning it exists only for the duration of the run. Contrast with assign. 

cataloged file 
(1) A file known to and retained by the Exec for an indefinite period, not necessarily 
related to the life of a particular run and generally retrievable by runs other than the 
run that originally created the file. See also temporary file. (2) An application group that 
spans multiple loosely coupled system hosts. The database associated with a 
concurrent application group is simultaneously accessed (or currently shared) by the 
multiple AG/host portions of the application groups that are concurrently active on 
each of the hosts. 

cataloged file directory 
See master file directory (MFD). 

cataloged file recovery (CATFR) 
The process of recovering Exec files listed in the master file directory (MFD). 

cataloging 
The process of creating a cataloged file. 

CATFR 
Abbreviation for cataloged file recovery. 

CBC 
See Cipher Block Chaining. 

CBD 
Abbreviation for common bank definition. 

CCR 
See commitment, concurrency, and recovery. 

CCS 
Abbreviation for coded character set. See character set. 

CCS ID 
See coded character set identifier. 

CCS transliteration-id 
The unique identifier of each coded character set (CCS), which can be used in CCS-
to−CCS transliteration. See also coded character set, transliteration. 
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CCW 
Abbreviation for channel command word. 

CD flag bit 
A flag bit that Enterprise Relational Database Server uses when a deleted record 
contains an item value compressed in one or more undeleted records on the same 
page. 

CDATAC primitive 
An operation that reads and releases an input record. See also TIP primitive. 

CDB 
Abbreviation for common data bank. See common bank, data bank. 

CDLP 
See configuration description language processor. 

CDML 
See COBOL Data Manipulation Language. 

CDML command 
A combination of words and clauses that begin with a CDML verb, which can appear 
only in the Procedure Division of a COBOL program. 

CDML entry 
A descriptive sequence of CDML clauses, which can appear only in the Data Division 
of a COBOL program. 

CDML name 
A word that identifies an entity in a COBOL program. 

cd-name 
A user-defined word that names an MCS interface area described in a Communication 
Description entry in the Communication Section of the Data Division. 

CEC 
Abbreviation for central electronics complex. 

cedilla 
See diacritical mark. 

ceiling MIPS 
The maximum number of MIPS authorized by a MIPS-metered Exec image enabler 
key. 

center justification 
An attribute that commands Display Processing System to center justify a field during 
output. 

central site 
The central group, main storage, and attached onsite peripheral equipment in a 
particular application or partition. 
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certificate 
A data record used for authenticating network entities such as a server or a client. A 
certificate contains X.509 information pieces about its owner (the subject) and the 
signing certificate authority (the issuer). It also contains the owner's public key and the 
signature created by the Certificate Authority (CA). Network entities verify these 
signatures using Certificate Authority certificates. 

Certificate Authority (CA) 
A trusted agency that establishes and verifies the identities of people and devices, 
issuing digital certificates as proof of identity. 

certificate chain 
A list of certificates starting with a certificate for a given subject that is signed by the 
authority represented by the next certificate in the list. This list usually ends just short 
of a root certification authority certificate. 

Certificate Request (CR) 
A file submitted to a Certificate Authority that signs it with the private key of their 
Certificate Authority certificate. Once the certificate request is signed, it becomes a 
real certificate. 

Certificate Revocation List (CRL) 
A list issued periodically, digitally signed by the Certificate Authority, of identified 
certificates that have been suspended or revoked before their expiration dates. The 
list generally indicates the Certificate Revocation List issuer's name, the date of the 
issue, the date the next Certificate Revocation List is scheduled to be issued, the 
suspended or revoked certificates' serial numbers, and the specific times and reasons 
for suspension or revocation. 

certificate server 
A software program that can be used to accept requests for digital certificates and 
generate usable digital certificates based on approval by its operator and 
administrator. 

certificate verification 
A process of verifying the authenticity of an object certificate, such as a client or 
server certificate, through the use of the certificate authority certificate for the 
certificate class to which it belongs. 

CERU$ 
A system-relocatable library element that defines the numeric index associated with 
the mnemonic designation of each bank descriptor index (BDI) for common banks. 

CFI 
Abbreviation for change file index. 

chain 
An arrangement of records in mass storage in which all the records are linked. These 
links eventually can return access to any record in the chain. 
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chain set 
An Enterprise Network Database Server set that is logically linked by a chain of 
pointers in the owner and each member record. Each record points to the next 
member of the set, and the last member points to the owner. Contrast with pointer 
array set. See also prior links. 

chained mode 
(The Open Group) A mode of execution in which a new global transaction starts 
implicitly in the application thread of control when the current global transaction 
completes. The transaction manager coordinates completion of the current 
transaction and starts a new (chained) transaction in the calling thread of control 
before it returns control to the application program. See also unchained mode. 

chaining 
The sequential linking of detail-level MSAM index blocks that enables sequential 
processing without referring to top level indexes. 

chameleon subsystem 
A fixed gate subsystem that executes with the key of its caller. That is, a subsystem 
that can access its caller’s banks, using the same privileges as the caller. 

change 
A symbolic code change to be applied to an OS 2200 software product during a 
product generation. 

change document (CHG) 
A document type in the PRIMUS database that contains software changes to apply 
when a product is generated. See also program control and registration. 

change dump 
A database dump of the pages or records that have changed since the last base dump. 
Contrast with base dump. 

change file 
The file used to record the database updates generated by runs executing in test 
mode or in test/training mode. See also system change file, user change file. 

Change Server Service Account 
A utility that allows you to change the account used by the Operations Sentinel Server 
services. You can reach this utility on the Operations Sentinel server from Start, 
Programs, Unisys Operations Sentinel x.y.z, Administrative Tools. 

change tape 
A tape that contains a change dump. 
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channel 
(1) A direct physical connection between a host and a front-end processor (such as a 
distributed communications processor) or another host. A HYPERchannel is an 
example of a channel between two hosts. A communications channel connects an 
OS 2200 host and a distributed communications processor. A logical connection 
configured between two entities in a network. (2) An association that is automatically 
established for dialogs used to recover transactions after the network or a server fails. 
(3) A data path for transfer of information between the central group and I/O devices. 
(4) See also message channel 

channel address word (CAW) 
A packet of information used by channel software, along with the CCW, to control I/O 
on that channel. Contains address of block of data to be handled on channel. 

channel command word (CCW) 
A packet containing the command for the channel (whether the transfer is READ or 
WRITE data). To locate the data, the CCW contains the address of the CAW for that 
packet. 

channel event 
An event indicating that a channel instance has become available or unavailable. 
Channel events are generated on the queue managers at both ends of the channel. 

channel exit program 
A user-written program that can be entered from one of a defined number of places 
during channel operation. 

channel interface 
The interface that connects a channel to a channel module. 

channel status word (CSW) 
A packet giving the result of an attempted I/O operation. In case of error, the problem 
is identified (by some octal code), and an address given for an error handling routine. 
See also channel address word, channel command word. 

character 
A member of a set of elements used for the organization, control, or representation of 
data. 

character assignment statement 
A statement that transfers the result of a character expression to a character variable, 
character array element, character substring, or pseudofunction. A character 
assignment statement can be either a scalar assignment statement or an array 
assignment statement. 

character class 
A grouping of characters according to shared properties (alphabetic, alphanumeric, 
numeric, uppercase, lowercase, and hexadecimal, as well as space, control, and 
printable characters). Every character in a character set can be a member of one or 
more character classes. 
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character class (ISA) service routines 
The character class service routines in the I18N Service Library (I18NLIB): ISALNUM, 
ISALPHA, ISCNTRL, ISDIGIT, ISGRAPH, ISLOWER, ISPRINT, ISPUNCT, ISSPACE, 
ISUPPER, and ISXDIGIT. The ISA functions enable an application to determine if the 
characters in a string are all in the same class. See also character class. 

character constant 
(1) In C, a token that is identified by one to four ASCII characters enclosed between 
single quotation marks ('ascii-character-string'). It is of type int and can consist of 
either literal characters, such as 'a', or escape sequences, such as '\n'. (2) In COBOL or 
FORTRAN, a token that is identified by one or more ASCII characters enclosed 
between single quotation marks ('ascii-character-string'). Alternatively in COBOL, the 
token can be enclosed between double quotation marks. 

character constant expression 
A character expression in which each primary is a character constant, the symbolic 
name of a character constant, or a character constant expression enclosed in 
parentheses. 

character device 
A device upon which I/O is not performed in fixed-size units and upon which a file 
system cannot be mounted, such as a terminal or the null device. 

character expression 
An expression that evaluates to a character string and has a value representing a 
sequence of one or more ASCII characters. A character expression can be a scalar 
expression or an array expression. 

character item 
A data item that contains ASCII character strings in structures that are used to 
interface with PCFP. For each character item, the maximum length of the string is 
given in the item description. 

character position 
The amount of physical storage required to store a single standard data format 
character that is described as USAGE IS DISPLAY. 

character repertoire 
The term used by the SQL standard to refer to a character set. 

character set 
A group of alphabetical, numeric, and special characters used to construct the words 
and other elementary units of a spoken or written language. The difference between a 
character set and a coded character set (CCS) is that each character in a character set 
is an abstract concept, whereas each character in a CCS is associated with a specific 
binary value. ISO 8859-1 is a CCS. In Unisys user documentation, the term "character 
set" is used for both character set and CCS. 
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character string 
(1) In C and database SQL queries, a sequence or group of contiguous letters, digits, 
punctuation marks, and special characters that represent data; also, a sequence or 
group of contiguous characters connected by code or keywords. Character strings 
must be enclosed in double quotation marks ( " " ). The storage used by a character 
string is the number of characters plus one, because there is an implicit null character 
at the end of each string. A character string is stored and accessed as an array of 9-bit 
ints. (2) A sequence of contiguous characters that form a COBOL word, literal, 
PICTURE character string, or comment entry. 

character substring 
A portion of a character string. The substring can be a scalar substring or an array 
substring. 

char-bit-size 
This field is set to the number of bits in a character for a requested CCS or one 
associated with a requested locale. The number can be 6, 9 (single-byte character), or 
18 (double-byte character). 

CHARMAP 
(1) A CHARMAP (also called a character set description file) exists for each coded 
character set (CCS). This file defines the characteristics of the CCS. For each character 
in the CCS, the CHARMAP maps a symbolic name to the encoding for that character in 
the CCS. (2) On ClearPath OS 2200 machines, CHARMAPs are symbolic elements by 
default; these elements are located in the file SYS$LIB$*I18NLIB-LANG. See also 
coded character set. 

CHECK 
A mail processing command that lists incoming and outgoing mail for a currently 
assigned mailbox. 

check constraint 
See constraint. 

checkpoint 
(1) A periodic update of the location of the most current data block written to each 
active data file to indicate the error recovery restart point in case of failure during data 
transmission. (2) A recovery mechanism that captures and preserves intermediate 
information to enable restarting a run, transaction, or command at a consistent 
intermediate point rather than at the beginning. (3) A point in the execution of a COPY 
or SPOOL command at which DDP-FJT records data for restart purposes. If the 
command is interrupted, you can restart it from the last checkpoint taken. 

checkpoint file 
The file to which checkpoint markers are written, as well as a description of the file 
transfer information you specify. The file is used to restart a terminated file transfer 
operation. 

checkpoint file name 
The name of a checkpoint file that you specify when you transfer a file. (TAS 
field/parameter). 
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checkpoint marker 
(1) Coding used to indicate error recovery restart points in case of failure during data 
transmission. In an OSI environment, this is known as a serial point synchronization 
number. (2) A marker listed in a checkpoint file, such as MARK 1920-0=1920-0 16:17:41. 

checkpoint TCDBF 
A volatile TCDBF for which the contents of the in-memory common bank is 
automatically checkpointed to (written to) the associated mass storage FCSS file at a 
user-specified interval. 

Checkpoint/Restart (CKRS) 
A Unisys software product used to store (save information about the current 
operating environment of a program) and restore (resume processing at the 
checkpoint) the operating environment. 

checkpoint-id 
The number to the right of the word MARK listed in a checkpoint file, such as MARK 
1920-0=1920-0 16:17:41. Indicates where you want to restart a file transfer operation. 
(TAS field/parameter). 

checkpointing 
Checkpointing involves the passing of checkpoint markers between the hosts involved 
in a file transfer, and the recording of these markers in a checkpoint file. A checkpoint 
file is used to restart a terminated file transfer operation. 

checksum 
A software data integrity scheme that can be used for data written to tape. A 
checksum is computed by taking the arithmetic sum of every word in a track of data, 
and writing this value to tape along with the track. When the data is read from tape, 
the checksum is computed once again. A checksum error occurs if the checksum 
computed when the data is read does not match the checksum that was computed 
when the data was written. 

checksum feature 
An option on the FAS processor call. During normal backup operations, FAS calculates 
a checksum for each block written. When the checksum feature is enabled, FAS 
verifies the checksum value. 

checksum processing 
The optional validation of data being transferred across a communications line. 

CHG 
See change document. 

child directory 
See subdirectory. 

child table 
A relational table defined by a foreign key. The contents of one or more columns in the 
child table are restricted to the primary key values or unique index values in the parent 
table. 



  C, D 

3850 6523–002   3–13 

CID 
See COMPOOL-id, condition identifier. 

CIFS 
Acronym for Common Internet File System. CIFS for ClearPath OS 2200 is a file 
system that allows access to OS 2200 files using standard Internet protocols. The CIFS 
specification was created by Microsoft Corporation and is based on the existing 
Server Messages Block (SMB) protocol. 

CIFSCC 
A path name-oriented processor for doing C compilations, supplied by the C compiler. 

CIFSLD 
A path name-oriented processor for static linking, supplied by the LINK product. 

CIFSUT 
Acronym for CIFS Utility. CIFSUT is a component of CIFS for ClearPath OS 2200 and 
provides a simple command-line interface to CIFS capabilities. 

CIP 
See commit in progress. 

cipher 
An algorithm used for encryption and decryption. See also asymmetric key algorithm, 
symmetric key algorithm. 

Cipher Block Chaining (CBC) 
A mode of operation for data encryption in which each block of plain text is combined 
with the previous block of cipher text using XOR logic before being encrypted. The 
first block of plain text is combined with an initialization vector (IV). During decryption, 
each block of cipher text depends on the immediately preceding block, and the order 
of encrypted blocks must be maintained. The chaining process hides plain text 
patterns and improves the security of the encrypted data. Contrast with Electronic 
Code Book. 

cipher suite 
Defined groups of cryptographic algorithms in SSL/TLS. For example, suite 
RSA_WITH_RC4_128_MD5 indicates that the SSL/TLS connection should use RSA for 
authentication and signing, RC4 with a 128-bit key for data encryption, and MD5 for 
hashing. 

cipher text 
Data that is encrypted using an encryption algorithm and key to prevent unauthorized 
access. Contrast with plain text. 

circular logging 
In WebSphere® MQ for ClearPath OS 2200, the process of keeping all restart data in a 
ring of log files. Logging fills the first file in the ring and then moves on to the next, 
until all the files are full. At this point, logging goes back to the first file in the ring and 
starts again, if the space has been freed or is no longer needed. Circular logging is 
used during restart recovery, using the log to roll back transactions that were in 
progress when the system stopped. Contrast with linear logging. 
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circumflex 
See diacritical mark. 

Cisco Access Server (2500 Series) 
A terminal/communications server that has been qualified for use with Operations 
Sentinel. 

CIT 
See control information table. 

CITA 
See Communications Interface for Transaction Applications. 

CJ 
See center justification. 

CKCKON utility 
An optional TIP system transaction program that you can schedule to run internally 
every 30 seconds. It copies the user KONS area from memory to the FCSS file, 
SS$KON, in mass storage. 

CKRS 
See Checkpoint/Restart. 

clarifier 
A keyword or phrase used to help identify an owner, class, scope, or procedure in a 
PADS command. Clarifiers must be enclosed in brackets. 

class 
(1) In the Java programming language, a type that defines the implementation of a 
particular kind of object. A class definition defines instance and class variables and 
methods, as well as specifying the interfaces the class implements and the immediate 
superclass of the class. If the superclass is not explicitly specified, the superclass will 
implicitly be Object. (2) A category of defined objects. All objects in the same class 
have the same properties. There is no limit to how many properties any object class 
can have. An object can only belong to one class, and that class cannot change for the 
life of the object. See also fixed class, node class. (3) A group of printers. 

Class A network 
A large IPv4 network with a maximum of 16,777,216 hosts. Class A networks have net 
numbers ranging from 1 to 127; that is, addresses that range from 1.xxx.xxx.xxx to 
127.xxx.xxx.xxx. 

Class B network 
A medium-sized IPv4 network with a maximum of 65,536 hosts. Class B networks 
have net numbers ranging from 128 to 191; that is, addresses that range from 
128.xxx.xxx.xxx to 191.xxx.xxx.xxx. 
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Class Builder 
A Java utility that generates methods for the entities in a subschema, for inclusion and 
use by a Java program to access the database. Included in the DMS-RA product. For 
subschemas with Java specified as the host language, an xml file is produced by the 
SDDL. This xml file is used as input to the Java Class Builder. 

Class C network 
A small IPv4 network with a maximum of 255 hosts. Class C networks have net 
numbers ranging from 192 through 223; that is, addresses that range from 
192.xxx.xxx.xxx to 223.xxx.xxx.xxx. 

class condition 
The proposition, for which a truth value can be determined, that the content of an item 
is wholly alphabetic or is wholly numeric or consists exclusively of those characters 
listed in the definition of a class name. 

class name 
A user–defined word in the SPECIAL–NAMES paragraph of the Environment Division 
that assigns a name to the proposition for which a truth value can be defined, that the 
content of a data item consists exclusively of those characters listed in the definition 
of the class name. 

classical IP 
A communication profile that defines an IP-specific medium access control (MAC) 
layer for asynchronous transfer mode networks. 

classification 
A term that refers to the security level of an object in a security system. 

classpath 
An environmental variable that tells the Java Virtual Machine and Java technology-
based applications where to find the class libraries, including user-defined class 
libraries. 

clause 
(1) An ordered sequence of words and characters (including names and special 
characters) that form part or all of a command or statement to communicate 
functional pieces of information. (2) An ordered set of consecutive COBOL character 
strings that specifies an attribute of an entry. (3) An independent subdivision of a 
command. 

clearance 
An industry standard term that refers to a subject’s security level in a security system. 

clearance level 
A hierarchical classification for objects. Clearance levels can range from 0 to 63, with 
63 being the most restrictive. Clearance levels can be assigned to each user-id, 
cataloged file, secured Executive request (ER), or privilege on the system. Clearance 
levels can also be associated with symbolic labels such as unclassified, classified, 
secret, and top secret. See also executing clearance level. 
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clearance level range 
The site administrator-determined range of clearance levels that a user-id can use. A 
run executes with a single executing clearance level in this range. See also access 
controls, executing clearance level. 

client 
(1) In client/server systems, the part of the system that sends requests to servers and 
processes the results of those requests. (2) A run-time component that provides 
access to queuing services on a server for local user applications. The queues used by 
the applications reside on the server. See also Websphere MQ client. 

client application 
In the client-server program architecture, a client application provides user interface 
for a service that the server provides. Client applications in Operations Sentinel include 
Operations Sentinel Console, OS 2200 Console View, OS 2200 Console Manager, and 
Log Viewer. 

client certificate 
A digital certificate specifically identifying an individual Web browser installation or 
user. 

client character set 
A character set that a client application uses for representing SQL statements and 
data. 

client program 
An application program (AP) that requests services from other APs. Clients can reside 
anywhere on the network, but often handle the user interface portions of an 
application. A service routine can act as a client when it calls a transaction manager to 
start a new transaction. See also application program, global transaction, server 
program, service routine, transaction manager. 

client/server 
A model for communication between two systems in a network, in which the client 
requests the services of a server that processes the request on behalf of the client. 

client_errors 
An Operations Sentinel log that includes errors in event reports sent to Operations 
Sentinel by the Single Point Interface Pipe (SPIP). 

CLIST$ mode 
An Exec operating mode in which a caller can register a set of control statements with 
the Exec using an ER CLIST$. On subsequent symbiont output requests, the calling 
program receives special notification when such statements are encountered. 

clock calendar 
A highly accurate hardware device provided as a time source for the Exec to use in 
correcting any apparent drift in the internal dayclock. See also dayclock. 

close commit flag 
A flag in the data access (DA$) packet indicating that file updates are to be committed 
to the database on a file close. 



  C, D 

3850 6523–002   3–17 

CLOSE statement 
A statement that terminates the association of a particular external file with a 
particular unit and closes the file. 

closed first relation 
The set of all terminal and nonterminal symbols that directly or indirectly appear at the 
beginning of a production. A symbol C can indirectly appear at the beginning of a 
production A if it appears at the beginning of production B, which appears at the 
beginning of production A. In the following production, C is in the closed first relation 
of A. It is indirectly brought in by B. A ::= B. B ::= C . 

closed last relation 
The set of all terminal and nonterminal symbols that directly or indirectly appear at the 
end of a production. 

closed next relation 
The set of all terminal and nonterminal symbols that directly or indirectly appear after a 
symbol, or that appear after a given point in the syntax. 

closely coupled system 
A system, such as XTC, consisting of multiple tightly coupled hosts configured as one 
system. Each host has its own operating system and processes its own set of 
transactions and programs. In addition to each host having access to its own local 
mass storage, all of the hosts in the closely coupled system can access the shared 
mass storage files as well as records. To offer more transaction processing capacity 
than the traditional tightly coupled system, a closely coupled XTC system uses the 
Distributed Systems Manager (DSM) to coordinate and retain database locks 
pertaining to the shared database records. See also loosely coupled system, tightly 
coupled system. 

CLSS 
Abbreviation for Campus LAN Support Services. 

CLU 
See cartridge library unit. 

cluster 
See topology. 

CM 
See cryptographic module. 

CMF 
See TeamQuest Baseline. 

CML 
Abbreviation for Common Mathematical Library. 

CMP 
Abbreviation for cellular multiprocessing. 
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CMOS 
See Complementary Metal-Oxide Semiconductor. 

CMR 
See Console Message Redisplay. 

CMS program 
Pertaining to any of several communications software programs that register with the 
Exec using ER CMS$REG and interface with MCB/TIP for transferring input and output 
messages between the communications network and MCB/TIP. The terms “CMS” and 
“CMS program” emphasize the type of program or the role of the program, rather than 
the name of a particular program, whether developed by Unisys or other companies. 
SILAS and CITA are examples of current Unisys products that are CMS programs. 
Historically, the term “CMS” stood for Communication Management System, a 
product that handled communications with attached computer terminals and served 
as a software interface for transaction messages between those terminals and TIP. 
Later, the term CMS was used informally as an abbreviated name for the product CMS 
1100, which replaced the product CMS. Both products CMS and CMS 1100 are 
obsolete, but other programs and products continue to serve in a similar role. 

CO 
See command. 

CO$INSTALL$/COMUS$ 
A symbolic element in the SYS$*DATA$ file containing information that SOLAR uses 
while installing a product. It also provides a record of the products installed on the 
system. 

CO$INSTALL$/HISTORY 
An element that documents the products that were removed from a system. 

COBOL 
Abbreviation for Common Business Oriented Language. A widely used programming 
language, intended primarily for business applications, in which instructions are 
patterned after English language sentences. Two Unisys OS 2200 variations are ASCII 
COBOL and UCS COBOL. 

COBOL application 
A program written in the COBOL programming language. 

COBOL character set 
A set of 77 characters that are valid to use in COBOL phrases. You can extend the 
character set to include additional characters using program coding techniques. 

COBOL compiler 
Software that translates source code to an object module that can be linked with 
other modules to form a program. Compilers adhere to external standards. See also 
object module, zero overhead object module (ZOOM). See also UCS COBOL compiler. 
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COBOL Data Manipulation Language (CDML) 
An extension of the COBOL programming language that enables applications 
programmers to code special instructions to manipulate data in an Enterprise Network 
Database Server database and to compile those instructions for execution. CDML 
works in both the ASCII COBOL and UCS COBOL environments. 

COBOL programming language 
See ASCII COBOL Compiler, COBOL Compiler. 

COBOL word 
See word. 

code 
Instructions or data that constitute a program. 

coded character set (CCS) 
A set of rules that establishes a character set and the one-to-one relationship 
between each character of the set and its bit representation. See also character set. 

coded character set identifier (CCS ID) 
A 6-bit field in a system data format (SDF) control word containing a value that 
numerically identifies the character set for the data that follows. 

coexistence 
The concurrent execution of programs on the same hardware system, even though 
the programs were developed for different compilers, languages, or operating 
environments. 

collatingelement 
The smallest entity used in collation to determine the logical ordering of strings. A 
collating element will consist of either a single character or of two or more characters 
collating as a single entity. 

collating sequence 
The sequence in which the characters that are acceptable in a computer are ordered 
for purposes of sorting, merging, comparing, and processing indexed files 
sequentially. 

collation 
The rules that are established by cultural convention set and locale and used to control 
how character strings in a character set are compared with each other. Each character 
set specifies a collating sequence that defines relative values of each character for 
comparing, merging, and sorting character strings. In addition, storage systems can 
define additional collations that SQL statements specify with the COLLATE clause in 
column definitions, column references, and character-string references. 

collect 
To use the OS 2200 Collector (MAP processor) to process relocatable elements and 
produce absolute elements. Synonym for map. 

collecting 
The process of linking in the preload stage, using the basic mode Collector. 
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collection 
(1) The process by which user-defined relocatable elements are joined with library 
routines to form a single new element, called an absolute element, which then can be 
executed. (2) An alternate term for a concurrent application group in the XTC 
environment. 

collection element 
NPEER. An element within an NPEER collection file where the results of the data 
collection sessions are stored. An NPEER collection element is a type omnibus 
element of subtype PEER. 

collection file 
NPEER. A program file where NPEER collection elements are stored. The default is 
NPEER$FILE. 

Collector 
Software that combines or collects relocatable elements generated by the language 
processors with library relocatable elements to form an executable (absolute) 
element. Also known as the MAP processor. 

Collector directive 
An instruction to the Collector that enables the programmer to direct and control the 
collection process. Either include Collector directives in the runstream itself (after the 
@MAP statement) or add them from a symbolic element. See also Collector. 

colon-hexidecimal 
A standard format for expression of an IPv6 address. 

column 
(1) A character position in a print line. The columns are numbered from one, by one, 
starting at the leftmost character position of the print line and extending to the 
rightmost position of the print line. (2) A set of values, all of the same data type, in a 
set ordinal position in a relational table. 

column alias 
An alias specified for a column. 

column constraint 
See constraint. 

column name 
The name of a column in a relational table, which can also be used as an operand in an 
arithmetic or Boolean expression. 

column specification 
A list of specific columns from a relational table. Users can select, retrieve, insert, 
delete, or update data from columns in a column specification. 

COM 
See Component Object Model. 
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COMAPI 
See Communications Application Program Interface. 

combined condition 
A condition that is the result of connecting two or more conditions with the AND or 
the OR logical operator. 

combined relational expressions 
Two or more relational expressions connected by one of the Boolean operators AND 
or OR. 

command 
(1) A set of syntactically correct words and clauses that instruct the system to perform 
a task. A command can be divided into clauses that can be divided into phrases and 
subclauses. (2) In keeping with SQL standards in Enterprise Relational Database 
Server, specific SQL “commands” are referred to as “SQL statements.” 

command action 
(1) An unsolicited command that is submitted to a managed system when a message 
matches a pattern in an autoaction database. (2) A type of alert action that causes 
execution of a script or command on the Operations Sentinel server. Contrast with 
modem action, serial action. 

Command and Edit (CANDE) 
(ClearPath MCP) A time-sharing message control system that enables a user to create 
and edit files and to develop, test, and execute programs, interactively. 

command assistance 
The feature of UA 1100 that provides an explanation of an IPF 1100 command, its 
format, and the required keywords. 

command block 
A group of QLP commands that form the DO or BEGIN….END block. 

command file 
See shell script, executable file. 

command help 
Online information about an OSI-FTAM command screen, which can be accessed from 
a command screen or from general help. 

command interface 
A set of instructions recognized by a processor on an OS 2200 system. A user submits 
one or more commands to a processor for execution, such as FHELP. 

command language interpreter 
A program that acts as a direct interface between you and the computer. In the OPE 
system, a program called the shell takes the commands and translates them into a 
language understood by the computer. 
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command line 
A line containing one or more commands, ended by typing a carriage return <CR>. The 
line can also contain options and arguments for the commands. You type a command 
line to the shell to instruct the computer to perform one or more tasks. 

command mode 
A text editing mode in which the characters you type are interpreted as editing 
commands. This mode permits actions such as moving around in the buffer, deleting 
text, or moving lines of text. See text input mode, compare with append mode and 
insert mode. 

command name 
The first keyword of a PADS command. 

command rollback 
The recovery process that reverses the effect of a command without rolling back the 
entire step. 

command section 
The section of a screen where you enter information to describe a file transfer 
operation. 

command sequence 
A series of one or more commands submitted one at a time in immediate succession. 

command sequence number (CSN) 
The sequential command number in an Enterprise Network Database Server run unit 
stored in the page header when a page is updated. 

command set 
A current set of commands executed when an IRU ACT or END command is executed. 
Synonym for ACT set. 

command/response region 
In EDIT 1100 full-screen mode, the top two lines appearing on a terminal screen. You 
can use the top line (the command line) to type general-editing commands or other IPF 
1100 commands. On the second line, the response line, IPF 1100 displays any 
responses that result from your requested operations. See also scale line, screen 
command region, image region. 

command-id 
An identifier that DDP-FJT displays after you enter a COPY, SPOOL, or RESTART 
command. You need this identifier to reference the command in a CANCEL, RESTART, 
or STATUS command. 
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comment 
(1) A string that provides documentation in a program and has no effect on program 
execution. In C, a comment is a sequence of characters on one or more lines that is 
enclosed by /* */. In FORTRAN, a comment is any line with the character c, C, or 
asterisk (*) in column 1 (comment line) or all characters following a @ or ! character 
after column 6 (inline comment). In COBOL, a comment has a * character in column 7 
and any characters from the computer’s character set in area A and area B of that line. 
For the Query Language Processor, a comment is the sequence of characters 
following a * character in any column of a program or a semicolon in a report 
definition. (2) In COBOL, a special form of comment line with a stroke (/) in the 
indicator area of the line and any characters from the computer’s character set in area 
A and area B of that line, causing page ejection before printing the comment. 

commit 
(1) An action to end a recoverable step; that is, update the database, write updates to 
the audit trail, and unlock FCSS records. (2) In message queuing, an operation that 
applies all the changes made during the current unit of recovery or unit of work. After 
the operation is complete, a new unit of recovery or unit of work begins. Contrast 
with back out. 

commit in progress (CIP) 
A state into which the Exec places a deferred update step while the step is being 
committed. 

commit point 
The point in a recoverable step when the step becomes recoverable, the associated 
database is successfully updated, and any locks in effect are released. 

COMMIT primitive 
An action that commits database updates from a program step. See also TIP primitive. 

commit sequence number (CSN) 
A number generated by the record locking software to chronologically identify audit 
blocks from each host in an XTC system. The CSN allows IRU to blend individual 
AG/host audit trails for concurrent application groups during long database recovery. 

commit-in-progress (CIP) 
In TIP, indicates the transition state for database updates. 

commitment 
The successful permanent completion of a transaction consistently in all databases 
involved in the transaction. Contrast with rollback. 

commitment coordinator 
(The Open Group) The transaction manager that coordinates the completion of a 
specific global transaction. See also global transaction, transaction manager. 

commitment protocol 
The procedure that is followed to synchronize the completion of a transaction. See 
also one-phase commit protocol, rollback, two-phase commit protocol. 
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commitment, concurrency, and recovery (CCR) 
A part of OSI TP that provides two-phase commit procedures. 

common bank 
An area of storage used by several programs, runs, or users. Common banks contain 
code of general usefulness, such as editors. The code is usually reentrant (not 
changed by the calling program). Common banks have application local locality. See 
also bank descriptor index. 

common block 
A named sequence of storage locations that separately compiled routines can share in 
common. Under the Linking System, a common block is a special case of a reference 
to an external data item. 

common data bank 
A write-enabled bank that several runs can share simultaneously. 

common gateway interface (CGI) 
(1) A standard that defines the mechanism by which Web server software 
communicates with executable programs on the Web server. This enables the Web 
server software to call executables to help fulfill requests. (2) A standard that defines 
the use of environment variables set by a server program before it transfers data to 
an executable program. The environment variables are available to both the server 
program and the executable program and govern how data is transferred between the 
programs. 

Common Internet File System (CIFS) 
A Microsoft specification that enables mainframe files to be accessed using standard 
Internet protocols. The Unisys implementation is CIFS for ClearPath OS 2200, which 
provides access to OS 2200 files. 

Common Object Request Broker Architecture (CORBA) 
An architecture that enables pieces of programs, called objects, to communicate with 
one another regardless of what programming language they were written in or what 
operating system they're running on. CORBA was developed by an industry 
consortium known as the Object Management Group (OMG). 

common program 
In UCS COBOL, a program that, despite being directly contained in another program, 
can be called from any program directly or indirectly contained in that other program. 

COMMON statement 
A statement that provides a means of sharing storage among various program units. 

Common System Interface Module (CSIM) 
A module that provides the machine-dependent interface between the system and the 
compiler. CSIM is part of the UCS Language Support System. 

Common-Storage Section 
The section of the Data Division that describes data items, composed of either 
noncontiguous items, records, or both, that can be shared by two or more programs in 
a run unit. 
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Communication Description entry 
An entry in the Communication Section of the Data Division that is composed of the 
level indicator CD, followed by a cd-name and a set of clauses as required. It describes 
the interface between the Message Control System (MCS) and the COBOL program. 

communication device 
A mechanism (hardware or hardware/software) capable of sending data to a queue 
and/or receiving data from a queue. This mechanism can be a computer or a peripheral 
device. One or more programs containing communication description entries and 
residing in the same computer define one or more of these mechanisms. 

communication resource manager (CRM) 
A system software component that enables one instance of the Open Group 
Distributed Transaction Processing model to access another instance, either inside or 
outside the TM domain to which the first instance belongs. An instance consists of 
one application program, one transaction manager, and one or more resource 
managers. See also XATMI interface, Open Group Distributed Transaction Processing 
model. 

Communication Section 
A mechanism (hardware or hardware/software) capable of sending data to a queue 
and/or receiving data from a queue. This mechanism can be a computer or a peripheral 
device. One or more programs containing communication description entries and 
residing within the same computer define one or more of these mechanisms. 

communication server 
A specially configured hardware unit, such as a workstation, that provides a 
communication connection between a local area network and another network, such 
as a Unisys DCA network or an X.25 public data network. 

Communications Application Program Interface (COMAPI) 
A combination subsystem and background run that provides client applications with a 
high- level, sockets-like interface. Client applications call the subsystem with standard 
defined calls. The background run uses the information contained in these calls to 
make the appropriate TSAM calls on behalf of the application. 

Communications Application Server (CAS) 
A program included with some of the older versions of COMAPI. CAS accepts input 
from COMAPI and stores TIP input messages in MCB.  

communications control unit (CCU) 
The device that is part of the channel-to-channel connection between each host and 
every other host in the MHFS network configuration. The communications control unit 
contains the communications I/O devices, which control the communications between 
hosts. In a redundant MHFS network configuration, two communications control units 
connect each host to every other host in the MHFS environment. See also control unit, 
shared mass storage control unit. 

communications device 
An input or output device that operates in a real-time mode. IPs must be prepared to 
receive input at any time or information can be lost. 
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communications I/O device 
The device that controls the input or output of information between hosts in the 
MHFS network configuration. The communications I/O devices are located in the 
communications control units. In a redundant network MHFS environment, two input 
and two output I/O devices connect each host to the other hosts in the MHFS 
environment. 

Communications Interface for Transaction Applications (CITA) 
A communications program that provides an interface for remote devices to access 
OS 2200 TIP applications using TCP/IP protocols. The remote devices can be other 
OS 2200 systems, personal computers, or other systems. CITA does not use Telnet, 
INT-1/TP0, or other terminal-oriented presentation protocols. 

Communications Platform 
The OS 2200 component that provides high-performance system communications 
control. It connects OS 2200 application programs to end users and peer applications 
through TCP/IP networks, including the distributed Internet. It runs on CMOS systems; 
the analogous product, Communications Platform for Open Systems, runs on SAIL-
based systems.  

Communications Platform for Open Systems 
An adapted version of the Communications Platform product that uses the Linux 
Sockets Application Programming Interface (API). Communications Platform for Open 
Systems is a high-speed communications product that connects application programs 
with terminals, workstations, and other applications in a data communications 
network. It runs on SAIL-based systems, while Communications Platform runs on 
CMOS systems. 

communications processor 
A computer that acts as the interface between a host computer and a data 
communications network, or as a computer that provides data transmission facilities 
in a network. 

communications resource manager (CRM) 
A component of a transaction processing service user that handles the exchange of 
protocol data units. 

communications system administrator (CSA) 
A component of SILAS that allows an administrator to manage SILAS by entering 
SILAS management commands from the system console, a remote terminal or a 
demand run. 

communications system user (CSU) 
One of several components of SILAS. A CSU allows remote terminals and application 
processes to access either TIP processing, demand processing or the SILAS 
communication system administrator.  

community 
A defined set of SNMP agents and SNMP managers that determine which SNMP 
managers have access to which SNMP agents. An SNMP agent is a software 
component on a network node that collects information and performs network 
management function on behalf of authorized SNMP managers. 
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compacted after-look (CAL) 
A database audit record that records only the page changes, rather than the entire 
page, to reduce audit trail tape or mass storage file usage. 

comparable 
The characteristic of two data objects that permits the value of one object to be 
compared with the value of the other object. 

comparison operator 
In Enterprise Relational Database Server, any of the various operators that compare 
two items of data (operands), including < (less than), > (greater than), <= (less than or 
equal to), >= (greater than or equal to), = (equal to), ≠ (not equal to), LIKE, NOT LIKE, IS 
NULL, IS NOT NULL, IN, and NOT IN. Synonym for relational operator. 

compartment 
A logical grouping of information based on interest or category, such as accounting, 
payroll, or personnel. In contrast to clearance levels, compartments are not 
hierarchical. The security officer (or site administrator) defines the set of 
compartments for the system and users. 

compartment set 
A set of compartments that is defined for the system or a user. See also default 
compartment set, null compartment set, user compartment set. 

COMPAT 
A compilation keyword option for UCS compilers to provide some measure of 
compatibility with previous implementations. 

compatibility 
The ability of one hardware or software component to be used with another hardware 
or software component. 

compilation time 
See compile time. 

compilation unit 
(1) One or more program units (main program or subprograms) contained in a single 
source element and processed by one call to a compiler (such as @UC, @UFTN, 
@UCOB). The compilation generally produces one output object module, although 
@UCOB produces one object module for each external subprogram in the source 
element. (2) An object module produced by a compilation. 

compilation unit unique block number 
See object module. 

compile 
To make source code executable by verifying that it is syntactically correct and 
translating it into object code. 

compile time 
The time during which a source program is translated to an object module by a 
compiler. 
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compiler 
A computer program that translates a source program from a programming language 
to machine-readable form. The input to a compiler is a symbolic element. The output 
from a compiler is a relocatable or object module element. 

compiler call option 
A name (either a keyword or a letter) for a specific option on the compiler call that 
controls some aspect of the compilation of source programs. Letter options specify 
particular listings to be produced during compilation. For UCS compilers, keyword 
options control all aspects of the compilation. 

compiler directing statement 
A statement, beginning with a compiler directing verb, that causes the compiler to 
take a specific act during compilation. 

compiler directive 
A user-supplied command that directs the compilation process. 

compiler keyword option 
See keyword option, compiler call option. 

compiler letter option 
See letter option. See also compiler call option. 

COMPILER statement 
A statement that embeds certain compiler directives within the program structure. 

completion code 
A return code indicating how a message queue interface (MQI) has ended. 

Complementary Metal-Oxide Semiconductor (CMOS) 
The OS 2200 instruction processor implementation technology in the associated 
system types, including Dorado 300/700 systems. 

completion message 
An IPF 1100 command that informs you when command processing is complete. 

completion monitoring 
An operation performed by UOSS at system termination, after it performs the 
termination sequence of runs, addstreams, and console keyins in the UOSS control 
file. This means UOSS waits for a specific set of user-specified conditions to be met 
before continuing with system termination. 

completion notice 
A message informing you that an operation (for example, file copy, procedure 
execution, deletion of a line) has been successful. 

completion, transaction 
See transaction completion. 
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complex condition 
A condition in which one or more logical operators act on one or more conditions. (See 
negated simple condition, combined condition, negated combined condition.) 

complex constant 
An ordered pair of real or integer constants; the first represents the real part of the 
complex number and the second represents the imaginary part. 

component 
In a Partitioned Applications environment, refers to UDS Control, MCB, or a batch 
program. See also registered component. 

component heartbeat 
A pulse or signal that the ARC feature sends to the monitor run to indicate that a 
particular software component (such as Universal Database Control or a batch 
program) is active. For component heartbeats to occur, the component must be 
registered with the monitor run. If the component’s heartbeat skips two beats, the 
monitor run assumes the component failed and starts the component recovery 
runstream. See also heartbeat, host heartbeat, host-to-host heartbeat, monitor run 
heartbeat, registered component. 

component identifier 
A 15-bit value that is the part of the CID that ELMS uses to determine the product or 
application (component) whose messages are being referenced. 

Component Object Model (COM) 
The object-oriented programming model that defines how objects interact in a single 
application or between applications. In the COM model, client software accesses an 
object through a pointer to an interface (a related set of functions called methods) on 
the object. 

component recovery 
A recovery procedure in which the monitor run starts the component recovery 
runstream to recover the failed component. See also local recovery. 

component recovery runstream 
A runstream that the site configures and the monitor run starts to automatically 
recover a particular component if that component fails. Recovery occurs on the host in 
which the component fails. 

component-id 
See component identifier. 

COMPOOL 
An interface between TIP and a CMS program that provides fast access and message 
buffering. COMPOOL blocks are used for transferring messages between TIP and a 
CMS program. The Message Control Bank (MCB) is an alternative to COMPOOL for TIP 
message handling. 

COMPOOL-id (CID) 
A 1-word cell that identifies the COMPOOL type in S1 and provides the COMPOOL 
address in bits 29 through 0. 
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composite graphic character 
A graphic character consisting of a combination of two or more graphic characters in a 
single character position. For example, when the base character c is combined with 
the diacritical mark ¸ (cedilla), the result is the composite graphic character ç. See also 
graphic character, base character, diacritical mark. 

composite graphic symbol 
A graphic symbol consisting of a combination of two or more other graphic symbols in 
a single character position, such as a diacritical mark and a base character. 

composite key 
A primary key or secondary index that includes more than one column. 

composite type 
Any of the structure, union, or enumeration types in C programs. All composite types 
can have tags, and all must be defined by writing their content inside braces. 

compound network 
An Enterprise Network Database Server structure in which a record is a member of 
more than one set and the owners are of different record types. 

compound statement 
A construct that forms one syntactic unit from a set of statements. A compound 
statement can have its own set of declarations and initializations. Also known as a 
block. 

compressed 
A transmission mode recommended for sending data containing numerous 
replications of fillers, such as a program file. (TAS field/parameter value). 

compressed deleted flag bit 
See CD flag bit 

compressed symbolic images 
Fieldata or ASCII character strings in which space character strings in these strings are 
replaced by a special character and a count value for the replaced spaces. 

computer name 
A system name that identifies the computer on which the program is to be compiled 
or run. 

COMS 
See Transaction Server for ClearPath MCP. 

COMUS 
(1) The OS 2200 software product used to generate and install other software 
products on an OS 2200 system. (2) The interactive processor provided with the 
COMUS software product. 

COMUS configure 
A utility that runs after the SYS FIN. COMUS configure lets you change the component 
status in the master configuration table (MCT). 
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COMUS database 
A database that the COMUS software maintains on an OS 2200 system. It contains 
information for each product registration, installation, generation, and change for each 
product registered in that database. Usually, an OS 2200 system has one COMUS 
database, but it can have more than one. A unique COMUS database qualifier identifies 
the files in a particular COMUS database. A COMUS database is created using an 
interactive COINIT processor that is supplied with the COMUS software.. 

concatenation character 
The ampersand (&), when used between two strings, tells IPF 1100 to interpret the 
two strings as one. Contrast with continuation character. 

conceptual table 
Synonym for cursor. 

concurrency 
The extent to which multiple users can access the same database at the same time 
without conflict. 

concurrent application group 
An application group in the XTC environment that allows all the hosts simultaneous 
access to the application group. The database associated with a concurrent application 
group is shared by the AG/host portions of the application group that are concurrently 
active on their respective hosts. All file locks for this type of application group are 
requested through the record lock processor. See also local application group, 
switchable application group. 

concurrent command 
Commands that can be executed at any time during a COMUS session without altering 
the state of the command in execution. Concurrent commands begin with a backslash 
(\). 

concurrent monitoring 
An option of Operations Sentinel resilient monitoring in which two Operations Sentinel 
servers receive output concurrently from managed systems. Contrast with hot 
standby. 

condition 
In COBOL, a status of a program at execution time for which a truth value can be 
determined. Where the term ”condition” (condition-1, condition-2 . . .) appears in these 
language specifications or in reference to ”condition” (condition-1, condition-2 . . .) of a 
general format, it is a conditional expression consisting of either a simple condition 
optionally parenthesized, or a combined condition consisting of the syntactically 
correct combination of simple conditions, logical operators, and parentheses, for 
which a truth value can be determined. 

condition identifier 
(1) A specification of the component-id and the message number. (2) An integer value 
passed to the Extended Language Message System (ELMS) to retrieve a message. 
The condition identifier represents a defined status condition for a software product 
registered with ELMS. 
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condition item 
In Program-Callable FURPUR, a data item that can assume only the values TRUE and 
FALSE. Internally, TRUE is represented by 1, and FALSE is represented by 0. 

condition name 
In UCS COBOL, a user–defined word that assigns a name to a subset of values that a 
conditional variable can assume; or a user–defined word assigned to a status of an 
implementor–defined switch or device. When ”condition–name” is used in the general 
formats, it represents a unique data item reference consisting of a syntactically 
correct combination of a condition name, together with qualifiers and subscripts, as 
required for uniqueness of reference. 

condition word 
In UCS COBOL, the word of storage set by the Exec @S ETC statement and used to 
determine the truth value of switch–status conditions. 

conditional array statement 
A FORTRAN statement that conditionally selects array elements in array operations. 
Conditional array statements are array assignments statements within WHERE 
statement sequences. 

conditional expression 
A simple condition or a complex condition that is specified in an EVALUATE, IF, 
PERFORM, or SEARCH statement. 

conditional logic 
Pattern matching and action processing contingent upon conditions that are specified 
in an autoaction database. 

conditional phrase 
A phrase that specifies the action to be taken on determination of the truth value of a 
condition resulting from the execution of a conditional statement. 

conditional set relationship 
The owner-to-member relationship established by the Enterprise Network Database 
Server program when it initially enters the member record in the database. 

conditional statement 
A statement specifying that the truth value of a condition is to be determined and that 
the subsequent action of the object program is dependent on this truth value. 

conditional variable 
A data item in which one or more values has a condition name assigned to it. 

conditioned software package tape 
A tape that contains product files for all Unisys software products. It is used in 
conjunction with a key tape. Product files on the tape are conditioned and can be 
copied or installed from the tape only if the key tape indicates the site is authorized for 
the product. 

condition-id 
See condition identifier. 
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condition-name 
In ASCII COBOL, a user-defined word assigned to a specific value, set of values, or 
range of values, in the complete set of values that a conditional variable can possess; 
or the user-defined word assigned to a status of an implementor-defined switch or 
device. 

condition-name condition 
In COBOL, the proposition, for which a truth value can be determined, that the value of 
a conditional variable is a member of the set of values attributed to a condition-name 
associated with the conditional variable. 

CONECT 
The primitive entry point (and element name) used to provide batch programs an 
access to TIP facilities. 

CONECT primitive 
A TIP primitive that enables a batch or demand program to access TIP files. The 
program that connects to TIP is not registered with TIP, so execution options must be 
specified on the @XQT statement. See also DISCON primitive, INITAL primitive, 
TERMN8 primitive. 

confidence interval 
NPEER. A range of values within which there is a specified likelihood (the default is 99 
percent probability) that a parameter will fail. For example, if NPEER reporting says 
that SUBROUTINE A accounts for 75 percent to 85 percent of your program’s 
execution time, then you can assume that there is approximately a 99 percent 
probability that NPEER is correct. It is highly unlikely that your program spent less than 
75 percent or more than 85 percent of its time in SUBROUTINE A. 

CONFIG$ 
A data parameter used by the Exec, the OM keyin background run, and other 
processes to contain host system state configuration values. 

configuration 
(1) The combination and arrangement of hardware units in a computer system or 
network. (2) The configuration parameters defined for one software product. (3) The 
process of defining configuration parameters to tailor the operation of a software 
product to meet system, network, or user requirements. 

Configuration Alerts icon 
See Zone Alerts icon. 

configuration description language processor (CDLP) 
A COMUS program that processes configuration description language and generates 
CONFIG SYSGEN information. 

configuration file 
(1) A file that contains attributes and values that are used when configuring or 
customizing an environment. Configuration files are usually specific to a software 
product in content and format. (2) In WebSphere® MQ for ClearPath OS 2200, a file 
that contains configuration information used to customize WMQ2200. (3) See 
TMSCONFIG file. 
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configuration parameter 
One item of information that tailors the operation of a software product to meet 
system, network, or user requirements. 

Configuration Section 
A section of the Environment Division that describes overall specifications of source 
and object programs. 

configuration services 
See DDP configuration services. 

configuration services data base 
See DDP configuration services data base. 

configuration table 
A data structure containing data defining the system hardware. This data includes type 
and feature numbers, hardware revision number, M-bus addresses, and firmware file 
information. 

configure 
To define configuration parameters that tailor the operation of a software product so 
that the product meets system, network, or user requirements. 

configured common bank (CCB) 
A common bank whose template resides on the operating system boot tape. 

confirming message 
A message that confirms your keyin or tells you that the system is finished with a 
request. 

conformable 
Pertaining to array values that have the same shape. 

conformance to standard calling sequence 
See standard calling sequence. 

connect function 
The portion of the ICR that interprets user commands and directs program control to 
the appropriate control component. 

connected 
Pertaining to a pipe that is ready for read access. A pipe becomes connected when a 
COBOL program or the SORT processor has successfully completed an open input 
request for the pipe. 

connected system 
See managed system. 

connection 
A logical communications path identified by a pair of sockets. 
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connectionless network 
A network in which each data packet is independent and contains complete address 
and control information. This data packet is often referred to as a datagram. 
Connectionless networks minimize the effects of individual line failures that slow the 
network. They also distribute loads more efficiently across the network. TP4/IP is the 
only connectionless network protocol that DDP-PPC supports. 

connectionless network protocol (CLNP) 
An OS I-defined protocol similar to IP. 

connection-oriented network 
A packet-switched network that exchanges information over a virtual circuit. For a 
virtual circuit, the sending and receiving hosts agree upon and establish all 
connections and protocols before they send message packets. The hosts exchange 
address information only once, while the connection is being established. A 
connection-oriented network can provide accounting and management information for 
each connection. 

connector architecture 
An architecture for integration of J2EE servers with EISs. There are two parts to this 
architecture: an EIS vendor-provided resource adapter and a J2EE server that allows 
this resource adapter to plug in. This architecture defines a set of contracts that a 
resource adapter has to support to plug in to a J2EE server; for example, transactions, 
security, and resource management. 

consistency 
A required property of transactions: A database involved in a transaction is 
transformed from one valid state to another. See also ACID properties. 

consistent state 
The stable condition of a database in which no partial updates remain outstanding 
because of a system or processing failure. Updates for the current recovery unit are 
made permanent in the database. 

console 
A physical unit of hardware that enables an operator to interface with the computer. 
Keyins enable the operator to input and request information, and the console monitor 
displays messages sent by other units of the system. 

console alarm 
See system console alarm. 

console group 
An attribute of an ELMS message, which is to be sent to the system console. The 
console group is defined by the Exec console interface. 

console heartbeat agent 
A script installed on managed UNIX systems that sends periodic messages to 
Operations Sentinel indicating that the connection between the Operations Sentinel 
server and the monitored UNIX system is active or inactive. 
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console keyin 
See keyin. 

Console Manager 
See OS 2200 Console Manager. 

console message 
A message sent from a host system to the host systems console for display. 

console message group 
A site-dependent classification of related message patterns. Message classification 
only provides an organization mechanism and has no effect on AMS operations. Do 
not confuse this with the Exec message grouping (although you can choose console 
message groups for AMS that correspond to the Exec message grouping). 

console message number 
One digit that precedes an Exec operator console message that requires an operator 
response. A dash (–) character separates the console message number from the 
message. To respond to the message, the operator types its console message 
number, a space, and a response, then transmits. 

Console Message Redisplay (CMR) 
A feature that enables you to display previously displayed console messages using 
the CMR keyin. 

console mode 
A special mode that enables administrators or programmers to enter some keyins at a 
terminal that is normally used by the operator at the system console. 

console printer 
A printer connected to the system console and controlled locally by the system 
console software. 

console redirection 
For certain managed UNIX systems with integrated consoles, the routing of console 
traffic, normally sent to the integrated console, to a serial port or TELNET session so 
that Operations Sentinel can monitor this traffic. 

console service 
See OS 2200 Console Service. 

Console Service utility 
See OS 2200 Console Service utility. 

console session 
A session in which a user can control a host system through a console window on an 
Operations Sentinel workstation. 

console view 
See OS 2200 Console View. 
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console window 
A window on an Operations Sentinel workstation whose content provides an exact 
duplication of a session at a system console. Synonym for replicated console, 
replicated display. 

consolidated log file 
A log file formed by merging log messages from multiple log files. Use the 
Consolidated Log Wizard in Operations Sentinel Log Viewer to create a consolidated 
log file. 

Consolidated Log Wizard 
A capability within Operations Sentinel Log Viewer that allows you to merge log 
messages from selected log files over a specified period of time. 

Consolidated View 
See esSystem.mgr Consolidated View. 

const type qualifier 
The type qualifier const, which declares the base type or pointer type to be 
unmodifiable. 

constant 
A quantity or value that does not change during the execution of a program. Contrast 
with variable. 

constant expression 
An expression that the compiler can reduce to a known value before it reads any more 
of your source file. For example, the compiler requires a constant integer expression 
for the size of an array or bit field. It requires a constant expression to initialize a static 
data object that has an arithmetic type. It requires a constant pointer expression to 
initialize a static data object that has a pointer type. 

constant field 
Part of the Display Processing System base form; can be literal or text. You can create 
constant fields separately as different fields, but you modify, retrieve, or delete them 
as a single field. 

constant-dimensioned array 
An array that is dimensioned with only integer-constant expressions and has all upper 
bounds present. 

constraint 
(1) A syntactic or semantic restriction on the interpretation of source code. (2) A 
restriction on columns or rows in a relational table, the validity of which Enterprise 
Relational Database Server is responsible for maintaining. A unique or primary key 
constraint ensures that no rows have the same values in a specified column or 
columns. A check constraint establishes a condition that every data item or row must 
satisfy. A referential or foreign key constraint restricts the values of columns in one 
table to the primary key values in another table. A NOT NULL constraint ensures that a 
value exists for the associated column in each row of the table. 
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container-managed 
An approach to managing entity object state persistence where the container 
manages the transfer of data between the entity bean instance variables and the 
underlying resource manager. 

contention 
An attempt by two communicating OSI TP application entities to use the next available 
dialog association. See also contention loser association, contention winner 
association. 

contention loser association 
A dialog association assigned such that, when contention occurs, the local application 
entity either fails to establish the dialog or must bid for control of the dialog with the 
remote application entity. Contrast with contention winner association. 

contention winner association 
A dialog association assigned such that when contention occurs the local application 
entity always establishes the dialog with the remote application entity. Contrast with 
contention loser association. 

context block 
A data structure passed from ASIS to AM. 

context free 
A descriptive term for syntax. Context-free syntax has the same meaning regardless 
of the context in which it appears. 

context menu 
See shortcut menu. 

context search 
A technique for locating a specified pattern of characters (called a string) when in a 
text editor. Editing commands that cause a context search scan the buffer, looking for 
a match with the string specified in the command. See string. 

context sensitive 
A descriptive term for syntax. A context-sensitive piece of syntax has more than one 
meaning depending on the context in which it appears. 

contiguous items 
Items that are described by consecutive entries in the Data Division, and that bear a 
definite hierarchic relationship to each other. 

contingency 
An abnormal or unanticipated event requiring special action, and usually causing 
diversion of an activity’s execution path to a specially prepared routine or a standard 
action sequence. 

contingency handling 
A service that notifies you when abnormal, illegal, or unexpected conditions occur. For 
UCS COBOL, the interfaces to contingency handling routines and handlers are written 
as UCS COBOL language program constructs. 
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contingency routine 
A user-supplied routine that is registered to receive control to handle any contingency 
conditions that a program might encounter. When using Checkpoint/Restart, the 
routine enables you to initiate any preprocessing for the program before restarting it. 
You must register a contingency routine with the Exec before taking a checkpoint. 

continuation character 
A character that indicates, when used as the last nonblank character before a 
comment or the end of a line, that the current command continues on the following 
line. 

continuation line 
A line that is a continuation of the command on the previous line. See continuation 
character. 

CONTINUE statement 
A statement that serves as a point of reference in a FORTRAN program. 

continuous display message 
A message containing OS 2200 system status information that is updated on a regular 
basis. For OS 2200 partitions, this information is displayed in the top two or four lines 
in the system state pane of OS 2200 Console View. 

contract ID 
A character string identifying the contract under which a MIPS-metered Exec image 
enabler key was issued. 

control bank 
For Collector generated executables, a bank that is normally an initially based, static D-
bank. The control bank usually contains information that is accessed by several banks, 
such as flags, common blocks, test and set calls, and frequently used subroutines. 

control break 
(1) In COBOL, a change in the value of a data item to which the CONTROL clause 
refers. More generally, a change in the value of a data item that is used to control the 
hierarchical structure of a report. (2) For the Query Language Processor, a change in 
the value of a control data item or evaluation of a control Boolean expression as TRUE. 
The occurrence of a control break for a higher priority data item also causes a control 
break for data items of lower priority (priority is assigned in the CONTROL clause). A 
control break executes defined control footings and headings to separate or group 
data in a report or video display, such as totals and subtotals on a daily, weekly, and 
monthly basis. 

control break level 
In COBOL, the relative position in a control hierarchy at which the most major control 
break occurred. 
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control character 
A character other than a graphic character that affects the recording, processing, 
transmission, or interpretation of text. Control characters affect the way information is 
displayed, but they themselves are not typically displayed with any graphic shape 
associated with them. For example, the tab, line feed, form feed, and carriage return 
characters are all control characters. See also graphic character. 

control data item 
In ASCII COBOL, a data item for which a change in contents can produce a control 
break. 

control data-name 
In ASCII COBOL, a data-name that appears in a CONTROL clause and refers to a 
control data item. 

control footing 
In ASCII COBOL, a report group presented at the end of the control group of which it 
is a member. 

control group 
In ASCII COBOL, a set of body groups presented for a given value of a control data 
item or FINAL. Each control group can begin with a CONTROL HEADING, end with a 
CONTROL FOOTING, and contain DETAIL report groups. 

control heading 
In ASCII COBOL, a report group that is presented at the beginning of the control group 
of which it is a member. 

control hierarchy 
In ASCII COBOL, a designated sequence of report subdivisions defined by the 
positional order of FINAL and the data names in a CONTROL clause. 

control information table 
The last table generated in the preamble for a relocatable element. It contains special 
information provided by INFO directives that is recognized and processed by the 
Collector at collection time. 

control page 
The control and status information, which is stored in a dedicated location in a 
terminal’s memory, that controls data transfers to and from peripherals and the type 
of transmission to the host. 

control parameter 
A parameter used to specify line and page placement of items being output by the 
DUMP command. 

control register 
The operating registers of an instruction processor that can be used directly by a 
program. 



  C, D 

3850 6523–002   3–41 

control specifiers 
The components of the control information list of an input or output statement that 
indicate control information about an input or output operation. 

control statement 
An Executive Control Language (ECL) or Program-Callable FURPUR statement that is 
preceded by an ampersand (@) symbol and directs the Exec to process a program or 
perform some other action. 

control unit 
A device through which an I/O channel accesses individual peripheral devices. The I/O 
channel communicates directly with the control unit, which in turn accesses the 
peripheral devices over which it has control. 

control variable 
A local user variable created by IPF 1100 for use by the DO command. The user 
variable receives values from those you specify for the loop. For example, in this form 
of the DO command: DO VAR=%var FROM=int1TO=int2 BY=int3 var is the control 
variable. IPF 1100 sets it to int1 for the first iteration of the DO loop. Next time through 
the loop, IPF 1100 will add int3 to int1, and continue doing so each time through the 
loop until the value of var surpasses that of int2. 

controlled shutdown 
See quiesced shutdown. 

controller 
A device that directs the transmission of data over the data links of a network. 

conversation 
Alternating two-way communication between peer DDP-PPC applications. 

conversational communication 
A method of communication in which a client and server establish a connection and 
send messages back and forth. See also client program, server program. 

conversational service 
(The Open Group) A service routine called by means of conversational communication 
from a client. When the connection is established and the service is called, the client 
and service can exchange data in a manner specific to the application. When the 
service returns, the connection is ended. See also request-response service. 

conversion character 
In C, the characters following the percent sign (%) in a format specification that display 
the assigned value of the variable in a specific format. 

conversion descriptor 
The internal identifier for the transliteration tables. 

conversion specifications 
The internal identifier for the transliteration tables.  
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conversion utility 
See OS 2200 Console View Conversion Utility, ConsoleDataConversion utility. 

cooperative processing file transfer protocol (cpFTP) 
See FTP Services for ClearPath OS 2200. 

Coordinated Universal Time (UTC) 
A time standard that is based on International Atomic Time (TAI) with leap seconds 
added at irregular intervals to compensate for the Earth's slowing rotation. 

copy procedure 
A part of a symbolic element that you dynamically include as part of a COBOL program 
using the COPY statement. The copy procedures supplied with PCFP have been 
processed by the PDP processor and reside in program file SYS$LIB$*PROC$, which is 
searched automatically by the COBOL compiler. Other products, such as Display 
Processing System and Service Library (SLIB), also put COBOL COPY procedures for 
interfacing to the products in PROC$. See also include element, include procedure. 

COPY,G format 
See FURPUR format. 

copy-replacing statement 
A statement containing a copy-replacing mechanism similar to the COPY REPLACING 
command in COBOL. This statement causes the copy of a specified text and the 
replacement of each properly matched occurrence of a defined variable or pseudotext 
by a corresponding defined variable or pseudotext. 

CORBA 
Acronym for Common Object Request Broker Architecture. A language-independent, 
distributed object model specified by the Object Management Group (OMG). 

core area 
The memory area used by the SORT subroutines to perform the sort operation. The 
area is defined by the SORT subroutine CORE parameter. The SORT processor 
internally defines this area based upon the SORT processor CORE parameter. As an 
example, this area includes the tournament area, input and output buffers. 

core class 
A public class (or interface) that is a standard member of the Java Platform. The intent 
is that the core classes for the Java platform, at minimum, are available on all 
operating systems where the Java platform runs. A program written entirely in the 
Java programming language relies only on core classes, meaning it can run anywhere. 

core file 
A core image of a terminated process, saved for debugging; a core file is created 
under the name core in the current directory of the process. 

core image 
A copy of all segments of a running or terminated program; the copy can exist in main 
memory, in the swap area, or in a core file. 
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core packages 
The required set of APIs in a Java platform edition that must be supported in any and 
all compatible implementations. 

coroutine 
A routine for which execution begins at the point where it stopped when control last 
left that particular instance of execution. 

correction 
A software change applied to an OS 2200 software product’s base-level symbolic 
elements. COMUS has strict procedures for applying corrections. See also temporary 
correction. 

correction images 
Special statements that let you change a symbolic element without using a text editor. 
You can use correction images to delete lines, insert lines, and replace existing lines 
with new lines. Provide correction images after a processor call statement. 

correlated query 
An outer query referenced by one or more subqueries using outer references. 
Contrast with uncorrelated query. 

correlation name 
An alias for an Enterprise Relational Database Server table in a query specification, the 
most common use of which is to join a table with itself. Formerly called "tuple 
variable," which is an obsolete term. 

corrupt 
To modify data on mass storage accidentally, making the data unusable or unreliable. 

corruption 
Accidental modification of data on mass storage, making the data unusable or 
unreliable. 

counter 
A data item used for storing numbers or number representations in a manner that 
permits these numbers to be increased or decreased by the value of another number, 
or to be changed or reset to zero or to an arbitrary positive or negative value. 

CP-AMS 
See ClearPath OS 2200 Autoaction Message System. 

CPComm 
See Communications Platform. 

CPCommOS 
See Communications Platform for Open Systems. 

cpFTP 
See FTP Services for ClearPath OS 2200. 
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CPM 
Abbreviation for Central Processing Module. 

CR 
See credit sign. 

CR/LF 
Abbreviation for carriage return/line feed. Used to separate lines of code. 

crash 
(1)  A condition whereby the system takes itself out of service (crashes), because it 
cannot handle a hardware or software error condition. Such conditions occur when the 
system cannot allocate resources, manage processes, or respond to requests for 
system functions, or when the electrical power is unstable. (2)  A command furnished 
with the OPE system. It is used to examine and modify kernel memory or kernel core 
files. 

create action 
In AMS, an autoaction that creates a member of a user-defined variable group. 

created 
Pertaining to a pipe that is ready for write access. A pipe becomes created when a 
COBOL program or the SORT processor has successfully completed an open output 
request for the pipe. 

credit sign 
(1) An attribute that commands Display Processing System to place a credit sign at the 
end of a negative field. (2) The CR attribute in FORMGEN. 

CRELOG primitive 
An action that releases an input record. See also TIP primitive. 

CRM 
See communications resource manager. 

cron 
A daemon that invokes the commands at specified dates and times. 

cross-product 
Synonym for Cartesian product. 

crossboot 
The act of moving from one level of the operating system to another. If the earlier 
level of the operating system is currently running, for example, and a later level is 
loaded from the tape, the system has been crossbooted from the earlier level to the 
later level of the operating system. 

cross-reference information 
Relationships in Repository for ClearPath OS 2200 that link compilation unit (MODULE 
or RUN-UNIT) entities to other entities used by compilation units. 
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cross-reference report 
A report that contains relationships between entities. 

cross-system automation 
In Operations Sentinel, the capability of directing commands to any managed system 
using an event report. The event report can be directly created by an agent or can be 
the result of a console message from any managed console or system. 

CRP 
See current record pointer. 

CRT 
Abbreviation for Cathode-Ray Tube. A television-like screen used to display data from 
the computer. Add a typewriter keyboard and it is sometimes called a terminal. Often 
CRT and terminal are used as interchangeable terms. 

cryptographic module (CM) 
A framework for securing the maintenance and exchange of sensitive data to ensure 
the integrity of sensitive information and communication. Cryptographic modules 
consist of several parts, such as encryption and decryption functions, user 
authentication, and physical security. See also data encryption, data decryption. 

cryptography services 
Software that provides encryption and decryption functions on submitted data. See 
also data encryption, data decryption. 

Cryptolib 
An OS 2200 system software library product that has been certified to the FIPS 140-2 
standard. CryptoLib provides the software cryptography algorithms that Cipher API 
uses, both FIPS-approved and non-approved algorithms. 

CSC 
See Automated Cartridge System. 

CSCOPY 
The processor that copies the DDP-PPC configuration services database. 

CSDUMP 
The processor that takes a dump of the DDP-PPC configuration services database. 

CSE 
Abbreviation for customer service engineer. 

CSF  
Abbreviation for command statement format. 

CSF$ request 
An Executive request (ER) that lets you present an Executive Control Language (ECL) 
statement to the Exec for processing from within a program. This ECL statement 
belongs to a subset of the total ECL control statement set. 
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CSIM 
See Common System Interface Module. 

CSMIG 
The processor that converts a SYS$LIB$*MCPCONFIG file to series of CSUPDT 
processor commands to produce a DDP-PPC configuration services database file. 

CSMIG6R1 
Converts a level 5R1 DDP-PPC configuration services database file to level 6. 

CSN 
See commit sequence number. 

CSPACK 
The processor that packs the configuration services database. That is, it removes any 
records marked for deletion by a CSUPDT processor DELETE or MODIFY command. 

CSTLOG primitive 
An action that stores an output record and queues for output. See also TIP primitive. 

CSTOVR primitive 
An action that overlays an output record. See also TIP primitive. 

CSU 
An obsolete term. See Transport Service User. 

CSUPDT 
The processor that creates or updates the DDP-PPC configuration services database. 

CSW 
See channel status word. 

CTL 
See cartridge tape library. 

CTL pool name 
The letters or numbers that identify a CTL pool. 

CU 
See control unit. 

CULL 
Acronym for Cross-Reference Generator. 

cultural convention set 
An item containing the parameters that may be required by a particular application or 
environment to build the culturally appropriate formats for floating point numbers, 
currency, time, date, and collating sequence. See also collating sequence, locale. 
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currency 
(1) For Enterprise Relational Database Server: The position of a pointer in a cursor. 
(2) For Enterprise Network Database Server: The Data Management Routine keeps 
currency indicators for the run unit, and for every area, record, and set. See also 
current of set. (3) For PCIOS: Location of the last record successfully accessed in a 
data file. 

currency lock 
A temporary lock applied by the system when the program issues a FIND or FETCH 
command that selects a new current record of a run unit. 

currency sign 
The character ”$” of the COBOL character set. 

currency symbol 
The character defined by the CURRENCY SIGN clause in the SPECIAL-NAMES 
paragraph. If no CURRENCY SIGN clause is present in a COBOL source program, the 
currency symbol is identical to the currency sign. 

current F-cycle 
The F-cycle currently being written by audit control. 

current line 
The line in your workspace where IPF 1100 is positioned (or pointing) on a display 
terminal that indicates where to enter input, or indicates the extent of the input to be 
transmitted. IPF 1100 accepts as input all data between the SOE (a) and the cursor. 

current locator 
A pointer that indicates position in the file by pointing to the key value of the record 
currently referenced. 

current of set 
A protocol for storing records. Data Management Routine keeps track of the last 
record accessed on the database that participates in the given set and stores the next 
new record in relation to the position of that record. 

current record 
In file processing, the record that is available in the record area associated with the 
file. 

current record pointer 
A conceptual entity that is used in the selection of the next record. 

current schema 
The overall DRU view of the database reorganization. Synonym for old schema. 

current volume pointer 
A conceptual entity that points to the current volume of a sequential file. 

current working directory 
The directory that the user is currently in. The current working directory can be 
displayed with the pwd or cd CIFSUT commands. 
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cursor  
(1) The character on a display terminal screen image that indicates where to enter 
input or indicates the extent of the input to be transmitted. (2) A named set of data 
extracted from one or more Enterprise Relational Database Server tables with a 
pointer to the current row. Synonym for conceptual table. 

custom action 
A user-defined script or application that the resource monitor agent executes on a 
managed system. 

cycle 
(1) An iteration of a file with a given name on an OS 2200 system. (2) An integer at the 
end of a file name that specifies the particular cycle of the file. The use of a cycle 
enables a user to reuse a file name. A user can create a file with new content by 
creating a new cycle of an existing file or by overwriting an existing cycle of the file. 

cycle retention limit 
The maximum number of cycles retained for a file or symbolic element. See also 
cycle. 

cycle-extension 
Transfer of control to a procedure outside the current main program or random 
processing declarative through execution of the GO, TO, PERFORM, CALL, and ENTER 
statements. 

Cyrillic characters 
Characters in the Slavic alphabet, ascribed to St. Cyril. They have ordinal values in the 
range 161 through 254, depending on the output device. 

D 

d 
The displacement field of an extended mode instruction. Also known as d–field. 

D 
A FURPUR option that sets a file's XPC caching specification to use the system 
default.  

D register 
See designator register. 

DA 
Abbreviation for data administrator. 

DA$ packet 
See data access packet. 

DAC 
See discretionary access control. 
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DAD 
See device area descriptor. 

DADB 
See Dump AMS Database. 

DAE 
See dynamic area expansion. 

daemon 
A background process, often perpetual that performs a system-wide public function; 
for example, inetd. 

DAP 
Abbreviation for dump analysis procedures. 

DAPA 
Abbreviation for dynamic allocator periodic adjustment. 

DARP 
See dynamic area record placement. 

DARPA 
The Department of Defense Advanced Research Project Agency, formerly called 
ARPA. This agency sponsored the network architecture research project upon which 
the Internet protocols are based. 

DAS 
See directory allocation sector. 

data access (DA$) packet 
A table that the C2P$ bank or the UCS Runtime System builds at run time. It contains 
the information needed to process an SFS command and is passed on all commands 
other than the OPEN command. 

DAS relative address 
The depth of a directory track into a DAS table chain. 

data access control 
An Enterprise Relational Database Server security mechanism for designating the 
owner of a table and establishing control over access to data in the table. 

data administrator 
The person who defines storage areas, allocates file space, maintains data security, 
and monitors the overall network and relational database development and 
production. 

data announcement 
A technique for storing information encoded in a coded character set by tagging 
(announcing) the coded character set encoding for the data that follows. 
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data bank 
A storage area containing data on which the execution of a code bank acts. See also 
D-bank. 

data base 
A set of data records (a collection of data) organized in a logical manner so they can be 
easily accessed and used. 

data block 
(1) The portion of a dump tape that contains data (as opposed to a reel header block or 
reel trailer block). (2) A block in an MSAM file that contains block control information, 
record control information, and data records. 

data class 
See character class. 

data clause 
A clause that appears in a data description entry in the Data Division and provides 
information describing a particular attribute of a data item. 

data collection process 
NPEER. A process where a user program is interrupted randomly during its execution 
so that the Exec can record the current value of the program address register. The 
data collection process culminates with NPEERTERM sorting and translating the 
sampled addresses and storing them in a data collection program file for later analysis 
by the NPEER report processor. 

data collection session 
NPEER. A program execution where the data collection process occurred. 

data comm mode 
A mode of operation in an MCP host system ODT in which interaction is controlled by 
Transaction Server for ClearPath MCP. 

data compression 
A process in which recurring data patterns on tape are represented by a hardware 
code. Data compression reduces the amount of physical tape required to record data 
by removing repetitive information before recording it. Data compression requires you 
to use block numbering. 

data control system data (DC SD) bank 
The UDS Control global D-bank, which contains data that is shared throughout UDS to 
control UDS processing. 

data decryption 
The process of decoding cipher text data to convert it to plain text. See also 
cryptographic module, data encryption. 

data definition 
The information about data in the Repository for ClearPath OS 2200 repository. 
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Data Definition Facility (DDF) 
The Repository for ClearPath OS 2200 component for defining FDTs and RDTs. 

Data Definition Language (DDL) 
A language that defines Enterprise Network Database Server schemas by specifying 
names and attributes of data names that Data Management Routine uses and areas, 
records, and sets stored in an Enterprise Network Database Server database. The 
schema is written in the DDL. The DDL processor translates a source schema to a set 
of interpretive tables that Universal Database Control application programs use. 

data definition packet (DD$) 
A table that the C2P$ bank or the UCS Runtime System builds at run time. It contains 
the information needed to process SFS files and is passed on an OPEN command. 

data definition table 
A subtable of the data definition (DD$) packet containing the run-id and internal file 
name. 

data description entry 
An entry in the Data Division that is composed of a level number followed by a data 
name, if required, and a set of data clauses, as required. 

data dictionary (DD) 
A subset of the repository that contains data resource information. Synonym for 
system catalog. See also Repository for ClearPath OS 2200. 

Data Division entry 
A part of a COBOL program that defines such things as variables and files. 

data encryption 
The process of encoding plain text data to convert it to cipher text. See also 
cryptographic module, data decryption. 

Data Encryption Standard (DES) 
A symmetric key encryption algorithm whose encryption/decryption key is 56 bits. 
See also Advanced Encryption Standard, Triple DES. 

data file 
A file that contains only symbolic images (data, directives, or job control streams). An 
OS 2200 data file is sometimes called a system data format (SDF) file. 

data flow control layer 
The fourth layer defined in IBM systems network architecture. This layer controls the 
flow of data between end-users. 

data folder 
The folder on the Operations Sentinel server where all site-dependent data used by 
Operations Sentinel is stored. This data includes the definitions of zones, views, 
managed groups, managed objects, and external applications. Contrast with 
installation folder, log folder. 
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data identifier 
A schema-defined name that references a data item of a record. Synonym for data 
item, data name, database identifier. 

data image 
A data record in character format; commonly refers to punched card, printer data, or 
communications terminal I/O records. 

data initializer 
In C, the portion of a declaration that specifies an initial value for a data object. A 
declarator followed by a data initializer constitutes a defining instance for its identifier 
For a data object with a static lifetime, you must write constant expressions to specify 
the value the object assumes before program start-up. For a data object with a 
dynamic lifetime, you can write less restricted expressions to specify the value the 
object assumes whenever control transfers to the start of the block in which it is 
declared. 

data integrity 
Concerns the accuracy and consistency of data. 

data item 
(1) A field or the value of a field in a data record. (2) The intersection of a column and a 
row in a table. See also data identifier, data value. 

data link control layer 
The first (lowest) layer defined in IBM systems network architecture. This layer 
provides protocols for the exchange of information between two points of a 
transmission link. It confirms that no bits were lost in the transmission. Systems 
network architecture defines data link control protocols between end points of 
common carrier communications links or their equivalents using synchronous data link 
control. This does not include channel protocols between an IBM host and an IBM 
network communications processor (NCP), for example, which are implementation-
dependent. 

data link layer 
The second layer defined in the OSI Reference Model and Unisys distributed 
communications architecture. This layer confirms a communications link between 
hosts in the network. The next higher layer is the network layer. The next lower layer 
is the physical layer. The data link layer is equivalent to the data link control layer 
defined in IBM systems network architecture. The data link layer is equivalent to the 
network access layer defined in TCP/IP. 

data lock 
A technique designed to prevent multiple updates to the same data at the same time. 

data management communications area (DMCA) 
A buffer in the program through which Data Management Routine passes information 
(but not actual data) from the database to user programs. 

Data Management Routine (DMR) 
The Enterprise Network Database Server online management routine that accesses 
and updates the database. 
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Data Management System 
See Enterprise Network Database Server, Universal Data System. 

Data Management Utility (DMU) 
A group of routines that perform a variety of utility and maintenance functions on an 
Enterprise Network Database Server database. 

data manager 
A set of programs providing a structure for databases to display and change 
information in a database. Using a data manager minimizes duplication of data and sets 
up data relationships. A data manager can also include the hardware used to store the 
data. 

data manipulation language (DML) 
A set of instructions in the form of commands or statements supported by a data 
management system to enable access to its database. For Enterprise Network 
Database Server, these languages include CDML, FDML, UCS COBOL, and UCS 
FORTRAN. 

data manipulation language preprocessor 
An Enterprise Network Database Server preprocessor that writes information to the 
repository through the program-callable interface (PCI). The output is a symbolic 
element that can be compiled. 

data model 
A means of organizing and representing information. See also relational data model. 

data name 
Synonym for database data name. 

data object 
In C, a contiguous sequence of bytes in storage that is used to hold values. You can 
access a data object by writing an lvalue operand. The lvalue specifies a type, which 
determines what values are associated with the different bit patterns stored in the 
data object. Other languages combine the concepts of data object and lvalue into a 
single entity called a variable. 

data object type 
A major group of types that describe data objects of known content. Each data object 
type occupies a known number of bits of storage and can represent a known set of 
values. See also function type. 

data page 
A portion of a table that contains a number of data records, arranged to facilitate I/O 
operations to and from the storage area and to serve as the basis for recovery of the 
storage area. See also page. 

data page number 
A number that Enterprise Relational Database Server assigns to each data page it 
creates in a B-tree to uniquely identify the page. 
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Data Reorganization Utility (DRU) 
An Enterprise Network Database Server utility program that enables database 
reorganization (that is, changing schemas and reorganizing areas in accordance with 
the changes specified). 

data replication mode 
Data capture mode where the user has chosen error option 2 or 3 for this schema, 
which has implications for error reporting and data capture error handling. 

data source 
See ODBC data source. 

DATA statement 
A FORTRAN statement that initializes variables, arrays, array elements, or character 
substrings at compile time. 

data storage definition (DSD) 
The process that defines data storage areas and associates each storage area with an 
Exec or TIP file. 

data structure 
(1) A data entity composed of several data items that are considered as a unit. Also 
known as a packet. (2) A PCFP parameter. 

data tagging 
See data announcement. 

data transfer flag 
A flag in the data access (DA$) packet that indicates whether there is data to transfer 
from the user D-bank to the UDS thread D-bank. 

data translation 
A hardware feature that provides for bi-directional code translation between 
ASCII/EBCDIC on tape to EBCDIC/ASCII as used on the host system. 

data transport protocol (DTP) 
A protocol used in the transport layer of Unisys distributed communications 
architecture. 

data type 
A description of the characteristics of the data values allowed, such as numeric, ASCII, 
Fieldata, date, time, and timestamp. 

data value 
The specific value of a data item in the file or database. 

data warehouse mode 
Data capture mode where the user chose error option 0 or 1 for this schema, which 
has implications for error reporting and data capture error handling. 



  C, D 

3850 6523–002   3–55 

database 
(1) A collection of interrelated, largely unique data items or records in computer files, 
which is created and maintained by a data management system. (2) A set of 
permanent files that belong to an application group and that organize data and access 
to the data in a particular way.  

database activation error 
An error that occurs if an autoaction database to be activated does not exist, cannot 
be read, or is not a valid autoaction database. 

database activation message 
An AMS internal message produced immediately after activating the database named 
in the message. Contrast with automation initialization message, database 
deactivation message. 

database administrator 
The user name systpe is the database administrator. 

database data name 
The name given to a parameter referenced in a schema, whose value is initialized to 
pass information to the Data Management Routine to perform a function. Synonym 
for data name. 

database deactivation message 
An AMS internal message produced and processed as the final message before the 
database named in the message is deactivated. Contrast with automation termination 
message, database activation message. 

database dump 
A copy (snapshot) of the database files as they exist at a specific time during 
processing. Synonym for base dump. 

database identifier 
Synonym for data identifier, data item. 

database key (DBK) 
A one-word (36-bit) data item, which is stored as an octal number, that identifies the 
unique Enterprise Network Database Server storage location of a record in the 
database according to its area code, page number, and record number. An application 
can obtain the database key from or pass it to Data Management Routine. Contrast 
with pointer. 

database management system (DBMS) 
Software that manages access and updates to shared database resources. See also 
database, resource manager. 

database procedure (DBP) 
A subroutine that performs site- or database-dependent operations on an Enterprise 
Network Database Server database. DBPs can be written using UCS COBOL, ASCII 
COBOL, or MASM, and are called from the schema. 
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database recovery 
The process that restores an application group’s database records to a consistent 
state while maintaining data integrity by either applying database updates or 
discarding them. 

database recovery flag 
An Exec flag set by the ER MQF$ ASC function and returned by the ER MQF$ RAS 
function that the Exec and IRU use to prevent sequential database recoveries. 

database reload 
The process that restores database files from database dumps if the database files 
are lost or corrupted. 

datagram 
A self-contained package of data that carries enough addressing information to be 
routed from source to destination without relying on earlier exchanges between 
source or destination and the transporting network. 

DataMover 
An OS 2200 host-resident processor that is part of the interface between the host and 
an XPC. 

data-name 
A user-defined word that names a data item described in a data description entry in 
the Data Division. When used in the general formats, “data-name” represents a word 
that cannot be subscripted, indexed, or qualified unless specifically permitted by the 
rules of the format. 

date-time item 
A data item that can assume date and time values. All date-time items are two words 
long, and contain the subitems year, month, day, and milliseconds. 

dayclock 
(1) The internal system clock that is used for timestamping and synchronizing system 
events. (2) The location of the dayclock on the system type. See also clock calendar. 

DB 
See designator bit. 

DBANK 
A Collector directive that defines contents, construction, relative adressing, name, and 
other characteristics of a D-bank. 

D-bank 
A storage area that contains data belonging to a program or a Universal Database 
Control common bank. 

DBITS 
See designator bit. 

D-bits 
See designator bit. 
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DBJ$ 
Same as IBJ$ except that LDJ or LMJ can be produced. DBJ$ is used for basing 
subroutines on BDR2 or BDR3, not for basing data on BDR2 or BDR3. 

DBK 
See database key. 

DBMS 
See database management system. 

DBP 
See database procedure. 

DBP bank group 
A bank group that includes an I-bank that contains the separately compiled database 
procedures (DBP) and its associated D-bank. 

DBUG 
An option available with the OM keyin that turns the AMS debug mode on or off. 

DBUG option 
One of the options available with the OM keyin; turns on or off AMS debug mode. 
When you specify this option, an actual action does not take place, but instead the 
action is displayed on the system console and sent to the host system log file. 

DC keyin 
A console keyin that performs a disk-to-disk copy. This keyin is restricted in a Unit 
Duplexing environment. See also disk-to-disk copy. 

DCA 
See direct currency assumed. 

DCA location mode 
An access method that uses the last record of a path accessed according to database 
key or area code, page number, and record number. DCA stands for “direct currency 
assumed”. 

DCC 
Abbreviation for data country code. 

DCE 
Abbreviation for data communications equipment. 

DCOM 
See Distributed Component Object Model. 

DCP 
See distributed communications processor. 

DCSD bank 
See data control system data bank. 
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DD 
See data dictionary. 

DD$ packet 
See data definition packet. 

DDA 
Abbreviation for Data Dependent Attribute. 

DDB 
Abbreviation for Distributed Database. 

DDF 
See Data Definition Facility. 

DDFCONFIG processor 
The DDFCONFIG processor configures and initializes the repository database, or it 
expands the repository database to a new level. DDFCONFIG also allows you to 
initialize, migrate, or reorganize the DMS meta-database. 

DDL 
See Data Definition Language. 

DDN 1100 
See TCP/IP Application Services (TAS). 

DDN*FTPMSG file 
The file to which all error messages are written when a user on a remote host uses 
the file transfer facilty on your local host. 

DDP 
See distributed data processing. 

DDP configuration services 
The DDP-PPC software processors (CSUPDT, CSPACK, CSCOPY, and CSDUMP) that 
create and maintain the DDP configuration services database. 

DDP configuration services data base 
A mass storage file named DDP*CS$CONFIG required on each OS 2200 host in a 
network. This file contains records that define local host configuration parameters, 
connections to remote hosts, programs, and TCP/IP applications. 

DDP CSU 
See Transport Service User. 

DDP process 
Synonym for the DDP Transport Service User. 
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DDP Program to Program Communications (DDP-PPC) 
A software product that provides distributed data processing services for OS 2200 
systems. It is the base product required on any OS 2200 system to execute any other 
OS 2200 software product that provides distributed data processing capability, such as 
OSI-FTAM. 

DDP*CS$CONFIG 
The mass storage file that contains the DDP configuration services data base. 

DDP*RUN-STREAMS 
The mass storage file that contains runstreams that can be started by DDP-PPC. 

DDP-FJT 
See Distributed Data Processing File and Job Transfer software. 

DDPLTR 
The runstream that initializes the DDP-PPC log and trace facility. 

DDPMASTER 
The processor that handles DDP-FJT file and job transfer activity on an OS 2200 host. 

DDPMASTER run 
A user-supplied runstream that executes the DDPMASTER processor, which controls 
file and job transfer. 

DDP-PPC 
See DDP Program to Program Communications. 

DDP-PPC administrator 
A user-written program or software product that uses DDP-PPC. 

DDP-PPC application 
A user-written program that uses DDP-PPC. 

DDP-PPC communications system user (CSU) 
The DDP-PPC software processors used to create and maintain the DDP-PPC 
configuration services database. These include CSUPDT, CSPACK, CSCOPY, and 
CSDUMP. 

DDP-PPC configuration services 
The DDP-PPC software processors (CSUPDT, CSMIG, CSPACK, CSCOPY, and CSDUMP) 
that create and maintain the DDP-PPC Configuration Services database. 

DDP-PPC configuration services data base 
A mass storage file named DDP*CS$CONFIG required on each OS 2200 host in a 
network. This file contains records that define local host configuration parameters, 
connections to remote hosts, programs, and OSI applications. 

DDP-PPC log file 
A mass storage file named SYS$LIB$*DDP$LOG that contains a list of all user activity 
and errors for DDP-PPC and other products that use DDP-PPC, including DDP-FJT. 
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DDP-PPC trace file 
A mass storage file named SYS$LIB$*DDP$TRC that contains only error messages and 
internal status information for a selected period of time for selected software 
components related to DDP-PPC. This information can help a system administrator and 
Unisys support personnel diagnose errors. This file is handled by the DDP-PPC trace 
facility. 

DDS 
See also Repository for ClearPath OS 2200. 

DE 
See delete object. 

deactivate action 
An autoaction in an autoaction database that deactivates the currently active database. 
AMS continues to process default actions based on the current operating mode. 
Operator intervention is required to activate a new database unless a delayed activate 
action has been scheduled. See also delayed action. 

dead-letter queue (DLQ) 
A queue to which a queue manager or application sends messages that it cannot 
deliver to their correct destination. 

dead-letter queue handler 
A Websphere MQSeries-supplied utility that monitors a dead-letter queue (DLQ) and 
processes messages on the queue in accordance with a user-written rules table. 

deadline 
The time of day by which a run must be completed or the length of time allowed for 
completing a run. This parameter is specified on the @RUN statement. 

deadline batch run 
A batch run that is afforded certain scheduling priorities to ensure run completion by a 
prespecified time. 

deadline run 
See deadline batch run.  

deadlock 
A condition in which a run cannot proceed because of an unresolvable conflict by 
another thread in the same application group for a system resource or facility. 

default object 
A definition of an object (for example, a queue) with all attributes defined. If a user 
defines an object but does not specify all possible attributes for that object, the queue 
manager uses default attributes in place of any that were not specified. 
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deadly interlock (embrace) 
A conflicting condition that can occur from programs with file control locking 
functions. A simple example of such a conflict is when program A has a lock on file 
AA, program B has a lock on file BB, and each program attempts to lock the other’s 
file. Program A is locked out from file BB by program B and is, therefore, suspended, 
still holding a lock on file AA. Program B is locked out from file AA and also is 
suspended. In this example, both files are locked and both programs become 
suspended, so no activity can occur. 

DEALLOCATE 
The FORTRAN DEALLOCATE statement is used to release the storage for arrays 
previously allocated by the ALLOCATE statement. 

debit sign 
(1) An attribute that commands DPS 2200 to place a debit sign at the end of a negative 
field. (2) The DB attribute in FORMGEN. 

debug mode 
The AMS mode in which automation actions are not performed, but automation trace 
information is written to a log. For SP-AMS, this information is written to the log 
named SP-AMS. For CP-AMS, this information is written to the system log file on the 
host. Contrast with normal mode, trace mode. 

debugging 
The process of finding and correcting errors in computer programs. 

debugging line 
A section that contains a USE FOR DEBUGGING statement. 

debugging section 
(1) An attribute that commands Display Processing System to display a binary field in 
decimal characters. (2) A FORMGEN attribute (DEC). 

DEC 
See declaration. 

decimal 
A numeric value that represents a decimal integer. 

declaration 
(1) A sequence of tokens that describe the functions, data objects, and type definitions 
for a program. A declaration consists of a storage class, a base type, and zero or more 
declarators. Each declarator provides an identifier and possibly additional type 
attributes. You can follow a declarator with a definition, which is a function body for a 
function and a data initializer for a data object. All tokens in the program belong either 
to preprocessor directives or to declarations. (2) A generic term for the syntax that is 
used to declare a variable in a computer language, such as int var; in C, and INTEGER 
VAR in FORTRAN. 
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declaration control language (DCL) 
A high-level language designed by Unisys for internal use by Unisys systems 
programmers. The DCL processor produces PLUS or MASM data definition elements 
from a data definition input element expressed in DCL syntax. This allows one 
definition to describe both the PLUS and MASM views of a single data structure. 

declarative sentence 
A compiler-directing sentence consisting of a single USE statement terminated by the 
separator period. 

declaratives 
A set of one or more special purpose sections written at the beginning of the 
Procedure Division, the first of which is preceded by the keyword DECLARATIVES and 
the last of which is followed by the keywords END DECLARATIVES. A declarative 
consists of a section header, followed by a USE compiler directing sentence, followed 
by a set of zero, one, or more associated paragraphs. 

declaratory 
The portion of a declaration that provides additional type attributes and the identifier 
to be declared. 

declare symbol 
A PADS internal variable. Declare symbols can be used in place of program variables in 
PADS commands. 

DECODE statement 
A FORTRAN statement that converts characters in internal records to data items 
according to a specified format and stores them in the input/output list. 

decryption 
See data decryption. 

de-edit 
The logical removal of all editing characters from a numeric edited data item in order 
to determine that item’s unedited numeric value. 

de-escalation 
See alert de-escalation. 

DEF 
A FREIPS option that sets a file's XPC caching specification to use the system default. 

default 
(1) The value the system uses for a parameter when none is specified on a control 
statement. (2) The device or file used if one is not explicitly specified. 

default compartment set 
The compartment set the system automatically assigns to a user as the executing 
compartment set if the user does not specify compartment sets at sign-on time. A 
default compartment set is specified in a user security record. 
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default directory-id 
In an MHFS environment, the directory-id value assumed when a user does not 
specify the directory-id (STD or SHARED) or the pound sign (#) immediately preceding 
the file qualifier. Using default directory-ids gives users added flexibility and brevity in 
specifying files. A default directory-id is specified in the Exec configuration (by the 
double_mfd_search configuration parameter) and can be overridden by specifying 
@QUAL,D STD# (the system searches only the local MFD to locate a file) or @QUAL,D 
SHARED# (the system searches only only the shared MFD). Thus, the default directory 
is STD (or null if double_mfd_search is enabled) unless overridden by @QUAL. If the 
default directory is null and no directory-id is specified (explicitly, implicitly, by default, 
or using a pack-id), then the STD directory is used. Optionally, further STD directory 
selection control while creating files when double_mfd_search is enabled can be 
provided by enabling the configuration parameter DIRECTORY_SELECTION for the STD 
Directory Override option. See also default qualifier, implied directory-id. 

default home subsystem 
The initial subsystem to which a program defaults when it begins execution. Also 
known as the program-level home subsystem. 

default library code name 
A name representing a list of library files. The files represented by the default library 
code name are searched for the reference’s definition if a reference has no library 
code name attached, or the reference’s library code name does not lead to the 
definition. $DEFAULT is the global default library code name and is available 
throughout the system. $LOCAL is the local default library code name and is available 
only to the subsystem that defines it. 

default object 
A definition of an object (for example, a queue) with all attributes defined. If a user 
defines an object but does not specify all possible attributes for that object, the queue 
manager uses default attributes in place of any that were not specified. 

default printer 
The destination that automatically receives all print requests, unless you specify a 
different one. 

default qualifier 
The qualifier value assumed when a user does not specify the qualifier or the asterisk 
(*) immediately preceding the file name. Using default values gives users added 
flexibility and brevity in specifying files. In an MHFS environment, specifying @QUAL,D 
qualifier changes the default value of the file qualifier to qualifier. See also default 
directory-id, implied qualifier. 

default route 
The entry in the system routing tables that is used when there is no other route to a 
destination. Internally, the default route is represented as the gateway to network 0. 

default subsystem 
Synonym for home subsystem. 
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default value 
The value for a piece of data assumed by the system if a value is not otherwise 
specified by a user or program. 

Defense Data Network (DDN) 
The communications network that connects data processing systems used by the 
United States Department of Defense. 

DEFER option 
An Exec step control option that is similar to the DOWN option, except that it frees 
the audit recovery file (ARF) from step control. See also DOWN option. 

deferrable (interrupt) 
Interrupt that is inhibited when DB13 = 0. 

deferred action processing (DAP) 
When BUFTAP buffered-write mode is specified on all externally assigned OBACKUPs, 
DAP is activated. DAP keeps files assigned exclusively to the run and defers additional 
actions until the file is completely and correctly written to the physical output tape 
volume. DAP is implemented for the FAS commands ARCHIVE, BACKUP, 
COPY_VOLUME, PURGE, and RELEASE. 

deferred release chains 
See Freespace deferred release chains. 

deferred update 
A database update suspended until the program reaches a commit point. 
Uncommitted updates are discarded if a rollback occurs. 

deferred update list (DUL) 
An audit record containing a list of deferred updates. 

define file block (DFB) 
A group of file description parameters for sequential OPEN statements that is external 
to the FORTRAN program. 

Define File Processor (DFP) 
The Unisys stand-alone preprocessor that works with SFS to provide a data file 
description external to the program processing the file. DFP enables users to alter file 
descriptions without recompiling or re-collecting the programs that access the files. 
DFP can also provide header label information for tape files. 

defined types report 
A Repository for ClearPath OS 2200 report that lists all entity types, relationship types, 
attributes types, or user- defined types. 



  C, D 

3850 6523–002   3–65 

definition 
In the Linking System, a value that defines a reference. The definition of an external 
routine consists of two addresses: the entry point address of the external routine and 
the address of the external routine's link vector bank; these two addresses make up a 
link vector entry. A definition of a common block is the virtual address of the common 
block. A definition of a data item is the virtual address of the data item. A definition of 
a global constant is the value of the global constant. 

definition access control 
An Enterprise Relational Database Server security mechanism for controlling access 
by users to tables. 

definition-level lock 
A lock on the FDT or RDT. 

degaussing 
The process of erasing sensitive data from disks and tapes with a strong magnetic 
field so that they can be reused or discarded. 

degree 
The number of columns in a relational table, view, query, or subquery. 

deinstall 
To deactivate a server or service by removing it from the active Open Distributed 
Transaction Processing configuration. You deinstall servers and services with the 
TMSCON processor. See also advertise, TMSCONFIG file, TMSCON processor, 
unadvertise. 

DEL 
(1) To logically mark a record for deletion in a mass storage file. The record is not 
erased, however, until the file is packed. (2) An attribute that commands Display 
Processing System to insert a comma as a delimiter before every third digit preceding 
the decimal point. (3) A FORMGEN attribute. 

delayed action 
In AMS, an autoaction that is executed after waiting a number of seconds or minutes 
as specified in a WAIT clause. 

delete 
To remove a file from the master file directory or mark an element in a program file as 
deleted using the @DELETE statement. When files are deleted, they are removed 
immediately. When elements are deleted, they are not physically removed until the file 
is packed using the @PACK statement. 

delete object (DE) 
A type of event report used to communicate deletion of an object (component) being 
managed by a client program. 

DELETE privilege 
A privilege that owners of Enterprise Relational Database Server tables grant to other 
users to enable them to delete rows. See also data access control. 
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DELETE statement 
A FORTRAN statement that prevents compilation of a set of source lines contained in 
the source program. 

deleted element 
An element in a program file that is marked for removal from the file. 

delimited identifiers 
Names in SQL statements enclosed in double quotation marks (" "). Enclosing a name 
in double quotation marks preserves the case of the name and allows it to include 
reserved words and special characters. Subsequent references to a delimited 
identifier must also use enclosing double quotation marks. 

delimited scope statement 
Any statement that includes its explicit scope terminator. 

delimiter 
A character or a sequence of contiguous characters that identifies the end of a string 
of characters and separates that string of characters from the following string of 
characters. A delimiter is not part of the string of characters that it delimits. 

delimiter list 
A method of delimiter specification where the delimiters are specified in the order 
they appear in the message. 

delimiter set 
A method of delimiter specification where the delimiters specified can occur 
anywhere within the message. 

delivery mode 
A delivery destination for recipients of a mail item. The default mode is MAIL, which is 
also the only allowable mode for recipients residing on OS 2200 hosts. Alternative 
modes are SEND, SAML, and SOML. You can specify these alternative modes for 
recipients residing on any remote, non-OS 2200 host that has implemented them. 

delta stability update (DSU) 
A set of symbolic changes or replacement elements that brings a feature release level 
of a software product to a subsequent stability level. 

demand 
Pertaining to being submitted interactively. Contrast with batch. 

demand breakpoint mode 
Similar to demand mode except all messages and output from the session are sent to 
a print file. Demand breakpoint mode is initiated by the Executive Control Language 
(ECL) statement @BRKPT. 

demand mode 
A mode in which run processing is basically dependent on manual interaction (typically 
from a remote terminal) during processing. Also known as demand processing, 
demand run, time-sharing. Contrast with batch mode. 
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demand processing 
A real-time processing method where a person at a terminal works interactively with 
the computer hardware and software. Commands are executed immediately (on 
demand). 

demand run 
A run entered interactively at a terminal. Demand runs let you correct errors 
immediately and get answers more quickly than you could by using batch runs. 

demand terminal 
A terminal from which demand runs can be submitted. 

density 
The amount of data stored for each unit length or area of a storage medium, such as 
magnetic tape. Tape density is measured in bits per inch (bpi). 

density map 
See Freespace density map. 

Department Edition 
The edition of Operations Sentinel that allows you to manage up to 25 UNIX and 
Windows systems in addition to all the ClearPath, ES7000, ClearPath MCP, and 
ClearPath OS 2200 systems for which you have the appropriate Operations Sentinel 
interface installed. 

departmental server 
A hardware platform that provides open interoperability, high productivity application 
services, distributed databases, transaction orientation, support of multiple 
workgroups, shared logical resources, network access, and application gateways. See 
also enterprise server, server program. 

DEPCON 
See Enterprise Output Manager. 

derailment 
A temporary suspension of a cycle execution by the ACS for any cause, such as 
waiting for I/O completion or waiting for a lock field to be unlocked. When the cause is 
removed, the cycle is eligible for resumption. When several cycles are eligible for 
resumption, the master task is resumed if it was suspended. Otherwise, the ACS 
resumes the cycle with the highest cycle priority, which is the sum of the ranks of the 
Random Processing Section and the associated Saved-Area. The greater the sum of 
the two numbers, the higher the priority. 

dereferencing 
The act of constructing a low-level address reference. 

derived class 
A managed class that extends an existing managed class by adding additional 
properties. Inheritance from a single class only is supported. Contrast with base class. 
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derived name 
A variable, such as ABC from "DECLARE ABC" command, which has only one value at a 
time. 

derived table 
A virtual table specified as a query expression in the FROM clause of another query 
expression. 

DES 
See Data Encryption Standard. 

descending key 
A key whose values are used to order data, from the highest value of the key to the 
lowest value of the key, according to the rules for comparing data items. 

description report 
A Repository for ClearPath OS 2200 report that lists descriptions of entities. 

descriptive text 
The text that describes a data file (similar to comment lines in a program). 

descriptor 
The first 11 words of each log entry. The descriptor identifies both the Exec level 
creating the log entry and the log entry itself. 

designator bit (DBITS) 
The bits in the designator register. A designator bit is specified by DBn, where n 
specifies the bit’s location in the designator register. For example, the abbreviation for 
designator bit 0 is DB0 and for bit 35 is DB35. 

designator register (DR) 
A register that is used to describe parts of execution-state, including the settings of 
the bits (designator bits) in the register control, the basic operational modes, and the 
conditions of the processor. 

destage 
The OS 2200 process that transfers written-to file segments from the XPC to the disks 
on which the file is allocated. 

destination 
The symbolic identification of the receiver of a transmission from a queue. 

destination file 
The file into which data is written during a copy operation. 

destination host 
(1) In distributed data processing and IPF applications, the host system to which a file 
is transferred (using COPY, SPOOL, and SUBMIT commands) or, in general, the host 
system that is to execute the command. In a SUBMIT command, the destination host 
is also called the executing host. (2) In a network, the computer system that receives a 
file as the result of a send operation. 
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destination system  
See destination host. 

destroy action 
In AMS, an autoaction that destroys a member of a user-defined variable group. 

detached 
A state of a partition where the data in the partition is visible but inaccessible to SQL. 

detail window 
See alert details pane, details pane. 

detail-level index blocks 
The index blocks in a MSAM file that contain pointers to the actual records. In the 
hierarchical index structure, higher level index blocks can point to detail-level index 
blocks. 

details pane 
A pane in Operations Sentinel Console that provides editable and read-only property 
information for a specific item selected in the display pane. See also display pane. 

development center 
The location and organization in Unisys that is responsible for the initial development, 
release, and support of a specific hardware or software product. 

device 
(1)  A file other than a plain file or directory, such as a tape drive or null device; a 
special file. (2)  A physical input/output unit. 

device address 
A configuration parameter identifying the location of a particular hardware unit. 

device area descriptor (DAD) 
A master file directory (MFD) entry that describes the starting point and the size of a 
contiguous space of mass storage. The minimum size of a DAD is one track. A set of 
DADs defines the file-to-mass-storage relationship. A hole DAD is a descriptor for a 
piece of a file that does not have any space on any device. In effect, the unallocated 
space is said to be a hole in the file. 

device group 
A collection of devices on which corresponding file sets reside. Multiple sets of files 
are used in the file-sharing environment. The initial sets are STD (local) and SHARED, 
which reside on two sets of devices called device groups. A separate file directory 
describes each set of files, with its name and attributes. Local device groups store 
files that belong to local file sets and can be accessed only by the local host to which 
they belong. Shared device groups store files that belong to shared file sets and can 
be accessed by all hosts participating in the file-sharing environment. All the files in a 
directory reside on the device in the matching device group. See also file set, local file 
set. 

device relative address 
A specific location on a device (expressed in words). 
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DFORMAT 
Disk preparation utility for OS 2200 systems. 

DFP 
See Define File Processor. 

DHF 
See dump history file. 

diacritical mark 
A mark such as a circumflex (^) or tilde (~) that is added to a character to indicate a 
phonetic value different from the base character. See also ISO 646:1983. 

diaeresis (umlaut) 
See diacritical mark. 

DIAG mode 
A synonym for postmortem debugging, referring to the DIAG$ file which contains the 
saved program state. See also DIAG$ file, postmortem debugging. 

DIAG$ 
A diagnostic file that is used to store the contents of the program's main storage 
areas at the time a program terminates. By analyzing this information, experienced 
programmers can determine what processing occurred. This can be especially useful 
when a program terminates in error. You can produce a printout or dump of the 
information saved in the DIAG$ file using the appropriate PostMortem Dump (PMD) 
processor. A DIAG$ file is more useful for later analysis than a dump produced with 
@PMD. 

DIAG$ file 
A temporary file to which the Exec operating system writes the program state. This 
file can be examined using PADS to determine what caused the program to terminate 
in error. See also DIAG mode, postmortem debugging. 

diagnostic  
A message or indicator that is helpful in locating or determining the cause of a 
software or hardware error. 

diagnostic message 
Output returned by the compiler or UCS Runtime System that provides information 
about the program compilation or execution. 

diagnostic monitoring 
An output-only display session that provides fault analysis information. 

Diagnostic utility 
An Operations Sentinel application, accessed from the Windows Start menu, that lets 
you control the diagnostic information that various Operations Sentinel processes 
collect. The Diagnostic utility configures the backup count, trace levels, and maximum 
trace file sizes for OS 2200 Console View, OS 2200 Console Manager, Autoaction 
Database Manager, OS 2200 Console Interface, and OS 2200 Logical Console. It also 
provides an interface for removing trace files older than a specified number of days. 
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dialog 
An interactive sequence of messages and responses to those messages. 

dialog association 
A correspondence between a local application entity and recipient application entity 
using a particular application context that supports dialogs between those application 
entities. 

dialog tree 
A hierarchy of nodes and branches consisting of a root node and subordinate nodes. It 
represents distributed processing using the XATMI API for communications in the 
network. In a dialog tree, the root node represents an application program (AP) that 
initiates one or more dialogs. Each subordinate node represents an instance of an AP 
called with an XATMI function. The branches represent dialogs; that is, the 
communications between nodes. The concepts of root, subordinate, superior, 
intermediate, and leaf nodes apply to dialog trees the same as transaction trees. A 
dialog tree can contain zero or more transaction trees. See also node, transaction tree. 

DIB 
Acronym for direct I/O bridge. 

DID 
A device identifier, or device index. 

dieresis 
(Also spelled diaeresis) Two dots over the second of two adjacent vowels in a word to 
indicate two separate sounds. In German, the two dots (umlaut) occur over a single 
vowel and indicate a change in the vowel sound caused by partial assimilation to a 
vowel or semivowel in the following syllable. See also diacritical mark. 

digest algorithm 
An algorithm that produces a message digest (also known as a hash value) from a 
block of data. The message digest is a fixed-length checksum that protects message 
integrity by detecting accidental and intentional message modifications. All digest 
algorithms for cryptography are one-way; that is, analyzing the hashed values does not 
reveal the algorithm or the plain text data. Also known as one-way cryptography 
algorithms and hash algorithms. See also MD5, secure hash algorithm, SHA-1. 

digit position 
The amount of physical storage that is required to store a single digit. This amount can 
vary depending on the usage of the data item describing the digit position. If the data 
description entry specifies that usage is DISPLAY, then a digit position is synonymous 
with a character position. 

digital signature 
A method of binding the identity of a sender to the information being sent. The digital 
signature is either bundled with the information or sent separately. Digital signatures 
are used in public key cryptography to verify the integrity of the information and the 
authenticity of the sender. See also MD5, SHA-1, SHA-2, symmetric key algorithm. 

Digital Signature Standard/Algorithm (DSS or DSA) 
The NIST U.S. Government standard algorithm for creating digital signatures. 
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dimensioned group 
A group data item containing or subordinate to an OCCURS clause. The data item 
name represents multiple data items having the same name. This data item must be 
referenced by a subscript, such as A(1). 

dimensioned item 
A data item containing or subordinate to an OCCURS clause. See dimensioned group. 

DTP 
See distributed transaction processing. 

direct access 
(1) A method of record retrieval or placement in which a program accessing a 
Enterprise Network Database Server database supplies a database key that includes 
the area name, page number, and record number. Also known as direct location mode 
(2) For a program accessing DSDF files through SFS, a record number that is used to 
find or store a specific record. (3) Relative files in a COBOL program. 

direct access mode 
A method of record retrieval or placement in which the program supplies a key used 
by SFS to find or store a specific record in the file. COBOL direct access files are also 
referred to as relative files. 

direct connect host path 
The connection between an XPC-L server and a host that does not have any other 
devices between the host and the XPC-L server. Crossover paths connect directly 
between two XPC-L servers; they provide indirect connect host paths from a host 
through the slave server to the master server. 

direct connection 
A physical cable connection from a serial port on one host system to a serial port on a 
terminal or another host system. Contrast with local area network, 
terminal/communications server. 

direct currency assumed (DCA) 
See DCA location mode. 

direct link 
A cable that runs directly from a port on your system to a port on another system. 

direct location mode 
See direct access. 

direct record 
A record that Data Management Routine stores using a database key supplied by the 
DML program. 

direct system data format (DSDF) 
An SFS data format that can contain records of any type up to a user-specified 
maximum size. DSDF files are processed by the DSDF SRH or PCIOS. DSDF record 
data content can be any type, and records in a DSDF file can vary in size up to a user- 
specified maximum. 
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direct-access file 
(OS 2200) A type of file with a fixed record structure. You access the file directly by 
referencing fixed record numbers through TIP FCSS requests. Regular TIP files are 
direct- access files (FCSS files). See also FCSS file, Freespace file, TIP file control. 

directed UPI 
One method that the instruction processors, I/O processors, and attached processors 
use to send and receive requests. In the directed UPI method, the instruction 
processor sends a request to a single receiver in the system or application. Contrast 
with broadcast UPI. 

directive 
A mnemonic instruction to the assembler, as opposed to an instruction mnemonic. 
Directives are carried out at assembly time, whereas instructions are carried out at 
program execution. 

directory 
A special type of file or database in which each logical record contains information 
about file attributes, including the file name, address, size, ownership, access, and 
control, as well as information about where each of the file’s copies can be found 
(pointers). Directories known to FAS are the MFD, the FAS archive directory, and the 
FAS disaster directory. 

directory allocation sector (DAS) 
A directory entry that holds information for up to nine directory tracks. 

directory entry 
The records found in the MFD or archive directory for a given file. A file is known to 
FAS if it has a directory entry in the MFD or the FAS archive directory. 

directory hierarchy 
The tree of all directories, in which each is reached from the root through a chain of 
subdirectories. 

directory service agent (DSA) 
The server component defined in the X.500 standard for global directories. The DSA 
executes requests from directory user agents (DUA) to read and update the directory 
entries on the global directory server. 

directory tree 
See directory hierarchy. 

directory types 
There are two types of master file directories (MFD): local (standard) and shared. Local 
directories contain the files local to a particular host. These files can be accessed only 
by that host. Shared directories contain files that can be accessed by any host in the 
file- sharing environment. 

directory user agent (DUA) 
The client component defined in the X.500 standard for global directories. An 
application on a client workstation uses a local DUA to read and update the directory 
entries on a global directory server. 
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directory volume 
A directory that contains a copy of the MFD. It is a “snapshot” of the file base at a 
particular time. 

directory-id 
A portion of the file identification that indicates whether the file is stored on local or 
shared mass storage. See also master file directory. 

disable in progress 
A state of TIP automatic recovery in which it is in the process of being disabled (DN). 

disabled file 
A cataloged file that is flagged to warn users that the file might not be entirely intact. 
The system disables files when malfunctions occur during file processing, or when 
there is a system failure. Disabled files must be enabled using the @ENABLE 
statement. 

DISCON primitive 
An action that disconnects a batch-connected program from an online system. See 
also CONECT primitive, INITAL primitive, TERMN8 primitive, TIP primitive. 

DISCONNECT 
A mail processing command used only by the IPF command interface to end a mailbox 
assignment and exit the mail processor. 

disconnected 
Pertaining to a pipe that is no longer available for read access. A pipe becomes 
disconnected when a COBOL program or the SORT processor (which is reading from 
the pipe) has successfully completed a close request for the pipe. 

discretionary access control (DAC) 
A means of restricting access to objects (files, tape volumes, or subsystems) at the 
discretion of the owner. The controls are discretionary because the owner of an 
object is capable of passing access permission to any other user or subsystem in the 
mandatory bounds of control. Private, semiprivate, and public access lists provide the 
DAC desired. 

DISENG 
The form library that Display Processing System uses to store forms for the DPSIF and 
DPSPW processors. 

disk 
A platter coated with magnetic material on which data can be stored. 

disk drive 
The device in your system unit that accepts and reads the information stored in files 
on floppy disks (diskettes) inserted into the drive. 

disk pack 
A set of magnetic disks used to store data. The flat, round disks are stacked and 
spaced so that the read\write heads of the disk units can read from and write to each 
recording surface. Disk packs can be configured as fixed or removable. 
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disk recovery boot 
A recovery boot that uses the Exec and Exec control tables that reside on the system 
device. See also recovery boot, tape recovery boot, boot. 

disk sort 
A type of sort that requires 3 to 26 disk scratch files to be assigned. A disk sort can be 
either a basic mode disk sort, which is performed in basic mode, or an extended mode 
disk sort, which is performed in extended mode. All scratch files should be of the 
same size. 

diskette 
A storage device used to back up software release or data diskettes. 

disk-resident system (DRS) 
A OS 2200 system in which the operating system is resident on disk. 

disk-resident system (DRS) device 
The mass storage unit to which the Exec is loaded. The DRS disk is usually unit zero of 
the specified subsystem. The subsystem of the system disk is specified during 
system generation. The operator can modify this transaction during tape boots. See 
also local disk-resident system (DRS) device, shared disk-resident system (DRS) 
device. 

disk-to-disk copy 
The procedure that Unit Duplexing uses to resynchronize the data on a duplex pair of 
devices. The DC keyin also performs a disk-to-disk copy, but this keyin is restricted in 
a Unit Duplexing environment. See also DC keyin. 

display console 
An OS 2200 system console that receives echo copies of OS 2200 console messages. 
Contrast with response console. See also backup system console, primary system 
console, redundant console. 

display control menu 
A display window that is accessed by pressing the F2 key and is superimposed on the 
current display. This menu enables you to control various system functions. When the 
function is executed, the window disappears. 

display pane 
Primarily an informational pane in Operations Sentinel Console that designates what is 
seen by a user, either a topology or a table. See also details pane, topology. 

display positive sign 
(1) An attribute that commands Display Processing System to display positive and 
negative signs. (2) A FORMGEN attribute (DPS). 

Display Processing System 
An OS 2200 product that manages display-oriented transactions in an online 
environment. Note that DPS provides an interface to Repository for ClearPath 
OS 2200. 
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Display Processing System File Initialization Processor (DPSIF) 
A Display Processing System processor that is used to initialize files. 

Display Processing System User-id/Password Processor (DPSPW) 
A Display Processing System processor that is used to maintain user-id records and 
user profiles. 

display sessions 
On the system console, the system operator has access to four or more separate 
virtual screens, known as display sessions. The operator sees each display session as 
an independent screen. While one display session is actively displayed, the others 
continue running in the background. A background session alerts the system operator 
if something arises that requires intervention. This alert is in the form of a pop-up 
window in the middle of the PC screen, and (optionally) an audio alarm. 

Display System Services (DSS) 
The software package that contains standard System Base software installed on the 
system console, including friendly console. 

Distribute AMS Database 
An Operations Sentinel application that distributes AMS databases to Windows 
Operations Sentinel servers. This application has two interfaces: a graphical user 
interface accessed through Autoaction Database Manager and a command line 
interface. 

distributed application 
In message queuing, sets of application programs that can each be connected to a 
different queue manager, but that collectively constitute a single application. 

Distributed Communications Architecture (DCA) 
The Unisys communications architecture used primarily for the OS 2200 and DCP 
families of products. DCA defines the logical concepts, rules (protocols and 
interfaces), and guidelines for the design and operation of hardware, software, and 
network products. 

distributed communications processor (DCP) 
A computer specifically designed to handle communications networks. It is used as a 
front end to 1100 and 2200 Series systems, or to interconnect networks of 1100 or 
2200 systems to other units or systems. 

Distributed Component Object Model (DCOM) 
The Microsoft model for distributed object computing. The nondistributed component 
object model (COM) is the technology underlying OLE. DCOM extends this technology 
to multisystem usage and is the technology underlying ActiveX technology. 

distributed data processing (DDP) 
The capability for users at one computer system to execute programs and access files 
on other computer systems that are connected in the same network. 
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Distributed Data Processing File and Job Transfer (DDP-FJT) software 
An OS 2200 software product that provides file and job transfer capability between 
hosts in a DDP network using DCA protocols. DDP-FJT uses DDP-PPC to access the 
network. 

distributed data processing network 
A network that connects two or more computer systems, so that users can access 
data or perform routines on any computer system in the network from their own 
terminals. Each computer system is called a host. 

Distributed Data Processing Program to Program Communications (DDP-PPC) 
software 

A software product that provides distributed data processing services for OS 2200 
systems. It is the base product required on any OS 2200 system to execute any other 
OS 2200 software product that provides distributed data processing capability. 

distributed processing 
 Data processing available across two or more hosts. 

distributed processing network 
A network that links two or more computer systems together so that users can 
access data or perform routines on any computer system in the network from their 
own terminals. Each computer system is called a host. 

distributed queue management (DQM) 
In message queuing, the setup and control of message channels to queue managers 
on other systems. 

Distributed Systems Manager (DSM) 
A hardware and software environment that extends data acceleration capabilities to 
multihost file sharing environments. DSM software uses the XPC hardware unit to 
provide caching of shared mass storage files and improved interhost messaging and 
locking functions in various multihost configurations. This term is retained for historical 
reference as it only applies to the XPC, not the XPC-L. See also Extended Processing 
Complex (XPC). 

distributed transaction 
A transaction that affects multiple databases located on multiple computer systems in 
a network. Synonym for global transaction. 

distributed transaction processing (DIP) 
(The Open Group) A form of processing in which multiple application programs update 
multiple resources (such as databases) in a coordinated manner. Programs and 
resources can reside on one or more computers across a network. See also global 
transaction, The Open Group Distributed Transaction Processing model. 



C, D 

3–78   3850 6523–002 

distributed transaction processing (DTP) model 
(Open Group) An architecture for distributed transaction processing developed by The 
Open Group, an international consortium of vendors and users who establish open 
systems standards. The goal of the Open Group DTP model is that all 
implementations, regardless of manufacturer or processor type, are able to participate 
in distributed transactions involving multiple systems. The DTP model was first 
published in 1994 by the X/Open Company, which merged with The Open Group. 

DISTRIBUTION 
A mail processing command that creates, displays, prints, updates, and deletes 
distribution lists. 

distribution list 
In message queuing, a file that contains a list of queue names along with the queue 
managers to which they are associated. Distribution lists let you send a message to 
multiple destinations with one MQPUT call; network traffic is kept at a minimum 
because the message is sent only one time. 

DIT 
Abbreviation for data index table. 

division 
A collection of zero, one, or more sections of paragraphs, called the division body, that 
are formed and combined in accordance with a specific set of rules. Each division 
consists of the division header and the related division body. The five divisions in a 
COBOL program are Control, Identification, Environment, Data, and Procedure. 

division header 
A combination of words, followed by a separator period, that indicates the beginning 
of a division. 

DLL 
Abbreviation for dynamic link library. 

DLQ 
Abbreviation for dead-letter queue. 

DM 
See DataMover. 

DMCA 
See data management communications area. 

DML 
See data manipulation language. 

DMON 
Software diagnostic monitoring component. 

DMPLIB 
See dump analysis library. 
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DMR 
See Data Management Routine. 

DMS  
See Enterprise Network Database Server. 

DMS 2200 
See Enterprise Network Database Server. 

DMSCALC 
A system-supplied procedure in Enterprise Network Database Server that provides a 
record- placement strategy that can be used for records with a location mode of 
CALC. See also RANDENTIAL. 

DMU 
See Data Management Utility. 

DN 
Abbreviation for down. The master configuration table status that indicates that a 
component is on the system but is currently in a down state. (FLIT) See also domain 
number. 

DN keyin 
A console keyin used to cancel the duplex association between two devices. 

DNC 
A FURPUR and FREIPS option that sets a file's XPC caching specification to do not 
cache this file. 

DNR 
See domain name resolver (DNR). 

DNR status 
See do-not-read status (DNR). 

DNR/DNW 
See do not read/do not write. 

DNS 
See domain name system. 

DNW 
See do not read/do not write. 

DNW status 
A TIP file status that denies write access. 

DO _CACHE 
A file's XPC caching specification that means cache this file, if possible. 

DO _NOT _CACHE 
A file's XPC caching specification that means do not cache this file. 
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do not read/do not write (DNR/DNW) 
A software disabling flag bit placed in a device area descriptor entry in the MFD to 
disable reading and writing in a TIP file. 

DO statement 
A FORTRAN statement that specifies a DO loop, which controls repeated execution of 
a set of executable statements. 

DOC 
A FREIPS option that sets a file's XPC caching specification to cache this file, if 
possible. 

dockable toolbar 
A toolbar that a user can move to a docking area on the sides of the display. 

DOCS 
Abbreviation for double-octet character set. 

document 
A set of related records that consists of entities called fields. See also change 
document, system generation log (SGL), system installation log (SIL), and system 
registration log (SRL). 

DoD 
Abbreviation for Department of Defense. 

does not exist 
A state of a partition that is invisible and inaccessible to SQL. This state means that 
there is no partition. All information about the partition has been removed from the 
table and from the RDMS and UREP system files. 

domain 
A generic term indicating the state or property of an activity that determines the set of 
rules governing access by the activity of an object. 

domain controller 
A Windows NT server that maintains a database of security and user account 
information for a Windows NT domain. 

domain error 
The error that occurs when an input argument to a function is outside the domain over 
which the function is defined. 

domain name 
A descriptive, easy-to-use identifier that specifies the logical Internet name of the local 
or remote domain. 
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domain name resolver (DNR) 
(1) Client software on TCP/IP network nodes that uses the services of domain name 
servers to retrieve information about the resources (domain names) in the network. 
Most often, that information is the Internet address of a particular host. (2) A 
Communications Platform or Communications Platform for Open Systems software 
component that acts as a client of a domain name server to access information about 
the domain names in the communications network. The resolver is called by TCP/IP 
users, usually to convert domain names to addresses, but also to convert addresses 
to domain names. 

domain name server 
A node in a TCP/IP-based network that associates the domain names of resources in a 
network with information about those resources. 

domain name system 
A distributed database system used on TCP/IP networks to map human-readable 
names to IP addresses. 

domain number (DN) 
(1) A value given by the Exec to activities and banks to help determine if an activity can 
access a bank. Together, ring number and domain number make up a bank lock value 
or an activity key value. If an activity domain number is equal to a bank domain 
number, the activity can access the bank with special access permission (SAP).The 
Exec gives different domain numbers to different shared subsystems and the home 
subsystem. (2) (FLIT) The portion of an access key or access lock. See also lock, ring 
number. 

do-not-read status (DNR) 
A status in which users cannot read from a file. 

dotted decimal format 
A standard format for expression of an IPv4 address. A notation for representing 
numbers that consists of a series of integer components. A period separates 
successive components; for example, 192.0.0.1. 

double MFD search 
A search of both local and shared MFDs that is performed to satisfy file creation and 
file assignments. The system searches the local file directory first, followed by the 
shared file directory. The search capability can be changed from double to single, and 
from single to double, with ER CONFIG$. See also single MFD search. 

DOWN option 
An Exec step control option that is specified if the application group does not need to 
be active yet or if further diagnosis of the failure is needed before selecting an Exec 
short recovery option. See also DEFER option, REBUILD. 

down status (DN) 
The state of a device as recorded in the master configuration table. When a device is 
DN, it is not available for MHFS to use. The DN device _name keyin marks a device DN. 

downline load 
The movement of files from the Exec to the SSP. 
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downshifting 
The conversion of an uppercase character to its lowercase representation. 

DPS 
See display positive sign; See also Display Processing System. 

DPSIF 
See Display Processing System File Initialization Processor. 

DPSPW 
See Display Processing System User-id/Password Processor. 

DQM 
Abbreviation for distributed queue management. 

DR 
See designator register. 

drain 
A solid state cache operation in which all data currently in cache is removed from 
cache and written to disk. 

drive 
The hardware device that hold magnetic disks, diskettes, or tapes while they are in 
use. 

driver manager 
See ODBC Driver manager. 

DRM 
Abbreviation for delayed response message. 

DRS 
See disk-resident system. 

DRS device 
See also disk-resident system (DRS) device. 

DRU 
See Data Reorganization Utility. 

DS40 
A mnemonic for Dataspeed 40 terminals. 

DSA 
See directory service agent. 

DSAC 
Abbreviation for disk subsystem adapter cabinet. 

DSD 
See data storage definition. 
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DSDF 
Abbreviation for direct system data format. 

DSM 
See Distributed Systems Manager. 

DSR 
See dynamic system reconfiguration. 

DSU 
See delta stability update. 

DTP 
See data transport protocol, distributed transaction processing model. 

DUA 
See directory user agent. 

dual channel 
The two separate data paths for transfer of information between the central complex 
and a subsystem. The subsystem control unit must have dual channel capability. 

dual network 
A DDP-PPC network configuration in which each host uses different transport 
connections for its input and output messages. With this arrangement, when two 
concurrent users send data in opposite directions, the acknowledgement for a 
previous message does not queue behind large messages coming from the other 
host. Contrast with single network. 

DUL 
See deferred update list. 

dumb terminal 
A terminal that conforms to the ANSI X3.64 protocol and is the basis for other 
terminals and terminal emulators. 

dummy array 
An array name that appears in a dummy argument list. 

dummy procedure 
A dummy argument that is a subprogram name. 

dummy record 
A record that contains no information but serves to link other records together. A 
dummy record is frequently created to be the owner of a large (often IPA) set. 
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dump 
The contents of main storage at a particular moment, usually for a particular OS 2200 
processor or user program. A system administrator and Unisys support personnel can 
use a dump to diagnose errors. A raw dump is a continuous series of 0 and 1 
characters. A processed dump presents main storage bits in an orderly or condensed 
format that is easier for a person to read. A dump can be printed or placed in mass 
storage or a tape file. See also database dump, DIAG$. 

Dump AMS Database (DADB) 
A processor used to convert the contents of an AMS database back to the BADB 
command format used to create it. DADB runs on an offline PC running MS-DOS. 

dump analysis library 
A library that includes routines in EXEC*DUMPLIBS. 

dump block 
A unit of information produced when the DUMP or DUMP CHANGES command is 
executed. IRU writes the unit to a dump tape in one I/O operation. 

dump history file 
A history file that contains information about files dumped to tape in a full database 
dump and about the changes collected and dumped to tape. Contrast with move 
history file. 

DUMP ID 
The four digit dump-id number identifying a particular dump. 

dump reel set 
The set of tapes that hold all files specified in a DUMP command. 

dump reel chain 
The chain of tapes that hold all files that are specified in a DUMP command. 

dump tape 
A tape storage device that contains a database dump. Synonym for backup tape; base 
tape. 

duplex association 
The relationship between two specific devices in which the devices are bit-for-bit 
identical and are treated as one device. Writes are automatically done to both units 
and reads can occur from either device. See also local duplex device. 

duplex device 
A device that is part of a duplex association in which the devices are bit-for-bit 
identical and are treated as one device. Writes are automatically done to both units 
and reads can occur from either device. See also Unit Duplexing. 

duplex pair 
Two devices that are part of a duplex association. 
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duplex file 
A file that consists of two copies (legs) of the same data in separate physical files 
(mass storage or memory). TIP file control and Exec audit control support duplex files. 
Duplex files cannot reside on unit duplexed devices. See also simplex file, unit 
duplexing. 

duplicate key 
A field designated in the schema as a key that contains identical data in two or more 
records. If duplicates are not allowed according to the schema, an error is returned on 
an attempt to store duplicates. 

durability 
One of the ACID properties of a transaction, in which the results of a committed 
transaction cannot be altered by a subsequent failure, such as a system crash or 
media failure. 

DWTIME$ 
(1) An Executive request (ER) that returns the current local date and time in registers 
A0 and A1 (see format below).  The request is made with the ER DWTIME$.     
(2) The format of the date and time returned by ER DWTIME$, CALL INSPECTIME$, and 
CALL INSPLT$PST.  See also CALL SYSTEM$TIME, ER SYS$TIME, and TIMEB. In a 
double word (72-bits), this is a binary time in nanoseconds since 00:00:00, December 
31,1899. The time base may be local or UTC depending on the interface used. 

dyadic operator 
An operator that represents an operation on two and only two operands. Synonymous 
with binary operator. 

dynamic access 
An access mode in which specific logical records can be obtained from or placed into 
a mass storage file in a nonsequential manner and obtained from a file in a sequential 
manner using record keys. See also random access, sequential access. 

dynamic access mode 
A combination of random and sequential access modes in which a file can be 
processed either sequentially or randomly by using record keys. 

dynamic area expansion (DAE) 
A table that Data Management Routine maintains for each DARP area to facilitate 
expansion of the file and data recovery. 

dynamic area record placement (DARP) 
A protocol for storing records in which Data Management Routine automatically 
initializes storage space as it is needed. Contrast with standard area record 
placement. 

dynamic bank 
A bank that can require Exec intervention whenever entered (or exited) through 
LBJ/LIJ/LDJ. Dynamic banks are loaded only when actually in use (based or with 
outstanding I/O). 
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dynamic data pages 
The data pages that Data Management Routine automatically allocates for DARP areas 
when data is being loaded. 

dynamic dump 
The process of dumping an application group’s database files. During a dynamic dump, 
users can access the database online and without interruption. See also static dump. 

dynamic ESQL 
See embedded SQL. 

dynamic expiration 
A key expiration expressed as a specific number of days, weeks, months, or years 
from the day the key is registered; for example, 90 days. 

dynamic link library (DLL) 
An executable routine that is stored as a separate file and loaded into memory only 
when called by a program. DLLs are used for common functions that are needed by 
more than one program. DLLs are used in the Windows and OS/2 operating systems. 

dynamic linker 
The portion of the Linking System that loads object modules. The dynamic linker also 
performs the dynamic linking function for object modules as part of the load 
process.Note that the linker loads object modules, whereas the Exec loads ZOOMs 
and absolutes. 

dynamic linking 
Resolution of external references during the execution of the program. 

dynamic network services (DNS) 
A transport protocol that provides connectionless network layer services between 
Unisys network nodes. A network node is either a host or a distributed 
communications processor. 

dynamic overflow pages 
The pages that Data Management Routine automatically allocates for DARP areas 
associated with dynamic data pages. The overflow page contains only those records 
that would have been placed on the dynamic data page if sufficient space were 
available. 

dynamic page 
A document object in the form of a file, typically accessed over the Web or an 
intranet. The data in the file can be changed or modified during a transaction. 

dynamic preconditioning 
See preconditioning. 

dynamic property 
A property of a managed class whose value can be set by an AC event report. It can 
also be set administratively. Contrast with static property. 
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dynamic queue 
A local queue created when a program opens a model queue object. 

dynamic registration 
An event during which a resource manager (RM) contacts a transaction manager (TM) 
to become associated with a specific global transaction. RMs register dynamically 
after they are instructed by application programs (AP) to perform work. RMs can also 
be permanently registered with TMs. In this situation, RMs are contacted by TMs 
whenever APs start global transactions. See also global transaction, permanent 
registration, resource manager, transaction manager. 

dynamic routing 
Routes are automatically initialized and updated by the router service. 

dynamic system reconfiguration (DSR) 
The Repository for ClearPath OS 2200 process by which users can dynamically change 
Universal Database Control configuration parameters and reconfigure an application 
group. 
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Section 4  
E, F, G, H    

E 

E hold 
See EXPOOL hold. 

E,BDI 
The symbolic representation of an extended mode bank name. 

E,LS,BDI 
The symbolic representation of a basic mode bank name. 

E11 
A mnemonic that stands for an EXPOOL buffer whose size is 512 (2) words on an 
OS 2200 host system. 

EAE 
See Enterprise Application Environment. 

EAR 
Acronym for Enterprise Archive file. 

EBRS 
Abbreviation for Enterprise Backup and Restore. 

EC 
(1) Abbreviation for either case, which means both uppercase and lowercase 
characters are permitted. (2) A FORMGEN attribute. 

EC$SIM 
A FLIT function that calls a FLIT function when it encounters a specific extended mode 
call during simulation. 

ECB 
See Electronic Code Book. 

ECC 
Abbreviation for error correction code. 

echo message 
A secondary instance of an OS 2200 console message. Synonym for echo instance, 
secondary message. Contrast with primary message. 
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ECL 
See Executive Control Language. 

ED 
Abbreviation for OS 1100 Text Editor. 

edit 
To change, delete, or insert a line in a file. 

EDIT 1100 
A text editor that lets you enter and edit text (symbolic images). EDIT 1100 is most 
often used to create and update source programs, which are stored as symbolic 
elements in program files. EDIT 1100 is part of IPF 1100 (Interactive Processing Facility). 

edit descriptor 
An attribute in a FORMAT statement that specifies the characteristics, or format 
specifications, of a field. An edit descriptor can specify an item or action such as the 
type of conversion and field width, literal characters, or the number of characters to 
be skipped. 

EDIT statement 
A statement that starts or stops compiler listings produced for any portion of the 
source program. It can also be used to produce a page eject in a printed compilation. 

editing character 
A single character or a fixed 2–character combination that belongs to the following 
set: B (space) O (zero) + (plus) – (minus) CR (credit) DB (debit) Z (zero suppress) (check 
protect) $ (currency sign) , (comma, decimal point) . (period) / (slant, solidus, virgule, 
slash). 

edition 
A version of Operations Sentinel licensed to manage a certain number of systems. 
See also Operations Sentinel Basic Edition for ClearPath Servers, Department Edition, 
Enterprise Edition. 

edition CD 
The installation CD that specifies which edition of Operations Sentinel your site is 
installing. 

EDRC 
See Enhanced Data Recording Capability. 

EF 
Abbreviation for external function. 

eight-bit character 
Any of the 256 characters available in an 8-bit character set. 

EIP 
See enable in progress. 
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EIS 
See extended instruction set. 

Electronic Code Book (ECB) 
A mode of operation for data encryption in which the encryption/decryption key is 
used directly to encrypt and decrypt the block of data. The same plain text value 
always results in the same cipher text value and, therefore, is less secure than cipher 
block chaining for long messages. ECB encryption is used when a volume of plain text 
is separated into several blocks of data, each of which is then encrypted 
independently of other blocks. ECB encryption can support a separate encryption key 
for each block. Contrast with Cipher Block Chaining. 

element 
(1) A named grouping of information that typically is manipulated as a unit based on a 
primary element. An element typically defines a logical program part, such as a 
subroutine. (2) A named unit of data in a program file. An element is one of four basic 
types: absolute, omnibus, relocatable, or symbolic. Elements are uniquely identified in 
a program file using a combination of the element name, version, and type. 

element (ELT) processor 
Processor used to introduce a new element into a program file or to correct the 
content of a symbolic element in a program file from a runstream. 

element cycle 
One of the stages a symbolic element goes through as it is updated. Element cycles 
are created when you use the U option on a processor call statement. Also known as 
S-cycle. 

element file 
The files created when program files are copied to tape using the @COPOUT 
statement. Tape files consist of separate elements. 

element processor (ELT) 
The processor used to introduce a new element into a program file or to correct the 
content of a symbolic element in a program file from a runstream. 

element subtype 
A further classification of elements beyond the type classification. The subtype of an 
element typically indicates the system processor that produced or can process the 
element. 

element table 
A table in a program file's table of contents. Each entry in the element table identifies 
and describes a unique element in the program file. 

element type 
See element. 

elemental intrinsic function 
An intrinsic function whose result can be determined on an element-by-element basis 
when one or more of its arguments are array-valued. 
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elementary item 
The most basic data item in a record. An elementary item cannot be subdivided. 

ELF 
See Exec Link function. 

ELFCON 
Abbreviation for Exec Link Function for Console. 

ELMS 
See Extended Language Message System. 

ELMSCOMP 
A processor that converts the 3-character product identifier to the corresponding 
decimal value that is the ELMS component-id. 

ELMS-DIR$ 
An element in the SYS$*DATA$ file. 

ELT 
See Element Processor. 

EM 
See extended mode. 

embedded SQL (ESQL) 
SQL statements placed in a UCS COBOL program with the special markers or 
delimiters, EXEC SQL and END-EXEC. ESQL statements are compiled instead of 
interpreted and take two forms: static and dynamic. Static ESQL is processed more 
extensively at compile time than dynamic ESQL and, therefore, executes faster. 
Dynamic ESQL receives more extensive run-time processing than static ESQL but 
provides greater flexibility. 

EMON 
See Event Monitor. 

EMP 
A FORMGEN attribute that defines the emphasis character. 

emphasis constant 
A field identical to a constant field, except for containing emphasis text. Emphasis text 
represents underscore, strike-through, and left-column separator emphasis. 

empty file 
A file that consists of a directory entry only, with no text. An empty file is cataloged 
but not used, and it is never loaded. 

empty set 
A set in which the owner is not linked to any members. 

EMVA 
Abbreviation for extended mode virtual address. 
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enable in progress (EIP) 
A state of TIP automatic recovery in which recovery is in the process of being enabled 
(brought up). 

ENAME Table 
A subtable of the data definition (DD$) packet that contains external file name 
information. 

ENCODE statement 
A statement that converts data items in an input/output list to character form 
according to the format specified and places them in records in main storage. 

encrypt 
To make a file unreadable by anyone who does not know the password to the file. 

Encrypt-Decrypt-Encrypt (EDE) 
A method of applying the DES algorithm three times to increase security. See also 
Triple DES. 

encrypted 
Converted to other characters or an unrecognizable form for security purposes. 

encryption 
(1) The process of encoding plain text data to convert it to cipher text. (2) The process 
of scrambling user-defined data in Enterprise Relational Database Server database 
files to protect the information in the files from users who are able but not authorized 
to access the files or otherwise obtain some form of the data in the files. Contrast 
with data decryption. See also cryptographic module. 

encryption suite 
A matched set of encryptions used to support the SSL protocol. 

encryption user routine (EUR) 
A program written by a system programmer with extensive knowledge of Unisys 
operating systems to perform the encryption and decryption of Enterprise Relational 
Database Server database files. 

end of file (EOF) 
A code that indicates there is no more data in a file. On magnetic tapes, an end-of-file 
mark is written after each file, and two end-of-file marks are written after the last file 
on the tape. 

end of procedure division 
The physical position in a COBOL source program after which no further procedures 
appear. 

end program header 
A combination of words, followed by a period separator, that indicates the end of a 
COBOL source program. The end program header is END PROGRAM program–name. 
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end service 
An Open Distributed Transaction Processing service that needs to be executed by an 
Internet user. It can be a new generation service or a Heritage Application Access 
(HAA) service. 

END statement 
A statement that indicates the end of a program unit. 

end system 
A network node that performs all network communications functions, including end-
user functions, except network relaying. For example, in an OSI network, end systems 
execute all seven protocol layers to support applications processing, whereas 
intermediate systems execute only the lower three layers to support network 
relaying. See also end system to intermediate system (ES-IS) protocol. 

End System to Intermediate System (ES-IS) protocol 
A protocol defined by ISO 9542 for use by network-layer entities (operating under ISO 
8473) in end systems and intermediate systems to maintain and exchange routing 
information. ES-IS protocol enables nodes to perform routing functions within the 
following subnetworks: broadcast, general topology, and point-to-point. It also enables 
nodes to communicate over connectionless subnetworks. 

end users 
The applications and terminal users that use the communications services of 
Communications Platform software to communicate and exchange data. 

ENDFILE statement 
A statement that marks the end of a file. 

end-of-file (EOF) mark 
See end of file. 

end-of-file key 
A key of high values (all octal 7s) used by MSAM files to signify the end of a file. A key 
of high values can be a valid record key supplied by the user; if not, it will be 
generated by SFS when a file is closed that was opened for output. There is an end-of-
file key in each index structure of the MSAM file. 

end-of-file record 
A record used by DSDF files to signify the end of the file. The SDF end-of-file record 
consists of only a record control word (RCW), with 07700 in the rightmost 12 bits. The 
DSDF end-of-file record is generated when a file is closed that was open for output. 

end-of-file specifier 
An expression that specifies a statement label in the same program unit as the 
input/output statement to which transfer is made when an end-of-file condition is 
encountered during execution of the input/output statement. 

end–of–procedure division 
The physical position in a COBOL source program after which no further procedures 
appear. 
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end-of-reel status 
A hardware status presented to the Exec during a tape operation that reports the end 
of usable tape on a reel or cartridge is approaching. The Exec reports this condition by 
means of 02 status. Also known as an end-of-tape or EOT status. 

Enhanced Data Recording Capability (EDRC) 
An industry-standard data compression algorithm. 

ENP 
Abbreviation for Error Notification Program. 

ENT 
Abbreviation for element table. 

enterprise application (J2EE) 
An application developed using the Java 2 Platform, Enterprise Edition. 

Enterprise Application Environment (EAE) 
The Unisys software product that defines a general methodology to handle business 
applications. Enterprise Application Environment provides solutions based on the 
nature of the problem and does not require knowing the specific details of a data 
model.  

enterprise bean 
See Enterprise JavaBean. 

Enterprise Edition 
The edition of Operations Sentinel that allows management of an unlimited number of 
UNIX and Windows systems (limited only by Operations Sentinel server capacity and 
performance), in addition to all the ClearPath MCP and ClearPath OS 2200 systems for 
which you have the appropriate Operations Sentinel interface installed. 

Enterprise Information System (EIS) 
The applications that comprise an enterprise's existing system for handling 
company−wide information. These applications provide an information infrastructure 
for an enterprise. An EIS offers a well defined set of services to its clients. These 
services are exposed to clients as local and/or remote interfaces. Examples of EISs 
include: an ERP system, a mainframe transaction processing system, and a legacy 
database system. 

Enterprise JavaBean (EJB) 
A component that is part of a distributed enterprise application and that implements a 
business process or business entity. There are two types of enterprise beans: session 
beans and entity beans. 

Enterprise Network Database Server 
A hierarchical database system in Universal Database Control that conforms to the 
CODASYL (network) data model; enables data definition, manipulation, and 
maintenance in mass storage database files; and can use TIP file control.  
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Enterprise Output Manager 
A Unisys peer-to-peer distributed application that handles print, email, and other 
output job flow among Windows Servers, OS 2200 systems, MCP systems, and 
UNIX/Linux systems. Enterprise Output Manager components are available for 
Windows Servers, OS 2200 systems, and MCP systems. 

Enterprise Relational Database Server 
A relational database system in Universal Database Control that uses Structured Query 
Language (SQL) statements to interact with the database.  

entity 
(1) An object in the repository that defines a piece of information to Repository for 
ClearPath OS 2200, such as qualified entity names, entity types, schemas, and tables. 
(2) In WebSphere MQ, a user, group, or resource that is defined to a security service. 

entity beans 
A type of enterprise bean that can be shared by multiple clients and the state of which 
is maintained in a resource manager. An entity bean can implement a business entity 
or a business process. 

entity description report 
The Repository for ClearPath OS 2200 report that provides detailed descriptions of any 
entity in the repository. 

entity occurrence 
A particular instance of an entity type about which specific information is collected. 

entity-level security 
The locks and keys that apply to an individual entity. 

entry 
(1) Any descriptive set of consecutive clauses terminated by a separator period and 
written in the Identification, Environment, or Data Division of a COBOL source 
program. (2) An item in a list or table. 

entry point 
A location in a relocatable element or object module that can be referenced by other 
relocatable elements or object modules. The types of entry points are relocatable 
entry points (which occur in relocatable elements), and object module entry points 
(which occur in object modules). 

entry point table 
A table in a program file's table of contents containing entries that describe all of the 
entry points of a specific type in the program file. Separate entry point tables describe 
relocatable entry points and object module entry points. These two entry point tables 
are created in a program file when it is prepped by FURPUR, either with @PREP, 
@PACK,P, or using PCFP calls. 
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ENTRY statement 
A statement that defines the following: (1) An alternate point to begin execution of a 
subroutine or function subprogram (2) An alternate name by which the subprogram 
can be referenced. (3) A statement that lets a function subprogram return values of 
different types. 

environment 
All the hardware and software that supports, provides, or uses a particular processing 
activity, for example, the DDP-PPC environment. 

environment clause 
A clause that appears as part of an Environment Division entry. 

environment table 
A subtable of the data definition (DD$) packet that contains information on file, block, 
and record format. 

environment variable 
A variable that contains information that exists on a run or transaction level; it is used 
to convey information between an application program and an I18NLIB service routine. 
See also category and locale. 

EOC 
Abbreviation for end of character. 

EOF 
See end of file. 

EOI 
Abbreviation for end of input. 

EOM 
Abbreviation for end of message. 

EOT 
Abbreviation for end of transmission. 

EOV 
Abbreviation for end of volume. 

EPT 
Abbreviation for entry point table. 

equi-join 
A join operation in which the comparison operator is an equal sign. 

equipment mnemonic 
An identifier up to 6 characters long, defined by Unisys, that distinguishes a unique 
equipment component or group of components. This identifier is limited to 6 
characters because it is stored in one word as Fieldata characters in the master 
control table. 
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equipment type 
Specification for a particular hardware model and data format to be used to store a 
tape or disk file on an OS 2200 system. 

equipment-id 
An identifier defined by Unisys that distinguishes a unique equipment component or 
group of components. 

equivalence 
See machine equivalence, user equivalence. 

equivalence class 
A set of consecutive collating elements with the same relative order in the current 
collating sequence. There may be a secondary ordering within an equivalence class, in 
which case the secondary ordering will be used to determine the order of strings that 
collate as equal using the primary ordering sequence. See also collating sequence. 

equivalence comparison 
A comparison using the ordering sequence values of characters. See also binary 
comparison and logical comparison. 

EQUIVALENCE statement 
A statement specifying that two or more data entities of a program unit share storage. 

ER 
See Executive request. 

ER$SIM 
A FLIT function that calls a FLIT function when it encounters a specific Executive 
request (ER) during simulation. 

erase character 
The character you type to delete the previous character you typed. The OPE system 
default erase character is #; some users set the erase character to the BACKSPACE 
key. 

error 
This field contains the error code number issued from the service routine. Valid values 
are integers from 0 through 58. For error descriptions, refer to the basic and extended 
mode MASM error statuses. 

error assistance 
In UA 1100, a feature that supplies further information or explanation about an IPF 1100 
error. 

error code 
A number that identifies a particular type of program error that occurred during the 
execution of a function. 
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error file 
One of a set of files into which Operations Sentinel error messages are written. These 
files exist on the Operations Sentinel server and workstations in the folder output 
under the Operations Sentinel installation folder. The name of each error file is 
component-pid−error.txt, where component is the name of the Operations Sentinel 
component that writes the file, and pid is the process-id of the instance of this 
component that writes the file. Contrast with trace file. 

error message 
An indication returned to a calling program or user that a statement or request is 
illegal, incorrect, or cannot be performed as requested. 

error paragraph 
User-written Enterprise Network Database Server routines for handling errors, which 
can display error information in the DMCA and direct further run unit processing. 

error recovery 
The process of resuming normal parsing when input does not match a specification. 

error recovery context 
A region in a language specification for which the parser can do a recovery if an error 
occurs inside it. 

error recovery set 
The set of terminal symbols associated with an error recovery context to which the 
parser can recover. 

error specifier 
A statement label that defines the location where transfer is made, when an error 
occurs during execution of an input/output statement. An error specifier must be in 
the same program unit as the input/output statement. 

error status 
A 2-character field in the DMCA. 

error status code 
A status code returned in register A1 when an error occurs during SFS processing of a 
program. The code indicates the type of error. 

error terminate 
(1) To cause an error that ends execution of a program or processor. (2) To end 
execution of a program or processor due to an error. Contrast with terminate; 
shutdown. 

ERTERM primitive 
An action that terminates a program that commits an error. See also TIP primitive. 

ERU$ 
A system-relocatable library element that defines the numeric index associated with 
the mnemonic designation of each ER. 
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ES7000 
An enterprise server that features Unisys cellular multiprocessing (CMP) architecture. 
ES7000 servers are capable of running several different operating systems 
concurrently. CMP architecture provides advanced clustering and partitioning options, 
shared-memory communication, and system management features to ensure 
mainframe-class availability.   

Esc 
The key used in some of the display screens to get out of the active item without 
completing the action normally performed using this item. For example, pressing the 
Esc key takes you back to the previous level of the menu system. 

escalation 
See alert escalation. 

escape 
A means of getting into the shell from within a text editor or other program. 

escape sequence 
The combination of a backslash character ( \ ) with certain alphanumeric characters in a 
character constant or a string constant. The sequence alerts the compiler to do special 
processing, such as representing nonprintable characters, displaying special C 
characters, or representing special effects. 

ESE 
See Enterprise Server Edition. 

ESI 
Abbreviation for end-of-segment indicator. 

ESQL 
See embedded SQL. 

ESR 
Abbreviation for Electronic Service Request (for obtaining system support). 

ETEST 
An ELMS processor that enables you to display one or more messages from an MDB. 

Ethernet LAN 
A widely implemented type of local area network (LAN) where devices are connected 
to a single network cable in a bus configuration. Any device can transmit as long as no 
other devices are transmitting. In the event of a collision, an algorithm ensures that the 
two devices do not transmit again at the same time. 

Ethernet link 
Ethernet refers to a type of network that uses special communications protocols and 
supporting hardware. An Ethernet link can be used to communicate between systems. 

ETX 
Abbreviation for end of text. 
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EUR 
See encryption user routine. 

event 
A significant happening in the managed environment on which a system or application 
program reports. 

event data 
In an event message, the part of the message data that contains information about the 
event (such as the queue manager name, and the application that gave rise to the 
event). See also event header. 

event header 
In an event message, the part of the message data that identifies the event type of 
the reason code for the event. 

event log 
The Open Distributed Transaction Processing log file that contains messages written 
from the Open Distributed Transaction Processing system or user application 
programs to record system events and errors. See also TMLS utility. 

event log server utility 
See TMLS utility. 

event loop 
In the Event Server API, a waiting state that an event-driven program enters between 
the occurrence of events. 

event message 
Contains information (such as the category of event, the name of the application that  
caused the event, and queue manager statistics) relating to the origin of an 
instrumentation event in a network of WebSphere MQ systems. 

Event Monitor 
A system control facility (SCF) display session used by system analysts and customer 
service engineers to view messages and other troubleshooting information. 

event queue 
The queue onto which the queue manager puts an event message after it detects an 
event. Each category of event (queue manager, performance, or channel event) has its 
own event queue. 

event report 
A message sent by AMS or another source that describes an event. The event report 
includes the event type and the source object class and instance, usually followed by 
one or more attribute value pairs. Types of event reports include attribute change 
(AC), alert (AL), command (CO), delete object (DE), and log (LG). 

Event Server Application Program Interface (API) 
An interface that Operations Sentinel clients use to communicate information to one 
another. This interface is available with the Department and Enterprise editions of 
Operations Sentinel. 
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Event Services 
The underlying architecture provided by Operations Sentinel to support event routing 
between clients, as well as specific services for specific events (for example, the 
external alarm interface). 

event-report action 
In AMS, an autoaction that sends information (in the form of an event report) to 
Operations Sentinel. 

exception handling 
The act of executing some action in response to the raising of an exception. 

exclusive assign 
The assignment of a file such that the run making the assignment is the only run that 
can access the file (@ASG,AX). Other runs are denied access until the exclusive 
assignment is released. 

exclusive lock 
A lock that prevents other threads from accessing a file or page until the lock is 
released. 

EXDRUM 
Refers to a copy of the Exec on mass storage. 

Exec 
The central component of the OS 2200 system that controls the system operating 
environment. The Exec processes user runs, controls files, manages system 
resources, and performs I/O operations on request. Abbreviation for the OS 2200 
Executive system. 

Exec facility 
A file, device, or software routine that is reserved for use only by the Exec. 

Exec file directory 
See master file directory. 

Exec image enabler key 
A special key used by the Exec to regulate the system performance level on ClearPath 
systems. There are five types of Exec image enabler keys: model-based, MIPS-based, 
MIPS-metered, MIPS-metered disaster recovery, and MIPS-metered profile. The Exec 
image enabler key is also used to define the system workload environment (such as 
development, production, Business Information Server, or others) through its SCN 
value. 

Exec Link function (ELF) 
A high-speed interface that enables the Exec to communicate with the SSP, SCD, or 
SCF. 

Exec message 
A message composed by an OS 2200 host system and sent to one or more of its 
system consoles. 
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Exec short recovery 
The process of recovering or reconstructing the step control queue items after an 
application group or system failure. The three options for Exec short recovery are 
PANIC, REBUILD, and SUTIL. Each is usually followed by IRU short recovery to recover 
the database and messages. 

exec() function 
A function from the POSIX exec() family of function that allows a process to execute a 
series of different programs without changing its other attributes. See also POSIX, 
process, root process. 

Exec/TIP file 
See TIP/Exec file. 

executable 
An element in a program file available for immediate processing. 

executable element 
A machine-language element type. See also absolute element, bound object module, 
Collector, object module, subsystem definition element, zero overhead object module. 

executable file 
(1) An object file that is ready to be copied into the address space of a process to run 
as the code of that process. (2) A file that has execute permission, either an 
executable file or a shell script. 

executable statement 
A FORTRAN statement that specifies action and forms an execution sequence in an 
executable program. All assignment, control, and input/output statements are 
executable statements. 

execute 
The computer’s action of running a program or command and performing the indicated 
operations. 

execute action 
In CP-AMS, an autoaction that executes a series of OS 2200 Exec console commands 
stored in a file. For OS 2200 consoles, these files of console commands are called 
macros. Contrast with texecute action. 

execute box 
A box displayed to indicate that you have reached the end of a menu path. When you 
press Enter, the selection form the menu is sent to the system for processing. 

executing clearance level 
The clearance level you choose or specify from your clearance level range for a 
particular session or run. Your executing clearance level restricts the types of access 
allowed to files and other objects. You have read and execute access to files at your 
executing clearance level or lower in your clearance level range and to files at 
clearance level 0. You have write and delete access to files at your same executing 
clearance level. 



E, F, G, H 

4–16   3850 6523–002 

executing compartment set 
In Security Level 2 and higher, a list of one or more compartments from your user 
compartment set that you specify for a particular session. You have read and execute 
access to files that have a compartment set that is a subset of your executing 
compartment set. You have write and delete access to files that have the same 
compartment set as your executing compartment set. Any access allowed by an 
executing compartment set can be further restricted by discretionary access control 
(DAC) and clearance levels. 

executing host 
In a SUBMIT command, the host where the job is executed. 

execution 
The processes that a computer performs to accomplish a particular instruction or 
function. 

execution environment 
The system environment that executes a program. 

execution mode 
The mode that defines the type of database access allowed and the purpose of the 
executing run unit, including test mode, test/training mode, training mode, and 
production mode. 

execution time 
The time at which an object program is executed. Synonym for object time.  

Executive 
See Exec. 

executive configuration 
Stream generation statements that define system hardware units and Exec software 
configuration parameters. 

Executive Control Language (ECL) 
A set of statements that enable a user to interact with the Exec by starting and 
controlling runs, generating and executing programs, manipulating files, and sending 
messages to the console and other terminals. 

executive operator console log 
A printed listing of all executive operator console messages and keyins as they occur 
on an OS 2200 system. 

executive operator keyin 
A command that is submitted to the Exec at the executive operator console or a typed 
response to a solicitation message displayed at the executive operator console. Also 
known as keyin. 

Executive request (ER) 
A machine language program instruction that tells the Exec to perform a function for 
the program. An Executive request can be used to read data, print data, or terminate a 
program. 
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Executive system (Exec) 
(OS 2200) The OS 2200 Executive system software. An Executive is a routine that 
controls the execution of other routines. The Executive is the principal interface 
between the user and the system as a whole. It is responsible for such functions as 
time and space allocation, first-level input/output control and interrupt answering, 
logging of system accounting data, first-level debugging assistance, and protection 
against undesired interaction with other system users. See also Executive Control 
Language. 

exigent (interrupt) 
An interrupt that is not inhibited when DB13 = 0. 

EXn 
The Exec X register n, which has a value from 0 through 15. 

EXP 
(1) An attribute that specifies whether exponential notation is valid in a real or double-
precision field. (2) A FORMGEN attribute. 

expedited transport 
An interface to the OSI transport layer to enable data to be sent across the network at 
a higher priority than normal data. 

Expipe (Multiple Batch Run Optimizer) 
A tool that provides an inter-run first-in, first-out (FIFO) file capability for application 
programs developed using ASCII COBOL or UCS COBOL, as well as the SORT 
processor. This allows for the accelerated execution of a sequence of batch runs. As a 
batch run writes records to a FIFO file, Expipe transfers them to up to three other 
concurrently executing batch runs, allowing the runs to read them from the FIFO file in 
the order they are written. 

Expipe CB 
A component of Expipe packaged as a common bank. 

Expipe FGSS 
A component of Expipe packaged as a fixed-gate shared subsystem (FGSS). See also 
fixed-gate shared subsystem. 

expiration date 
(1) The expiration date of a product or nonuser-based feature key. (2) The expiration 
date of the normal system performance level on an Exec image enabler key. (3) The 
expiration date of the normal concurrency on a user-based feature key. 

explanation level 
One of many versions of a message that the ELMS run-time system can display. 

explicit end-thread 
A process that identifies the end of a thread. Executing an explicit end-thread 
produces the same effect as using a COMMIT command. Updates are written to the 
database, and the registration of the thread with Universal Database Control is 
cancelled 
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explicit lock 
A user-specified lock to protect data in the Enterprise Relational Database Server 
database. 

explicit resolution 
Resolution when executing code explicitly calls the Linking System to request the 
definition value of a specific reference. 

explicit scope terminator 
A reserved word that terminates the scope of a particular Procedure Division 
statement. 

explicit type statement 
A type statement that assigns a particular data type to a data item based on its name 
rather than its initial letter. 

EXPOOL 
Abbreviation for Exec buffer pool. An area of the Exec that is used by the operating 
system as temporary data space. 

EXPOOL hold 
A hold condition in which there is insufficient EXPOOL space or E1 1 buffers available 
to open additional runs on an OS 2200 host system. This occurs when EXPOOL space 
availability or E1 1 buffer availability has reached a critical threshold. Synonym for E 
hold. 

exported variable 
A variable that has its storage allocated in a module, procedure, or set of tables and 
has its name known outside this context. Contrast with imported variable. 

expression 
A sequence or combination of one or more operands (constants, variables, or 
functions) and operators that specify how to compute values, generate side effects, 
and call functions. See also void expression, lvalue, rvalue, function locator. 

EXRF 
Abbreviation for Execute Repeated instruction target in F0; See MID. 

extend mode 
The state of a file after execution of an OPEN statement, with the EXTEND phrase 
specified, for that file and before the execution of a CLOSE statement without the 
REEL or UNIT phrase for that file. 

extended audit trail 
An audit trail tape that audit control assigned without rewinding it. 

extended blocks/extended files 
The distance a tape is moved from its load point, measured in blocks or files. For 
example, if the number of files extended on a tape is three, then the tape is positioned 
after the third file on the tape. 



  E, F, G, H 

3850 6523–002   4–19 

Extended I/O Interface Processor (XIIP) 
The portion of the XPC interface that is physically resident in the host machine. The 
XIIP connects directly to the host architecture. 

extended instruction set (EIS) 
A set of instructions that improve the performance of high-level languages for the 
following tasks: (1) Move and compare character strings (2) Execute decimal arithmetic 
operations (3) Edit decimal strings (4) Convert data to and from the binary coded 
decimal format. 

Extended Language Message System (ELMS) 
A message processing system that defines, maintains, and processes software 
product messages and screen text separately from the product software files. A 
Unisys subsidiary or customer can use ELMS to translate the messages and screen 
text from the English language to other languages. 

extended mode (EM) 
A mode of execution of OS 2200 hardware that allows 16 base registers, increased 
address space, and additional machine instructions. 

extended mode addressing 
A form of addressing that uses virtual addressing. 

extended mode bank 
A bank that has the type extended in the type field of its bank descriptor. 

extended mode calls 
The call interfaces used by extended mode programs to schedule services through 
the Exec and other OS 2200 products. See also Executive request. 

extended mode contingency packet 
A data structure defined by the Exec that contains all user registers at the time of a 
contingency, and information about the current contingency. 

extended mode environment 
A programming system that includes extended mode addressing and a standardized 
system library and uses the Universal Compiling System (UCS) compilers and the 
Linking System. See also basic mode environment, object module, zero overhead 
object module. 

extended mode programs 
Programs that are written and compiled with Universal Compiling System (UCS) 
compilers. Extended mode programs use 16 base registers and virtual addresses. 

extended mode sort 
A sort that performs its operation in extended mode (as opposed to basic mode). The 
possible extended mode sorts are extended mode memory and extended mode disk. 

Extended Processing (XP) 
A term that refers to systems that extend the availability or capacity of OS 2200 
transaction processing environments. These systems also facilitate the management 
of mass storage systems and provide improved system recovery processing. 
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Extended Processing Architecture (XPA) 
OS 2200 systems with this architecture include ClearPath OS 2200 partitions. 

Extended Processing Complex (XPC) 
An optional central electronics complex (CEC) component that extends the processing 
capabilities of an OS 2200 server. It provides data acceleration for individual and 
multiple hosts, and data locking and interhost communication for multihost 
processing. Extended processing capabilities are realized through the combination of 
XPC hardware and host-resident features, such as XPCEXEC for data acceleration, 
MHFS for multihost file sharing, and XTC for multihost concurrent application 
processing. 

Extended Processing Complex-Locking (XPC-L) 
Used in multihost environments, XPC-L provides an external lock engine that is used 
to coordinate access to files and databases that are simultaneously accessed from 
multiple hosts, the external locking manager, operating system interhost messaging, 
and Shared Unit Duplexing synchronization. XPC-L is a total replacement for the XPC 
that carries forward the database locking functions previously provided by the XPC. In 
some documentation, the term XPC is still used and it is synonymous with XPC-L 
unless specified otherwise. 

Extended Resiliency (XR) 
An optional capability provided for mass storage audit trails which are cached in the 
XPC. If extended resiliency is enabled for an audit trail, a copy of the audit data that is 
resident in XPC cache (data that has not been destaged) is maintained in host main 
storage. In the event of catastrophic failure of the XPC, the copy of the data in host 
main storage can be retrieved by the system administrator from a host panic dump to 
update the audit trail files on disk. 

extended security 
Synonym for Security Option 1. 

Extended Transaction Capacity (XTC) 
(1) A feature grouping in which multiple hosts in a system provide concurrent access 
to a shared TIP or Universal Database Control database. In this environment, the 
XTCEXEC feature coordinates database locking from each host. (2) In Enterprise 
Relational Database Server, a group of software components that enables increased 
processing capacity for TIP database environments as well as for UDS/TIP and 
UDS/Exec database files running on operating system hardware. The XTC group 
includes MHTIP and MHFS. 

Extended Transaction Capacity Exec (XTCEXEC) 
A separately packaged feature (part of the XTC feature grouping) that provides for the 
concurrent sharing of TIP files across multiple hosts. 

Extended Transaction Processing Architecture (XTPA) 
A combination of the closely coupled system architecture that includes XTC and the 
loosely coupled system architecture that includes Partitioned Applications. 

extension 
A nonstandard feature included in the Unisys implementation of C. These features are 
in addition to those required by American National Standard C, X3.159-1989. 
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extent 
The number of values included in a dimension of an array. 

external 
When applied to a reference, definition, data item, or routine, a quality meaning 
located in or known to a separately compiled object module. When applied to 
subsystems, a quality meaning located in or known to a different subsystem. 

external action list 
See action list. 

external alarm interface 
The interface from Operations Sentinel to external alert devices (for example, pagers 
and audible alarm devices). See also alert policy. 

external application 
A site-defined Windows script, HTML application, or executable program that can run 
on an Operations Sentinel workstation. The application is called external because it is 
not a part of Operations Sentinel; it is an application a site created. An external 
application could (1) Create a trouble ticket for an outstanding alert. (2) Initiate other 
system management tools. (3) Start a Web browser that opens to the Server Sentinel 
home page or to a site- defined intra net page. You must configure a launch definition 
in Operations Sentinel Console to use an external application. See also launch 
definition. 

external contingency 
A condition that is initiated by external means (such as the @@X C, [data] keyin) and 
that generates an asynchronous contingency. 

external data 
External data items and external file connectors that the program describes as data.  

external data item 
A data item that is described as part of an external record in one or more programs of 
a run unit. Any program in which the data item is described can refer to the data item. 

external data record 
A logical record that one or more programs of a run unit describe that contains data 
items to which the programs can refer. 

external definition 
A declaration that has external linkage and for which storage is allocated. 

external file connector 
A file connector that is accessible to one or more object programs in the run unit. 

external file name 
The complete file name that is given to a file when it is created, which includes the 
basic file name, directory-id, qualifier, cycle number, and read and write keys. Contrast 
with internal file name. 
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external linkage 
An attribute of a function or data object that ensures that all compilations that declare 
the same identifier with external linkage refer to the same function or data object. To 
specify external linkage, write either a file level declaration with no storage class 
keyword or a declaration at file level with storage class extern. Contrast with internal 
linkage, no linkage. 

external name 
An identifier that has external linkage. 

external pipe name 
The complete pipe name given to a pipe when it is defined. It consists of pipe qualifier 
and basic pipe name, and has the format pipe_qualifier*basi c_pipe_name. The same 
rule as external file name (regarding qualifier and basic file name) applies to pipe 
qualifier and basic pipe name. Unlike external file name, external pipe name cannot 
include a directory–id, a cycle number, and read and write keys. See also internal pipe 
name. 

external procedure 
A programmer-supplied function or subroutine that is external to the main program. 

external program alert 
An alert raised by a program external to Operations Sentinel that appears in the Alerts 
window of Operations Sentinel Console. 

external reference 
Any reference that is undefined in a relocatable or object module element. 

external rollback 
The recovery process that returns the database to the state it was in before the 
program began executing. Contrast with internal rollback. 

external route 
A route that should not be added by routing because another type of routing service 
adds it. 

EXTERNAL statement 
A statement that informs the compiler that a subprogram exists external to the 
program unit. 

external switch 
A hardware or software device, defined and named by Unisys that indicates that one 
of two alternate states exists. The external switches are SWITCH–1, SWITCH–2, ..., 
SWITCH–24. 

external transceiver 
A separate hardware device that connects an Ethernet board to an Ethernet cable. An 
external transceiver can connect to thick, thin, or 1 0-base-T Ethernet cable. See also 
internal transceiver, transceiver. 
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external variable 
A variable whose name is known globally that has its storage allocated by the 
Collector or Linking System. 

extra file 
A special file included on a software package tape that is not associated with the files 
for a product. 

F 

F 
(1) An attribute that specifies that alphabetic and alphanumeric fields must contain 
nonblanks, and numeric and computational fields must contain nonzeros. (2) A 
FORMGEN attribute. 

f 
The function of an instruction. Also known as f–field. 
 

F0 
Current instruction portion of MID state of the instruction being executed. 

facilities 
The peripheral units that are associated with an application, such as tape units, mass 
storage, printers. 

facilities access control unit (FACU) 
A hardware device that is used to control power to a host system and peripherals, as 
well as monitor environment changes without operator assistance. FACU is part of 
APC. 

facility 
A special-purpose user interface or program. See also Exec facility. 

facility deadlock 
A situation in which two or more Universal Database Control threads are queued, 
where each thread holds a facility required by another queued Universal Database 
Control thread. 

fallback 
A mode in which a file or a feature can be at a given time. For example, the standard 
online program files can be declared in fallback mode by the settings of particular 
flagbox bits. While in fallback mode, a standard online program file is not used for 
program loading. These files should be in fallback mode while being built. 

FAS 
See File Administration System. 
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FAS internal files 
Files that FAS uses internally to process certain file administration tasks, including 
archive directory files, pool manager files, copy volume files, disaster directory files, 
and disaster volume files. 

Fast Tape Access 
Pertaining to use of the Locate Block (LBLK$) I/O function instead of @MOVE to 
quickly position a software package tape to the files of a product selected for 
generation, installation, or unstacking. 

fast-load self-contained subsystem (FLSS) 
A transaction-oriented, self-contained shared subsystem that uses the URTS 
subsystem loader to load the local unshared data of the subsystem. 

FAT 
Abbreviation for fast access table. 

fatal 
An Addressing_Exception interrupt caused by the Exec or a hardware failure. A fatal 
Addressing_Exception interrupt is a fault type interrupt. 

fatal error 
An error that prevents any further execution of a software component. 

fault 
A type of interrupt that prevents further instruction execution. The state is backed up 
to the previous interrupt point. 

Fault Location by Interpretive Testing (FLIT) 
A tool for development, checkout, installation, and maintenance of software, and for 
solving complex debugging problems. FLIT provides a simulated operating 
environment where you can run and debug any OS 2200 compatible executable 
program. Working in this simulated environment, a programmer can load and execute 
object code, trace execution of the code, and change it dynamically without 
recompiling. Debugging is controlled by a high-level language (HLL) or low-level 
language (LLL). Typically, Meta-Assembler (MASM) programs are debugged using LLL, 
and PLUS programs are debugged using HLL. In system mode, you can customize the 
hardware environment and boot, run, and debug your own operating system or 
control program. 

FBC 
See Freespace free bit count (FBC) record. 

FBCIS 
Fixed Block Compatible Interface Software (FBCIS) is the implementation of the fixed-
block rotating mass storage (FBRMS) FIPS standard for mass storage subsystems. 

FC 
See foreground color. 

FC$SSN 
TIP File Control ER interface for performing I/O and making changes to TIP files. 
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FCACHDEFAULT 
A static configuration parameter that specifies whether a local file without an XPC 
caching specification is eligible for caching. This parameter can be modified by either 
updating the site configuration element and running an Exec generation or by using 
the ER CONFIG$ interface on a running system. 

FCB 
See file control block. 

FCP 
See file control page. 

FCREG$ 
ER interface for manipulating TIP Exec files; used by FREIPS. 

FCSS 
See file control superstructure, TIP file control. 

FCSS file 
A TIP file that has a fixed record structure and is maintained by TIP file control. All TIP 
files are reserved in Exec files that are registered with TIP. See also Freespace file, TIP 
file control. 

FCSS primitive 
Accesses FCSS fixed files or Freespace files. See also TIP primitive. 

FCT 
See file control table. 

F-cycle 
A portion or instance of a file on disk. A file set can contain up to 32 F-cycles. 
Synonym for cycle. See also file cycle. 

F-cycle series 
A collection of files with the same directory-id, qualifier, and file name but different 
F-cycle numbers. One F-cycle series can contain up to 32 files. 

FD 
A statement that signifies start of file-description-entry clauses in FDP DATA 
DIVISION. 

FDDI 
See fiber distributed data interface. 

FDML 
Abbreviation for FORTRAN Data Manipulation Language. 

FDMLP 
See FORTRAN Data Manipulation Language preprocessor. 

FDP 
See File Definition Processor. Abbreviation for full duplex protocol. 
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FDT 
See file description table. 

FDT$ file 
The file that contains the FDTs for each application group. 

FDXBOOT utility 
A TIP utility that aids migration to an XTC system by moving entries for TIP/Exec files 
and for the TIP files (FCSS, Freespace, or UDS/TIP) reserved in them from a local TIP 
directory to the shared TIP directory. Also see the FREIPS MIGRATE function for cross-
booting between different TIP configurations. 

feature key 
A key that authorizes execution of a separately priced feature in an installed product. 
Feature keys are divided into user-based and nonuser-based feature keys. 

Federal Information Processing Standards (FIPS) 
The 140 series of FIPS are United States government computer security standards that 
specify requirements for cryptography modules. 

FEH 
Abbreviation for front-end handler. 

FEP 
Abbreviation for front-end processor. 

fetch next currency allowed (FNA) 
(1) The sequential access of root records by QLP according to their storage in a 
database. (2) A QLP path type. 

FETCH privilege 
Synonym for SELECT privilege. 

FGSS 
See fixed-gate shared subsystem. 

FHELP 
A TAS command/screen that you use to list available file transfer functions for a 
specified implementation. 

FHIP 
Abbreviation for fault handler in progress. 

FHQ 
Abbreviation for function hold queue. 

FI 
See foreground intensity. 
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fiber distributed data interface (FDDI) 
The ANSI standard for a 100 MIPs dual-ring token-passing network using an optical 
fiber medium. It is a deterministic system, in which users must gain access to a token 
before they can transmit data. 

FIC 
Abbreviation for first-in-chain. 

field 
(1) A set of characters that is treated as a unit; for example, the file name specified on 
an @ASG statement. (2) That part of an image or form in which you can enter 
information. A field is defined by field or alternate field characters and can extend 
across multiple lines. A field does not include the literal text (label) that defines the 
field. It can be input/output (I/O), output-only (OO), or system defined. 

field handle 
In the storage interfaces, a handle that identifies storage for data stored in columns 
defined with the SQL LONG VARCHAR or LONG VARBINARY data 
type.Implementations create field handles when the SQL engine calls the 
tpl_hdl_t::tpl_insert routine. (This is in contrast to conventional data-type columns, for 
which the SQL engine passes actual values to the insert routine.) Similarly, for fetch 
routines, implementations return field handles instead of the actual long data values. 

field help 
Online information about an individual field on a command screen. It can be displayed 
by entering a question mark (?) in the first entry position of the field. 

field length 
An integer expression specifying the length, in bits, of a program entity in a PADS low-
level address. Field length is identified by the symbol \ immediately preceding it. See 
also address modifier. 

field spanning line 
A line that ends in the last column of one line and continues in the first column of the 
following line. 

Fieldata 
A set of 6-bit codes that Unisys uses to represent uppercase letters, numbers, and 
special characters. Fieldata cannot represent lowercase letters. Universal Compiling 
System (UCS) software does not support the use of Fieldata and cannot access files 
containing Fieldata characters. 

FIFO 
A named permanent pipe that allows two unrelated processes to exchange 
information by using a pipe connection. 

figurative constant 
A compiler–generated value referred to through the use of certain reserved words. 
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file 
A group of related data records. The file name, file structure, and file attributes are 
determined when the file is created. A file on an OS 2200 system can be a program file 
or system data format file on tape or mass storage. 

FILE _CACHING _DEFAULT 
A dynamic configuration parameter that corresponds to FCACHDEFAULT. 

file access 
The inspection, modification, replacement, or erasure of part of a file’s contents. 

File Administration System (FAS) 
A Unisys software product that the site administrator uses to plan, control, and 
monitor the files and mass storage space in the system. FAS provides a virtual mass 
storage system, backup and recovery of files, reports on user files, and a way to retain 
files in a directory other than the MFD. 

file attribute 
An identifiable property or characteristic of a file, such as file type, size, maximum 
size, when created, when last accessed, and types of access permitted. 

file attribute conflict condition 
A condition in which a program unsuccessfully tries to execute an I/O operation on a 
file, and the file attributes that the program specifies for that file do not match the 
fixed attributes for that file. 

file clause 
A clause that appears as part of the file description (FD) entry or sort/merge file 
description (SD) entry in the Data Division of a COBOL program. 

file connector 
A storage area that contains information about a file, which is the linkage between a 
file name and a physical file, and between a file name and its associated record area. 

file control block (FCB) 
Part of the file control table (FCT) that contains the file description. Both the PIM and 
the C2P$ banks refer to the FCB. 

file control entry 
A SELECT clause and all its subordinate clauses that declare the relevant physical 
attributes of a file. 

file control input output 
A TIP function assumed by the TFCIO program. 

file control page (FCP) 
The first page in a relational file that contains general storage information about the 
file and a list of the root page numbers of the B-trees stored in the file. 

file control page B-tree list 
See B-tree. 



  E, F, G, H 

3850 6523–002   4–29 

file control superstructure (FCSS) 
A method of file organization common to all TIP files. All TIP I/O functions require FCSS 
file organization. Files created using the FREIPS utility automatically have this format. 
See TIP file control. 

file cycle 
A file belonging to a set of files, each of which has a common directory-id, qualifier, 
basic filename, and, if they exist in the file set, read and write keys. You create a new 
cycle of a file by using relative cycle number +1. See also F-cycle. 

File Definition Processor (FDP) 
A processor that defines the physical and logical attributes of PCIOS data files to be 
accessed by QLP 2200. 

file description entry 
An entry in the File Section of the Data Division that consists of the level indicator FD, 
followed by a file-name and a set of file clauses as required. 

file description table (FDT) 
The run time definition for a storage area that corresponds to the characteristics 
described in the repository storage area definition. FDTs reside in the FDT$ file for 
each application group. 

file descriptor 
A conventional integer quantity that designates an open file within a process. 

file directory 
A list that identifies files that are stored and referenced together. The records in the 
list contain information about the contents and location of the files, which are under 
Exec or TIP file control. The master file directory (MFD) describes the file catalog of 
the Exec, and the TIP/FCSS file directory describes the file catalog of TIP file control. 
File directories can be local (also known as standard) or shared. See also standard 
master file directory, standard TIP/FCSS file directory, shared master file directory, 
shared TIP/FCSS file directory. 

file dump chain 
A chain of base tapes that are associated with a particular file. 

file granularity 
The increment by which storage is allocated. 

file identifier 
A parameter of many PCFP functions that uniquely identifies the file or one of the files 
on which the function is to operate. The file identifier data structure contains items 
that specify the directory-id, qualifier, file name, F-cycle, read key, and write key of the 
file on which the function is to operate. 

file information packet (FIP) 
An I/O packet that is generated by the UCS Runtime System and contains the 
characteristics of a file. The packet is used for all I/O operations on the file. 
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file label 
Part of the information block in an MSAM file, which contains file label information. 

file lock 
An exclusive lock that causes all subsequent file lock requests by any contending TIP 
transaction to be rejected. File locks are available through TIP locking and Universal 
Database Control locking. See also hardware locking, record lock, software locking. 

file management 
The creation and deletion of files, and the inspection or manipulation of file attributes. 

file name 
(1) The name of a directory or a file. (2) A user–defined word that names a file 
connector described in a file description entry or a sort/merge file description entry in 
the File Section of the Data Division of a COBOL program. (3) The name of the file 
involved in a file transfer operation. (TAS field/parameter). 

file operation statements 
Statements that operate on files as entities or as collection of records, including the 
CLOSE, MERGE, OPEN, and SORT statements. 

file organization 
The permanent logical file structure that is established when a file is created. 

file owner 
The user that controls access to a file by other users. Initially, the owner of a file is the 
user who created the file. 

file paging table entry (FPTE) 
A structure used by the cache manager to hold information on specific data file pages. 

file pointer 
An indicator that is associated with a stream connected to an operand file to designate 
the next byte to read or write in the file. Each read or write operation advances the file 
pointer. You can also call the fseek function to set the file pointer and the ftell function 
to obtain the value of the pointer. 

file position indicator 
A conceptual entity used to specify the next record to be accessed in a given file 
during certain I/O operations. 

file protection 
The security for a file, which depends on the security level in force. With Fundamental 
Security, read/write keys provide file protection, and privacy is determined by account 
or user-id. With Security Option 1, 2, or 3, privacy is enforced by file ownership, and 
ACRs can be attached to files. 

file reference number 
See unit specifier. 



  E, F, G, H 

3850 6523–002   4–31 

file relation description table (FRDT) 
The FRDT is used to connect the table with a version. 1t is created automatically by 
RDMS and UREP. When the table is partitioned, the FRDT is created, then stored, by 
UREP, in the FRDT$F1LE. When the table is not partitioned, RDMS creates the FRDT in 
memory when needed. 

File Section 
The section of the Data Division in a COBOL program that contains file description 
entries and sort-merge file description entries and their associated record 
descriptions. 

file security record 
See security record. 

file set 
A collection of files that is described, with its name and attributes, by a separate file 
directory. MHFS uses two types of file sets: local and shared. A local file resides on a 
device in a local file group and is accessible by the local host only. A shared file set 
resides on a device in a shared file group and is accessible by all the hosts in the file-
sharing environment. A file set can include up to 32 cycles (copies) of a file. See also 
device group, cycle, local file set. 

file sharing 
See Multi-Host File Sharing, Extended Transaction Capacity. 

file transfer 
(1) The process of copying files from one host to another or between a host system 
and an associated terminal in a communications network. (2) A function that moves a 
file or part of a file’s contents between open systems. 

file transfer protocol (FTP) 
A TCP/IP application that is used to transfer files over TCP/IP communications 
services. On OS 2200 hosts, FTP is implemented in two products: FTP Services for 
ClearPath OS 2200 and TCP/IP Applications Services (TAS). 

File Utility Routine/Program File Utility Routine (FURPUR) 
A system processor that is used to manipulate files, including copying files and 
elements, positioning tapes, deleting files and elements, erasing files, listing file 
information, and creating entry point tables in program files. See also FURPUR format. 

FILE-BDI$ 
An omnibus element in the SYS$*DATA$ file that contains the qualifier and file name 
of installation files containing common banks and a table indicating which installation 
file is related to the BDI. 

FILE–CONTROL 
The name of an Environment Division paragraph in a COBOL program in which the user 
declares the data files for a given source program. 

file-level declaration 
A declaration written outside any other declaration. See also argument-level 
declaration, block-level declaration. 
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file-name 
A user-defined word that names a file described in a file description entry or a sort-
merge file description entry in the File Section of the Data Division in a COBOL 
program. 

FILESETUP 
An absolute element that catalogs and registers MCB files. 

file-sharing environment 
(1) A configuration consisting of shared device groups and the hosts that can access 
the files in the shared device groups. (2) A system on which the MHFS feature is 
installed and in use. See also Multi-Host File Sharing. 

file-sharing host status 
The state of the host in the file-sharing environment. A host that is active in the file-
sharing environment, for example, has a status of UP; one that has been disabled from 
file-sharing has a status of DN (down). Host status keyins show the status (UP, RV, or 
DN), host-id, and system-id of one or all hosts in an MHFS environment. 

filler characters 
Characters, usually slashes (///), that UA 1100 inserts in some fields on error messages 
if the specific name of some entity is no longer available (because subsequent 
messages have been displayed by UA 1100). 

filter 
(1) In the Log Viewer, the function that removes all unnecessary messages from a log 
file display, reducing the file's length and making it easier to locate specific 
information. See also log source filter, text filter, time filter. (2) A mechanism used to 
designate which specific objects are included in a collection. In Operations Sentinel 
Console, a filter is used to indicate which managed objects are included in a managed 
group, and to indicate when an alert should be raised for a managed object. (3) In the 
Operations Sentinel MCP Agent, a specification of which message events should be 
sent to Operations Sentinel. 

filter file 
A file read by the Operations Sentinel MCP Agent that defines which Major, Minor 
types of log entries should be sent as messages to Operations Sentinel. 

filter policy 
See OpenView filter policy, Windows filter policy. 

final copy 
The completed, printed version of a file of text. 

final processing run 
Run executed by UOSS when completion monitoring conditions are met. This run 
starts after all applications are closed down, and just before system termination or 
power-off. This run could perform file saves, accounting, or other “housekeeping” 
tasks. 

FIND statement  
A statement that prepositions a direct-access file to a given relative position. 
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fingerprint 
See message digest. 

FIP 
See file information packet. 

FIPS 
See Federal Information Processing Standards. 

first normal form 
A level of normalization in which no repeating groups occur. 

first relation 
The set of terminal and nonterminal symbols that can begin a production. 

fixed class 
A managed class that the administrator cannot change or delete. Operations Sentinel 
provides all fixed classes. These fixed classes include Server, Arbitrary System, MCP 
System, OS 2200 System, OS 2200 Console, UNIX/Linux System, Windows System, 
and Component. Contrast with site-defined class. 

fixed field position (FPOS) 
(1) An attribute that specifies that the field is not to be moved if the size or position of 
the preceding field changes. (2) A FORMGEN attribute. 

fixed file attributes 
Information about a file that the system establishes during file creation and that the 
user cannot subsequently change during the existence of the file. These attributes 
include the organization of the file (sequential, relative, or indexed), the prime record 
key, the alternate record keys, the code set, the minimum and maximum record size, 
the record type (fixed or variable), the collating sequence of the keys for indexed files, 
the blocking factor, the padding character, and the record delimiter. 

fixed length record 
A record associated with a file whose file description or sort/merge description entry 
requires that all records contain the same number of character positions. 

fixed mass storage 
Disks used for storing data that are logically defined as fixed (always present). Fixed 
mass storage is viewed by the Exec as one continuous pool of storage that consists 
of one or more disks. Contrast with removable mass storage. 

fixed mass storage file 
A file residing on a medium, such as a fixed disk pack, that cannot be logically 
removed from the system. 

fixed property 
A property of a managed class that is defined in a fixed class. These properties are 
provided as part of Operations Sentinel. A derived class includes the fixed properties 
that exist in the base class. Contrast with user property. 
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fixed token 
A pattern token in an autoaction database that must match a corresponding message 
token character by character. Contrast with masked token. See also keyword token. 

fixed unit 
Disk units that are considered permanent (online). 

fixed-block rotating mass storage (FBRMS) 
A recording format in which each record is defined by two distinct data areas 
separated by null areas, known as gaps. The first area is the ID field, which contains 
location and status information about the record. The second area is the data block 
(also known as a record), which is the user data area. 

fixed-gate definition element 
An element that defines the specific virtual addresses (L, BDL, offset) of the gates 
through which an executing program can access the object module subsystem. 

fixed-gate shared subsystem (FGSS) 
A software structure that contains a group of one or more shared object modules, an 
element that defines the subsystem, and a Meta-Assembler (MASM) fixed-gate 
definition element. The structure is separated from the rest of the system by 
hardware and software mechanisms that control access. 

fixed-length record 
A record associated with a file whose file description or sort/merge description entry 
requires that all records contain the same number of character positions. 

FKEY 
The SOLAR utility that other products can call to determine if a particular separately 
priced feature is authorized for use. 

flagbox 
A one-word control cell in the TIP element KONS that contains operating parameters 
that control TIP functions and activities. The BOXER utility, the FB keyin, and the 
FOXER primitive can set the bits for these parameters. 

flags 
Arguments that application programs specify when they call functions or routines. 
Flags cause functions or routines t o perform or respond in ways application 
programs designate. 

flat-file storage system / storage manager 
A storage system and storage manager supplied with Dharma/SQL. It provides an 
example of an implementation of the storage interfaces. In addition, implementations 
can use it as a simple repository that can be used for storing system catalog tables. 
Implementations that do not support table creation can use the flat-file storage 
system for system catalog tables. 

FLBOX primitive 
A subroutine that reads the flagbox bits. See also TIP primitive. 



  E, F, G, H 

3850 6523–002   4–35 

FLDP 
See Form Language Definition Processor. 

FLIT 
Abbreviation for Fault Location by Interpretive Testing. 

FLMU 
See Form Language Manipulation Utility. 

floating constant 
A token that specifies a value of some floating type. It has one of the following forms: 
fractional, such as 12.4; exponential, such as 124E–1; combined, such as 1 .24E1. It can 
also have a suffix to specify type, such as 12 4F. 

floating type 
The group of types that represent approximations to real numbers. Each type can 
represent a fixed number of bits of precision over a range of values that is large 
compared to the range of the integer types. Each type can also represent negative 
numbers and the value zero. 

floating-point 
A literal character string whose characters are selected from the numerals 0 through 
9, the plus sign, the minus sign, the decimal point, and the character E. 

floating-point literal 
A character string whose characters are selected from the numerals 0 through 9, the 
plus sign, the minus sign, the decimal point, and the character E. 

flow control 
A function that controls data flow in a layer or between adjacent layers. Flow control 
prevents the overspill of queues and buffers and the loss of data when the intended 
receiver is unable to accept it. 

FLSS 
See fast-load self-contained subsystem. 

flush 
To remove a page from memory so that subsequent references to that page must 
read it from mass storage. 

FMS 
(1) An attribute that commands Display Processing System to display a floating 
monetary sign. (2) A FORMGEN attribute. 

FNA 
See fetch next currency allowed. 

FNA location mode 
An access method that accesses root records sequentially. FNA stands for "fetch next 
currency allowed." 
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folder 
(1) A special file used to group and organize other files and folders. See also directory. 
(2) In Operations Sentinel Console, a means to organize views within a zone. A folder 
itself contains no filtering features. If a view is moved from one folder to another 
within the same zone, the view does not change behavior or contents in any way. 

follow set 
The set of terminal symbols that can appear, or are valid after, a given place in a 
specification. 

FONT 
(1) An attribute that specifies the character font. (2) A FORMGEN attribute.  

footing area 
The position of the page body that is adjacent to the bottom margin. 

foreground 
The normal type of command execution. When executing a command in foreground, 
the shell waits for one command to end before prompting you for another command. 
In other words, you enter something into the computer and the computer “replies” 
before you enter something else. 

foreground color (FC) 
(1) An attribute that specifies the color of the foreground area of a screen. (2) A 
FORMGEN attribute. 

foreground intensity (FI) 
(1) An attribute that specifies the intensity of the foreground area of the text part of 
the display. (2) A FORMGEN attribute. 

foreign host 
Any host in an OSI network other than an OS 2200 system. 

foreign key 
A column or columns that establish a relationship between the primary key of one 
table (parent table) and a column or columns in a second table (child table). One table 
can be both the parent and child table. Foreign keys limit the acceptable values for a 
column in one table to the primary key or unique index values in another table. 

foreign key constraint 
See constraint. 

fork 
To split one process into two, the parent process and the child process with separate 
but initially identical data and stack segments 

form 
The template that comprises images and fields. 

form definition 
An entry that contains information about a Display Processing System form, including 
the fields and images in the form. 
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Form feature 
The capability in IPF 1100 Procedures to display fill-in-the-blank forms previously 
defined with DPS 1100 and to write menu-driven applications. 

Form Language Definition Processor (FLDP) 
The Display Processing System processor for creating forms that are identical to 
those produced by the FORMGEN processor and the D$DEF routines. 

Form Language Manipulation Utility (FLMU) 
A utility program that saves Display Processing System form definitions in the 
repository. 

form library 
The Exec or TIP files that are used for storing forms. They are direct access files that 
are unique to Display Processing System. They are not program files or SDF files. 

form of use 
The storage format for characters in a character set. Some character sets, such as 
ASCII, require one byte (octet) for each character. Others, such as Unicode, use two 
bytes, and are called multi-octet character sets. 

form type 
A group of MAPPER reports in a mode. All reports within a form type have the same 
headers and line length. Each form type of a mode is identified by a letter from B to I. 
See also form type number. 

form type number 
The octal number associated with a form type that identifies the type and mode within 
the MAPPER system. See also form type. 

format 
A specific arrangement of a set of data. 

format specification 
A specification used in conjunction with input/output statements to define the 
structure of the records and the form of the data fields that compose the record. 

FORMAT statement 
A nonexecutable statement that describes the fields to be input or output. It specifies 
the external form of the values of the input/output list elements and the arrangement 
of the data within the transmitted records. 

format string 
A string argument to any of the print or scan functions in the C run-time library that 
specifies the number and nature of argument conversions to perform. 

formatted dump 
See dump. 

formatted record 
A sequence of characters that are capable of representation in the processor. There 
are three forms of formatted records: formatted, namelist, and list-directed. 
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formatting 
(1) The process of converting characters between internal representation and printable 
text. (2) In the C runtime library, the scan functions format input from a text stream, 
and the print functions format output to a text stream. 

FORMBase 
A file containing methods that perform default actions for all forms. All converted 
Display Processing System form classes are derived from this class. If enhancements 
are made to individual forms, the methods in this class are overridden. 

FORMGEN 
A DPS 2200 component for defining, modifying, and deleting forms. 

FORMMAP 
A FORMAP is a Unisys migration locale definition file. This file contains a TO_7BIT and 
TO_8BIT extension to the locale definition file, which is used by the CONVERT_FORM 
service routine to perform the 7-bit to 8-bit character transliteration of the National 
Replacement Characters (NRC) of an ISO 646 coded character set (CCS). See also 
locale definition file, transliteration, National Replacement Character set, ISO 646 
coded character set, coded character set. 

FORTRAN 
A high-level programming language used primarily for scientific applications. Two 
Unisys OS 2200 variations are ASCII FORTRAN and UCS FORTRAN. 

FORTRAN compiler 
Software that is used to compile extended mode programs written in UCS FORTRAN. 
This compiler produces an object module, and when used with the Linking System, 
allows object modules written in different languages to be linked together as a 
program. See also object module, zero overhead object module. 

FORTRAN Data Manipulation Language (FDML) 
An extension of the FORTRAN programming language that enables applications 
programmers to code special instructions to manipulate data in an Enterprise Network 
Database Server database and to compile those instructions for execution. FDML is 
available in both the ASCII FORTRAN compiler and FORTRAN compiler environments. 

FORTRAN Data Manipulation Language preprocessor (FDMLP) 
The FDML preprocessor that converts FDML statements in the source program to 
source acceptable to the ASCII FORTRAN compiler. 

four-level address tree 
A model used to describe the address space of OS 2200 systems. The model is 
shaped like a branching tree and has four levels. Each level represents one portion of 
the address space. The levels provide the operating system software with the ability 
to control access to shared information (banks) and isolate unrelated programs from 
one another. By assigning an L-field value in a virtual address, you specify at what 
level the information can be shared. The levels are called system, application, program, 
and activity. All activities can share system>level banks, and only the activity that 
owns a given activity-level bank can access that activity-level bank. 
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FOXER primitive 
A subroutine that changes the flagbox/logbox bits. See also TIP primitive. 

FPOS 
See fixed field position. 

FPTE 
See file paging table entry. 

fragment 
A TCP/IP term referring to a portion of an IP datagram that is small enough to pass 
through a subnetwork. A fragment is a self-contained package of data carrying enough 
information to be routed from source to destination without relying on earlier 
exchanges between source or destination and the transporting subnetwork. The 
receiving IP module reassembles fragments into the original, complete IP datagram. 

fragmentation 
The process used by TCP/IP to break a datagram into smaller pieces and attach new 
Internet headers to form smaller datagrams. Fragmentation enables a datagram to be 
transferred over a subnetwork that has a maximum packet size too small for the 
complete datagram. IP requires that receivers be able to reassemble datagrams. 

FRDT 
See file relation description table. 

free 
To release a file from the run, so that it is no longer listed on the program control table 
of the run and the run no longer has access to it. Contrast with assign. 

free a file 
To release a file from exclusive use by a user, making it available for access by other 
users on an OS 2200 system. 

free bit count (FBC) record 
See Freespace free bit count (FBC) record. 

free format 
A type of input format where the position of lexical units in an input image is 
unimportant. 

Freespace 
A method of handling TIP file control records that allows variable record sizes. 

Freespace bit map 
A map that contains a bit for each TIP record in a cell (a section of a file). Freespace 
uses the bit map for a cell to control the record allocation and release processes over 
that cell. 

Freespace cell 
A section of a Freespace file. A bit map controls record allocation and release 
processes for the cell. 
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Freespace deferred release chains 
The deferred release packet for a file is used to hold the information needed to 
release a Freespace record, until the release is actually processed. Freespace builds a 
deferred release packet for a file and writes it into a recoverable or nonrecoverable 
release chain in FS$SYS. There are three types of deferred release chains in FS$SYS: 
recoverable, nonrecoverable, and delayed. 

Freespace deferred update list (DUL) 
A list the Freespace system uses to roll back record allocations when a program step 
rolls back, and to defer record releases until the updates from a step are committed to 
the database. 

Freespace density map 
A Freespace control structure that contains information on the Freespace allocation 
for a file. A density map is used to determine when to swap the currently selected 
bitmap and which bitmap to select next. The density map contains record pointers to 
the index table and statistics packet. It also contains main storage pointers to the 
resident bitmap and statistics packet. 

Freespace file 
A TIP file in which record space of variable size is allocated as needed and released 
when not needed by executing TIP application programs. The administrator uses the 
FREIPS utility to create and maintain the file. 

Freespace free bit count (FBC) record 
A record that the Freespace system uses to determine the number of available 
records for each bitmap. The FBC record resides only in FS$SYS. 

Freespace Integrated Processing System (FREIPS) 
A TIP utility program that is used to create, maintain, and delete Freespace files. 
FREIPS is also used to create an FCSS file or convert an existing FCSS file to a 
Freespace file. In the XTC environment, FREIPS is the only TIP file control utility 
program required. 

Freespace record 
The basic structure in a Freespace file, which consists of multiple TIP records. You 
define from one to eight record types and the number of TIP records for each record 
type in creating a Freespace file. A Freespace record is allocated and the record type 
is determined in response to a TIP file control request from a user program. See also 
Freespace record key, Freespace record type. 

Freespace record key 
The key that a user program references to request access to the associated 
Freespace record. The record key consists of the starting TIP record number and the 
Freespace record type. 

Freespace record type 
An attribute established when a Freespace record is allocated in response to a TIP file 
control request from a user program. The TIP file control request specifies the number 
of words of data required, and that number is converted to a record type. 
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freestanding audit handler (FSAH) 
An interface to the IRU audit handler that allows user programs to read audit trails. 

FREIPS 
See Freespace Integrated Processing System. 

FREIPS MIGRATE 
A function that generates addstreams that can be used to recreate the TIP file control 
environment. 

FREIPS utility 
A TIP utility for setting up and maintaining TIP files. Although FREIPS was originally 
used primarily with Freespace files, it has been enhanced for XTPA and can be used as 
a general TIP file control utility instead of the TREG and TFUR utilities. 

friendly console 
Standard console software that provides a menu system for displaying system 
information on the operator console and performing operator tasks. Friendly console 
frees the system operator from having to know the host console command language 
syntax (unsolicited keyins). 

from file password 
A password specified for the file transfer. (TAS field/parameter). 

front-end processor 
A communications computer, such as a distributed communications processor, that is 
directly connected to a host computer. The processor can perform line control, 
message handling, code conversion, error control, and application functions, such as 
control and operation of terminals. 

FS keyin 
A console keyin used to obtain the facility status of a device (UP, DN, RV, or SU). 

FS$SYS file 
A Freespace file that contains the Freespace control structures for an application 
group. 

FS,SHRD keyin 
A file-sharing keyin that displays the status of all devices configured as shared. 

FSAH 
See freestanding audit handler. 

FSITE 
A TAS command/screen that you use to transfer information not included in the FTP 
protocol commands. Only certain remote, non-OS 2200 host sites require FSITE 
information. 

FTA 
See Fast Tape Access. 
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FTAM 
See file transfer, access and management. 

FTAM ID 
A unique name for an OSI-FTAM application specified in a NAME parameter in an 
APPLICATION-ENTITY record in the local host’s DDP*CS$CONFIG file. 

FTI 
Abbreviation for file table index. 

FTE 
Abbreviation for file transfer engine. 

FTN 
The ASCII FORTRAN compiler call. 

FTP 
See file transfer protocol. 

FTP Services for ClearPath OS 2200 
The Unisys software product that transacts efficient copying, creation, deletion, and 
renaming of files using TCP/IP in a client/server computer environment that is 
connected to an OS 2200 environment.  

full canned runstream 
A canned run that includes all of the control statements and data necessary for a 
complete run, including an @RUN statement (that initiates the run) and an @FIN 
statement (that terminates the run). You start a full canned runstream with the 
@START statement. Partial canned runstreams do not include @RUN and @FIN 
statements. See also canned runstream, partial canned runstream. 

full duplex 
A type of data communication in which a computer system or application can transmit 
and receive data simultaneously. Terminals and modems usually have settings for half 
duplex (one-way) and full duplex communication. 

full file resynchronization 
A Unit Duplexing capability in which the system copies the data on one disk to the 
other disk in the duplex association to ensure data consistency between the two disks 
in certain situations. Only files that are potentially out of synch are copied. 

full path name 
A path name that originates at the root directory of the OPE system and leads to a 
specific file or directory. Each file and directory in the OPE system has a unique full 
path name, sometimes called an absolute path name. See path name. 

full duplex 
A type of data communication in which a computer system or application can transmit 
and receive data simultaneously. Terminals and modems usually have settings for half 
duplex (one-way) and full duplex communication. 
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full-screen command 
One of six commands available in full-screen mode: copy, move, delete, go, number, 
and insert. 

full-screen interface 
A software interface for display terminals that accepts a full screen of input or 
displays a full screen of output at a time rather than one line at a time. 

full-screen mode 
A special input mode that allows the demand user to enter data and statements a full 
screen at a time, instead of a line at a time. The demand user enters full-screen mode 
with the @@FUL statement. The screens of information are not processed until the 
demand user terminates full-screen mode with the @@END FUL statement. 

fully qualified domain name (FQDN) 
The full Internet name of a system consisting of its local host name and its Internet 
domain name. For example, "venera" is a host name and "venera.isi.edu" is an FQDN. 

function 
(1) A subroutine or operation that optionally uses one or more input parameters to 
perform one specific nameable task and returns one output value. See also aggregate 
function, Boolean existential function, stored function, system function. (2) A body of 
executable code. 

function call 
A call to a program in which the called program returns explicit results to the calling 
program. Function calls to the Exec follow the standard calling sequence (SCS) and can 
be ordinary function calls (which return results using registers A0-A6, but cannot 
return a virtual address), or pointer-valued function calls (which return results in the 
form of parameter descriptors). 

function identifier 
In COBOL, a syntactically correct combination of character strings and delimiters that 
names a function. The function is uniquely identified by a function name, and it can 
have arguments and a reference modifier, as required, to determine the value of the 
function. A function identifier that references an alphanumeric function can be 
specified anywhere in the general formats that an identifier can be specified, subject 
to certain restrictions. A function identifier that references an integer or numeric 
function can be referenced anywhere in the general formats that an arithmetic 
expression can be specified. 

function key section 
The section of a screen that lists and describes a set of function specific keys, such as 
F2-Refresh. 

function keys 
Keys that are predefined to perform a specific type of transaction. 

function locator 
An expression that has function type. See also lvalue, rvalue, void expression. 
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function management layer 
The fifth (highest) layer defined in IBM systems network architecture. This layer 
provides an interface between the network and an end-user application. The specific 
functions depend on the implementation. The next lower layer is the transmission 
control layer. SNA does not define a next higher layer for end-user application 
programs, for example. The function management layer provides some of the 
functions in the application and presentation layer defined in the OSI Reference Model 
and Unisys distributed communications architecture. Function management layer 
functions are included in the process/application layer defined in TCP/IP. 

function name 
A word that names a mechanism provided by the implementor to determine the value 
of a function. 

function packet 
The first parameter of all PCFP functions. It acts both as an input parameter and an 
output parameter. It is the data structure through which the calling program specifies 
all options that apply to the function, and through which PCFP passes certain fixed-size 
return information back to the calling program. Function packets consist of a generic 
part, a return-information part (some functions only), and a specific part. 

function prototype 
The declaration of a function that declares the types of its parameters. 

FUNCTION statement 
A statement that informs the compiler that the definition of a programmer-written 
function is being specified. 

function subprogram 
An executable subprogram consisting of a series of comments and statements (not 
including a BLOCK DATA or PROGRAM statement) that starts with a FUNCTION 
statement and terminates with an END, FUNCTION, or SUBROUTINE statement. 
Function subprograms can be external or internal. 

function type 
In C, a major group of types that describe functions returning type. Functions can 
return any type except array of type or function returning type. See also data object 
type. 

Fundamental Security 
A standard feature of OS 2200 that offers basic protection for the ClearPath enterprise 
computing environment. Fundamental Security establishes security controls at the 
system level and provides limited security based on an individual user’s identity. See 
also Security Option 1, Security Option 2, Security Option 3. 

FURPUR 
See File Utility Routine/Program Utility Routine.  
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FURPUR format 
A tape format used to encode a logical file on a sequential-access file; also known as 
COPY,G format. The first block of the logical file is a 28-word logical file descriptor, 
which contains the following information about the logical file: file name, qualifier, F-
cycle, highest track written, date and time of copy, equipment code, block size. 
Subsequent blocks of the logical file contain 1 to 16 tracks of data, with each track 
preceded by a two-word track header containing the track sequence number, the 
checksum for the track (optional), the mass storage address of the track, and the 
indicator for last track of the logical file. There are two minor variations of the FURPUR 
tape format: the revised variant, which is the default written by PCFP, and the obsolete 
variant, which is written by the FURPUR @COPY,G command and can be written by 
PCFP. The revised variant offers performance improvements over the obsolete variant, 
and should be used whenever possible. Both PCFP and FURPUR can read both variants 
of the FURPUR tape format. 

FVA 
Abbreviation for FLIT virtual address. 

G 

GAP 
See general access permission. 

gate 
A combined hardware/software main storage object created by the Exec. It controls 
access to code (and thus the passage of program control from one subsystem to 
another) by supplying or denying the calling subsystem the address of the desired 
code and the key of the called subsystem. If an activity is granted permission to call a 
bank, a gate is built that gives the activity the entry point address requested by the 
activity, the link vector address of the called routine, an optional new key, and new 
designator bits. 

gate bank 
A bank that contains only gates. 

gate, chameleon 
See gate, fixed. 

gate, fixed 
A fixed-gate subsystem has gates defined by its SSDEF which are used to control 
access to the subsystem. The code of a subsystem is accessed by doing a call to a 
gate entry point. A chameleon gate is unprotected; minimal security checks are done 
when a call is executed to the gate. A protected gate has security checks, and a 
subsystem-transaction occurs on a call to the gate. A subsystem with only chameleon 
gates is a chameleon subsystem. A subsystem with one or more protected gates is a 
protected subsystem. 

gate, protected  
See gate, fixed. 
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gated cell 
A cell operation whose target virtual address in its bank name portion contains the 
bank descriptor of a gate bank. 

gateway 
The part of a network configuration that serves as a junction between two dissimilar 
networks. 

gateway server 
A server that is an intermediary for other severs. It receives requests for services as if 
it were the original server. Therefore, a client requesting service may not be aware 
that it is communicating with a gateway server. See also proxy server. 

gather write 
See scatter/gather. 

general access permission (GAP) 
A value given to a bank that determines the type of access permitted to an accessing 
activity: execute, read, write, a combination of them, or none. When an accessing 
activity key does not match the accessed bank’s lock, the activity can access the bank 
only with the type of access permitted by the GAP value. See also special access 
permission. 

General Purpose Typical Exec (GPTE) 
A configuration supplied by Unisys. Configuration probing tailors this configuration by 
marking what is not available in the master configuration table. All GPTE sites have the 
same Exec absolute. 

general register set (GRS) 
A set of 128 program-addressable 36-bit control registers that includes indexing 
registers, accumulators, repeat counters, a mask register, and various specific 
registers needed by the Exec and hardware for system control. 

General Syntax Analyzer (GSA 1100) 
A general language analysis tool that allows easy definitions of parsers, lexical 
analyzers, and message definitions for system and user applications. 

General Syntax Analyzer 1100 Message Constructor (MCON) 
A processor that produces relocatable ASCII message tables. MCON facilitates the 
creation and maintenance of a comprehensive set of messages, so that you can easily 
change the symbolic input and produce a new set tables. 

general-editing mode 
A line-by-line editing mode. Contrast with full-screen mode. 

general-purpose type Exec (GPTE) 
A configuration supplied by Unisys. Configuration probing tailors this configuration by 
marking what is not available in the master configuration table. All GPTE sites have the 
same Exec absolute. 
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generate 
(1) To perform an OS 2200 software product generation using COMUS. (2) To produce 
output as part of the software product generation using COMUS. See also build. 

generated default 
A term that signifies either a generated expression or identity. 

generated default column 
A column that contains a generated default. 

generated expression 
When evaluated, the default value of a column. The default-clause and identity are 
other types of defaults. 

generated run-id 
The unique run-id generated by an OS 2200 host system. Contrast with original run-id. 

generation 
Pertaining to system generation, which is generally performed by a site administrator. 

generic part of function packet 
The first ten words of the function packet for each PCFP function that is the same for 
every PCFP function. 

generic stack 
See stack. 

GET 
A mail processing command that retrieves incoming and outgoing mail for a currently 
assigned mailbox. 

get 
In message queuing, to use the MQGET call to remove a message from a queue. See 
also browse. 

GET method 
Requests an object identified by the URL from a server. If the object is a document or 
a file, GET requests the contents. If the object is a program, GET requests the results 
of executing the program. If the object is a database query, GET requests the results 
of the query. Each time you follow a link on the Web, the Web browser uses GET to 
retrieve the information you requested. 

getty 
One of a series of processes that connect the user to the system. getty is invoked by 
init and in turn invokes login. 

GFT 
See global file table. 

global 
Pertaining to an entity to which both external and internal program units can refer. 
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global constant 
A constant that is known outside the object module element in which it is declared. It 
is one type of definition. 

global file table (GFT) 
A table containing global data information, such as page size, that is built when an 
OPEN FILE request is made (provided that the table does not already exist). It is 
located in the DCS D-bank, a UDS data bank, and is shared by all threads that have 
opened the file. 

global group 
A group of Windows accounts that can be granted rights and permissions to become 
a member of a local group in its own domain, the member servers and workstations, 
and trusting domains. See also group (3). 

global name 
A name that only one program declares but to which that program and any program in 
that program can refer. Condition names, data names, file names, record names, 
report names, and some special registers can be global names. 

global overflow 
The pages at the end of an Enterprise Network Database Server area used to store 
records that overflow from any part of the area. See also interspersed overflow. 

global PADS procedure 
A PADS procedure that you can call at any time without explicitly retrieving it. All 
PADS global procedures end in $, to distinguish them from user-written procedures. 
Also known as a standard procedure. 

global security lock 
Commands that control access to a Repository for ClearPath OS 2200 data dictionary 
database, entity descriptions, and security information. 

global temporary table 
A table identical in structure to a base table, but in which the data is local to a thread. 
When a thread first references a global temporary table, the table has zero rows. 
When the thread ends, all records are removed from the temporary table. Multiple 
users can share the same temporary table, each using separate data. See also 
relational table. 

global transaction 
A single unit of work that is performed by one or more application programs and one 
or more resource managers, possibly on different machines, as part of a global 
transaction. Coordination among the multiple application programs results in updates 
to one or more databases being either all committed or all rolled back. Synonym for 
distributed transaction. See also ACID properties, transaction manager, X/Open 
Application-Transaction Manager Interface. 

global transaction identifier 
See XID. 
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global variable 
A variable that is defined in one subdivision of a computer program and used in at 
least one other subdivision of that computer program. 

GMT 
Abbreviation for Greenwich mean time. 

GN file 
The Message Control Bank (MCB) utility file that contains elements of released 
software, to control system generation, and other elements for site-configuration 
stream generation statements (SGS). 

GN.CO$CONFIG element 
The message control bank software configuration element. 

GO TO statement 
A statement that transfers control to an executable statement specified by the 
statement label cited in the GO TO statement. GO TO statements are unconditional, 
computed, or assigned. 

G-option file 
A file cataloged with the G option. On an @ASG or @CAT statement, the G option 
prevents the backup of a file by FAS or prevent the file from being rolled out. On 
systems where read/write keys are enforced, the G option guards against the file 
having its read or write keys or privacy mode overridden by privileged runs. 

goto operation 
A mechanism that an activity can use to cause a transfer in instruction execution. A 
goto operation can potentially (but not necessarily) cause a transfer from the current 
code bank to another code bank. The method of invoking a goto operation depends on 
whether the execution is in extended mode or basic mode.. 

GPTE 
See General Purpose Typical Exec. 

granularity 
The increment by which storage space is allocated to a mass storage file. 

granule 
The incremental unit of size in which storage space is allocated to a mass storage file. 
A granule can be either a track or a position. 

graphic character 
A character other than a control character that has a visual representation when 
handwritten, printed, or displayed, and that has a coded representation consisting of 
one or more bit combinations (bytes). Whether a character is a graphic character is 
determined by the cultural convention set or locale. 

group 
(1) A set of permissions alternative to owner permissions for access to a file. (2) A set 
of user IDs that can assume the privileges of a group. (3) The group ID of a file. 
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group ID 
An integer value, usually associated with one or more login names; as the user ID of a 
process becomes the owner of files created by the process, so the group ID of a 
process becomes the group of such files. 

group item 
A data item that can be subdivided into other data items. A group item consists of 
elementary items or other group items. 

grouped view 
A view that contains one or more of the following: GROUP BY clause, HAVING clause, 
and aggregate functions (AVG, MAX, MIN, SUM, and COUNT) with optional global 
DISTINCT. A grouped view is a subset of the aggregate view. 

group-id 
An identifier associated with a pattern group in an autoaction database. 

grouping 
Determining how to associate the operands and operators in an expression. The 
compiler uses operator precedence to determine grouping if an expression is not fully 
parenthesized. 

GRS 
See general register set. 

GSA 
See General Syntax Analyzer. 

guard mode (IGDM) 
An abnormal condition during program execution that involves an addressing 
exception fault and results in a Contingency Type 2 error. 

GUI 
Acronym for graphical user interface. Refers to the techniques involved in using 
graphics, along with a keyboard and a mouse, to provide an easy-to-use interface to 
some program. 

H 

H/W 
Abbreviation for hardware. 

HAA 
See Heritage Application Access.  

hacker frustration 
Refers to methods that keep unauthorized users from accessing a system. 

HAD 
Abbreviation for head disk assembly. 
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half duplex 
A type of data communication in which a computer system or application can transmit 
and receive data one way at time. 

handle 
In the storage interfaces, a temporary identifier for database objects. Storage 
managers generate handles when the SQL engine calls routines to open tables, 
indexes, table scans, and index scans, or to access long data-type columns. The SQL 
engine uses the handle on subsequent calls to scan, fetch, insert, and update 
operations. More generally, a handle is a memory pointer associated with a temporary 
object, which does not last across a user-level SQL session. Compare with identifier. 

hard expiration date 
A key expiration expressed as a specific date; for example, 19970101. 

hardware 
Physical equipment, in the form of mechanical, magnetic, electrical, or electronic 
devices, as opposed to software. 

hardware accelerator appliance 
A device in an IO processor that provides increased performance for bulk 
cryptography services through the use of onboard encryption devices. 

hardware layer 
The first (lowest) layer defined in TCP/IP. It controls the flow of data across physical 
host-to-host connections in a network. The next higher layer is the network access 
layer. The hardware layer is equivalent to the physical layer defined in the OSI 
Reference Model and Unisys distributed communications architecture. IBM systems 
network architecture does not define a hardware layer. 

hardware locking 
The file-locking method that locks TIP files external to the hosts. The Record Lock 
Processor provides hardware locking in the XTC environment. See also software lock. 

hardware object 
A physical device such as a host system or tape drive. 

hash algorithm 
See one-way hash algorithm. 

hash code 
A semi-unique integral value associated with a symbol that functions as a key in 
searching for the symbol. 

hashing 
An algorithm for taking a large message and reducing it to a much smaller value that 
can represent the message. This value can then be calculated later and compared to 
the original to verify that the original large message has not been changed. Also 
known as message digesting; examples are MD5 and SHA-1. 
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header file 
A file of source text provided with the C run-time library that you can include in 
compilations. Every C library function is declared in one of the header files, along with 
any needed type definitions and macro definitions. 

header section 
The section of a screen that displays the product name, release number, name of 
command, and current date. 

heading 
See page heading. 

heap 
A bank into which the URTS subsystem loader loads data for fast HVTIP transactions 
and for fast-load self-contained subsystems (FLSS). 

heap manager 
The HVTIP heap manager is a run-time assistance routine of the Runtime System for 
Extended Mode compilers (formerly known as the Universal Runtime System or URTS) 
that manages the D-bank of HVTIP transactions and FLSS subsystems. 

heaps 
Heaps, as in HVTIP or FLSS heaps, are scratch banks used by the URTS subsystem 
loader to acquire space for loading HVTIP and FLSS segments, which supplies the local 
data needed by HVTIP ZOOMs and FLSS object modules. 

heartbeat 
An MHFS mechanism used between hosts, between monitor runs, and between a 
monitor run and components. Active hosts or components produce heartbeats, 
whereas inactive ones do not. In a Partitioned Applications system, two consecutively 
missed heartbeats signal that the monitor run should initiate recovery actions. See 
also component, component heartbeat, heartbeat runstream, host heartbeat, host-to-
host heartbeat, monitor run. 

heartbeat message 
A periodic message sent between client and server components that is used to 
determine the existence or absence of an operating connection. See also console 
heartbeat agent. 

heartbeat runstream 
A runstream that the site creates that calls a system program to register application 
group components (specifically, MCB and Universal Database Control) with the host’s 
monitor run. See also Application Recovery, component recovery runstream, local 
recovery runstream, shared recovery runstream. 

held message 
A message that appears in the hold pane of an OS 2200 console window. See also 
hold action. 
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help 
Online assistance for the current item or window. Appears as a page in the help 
window; accessed by pressing the F1 key. If more ... appears on the bottom line of the 
help window, press the same key again to get another page of help. To exit help, 
press Esc. 

help text folder 
A folder that contains the help files displayed in the alert details pane in an Alerts 
window of Operations Sentinel Console. This folder is named help in the Operations 
Sentinel data folder on the Operations Sentinel server. See also language locale folder. 

Heritage Application Access 
Heritage Application Access (HAA) is a component of the Unisys Open Distributed 
Transaction Processing (Open DTP) suite of products. HAA protects your investment 
in existing, non-distributed transactions (heritage application programs) by allowing 
them to be called in a DTP environment. 

heterogeneous network 
A network of hosts using different operating systems; in this case, both OS 2200 and 
non-OS 2200 hosts. 

heterogeneous processing 
Interhost processing between an OS 2200 host and a non-OS 2200. Contrast with 
homogeneous processing. 

heuristic completion 
(The Open Group) A situation in which a resource manager (RM) unilaterally commits 
or rolls back changes that it made to shared resources during a global transaction, 
without knowing the global transaction's state. After an RM makes a heuristic 
decision, it may unlock shared resources and allow other global transactions to make 
further changes. (2) Heuristic decisions that RMs make about changes to shared 
resources do not necessarily match decisions that transaction managers (TM) make 
about the associated global transactions. When RMs and TMs make opposite 
decisions, shared resources (databases) become inconsistent. See also ACID 
properties, global transaction, mixed-heuristic result, resource manager. 

hexadecimal 
A numeric value that represents a hexadecimal integer. 

hexadecimal character; hexadecimal digit 
A character that belongs to the numerical notation system of sixteen digits. 
Hexadecimal representations are always case-sensitive.The digits 0 through 9 and the 
uppercase letters A through F are used in the hexadecimal system. 

h–field 
The index register incrementation field of an instruction. 

HI 
See Highlight. 

HIA 
See host interface adapter. 
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hidden 
A state of a partition where the data in the partition is invisible but inaccessible to 
SQL. 

hidden character 
One of a group of characters within the standard ASCII character set that are not 
printable. Characters such as backspace, escape, and <^d> are examples. 

high BDI 
A bank BDI numbered greater than 4095. These cannot be used for basic mode 
access, unless based on a basic mode BDR by extended mode code, because basic 
mode BDIs are limited to 12 bits. 

high-density tape 
A tape on which data is recorded at a density of 800 bits per inch. 

high-level debugging 
Debugging that deals with a program’s symbolic information, such as line numbers, 
procedure names, and variable references. Requires a symbolic debugging dictionary 
to be present. Contrast with low-level debugging, which deals with hardware address 
information, such as bank information, and does not require a symbolic debugging 
dictionary to be present. See also low-level debugging, symbolic debugging dictionary. 

high-level programming language 
A computer language that uses symbols and English-like command statements that 
you can read. Each statement usually represents a series of computer instructions. 
Examples of Unisys high-level languages include BASIC, ASCII FORTRAN, ASCII 
COBOL, PL/I, RPG, and UPAS (Pascal). 

Highlight (HI) 
(1) An attribute that specifies the highlighting of the text part of the display. (2) A 
FORMGEN attribute. 

highlight action 
An autoaction in a CP-AMS database that displays the matched message and all 
associated supplemental display text using the specified color and text emphasis in 
the OS 2200 console windows. 

high-order end 
The leftmost character of a string of characters. 

High-performance Transaction Processing for XATMI (HTP/x) 
OS 2200 system software that supports the transaction processing protocols defined 
in ISO/IEC 10026-3. These protocols allow heterogeneous computer systems to 
communicate in support of distributed transactions. The HTP/x interface, a component 
of the OSI-TP product, supports access to the OSI TP functions required by the Open 
Group CAE specification of the XATMI Application Programming Interface (XATMI API). 
It provides services to initiate and accept or reject remote service requests both 
inside and outside of a global transaction; send and receive data; and prepare, commit, 
and roll back transactions 
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High-Performance Transaction Processing Interconnect (HTP/ic) 
(1) System software that provides the underlying connection between the ClearPath 
Windows NT node and the custom node fo r Open Distributed Transaction 
Processing client/server applications using the FDDI link. HTP/ic facilitates 
communication to the HTP/x product, if available, and, ultimately, the Open Distributed 
Transaction Processing product on the custom node. HTP/ic is based on XATMI and 
OSI TP standards. (2) System software that provides a subset of HTP/x capabilities. 
Referred to as HTP/ic−2200, this version resides on the 2200 node and communicates 
with HTP/ic software on the Windows NT node. 

High-Volume Transaction Processing (HVTIP) 
A specialized technique used for applications requiring a high rate of throughput, and 
whose processing of a transaction can pass through an arbitrary sequence of 
separately collected or linked subprograms. 

histogram 
NPEER. An NPEER report processor subreport. This subreport gives the number of 
samples that occurred in binsize intervals of object code in the program. The report 
prints a bar of stars approximately proportional to this number. Adding the histogram 
keyword to a PRODUCE_SUMMARY command gives histogram reports. 

history files 
Two files created by the user and maintained by IRU. The dump history file contains 
information about files dumped to tape in a full database dump and about the changes 
collected and dumped to tape. The move history file contains information on the audit 
trails archived to tape. See also dump history file, move history file. 

history file-directed recovery 
A type of recovery that enables IRU to use the information in the history files to direct 
the recovery process. 

history file-directed reload 
A reload that allows IRU to use the information in the dump history file to direct the 
reload process. 

hit record 
A record that satisfies the condition of the WHERE clause in a query. 

HK keyin 
A file-sharing keyin that enables the user to send an unsolicited keyin to another host 
in the file-sharing environment. 

HLC 
See Host LAN Controller. 

HM keyin 
A file-sharing keyin that enables the user to send a console message to another host 
in the file-sharing environment or to all hosts in the environment. 

HMAC 
See Keyed-Hashed Message Authentication Code. 
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HMAC-MD5 
A keyed digest algorithm that uses MD5 to produce a 128-bit message digest. 

HMAC-SHA1 
A keyed digest algorithm that uses SHA-1 to produce a 160-bit message digest. 

HMAC-SHA224, HMAC-SHA256, HMAC-SHA384, HMAC-SHA512 
Keyed digest algorithms that use SHA-224, SHA-256, SHA-384, or SHA-512 hash 
functions to produce message digests of length 224, 256, 384, or 512 bits. See also 
SHA-2. 

HMLOG 
Abbreviation for Hardware Monitor Log Reduction Program. 

hold 
A condition on an OS 2200 system that blocks certain processes from continuing until 
a problem is resolved. See also backlog hold, EXPOOL hold, mass storage hold, 
operator hold, tape hold. 

hold action 
An autoaction in a CP-AMS database that holds the matched message and all 
associated supplemental display text in the hold pane of an OS 2200 console window. 
See also display action, release action. 

hold pane 
A pane in an OS 2200 Console View window that holds messages for the operator 
until the messages are released by the operator, a release action, or console 
initialization. See also hold action, release action. 

hold pane status message 
Warning messages Operations Sentinel sends when the threshold of the hold pane 
buffer in an OS 2200 Console window reaches 80% full and when the buffer reaches 
the maximum limit. 

hold release message 
An AMS internal message produced by CP-AMS when a message is removed from the 
hold pane in an OS 2200 Console View window. 

hold-id 
An optional identifier associated with a held message, used by a release action to 
identify the messages to be removed from the hold pane of an OS 2200 console 
window. 

hole 
A gap in a plain file caused by seeking while writing; read takes data in holes to be 
zero; a block in a hole occupies no space in its file system. 

Hollerith constant 
A string of ASCII characters preceded by nH, where n is the number of characters in 
the string. 
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home directory 
The directory in which you are located when you log in to the OPE system; also known 
as your login directory. 

home subsystem 
A default subsystem for a program, defined automatically by the Exec. Each program 
has its origin in a unique home subsystem. Code and data in the home subsystem are 
unshared. The home subsystem is not a shared subsystem. See also fixed-gate 
shared subsystem, self-contained shared subsystem, subsystem. 

home system 
In a distributed processing network, the home system is the computer system to 
which your terminal is connected. See host. 

homogeneous network 
A network comprised of hosts that using the same operating system; in this case, 
OS 2200 systems. 

homogeneous parameter list 
A secondary parameter list in which all the entries have the same properties as the 
entries in the primary parameter list. 

homogeneous processing 
Interhost processing between OS 2200 hosts. Contrast with heterogeneous 
processing. 

host 
(1) A computer system that consists of a main storage memory, unique (local) 
peripheral devices, central complex devices, and OS 2200 software. (2) A computer 
system connected in a network.  

host heartbeat 
A collective term for two types of heartbeats: host-to-host heartbeats, which occur 
between two hosts, and monitor run heartbeats, which occur within a host. The Exec 
MHFS hardware and software issue host heartbeats for production and backup hosts 
running in a Partitioned Applications environment. Consecutively missed host-to-host 
heartbeats indicates a possible host failure, and consecutively missed monitor run 
heartbeats indicates a possible failure of a host’s monitor run. See also component 
heartbeat, heartbeat, host-to-host heartbeat, monitor run heartbeat. 

host id 
The identifier for a local or remote host in the network, defined in the TCP/IP 
configuration and specified in Internet physical address format or in logical host name 
format. 

host interface adapter (HIA) 
2200 XPC microprocessor located in an XPC cabinet that is part of the connection 
between the XPC and the host. The HIA connects to the fiber optic cables. 

Host LAN Controller (HLC) 
A control unit that connects an OS 2200 host to an IEEE 802.3, Ethernet, FDDI, or IEEE 
802.5 (token ring) LAN. 
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host language 
(1) An application program language in which users insert DML commands to access 
the database. (2) The host language of the subschema. 

host mass storage (HOSTMS) 
A process that provides access to mass storage on the OS 2200 host to other 
network nodes. Each node can have one or more sessions (logical connections) to the 
host mass storage process. One or more files can be in use by each session. 

host name 
(ClearPath MCP) A unique name that identifies each host in a BNA or Transmission 
Control Protocol/ Internet Protocol (TCP/IP) network. The host name consists of from 1 
to 17 alphanumeric characters or a dotted&hyphen;decimal Internet address (for 
example, 192.61.116.15). 

host number 
An integer that identifies a particular host. The host number is part of the Internet 
address of a host. 

host recovery runstream 
A system runstream that gives a host control of (initializes) system-wide items, such 
as TIP system files, by calling the SPAIR processor. SPAIR performs the TIP 
initialization keyin (TF keyin). The runstream also sets appropriate FLAGBOX keys by 
calling the BOXER utility. 

host resiliency 
A feature that maintains system integrity when software components on 2200 hosts 
or connections between hosts fail. This is accomplished by installing multiple 2200 
hosts that act as backups for each other. 

host route 
Specifies the gateway to use from the local host to another host (on the local or other 
network). 

host system 
In FLIT, the host OS 2200 system that is executing FLIT. 

host type 
A DDP-PPC configuration services database parameter that identifies a remote host as 
an OS 2200 host or non-OS 2200 host compatible with Open Systems Interconnection 
(OSI). 

host-cycle 
A cycle whose execution has included execution of at least one PROCESS statement, 
and, therefore, a cycle from which slave-cycles have emanated. 

host-global 
An event or process affecting all the hosts in a multiple host environment. See also 
interhost. 
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host-id 
(1) An identifier of up to eight characters for a host in a distributed data processing 
network. (2) A single character (A, B, C, or D) that identifies a host in an MHFS system. 

host-local 
Synonym for intrahost. An event or process affecting only one host in a multiple-host 
system. 

hosts file 
The system file that contains the network addresses and host names for devices that 
are connected to the network. On a Windows system, the path to this file is 
WINDOWS\system32\drivers\etc\hosts. On a UNIX system the path to this file is 
/etc/hosts. Contrast with Domain Name Server, WINS. 

host-task 
A sub-task that contains a PROCESS statement in its instruction sequence. 

host-to-host heartbeat 
A host heartbeat that occurs between two hosts. Host-to-host heartbeats occur 
between the production host’s monitor run and the backup host’s monitor run. The 
system uses host-to-host heartbeats to detect possible host failures. See also 
component heartbeat, heartbeat, host heartbeat, monitor run heartbeat. 

hot fix 
A local change that indicates it is to be replaced by a development center change. The 
related changes field of the hot fix indicates the hot fix has an /RD relationship with a 
change that has a site-id of R. The primary purpose of the hot fix is to ensure the 
merge order is properly maintained; hot fix corrections are relative to the PPCF and 
not to the TCFL as are other local changes. 

hot standby 
An option of Operations Sentinel resilient monitoring in which the primary Operations 
Sentinel server alone monitors the managed host systems, and if the primary server 
fails, a secondary Operations Sentinel server takes over the monitoring. Contrast with 
concurrent monitoring. 

HPSU 
Abbreviation for high-performance storage unit. 

HREF 
A hypertext reference that specifies the universal resource identifier (U RI) of the 
resource to which to link. 

HTML 
Acronym for HyperText Markup Language, the primary language used to define 
documents accessed over the Internet and in many applications. HTML uses tags to 
identify the structure of text (paragraphs, headings, lists, and so forth) rather than the 
formatting. 

HTP/ic 
See High-performance Transaction Processing Interconnect. 
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HTP/x 
See High-Performance Transaction Processing for XATMI. 

hunt sequence 
A circular series of line settings, such as different baud rates. During the login 
sequence, a user looking for a compatible connection to the computer can go from 
one setting to the next by sending a BREAK signal. 

HVTIP 
See High-Volume Transaction Processing. 

HVTIP program 
A special type of reentrant TIP program consisting of modular subprograms that are 
accessed in sequence during program execution. The program banks are kept in 
HVTIP program libraries. 

HVTIP program library 
A TIP file that is created by the system to hold HVTIP program banks, which the 
administrator copies into the library using the TPUR utility. There can be up to 2048 
HVTIP libraries on a system, numbered 0 through 2047. A library can contain extended 
mode HVTIP ZOOMs or basic mode absolute programs. 

HVTIP-II 
An enhanced version of HVTIP that has extended addressing capabilities. See also 
High-Volume Transaction Processing. 

hybrid hash join 
One of the methods that Enterprise Relational Database Server uses to perform a join 
operation. The hybrid hash join equally joins the two outermost tables when both 
tables equally join on nonindexed columns or nonleading index columns. 

HYPERchannel 
A hardware unit from Network Systems Corporation that provides a high-speed direct 
cable connection between systems in a network. HYPERchannel hardware 
components include a control unit, an input device, and an output device on each of 
the two hosts being connected. 

HYPERchannel/IPCC configuration 
An MHFS configuration in which lock control structures are stored on each host and 
passed between hosts through the HYPERchannel network or interprocessor channel 
coupler (IPCC) network. Each host is connected through channels to all other hosts in 
the file-sharing environment. See also dual HYPERchannel/IPCC. 

HyperText Transfer Protocol (HTTP) 
The primary protocol for transferring data over the Web. 

HYPERchannel input/output executive feature 
An optional Exec feature that is required to support a HYPERchannel connection to a 
remote host. See also SINCH. 



3850 6523–002   5–1 

Section 5  
I, J, K, L    

I 

i 
The indirect register of an assembly language instruction or the increment portion of 
an X register. Also known as i–field, I register. 

I/O 
See input/output. 

I18N 
See internationalization. 

I18N Service Library (I18NLIB) 
A group of routines that forms the basis for I18N capabilities and services used by 
OS 2200 system software and applications programs. 

I18NLIB  
The Internationalization Repository and Services Library (I18NLIB) helps provide the 
following I18N capabilities for 2200 Series system products and programming 
languages: correct spelling of names using 8-bit coded character sets (CCS); sorting of 
lists by applications according to local conventions; and smooth, structured, and 
documented migration path from 7-bit character databases to the new 8-bit CCSs that 
are sorted and indexed according to the new conventions. 

I18NLIB service routines 
See service routines, I18NLIB. 

IACULL 
Abbreviation for TeamQuest Interactive CULL. 

IANA 
Abbreviation for Internet Assigned Numbers Authority. 

IAR 
Abbreviation for Initiate Autorecovery. 

IBANK 
A Collector directive that defines contents, construction, relative addressing, name, 
and other characteristics of an I-bank. 
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I-bank 
A bank that contains instructions in the form of program code. 

IBJ$ 
An external reference used by the Collector to determine whether a subroutine call 
should be an LMJ instruction or an LIJ instruction. When the Collector finds this 
external reference on bits 35–27 (f–j-fields) of an instruction, it interrogates the u-field 
of the same word. If the u-field contains an entry point defined with the same bank as 
the word, the instruction generated is an LMJ; otherwise, the instruction generated is 
an LIJ. The value of IBJ$ is that the same relocatable element can be used in 
collections with different bank structures without recompiling/reassembling the 
element. Through the use of IBJ$ by compilers, multibanking is determined by 
Collector directives and can be completely transparent to compiler language 
programmers. 

IBM3270 
A mnemonic for the IBM 327x family of terminals. 

I-boot 
See initial bootstrap. 

ICC 
Abbreviation for I/O complex cabinets. 

ICD 
Abbreviation for internal cache down. 

ICLP 
See initial confidence and load program. 

ICMP 
See Internet Control Message Protocol. 

ICP 
See initial control program. 

ICR 
See intercept and connect routine. 

ICRI 
See interprocessor call and return interface. 

ICS 
See interrupt control stack. 
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identifier 
A syntactically correct combination of character strings and delimiters that names a 
data item. When referencing a data item that is not a function, an identifier consists of 
a data–name, together with its qualifiers, subscripts and reference modifiers, as 
required for uniqueness of reference. When referencing a data item that is a function, 
a function identifier is used. The rules for ”identifier” that are associated with general 
formats can specifically prohibit reference to functions, qualification, subscripting, or 
reference modification. 

identifier, transaction 
See XID. 

identity 
Columns in a SQL table can be declared as identity columns. This means that the 
system assigns a unique value for this column as the record is inserted. Identity is 
defined by SQL 2003 as an internal sequence. 

identity column 
See identity. 

Ideograph 
Symbols used to represent whole words or ideas. For example, Chinese, Japanese, 
and Korean use ideographic scripts. See also script. 

idle point 
A time when no messages are active and the database is consistent. Idle points are 
used to specify the start or end points for recovering messages. 

IEC 
Abbreviation for International Electrotechnical Commission. 

IEEE 802.3 
The standard for a frame-based (bit-oriented) communications protocol that includes 
most of the functions of the network layer, data link layer, and physical layer of the 
OSI Reference Model. 

IF statement 
A statement that can test relationships and modify the normal sequence of execution 
based on the test results. The types of IF statements are arithmetic IF and logical IF 
statements. 

i–field 
The indirect field of an instruction or the increment portion of an X register. 

IGDM 
See Interrupt Guard Mode. 

IGMP 
See Internet Group Management Protocol. 

IHC 
Abbreviation for interhost cache. 
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IHM 
Abbreviation for interhost message. 

IIOP 
Abbreviation for Internet Inter-ORB Protocol. 

IKR 
See indicator/key register. 

IL 
See initial load. 

ILES 
Abbreviation for Independently Linked Exec Subsystem. An Exec module installed via 
MILES. 

Ilist 
The index to a file system listing all the inodes of the file system. See also inode 
number. 

ILLPR 
See initial load last page recoverable. 

IMA 
Abbreviation for initial message analysis. 

image 
(1) One line or one record of data. (2) Part of a form. There are ON/OFF, linked, and 
repeat images. The attributes of an ON/OFF image can be different from the attributes 
of the form it is part of. An image is separately defined and controlled with start and 
stop image characters and can be part of vertical and horizontal repeat images. An 
image can contain nested images or fields. 

image region 
In EDIT 1100 full-screen mode, the image region is the area that displays the actual 
data images of your workspace. See also command response region, scale line, and 
screen command region. 

immediate data 
The occurrence of actual data (not a pointer to the data) in a parameter descriptor. 

immediate shutdown 
In WebShere MQ, a shutdown of a queue manager that does not wait for applications 
to disconnect. Current MQI calls are allowed to complete, but new MQI calls fail after 
an immediate shutdown has been requested. Contrast with quiesced shutdown and 
preemptive shutdown. 

impact report 
A Repository for ClearPath OS 2200 report that describes the effect of a change on 
the database. 
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imperative statement 
A statement that either begins with an imperative verb and specifies an unconditional 
action to be taken or is a conditional statement delimited by its explicit scope 
terminator (delimited scope statement). An imperative statement can consist of a 
sequence of imperative statements. 

implementation 
(1) The installation, configuration, operation, and use of one or more hardware units or 
software products with a particular computer system or network. (2) The specific 
design and functionality of an end-product produced by a particular vendor to 
accomplish a given objective. 

implementor name 
A system name that refers to a particular Exec feature. 

implicit end-thread 
The end of a thread that occurs when a program lacks explicit thread control 
commands. It produces a program ER EXIT$ statement and terminates execution of 
the program. 

implicit lock 
A lock that Enterprise Relational Database Server automatically creates to protect data 
in the database. 

implicit primary key (IPK) 
The internally defined primary key that Enterprise Relational Database Server creates 
when the SQL standard table definition does not specify a primary key. 

implicit rollback 
A rollback of a global transaction that a transaction manager initiates when a resource 
manager responds negatively to the first phase of the two-phase commit protocol. 
See also explicit rollback, rollback, transaction manager, two-phase commit protocol. 

implicit scope terminator 
In COBOL, a separator period that terminates the scope of any preceding 
unterminated statement, or a phrase of a statement that, by its occurrence, indicates 
the end of the scope of any statement contained in the preceding phrase. 

IMPLICIT statement 
A statement that assigns a specific data type to a symbolic name based on the initial 
alphabetic character of its name, or specifies that all data items and functions must 
have their types explicitly declared. 

implied directory-id 
The directory-id value assumed in an MHFS environment when a user does not 
specify the directory-id (STD or SHARED) but specifies the pound ( # ) sign 
immediately before the file qualifier. 
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implied qualifier 
The qualifier value assumed when a user does not specify the qualifier but specifies 
the asterisk (*) immediately preceding the file name. In an MHFS environment, specify 
@QUAL directory-id#qualifier (that is, no options on the @QUAL statement) to change 
the implied value of the file qualifier (and the directory-id). Using implied values 
provides added flexibility and brevity in specifying files. See also default directory-id, 
implied directory-id, default qualifier. 

implied range 
All records in a partition P2 must have values less than or equal to the upper bound 
“b”. All records in a partition P2 must have values greater than the upper bound “a” of 
the partition P1 with the next smallest upper bound. The implied range of P2 is all 
records where “a” < key value <= “b”. 

imported variable 
A variable that has its storage allocated in another place but has its name known in 
this context. (An imported variable is the counterpart of an exported variable.) 

inaccessible 
A characteristic of a partition state that determines whether the data can be 
manipulated (retrieved, inserted, updated, deleted, loaded, unloaded, erased) by a 
user. The values of this characteristic are ACCESSIBLE and INACCESSIBLE. If a partition 
is ACCESSIBLE to SQL, records can be manipulated using SQL commands. Records in 
an INACCESSIBLE partition cannot be manipulated. 

inactive database 
An autoaction database that is not currently being used to automatically respond to 
system messages. Contrast with active database. 

inactive text 
A QLP command, a set of QLP commands, QLP command clauses, or any part of a 
QLP command included in a macro body. 

inbound open 
A connection that is initiated by a remote system. 

include element 
A symbolic element that is dynamically included as part of a C program using the 
#include statement. The include elements supplied with PCFP reside in program file 
SYS$LIB$*PROC$, which is searched automatically by the C compiler.  See also copy 
procedure, include procedure. 

include file 
A source file that is included as part of a compilation when coded with the 
preprocessor directive include in the source text. You can write your own include files 
or include any of the header files provided with the C run-time library. 
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include procedure 
A part of a symbolic element that you dynamically include as part of a FORTRAN 
program using the INCLUDE statement. The include procedures supplied with PCFP 
have been processed by the PDP processor, and reside in program file 
SYS$LIB$*PROC$, which is searched automatically by the FORTRAN compiler. See 
also copy procedure, include element. 

INCLUDE statement 
A statement that inserts an externally defined set of FORTRAN statements into the 
program being compiled. 

including 
Supplying one or more input object modules to static linking so that local resolution or 
other tailoring tasks can take place. Including is accomplished by the INCLUDE or 
RESOLVE command. 

inclusion 
Synonym for including. 

inconsistency 
A discrepancy in a database that occurs when the same data has different values. 
Inconsistencies are removed once the database is normalized. 

independently linked Exec subsystem (ILES) 
An extended mode executable element that is linked independently of all other 
products, including the Exec, and can therefore be dynamically installed and reinstalled 
without an Exec boot. 

index 
(1) A computer storage area or register whose contents represent the identification of 
a particular element in a table. (2) A number that is used to select an item in an array, 
table, or list. An index value equal to 0 selects the first item, and a maximum value 
selects the last item. Unless otherwise specified, an index is an unsigned number. (3) 
A table that Enterprise Network Database Server uses to quickly locate records 
whose location mode is index sequential or that belong to an IPA set. See also 
secondary index. 

index area 
An Enterprise Network Database Server area that contains an index, whose data is not 
accessible to the user. 

index block 
A top-level or detail-level block in an MSAM file that contains block control 
information, record keys, and key information. 

index data item 
A data item in which the values associated with an index name can be stored. 

index handle 
In the storage interfaces, a handle that identifies an index open for updating. 
Implementations generate index handles when the ODBC Access SQL Server calls 
rss_hdl_t: :ix_hdl_ctor. 
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index key 
A data item in a record having an index sequential location mode used to locate the 
page containing the record. 

index level number 
A two-digit number from 01 through 49 recorded inside each data and index page. The 
index level indicates whether the page is a data page or an index page. 

index name 
A user–defined word that names an index associated with a specific table. 

index page 
A page with records that provide a logical access path to data pages. See also root 
page. 

index page number 
A page number that Enterprise Relational Database Server assigns to each index page 
created in a B-tree to uniquely identify the page. 

index processor (IXP) 
An internal component of the XPC. It manages the I/O cache, record locking, the 
passing of inter-host messages, and diagnostic bus utility functions of the XPC 
architecture. 

index record 
A group of facts or fields used to store information about a relational table. Index 
records contain a primary key value and a page number pointing to a data or index 
page. Index pages contain index records. 

index register 
A register used in hardware address modification. Also known as X register. 

index sequential 
A method of retrieving or storing records using the value of a data item in the record 
(index key). The DMR determines the record’s page location based on its index key 
value; a QLP path type and an Enterprise Network Database Server location mode. 

index sequential access 
An Enterprise Network Database Server method of retrieving or storing records using 
the value of a data item in the record (index key). The Data Management Routine 
determines the record’s page location based on its index key value. Records stored in 
this manner can be processed sequentially or randomly. Synonym for index sequential 
location mode. 

index sequential location mode 
See index sequential access. 

indexed data-name 
An identifier that is composed of a data-name, followed by one or more index-names 
enclosed in parentheses. 
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indexed file 
A file with indexed organization. 

indexed key table (IKT) 
An MSAM table that contains file and key attribute information, such as number of 
keys per record, key size, key type (prime or alternate), and number of duplicate keys 
allowed. 

indexed organization 
The permanent logical file structure in which each record is identified by the value of 
one or more keys in that record. 

indexed pointer array (IPA) 
A set whose value is similar to a pointer array set, except that IPA records consist of a 
header, an index sequential link to the next record, a pointer to the owner, the 
concatenated key, and a list of members’ DBKs. 

indexed records 
Records in an MSAM file for which key fields have been supplied. An index stored 
with the file contains addresses or pointers that indicate the location of each record in 
the file. 

index-name 
A user-defined word that names an index associated with a specific table. 

indicator/key register (IKR) 
A full word stored in the activity state packet that is part of the 2200 execution state 
containing mid–execution control indicators, interrupt indicators, and the access key. 

indirect blocks 
Data blocks indirectly referred to by an inode (if the file is larger than eighteen 3,584-
byte blocks); the inode has three addresses that indirectly potentially refer (by a 
cascade of pointers) to some 720,126,848 data blocks (a large potential file size). The 
inode has one address that points to 896 more data blocks; a second address points 
to 896 blocks that each point to 896 data blocks; a third address points to 896 blocks, 
each of which point to 896 data blocks. Since OPE file systems use regular OS 2200 
files (which are currently limited to 262,144 tracks, or 524,888 data blocks), the third 
address level is never used. 

INF 
Abbreviation for Instruction in F0. See MID. 

INFO 
A MASM directive that enables the user to code information in an assembly program 
that can direct the collection of the assembled output element. 

Information Resource Dictionary System (IRDS) 
The American National Standard IRDS, X3.138, standard for information resource 
dictionaries. IRDS includes a repository database of descriptions of corporate 
information resources called the Information Resource Dictionary (IRD) and its own 
command language (IRDS command language), both of which Repository for ClearPath 
OS 2200 supports. 
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information statistics table 
Part of the MSAM information block, which contains statistics on file usage. 

inheritance 
The process of defining a managed class by extending the definition of another 
managed class. See also base class, derived class. 

inhomogeneous parameter list 
A secondary parameter list in which the entries do not have the same properties as 
the entries in the primary parameter list. 

INIT option 
An Exec step control recovery option that initializes the application group. To initialize 
the application group, step control initializes queue item storage and the periodic 
savefile. While INIT is in progress, the system does not attempt message and 
database recovery. INIT is used on an initial boot when the periodic savefile does not 
contain recovery information. 

INITAL primitive 
A TIP primitive call that allows a transaction to initialize and retrieve an input message. 
See also CONECT primitive, DISCON primitive, TERMN8 primitive 

initial boot 
See initial bootstrap. 

initial bootstrap (I-boot) 
The method by which Exec software is read from the boot tape and copied to mass 
storage device types. At the end of initialization, the control routines (referred to as 
the resident Executive) are read into main storage and given control. 

initial confidence and load program (ICLP) 
The OS 2200 program that performs an initial confidence test of the hardware. It also 
loads the bootblock from the initial program load device into main storage. 

initial control program (ICP) 
The program used in HVTIP applications to initiate a transaction sequence. A chain of 
HVTIP subprogram calls can be initiated by the ICP. 

initial line 
The first line in a FORTRAN statement. Columns 1 through 5 must be blank or contain a 
statement label. Column 6 must be blank or contain a zero. 

initial load (IL) 
(1) The loading of program and activity-level banks that occurs for the initial activity 
when a program is executed. (2) A usage mode for an Enterprise Network Database 
Server area used when first storing large amounts of data in an area. (3) A type of 
audit record indicating that an initial load was performed. 

initial load last page recoverable (ILLPR) 
A type of audit record indicating that IL was in progress but did not run to completion. 
ILLPRs are used to help recover an IL. 
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initial load linking 
The type of dynamic linking that occurs when the Linking System loads an object 
module. 

initial program 
A program placed into an initial state every time the program is called in a run unit. 

initial program load (IPL) 
The process of loading and initializing system hardware, firmware (microcode), and 
software to start a system. For the Exec, the operator must perform an IPL for both 
the system support processor and the mainframe. Also known as bootstrap. 

initial reserve 
The amount of storage space initially allocated to a mass storage file. You can specify 
an initial reserve when you create a file using an @CAT or an @ASG statement. 

initial state 
The state of a program when it is first called in a run unit. 

initial subsystem 
The subsystem in which an activity initially starts executing, which might be the 
default home subsystem. 

initialization 
See shared initialization. 

initialization message 
See automation initialization message. 

initialization vector (IV) 
A block of text that is used in cipher block chaining (CBC), cipher feedback (CFB), and 
counter (CTR) encryption methods. The length and contents of this block depend on 
the application. For block cipher algorithms, an IV provides the input for encrypting the 
first block in CBC, CFB, and CTR modes. ECB mode does not use an IV. When using 
CBC mode, cipher API generates the IV automatically from the encryption key in level 1 
interfaces, and the caller has the choice of supplying the IV or having Cipher API 
generate it in level 2 interfaces. 

initiation queue 
A local queue on which the queue manager puts trigger messages. 

initiator 
The host to which the user who starts the file transfer is attached. 

INITKONS utility 
A batch program that initializes the KONS user file area in main storage with a file that 
is read from mass storage. Under certain conditions, you can also use it to write to the 
U3 block area and security directory. 

INKONS utility 
A batch program that reads a tape containing the KONS file into a buffer in the 
INKONS D-bank. 
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inline comment 
A comment embedded within a FORTRAN statement by starting with a masterspace 
character (@) or an exclamation point (!). An inline comment cannot start in columns 1 
through 6. 

inline expansion 
An action that physically replaces a subprogram call with the code for the referenced 
subprogram. 

inline procedure 
Generated code used to perform the requested action at the point of the reference. 
The requested action usually is the action that would have been performed by an 
intrinsic procedure. 

Inline Section 
The section of the Control Division in a COBOL program that describes where inline 
code is to be generated. 

inline subroutine expansion 
An action that physically replaces a subprogram call with the code for the referenced 
subprogram. 

in-memory files 
A file or part of a file that can permanently remain in main memory once loaded. 

inner block 
A command or group of commands contained (or nested) in another command or 
block of the same kind: DO block, IF command, or the BEGIN. . . END block. 

inode 
An internal structure used to manage each file in the system. Information from an 
inode can be retrieved by using the CIFS CIFSUT ls and dir commands or the stat() and 
istat() functions. 

inode number, inumber 
The position of an inode in the ilist of a file system. 

input file 
A file opened in the input mode. 

input line 
Data that is entered between a start-of-entry character (►) and the cursor () on a 
terminal display screen, and then transmitted. 

input message 
The transaction code and data that an application user enters at a TIP terminal to 
execute an application program. 

input mode 
The state of a file after execution of an OPEN statement with the INPUT phrase 
specified for that file, and before the execution of a CLOSE statement without the 
REEL or UNIT phrase specified for that file. 
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input parameter 
(1) In a stored procedure specification, an argument that an application must pass 
when it calls the stored procedure. (2) In an SQL statement, a parameter marker in the 
statement string that acts as a placeholder for a value that is substituted when the 
statement executes. 

input procedure 
A set of statements that are executed each time a record is released to the sort file. 

input routine 
A routine that obtains input for a program. 

input statement 
A statement that obtains data for program use from input files. This process is called 
reading. 

input/output (I/O) 
The process of transferring information between the central processor and peripheral 
devices. I/O devices include magnetic tapes, magnetic disks, magnetic drums, 
consoles, card readers, printers, and punches. 

input/output processor (IOP) 
An architecturally defined entity that communicates with other system components, 
using the universal processor interface mechanism and with (hardware) subsystem 
components using channel protocols. 

input/output status specifier 
An integer variable or integer array element that, when specified in an input/output 
statement, receives a value determined by the success of the execution of the 
statement. 

input-output file 
A file opened in the I-O mode. 

Input-Output Section 
The section of the Environment Division of a COBOL program that names the files and 
the external media required by an object program and provides information required 
for transmission and handling of data during execution of the object program. 

input–output statement 
A statement that causes files to be processed by performing operations on individual 
records or the file as a unit. The input–output statements are ACCEPT (with the 
identifier phrase), CLOSE, DELETE, DISABLE, ENABLE, OPEN, PURGE, READ, RECEIVE, 
SEND, SET (with the TO ON or TO OFF phrase), START, and WRITE. 

INQUIRE statement 
A statement that returns information about the properties of a particular file or the 
association with a particular unit. 

INSENSITIVE cursor 
A cursor that does not include any updates made by this thread after the cursor was 
opened. See also ASENSITIVE cursor, SENSITIVE cursor. 
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insert  
A value to be put at a fixed point in a message while the message is being formatted 
for delivery. 

insert buffer list 
A set of pointers to insert values that the ELMS run-time system uses when a 
message is delivered. 

insert mode 
A text editing mode in which the characters you type are entered as text into the text 
editor’s buffer. In this mode you enter (insert) text before the current position in the 
buffer. See text input mode, compare with append mode and command mode. 

insert ordering 
When inserts are ordered, the XU lock on inserted record n is always placed before 
the XU lock on subsequent inserted record n+1. This ensures that a brute force reader 
that returns record n+1 always has scanned record n. Inserts in tables containing the 
generated defaults IDENTITY, current_date, current_time, or current_timestamp are 
ordered. 

insert point 
The line on a terminal's display where new lines first appear. 

INSERT privilege 
A privilege that owners of Enterprise Relational Database Server tables grant to other 
users to enable them to add rows. See also data access control. 

install 
(1) To copy a software product from a release tape to the system product library. (2) 
To perform an OS 2200 software product installation using SOLAR. 

installation 
The process of copying a software product from a release tape or product master 
tape to mass storage. 

Installation Clean Up utility 
An Operations Sentinel utility that allows you to remove a corrupted Operations 
Sentinel installation that cannot be removed using Add/Remove Programs. You can 
access this utility from Start, Programs, Unisys Operations Sentinel x.y.z, 
Administrative Tools. 

installation folder 
The Windows folder into which Operations Sentinel programs, scripts, and other 
software are installed on the Operations Sentinel server and workstations. Contrast 
with data folder, log folder. 
 

installation mode 
An installable version of a certain release level of an OS 2200 software product. The 
selection of an installation mode can determine how the product is installed or how it 
interacts with related software products. 
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INSTALLPKG 
A runstream that installs a product from a tape, disk, file, or an RSS file. 

INSTALLSOLAR 
A runstream that installs SOLAR onto a system. 

instance of the model 
The set of computing entities that implement the functional components and 
interfaces of all or part of an application within The Open Group Distributed 
Transaction Processing model. Each instance supports one application program, one 
transaction manager, and one or more resource managers. See also resource 
manager, transaction manager, TM domain, Open Group Distributed Transaction 
Processing model. 

instance type 
A message attribute that identifies an OS 2200 console message as either primary or 
secondary (echo). The instance attribute is one of the factors that can determine if the 
message matches a pattern in a CP-AMS database. See also echo message, primary 
message. 

instruction bank 
See I-bank. 

instruction operand 
An operand that is specified by the instruction operand address. 

instruction operand address 
An address that is formed by a combination of the modifier field of Xx and F0.d in 
Extended_Mode or the modifier field of Xx and F0.u in Basic_Mode, which specifies 
the location of the instruction operand. Also known as U. 

instruction processor (IP) 
In an OS 2200 system, a hardware unit that performs the logical, arithmetic, and 
instruction sequencing operations for one computer system. Each system or host 
requires at least one instruction processor. An instruction processor is equivalent to 
what is called a central processing unit in other systems. 

instrumentation event 
A facility that can be used to monitor the operation of queue managers in a network of 
WebShere MQ systems. WebShere MQ provides instrumentation events for 
monitoring queue manager resource definitions, performance conditions, and channel 
conditions. Instrumentation events can be used by a user-written reporting 
mechanism in an administration application that displays the events to a system 
operator. They also allow applications acting as agents for other administration 
networks to monitor reports and create the appropriate alerts. 
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integer 
(1) A numeric literal that does not include any digit positions to the right of the decimal 
point. (2) A numeric data item that is defined in the Data Division of a COBOL program 
that does not include any digit positions to the right of the decimal point. (3) A numeric 
function whose definition provides that all digits to the right of the decimal point are 
zero in the returned value for any possible evaluation of the function. Where the term 
"integer" appears in the general formats, "integer" must be a numeric literal that is an 
integer, and it must be neither signed nor zero unless explicitly allowed by the rules 
for that format. 

integer constant 
A token that specifies a value of some integer type. An integer constant can be 
decimal (such as 123), octal (such as 0400), or hexadecimal (such as 0x2ce). In C, you 
can also add one or more suffixes to specify type, such as 127U. 

integer constant expression 
An arithmetic constant expression in which each constant or symbolic name of a 
constant is of type integer. 

integer function 
A function whose category is numeric and whose definition provides that all digits to 
the right of the decimal point are zero in the returned value for any possible evaluation 
of the function. 

integer item 
A data item that can assume numeric values in structures used to interface with PCFP. 
Each integer item can either be signed, which implies that it can contain either zero, a 
positive number, or a negative number, or it can be unsigned, which implies that it can 
contain only zero or a positive number. 

integer literal 
A character string that contains digits from 0 through 9, an optional leading plus (+) or 
minus (-) sign, and no decimal portion. 

integer type 
A group of types that represent whole numbers. Signed integer types can represent a 
range of numbers from some negative value to some positive value. Unsigned integer 
types can represent a range of numbers from zero to some positive value. 

integer variable 
In an autoaction database, a variable whose value is an integer. Contrast with string 
variable. 

integrated communications processor (ICP) 
The hardware device that is used to connect an MCP host system to the Operations 
Sentinel LAN. At least one ICP is needed for each MCP host system connection. 

integrated operating environment (IOE) 
The foundation software bundled with ClearPath servers. The IOE includes operating 
systems, a database manager, Online Transaction Processing (OLTP) software, 
integrated administration and operations software, integrated printing software, and 
application development software. 
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Integrated Recovery 
An operating system concept that refers to using system recovery products and 
components to expedite the recovery process, minimize recovery difficulties, regain 
system stability, and ensure data integrity. The primary purpose of Integrated 
Recovery is to synchronize database. Integrated Recovery is available only for user 
sessions or programs associated with an application group. Integrated recovery 
encompasses the database recovery needs of the Exec, TIP file control, and UDS. It 
also encompasses the message recovery needs of MCB and SILAS. The Exec 
components of integrated recovery are step control, audit control, and TIP file control. 
Integrated recovery components that are not part of the Exec are IRU, UDS Control, 
and MCB. 

Integrated Recovery Utility (IRU) 
The Unisys command-driven software product that maintains the integrity and 
availability of files, databases, and transaction messages. IRU performs tasks such as 
dumping, reloading, and moving files; displaying audit trail information; and allocating, 
reallocating, and releasing mass storage. IRU also performs alternate recovery 
procedures to recover messages, queue items, and database updates if the built-in 
recovery processes of the Exec, TIP file control, Universal Database Control, and MCB 
fail.  

integrity 
In a file system the quality of being without errors because of bad blocks. 

interactive 
Pertaining to a software interface that operates in a conversational fashion by 
alternately displaying output and then waiting for user input. 

interactive debugging 
See live debugging. 

interactive driver 
A program that enables the use of SQL statements without the need to write a 
program or use IPF. 

Interactive Processing Facility (IPF) 
A suite of Unisys software products that provides an integrated environment for 
system users to perform various processing tasks interactively. IPF includes modules 
for online help and editing, and supports user-written procedures. See also IPF SQL 
Interface. 

interactivity contingency 
An asynchronous contingency that is sent from one activity to another. This 
contingency is generated and then delivered if the specified target is prepared to 
receive an asynchronous contingency from the sender. 

intercept function 
The portion of the ICR that directs program control from users to the appropriate 
control component. 



I, J, K, L 

5–18   3850 6523–002 

interchangeability 
(1) The ability to obtain transaction managers and resource managers from various 
sources. See also interoperability, portability. (2) The ability to substitute hardware or 
system software components with equivalent components from different vendors. 

interface 
(1) A facility provided by a software product to enable a computer user or program to 
use the product or exchange input and output with the product. Types of interfaces 
include a full-screen menu interface, interactive command interface, and programming 
language interface. (2) A hardware component that links two other hardware 
components; a portion of a hardware component where it links to another hardware 
component. 

interface program 
A shell script that interfaces between the user and the printer. Standard interface 
programs are furnished with the LP spooling software. 

Interface to OpenView 
See Operations Sentinel OpenView Agent. 

interhost 
 
Pertaining to events that occur between multiple hosts or are shared between hosts. 
See also concurrent application group and medium recovery. 

interhost heartbeat 
A host heartbeat that occurs between two hosts. Interhost heartbeats occur between 
the production host’s monitor run and the backup host’s monitor run. The system uses 
interhost heartbeats to detect possible host failures. See also component heartbeat, 
heartbeat, host heartbeat, intrahost heartbeat. 

interhost medium recovery 
A type of recovery in which users run medium recovery from an active host to 
recover the portion of a concurrent application group that was active on a failed host. 
Interhost medium recovery is an alternative to short recovery for a failed host in some 
instances. See also AG/host, concurrent application group. 

interhost recovery 
A recovery process executed by one AG/host for another AG/host. One AG/host can 
perform medium recovery, but not short recovery, for another AG/host. See also 
medium recovery, AG/host, interhost medium recovery. 

interleave 
A hardware design technique that enables the system to find data faster. 

interlock 
A condition in which a peripheral unit is unable to perform an executable command 
until the operator removes the condition. 
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intermediate locales, Unisys 
Unisys-provided locales that contain multiple representations for national replacement 
characters (NRC). These locales can be used to create a migration path to an 8-bit 
character set that contains no replacement characters. See also locales, National 
Character Replacement set. 

intermediate system (IS) 
A network node that performs only network routing functions. See also end system 
to intermediate system (ES-IS) protocol. 

internal 
Pertaining to hardware functions or software functions that are not apparent through 
user or operator interfaces. 

internal data 
(1) The data that a program describes, excluding all external data items and external 
connectors. (2) Items that are described in the Linkage Section of a COBOL program. 

internal data item 
A data item that one program describes in a run unit. An internal data item can have a 
global name. 

internal file connector 
A file connector that is accessible to only one object program in the run unit. 

internal file name 
An alternate name for a file that is given to the file using an @USE statement. Internal 
file names are used to simplify file references (when the external file name is lengthy), 
to differentiate between files that have the same basic file names but different 
qualifiers or cycle numbers, and to associate internally programmed names with 
specific files. Also known as use names. Contrast with external file name. 

internal format (INFOR) 
The format of the data returned by ER SYMB$ (READ$ function), ER READ$, and ER 
AREAD$ when a processor call statement is read. 

internal image name 
Repeat images, linked ON/OFF images, and system-supplied, constant, and emphasis 
constant fields do not have names. To reference them, the create routines return an 
internal image name. The format of this name is IMG$n, where n is the number of the 
unnamed field or image. The internal name for a constant is always IMG$0. The 
internal name for an emphasis constant is always IMG$E0. 

internal linkage 
An attribute of a function or data object that ensures that all declarations that declare 
the same identifier with internal linkage in one compilation unit refer to the same 
function or data object. To specify internal linkage, write a file level declaration with 
storage class static. See also external linkage, no linkage. 
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internal locking 
An abbreviated file name used on individual I/O and related operations concerning a 
particular file. The internal file name can have an implicit association with an external 
file name, or can be associated to a particular external file name by explicit 
programmer directive. 

internal name 
(1) A macro name. (2) An identifier that does not have external linkage. (3) An alternate 
name for a file, given to the file with an @USE control statement. See also internal file 
name. 

internal pipe name 
An alternate name for a pipe given to the pipe with an @USE statement. The original 
name of a file (the name given to the pipe when it is defined) is called an external pipe 
name. 

internal procedure 
A programmer-supplied function or subroutine that is internal to the main program or 
internal to an external subprogram. 

internal rollback 
The process that releases buffer space acquired by a run unit or by a command of the 
run unit. Internal rollback reestablishes all system internal tables that were altered by 
the run unit. Contrast with external rollback. 

internal subprogram 
A subprogram that follows a program unit that is terminated by this subprogram’s 
FUNCTION or SUBROUTINE statement. A program unit is normally terminated by an 
END statement. 

internal transaction 
See RM-internal transaction. 

internal transceiver 
A hardware device built into an Ethernet board that connects the board to an Ethernet 
cable. An internal transceiver can connect to thin or 10 base T Ethernet cable only. See 
also external transceiver, transceiver. 

internal variable 
A variable that is known only where it is declared. 

internally specified index (ISI) 
An index to the access control words for an I/O channel. In ISI operation, the I/O unit 
determines locations in main storage of the access control words. For I/O having to do 
with system operation (as opposed to communications between systems), ISI is the 
normal mode of operation. 

International Organization for Standardization (ISO) 
An international organization whose membership includes standards and research 
groups from various nations. ISO establishes standards for computer network 
communications and many other technologies. 
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Internationalization (I18N) 
The inclusion of the capability in a software program of making itself adaptable to the 
requirements of different native languages, local customs, and coded character sets, 
thus allowing for localization. 

internationalized column 
A column in an Enterprise Relational Database Server table for which the definition 
contains both the CHARACTER SET and COLLATE clauses. 

Internet 
The DoD network of host connections using the suite of TCP/IP protocols. 

Internet address 
A 32-bit (IPv4) or 128-bit (IPv6) address used to identify a host in a TCP/IP-based 
network. One part of the address identifies a network and one part identifies a host on 
that network. 

Internet Control Message Protocol (ICMP) 
A sublayer protocol in the Internet network layer of the TCP/IP architecture that 
enables error messages to be transported to upper-layer protocols on behalf of lower-
layer protocols. ICMP is required in the Internet environment and is an integral part of 
the Internet protocol (IP). Internet layer and network access layer protocols have no 
reliability control functions, so they must notify upper-layer protocols of transmission 
or data integrity errors. 

Internet Group Management Protocol (IGMP) 
A sublayer protocol in the Internet network layer of the TCP/IP architecture that 
enables host applications to receive multicast Internet messages. IGMP is required in 
the Internet environment and is an integral part of the Internet protocol (IP). IGMP is 
used to report multicast group membership to any immediate neighbors and 
neighboring multicast routers. It also enables termination of multicast membership. 
Multicast messages are sent only to members of the multicast group. 

Internet Inter-ORB Protocol 
A protocol used for communication between CORBA object request brokers. 

Internet layer 
The third layer defined in TCP/IP, which routes information through a TCP/IP network. 
The next lower layer is the network access layer. The next higher layer is the transport 
layer. The Internet layer is equivalent to the network layer in the OSI Reference Model 
and Unisys distributed communications architecture and to the path control layer in 
IBM systems network architecture. 

Internet physical address 
A host-id specified in a format that consists of a network number, a host number, and 
an interface message processor number, each separated by a hyphen or period. Often 
associated with a logical host name for ease of use. 
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Internet protocol (IP) 
The routing or network layer of the TCP/IP architecture. Internet protocol (IP) is the 
standard for sending the basic unit of data (an IP datagram) through a Defense Data 
Network (DDN) Internet. IP is a connectionless datagram protocol that routes data to 
host systems within a complex system of multiple network nodes and interconnected 
networks. Unisys supports two versions of IP, version 4 (IPv4) and version 6 (IPv6). 
Version 4 uses a 32-bit address. Version 6 uses a 128-bit address.  

internetwork 
Sets of networks formed by merging single physical networks. An internetwork 
makes it possible for systems composed of otherwise incompatible hardware 
components to communicate despite their diverse technologies. 

interoperability 
(1) (The Open Group) The ability of diverse transaction managers and resource 
managers to participate in the same global transactions.  See also interchangeability, 
portability. (2) The ability of one application program to communicate and interact with 
another application program. (3) The ability to harness technologies throughout an 
enterprise for the jobs they best perform and to have those technologies work 
together. 

interpreted command 
A command or statement that is analyzed and executed at run time. 

interpreter 
A program that executes a set of instructions. An interpreter is a software 
implementation of a logical machine. 

interpreter interface 
An interface between Enterprise Relational Database Server and UCS COBOL, UCS 
FORTRAN, UCS C, ASCII COBOL, ASCII FORTRAN, IPF SQL, or MRI, in which each SQL 
statement is passed to Enterprise Relational Database Server and interpreted each 
time it is encountered during program execution. 

interprocess communication (IPC) 
A software mechanism in computer systems that allows component processes to 
transfer information between network connected components on different systems. 

interprocess communication port 
The port that Operations Sentinel uses to communicate between processes. 

interprocessor call and return interface (ICRI) 
An OS 2200 run-time routine that handles processing switches between the host 
instruction processor and the ISP. 

interprocessor channel coupler (IPCC) 
See HYPERchannel/IPCC configuration, dual HYPERchannel/IPCC. 

interrelated area 
A Enterprise Network Database Server area related to the records being reorganized 
(for example, through record or set definitions or associated index areas). 
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interrupt 
(1) A signal that normally terminates a process, caused by a break or an interrupt 
character. (2) A signal generated by a hardware condition or a peripheral device. (3) 
Any signal. 

interrupt control stack (ICS) 
A stack that is used to store processor state and status when an interrupt occurs. 

Interrupt Guard Mode 
An OS2200 Addressing Exception usually resulting in a Class 8 hardware interrupt. 

interrupt status word 
Words 0 through 2 of an interrupt control stack frame. 

interrupted usage 
The removal of a key with dynamic expiration from the system at any time with the 
remaining unused authorization applied to the next time it is registered. 

interspersed overflow 
The pages reserved at intervals in a Enterprise Network Database Server area that 
store overflow records from associated prime pages. See also global overflow. 

intrahost 
Pertaining to events that occur in one host (the local host.) See also local application 
group, local recovery. 

intrahost heartbeat 
A heartbeat between a host’s primary monitor run and backup monitor run.  See also 
intrahost, host heartbeat, interhost heartbeat. 

intrahost medium recovery 
A type of recovery in which users run medium recovery on the host that requires the 
recovery. 

intrahost recovery 
A recovery process executed on a host for its AG/hosts and local application groups. 
Short recovery is an intrahost recovery process; it is also called local recovery. See 
also local recovery, short recovery, AG/host. 

intranet 
A private, enterprise-wide network that uses TCP/IP and WWW technologies. 

intrarecord data structure 
The entire collection of groups and elementary data items from a logical record that a 
contiguous subset of the data description entries describing that record defines. 
These data description entries include all entries whose level number is greater than 
the level number of the first data description entry that describes the intrarecord data 
structure. 



I, J, K, L 

5–24   3850 6523–002 

intrinsic procedure 
A precoded FORTRAN procedure provided by the LSS Runtime System or another 
system library. Intrinsic procedures are intrinsic functions, pseudofunctions, and 
subroutines. 

INTRINSIC statement 
A statement that identifies a symbolic name as representing an intrinsic function or 
subroutine. 

invalid key condition 
A condition during program execution that is caused when a specific value of the key 
associated with an indexed or relative file is determined to be invalid. 

invalid key status 
An error status returned when no record exists with the key value used as a 
reference. 

invalidate 
To broadcast a message to other hosts in an XTC environment indicating that 
information retained in main memory was modified and the outdated main memory 
copy should be replaced with a correct one. 

invalidation 
The process of ensuring that all file-sharing hosts use consistent copies of main 
memory data structures. Invalidation is used when one host modifies data and retains 
the changes in its main memory for concurrent retrieval by other hosts. The host that 
originated the change sends a broadcast message to the other hosts, instructing them 
to invalidate their main memory copies to ensure that they retrieve up-to-date 
information. 

invisible 
A characteristic of a partition that determines if the SQL user is aware of the 
existence of the partition when retrieving records from a partition. The values of this 
characteristic are visible and invisible. When a partition is visible, the user is aware of 
the existence of the partition and the actual records satisfying the WHERE clause are 
retrieved or otherwise manipulated. An attempt to retrieve a record from an invisible 
partition always has a no-find result. An attempt to use SQL to otherwise manipulate 
(insert, update, or delete) a record in an invisible partition always results in an error.  

INVOKE 
The QLP command connecting the user to either a subschema view of a DMS 2200 
database or a set of PCIOS data files (application). 

INVOKE command 
The DMU instruction that connects users to a subschema view of an Enterprise 
Network Database Server database. 

I-O 
An entry in the File Section of the Data Division of a COBOL program that consists of 
the level indicator FD, followed by a file-name and a set of file clauses, as required. 
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I-O mode 
The state of a file after execution of an OPEN statement, with the I-O phrase 
specified, for that file and before the execution of a CLOSE statement for that file. 

I-O status 
A conceptual entity that contains the 2–character value indicating the resulting status 
of an input–output operation. This value is made available to the program through the 
use of the FILE STATUS clause in the file control entry. 

I-O-CONTROL 
The name of an Environment Division paragraph of a COBOL program in which object 
program requirements for specific input-output techniques, rerun points, sharing of 
same areas by several data files, and multiple file storage on a single input-output 
device are specified. 

I-O-CONTROL entry 
An entry in the I-O-CONTROL paragraph of the Environment Division of a COBOL 
program containing clauses that provide information required for the transmission and 
handling of data on named files during the execution of a program. 

IOP 
See input/output processor. 

IOPM 
Abbreviation for input/output processor module. 

IP 
See instruction processor. 

IP address 
See Internet address. 

IP network 
A group of interconnected nodes that use IP and share the same IP network address 
(part of the Internet address). See also IP subnet. 

IP network address 
The network-id portion of an IPv4 address. 

IP subnet 
A portion of an IPv4 network that can be a physically independent network segment 
that is connected to other segments in the same IPv4 network by an IPv4 router. An 
IPv4 subnet shares a network address with other portions of the IPv4 network. 

IPA 
See indexed pointer array. 

IPC 
See interprocess communication. 

IPCC 
See dual HYPERchannel/IPCC, HYPERchannel/IPCC configuration. 
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IPF 
See Interactive Processing Facility. 

IPF SQL Interface 
An IPF product that provides online access to Enterprise Relational Database Server 
data through the use of relational commands. See also Interactive Processing Facility. 

IPK 
See implicit primary key. 

IPL 
See initial program load. 

IPv4 
See Internet address. 

IPv6 
See Internet address. 

IQITEM 
I/O queue item, an internal table to the OS 2200 I/O complex. 

IRDS 
See Information Resource Dictionary System. 

IRE 
Abbreviation for integrated recovery environment. 

IRU 
See Integrated Recovery Utility. 

IRU history files 
See history files. 

IRU short recovery 
The IRU recovery procedure in which IRU uses the quick-before-looks, deferred 
updates, and message retention files (MRF) to restore messages and user data to a 
consistent state. It rolls back all uncommitted updates that existed during the host or 
component failure, and rolls forward all updates that were being committed when the 
host or component failed. Short recovery brings up the application group (and MCB 
and UDS Control if necessary). It also performs audit-only recovery, if necessary, and 
is used to restart an application group after medium or long recovery. IRU short 
recovery can be initiated as part of Exec short recovery. 

IS 
See intermediate system. 

ISA service routines 
See character class (ISA) service routines. 

ISO 
Abbreviation for International Standards Organization. 
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ISO 646:1983 
A 7-bit coded character set for information interchange. The reference version of the 
character set in the standard includes the US ASCII alphanumeric characters and many 
of the special characters. The standard provides for 12 character positions that can be 
adapted for regional needs. Several nationalized versions of the standard are used by 
other countries to represent characters with diacritical marks found in most European 
languages. 

ISO 8859-1:1987 
An 8-bit single-byte coded graphic character set. This standard character set 
comprises 191 graphic characters that cover the requirements of most West European 
languages. Synonym for Latin Alphabet No. 1 and LATIN1. 

isolation 
One of the ACID properties of a transaction. No partial result of the transaction is 
visible or accessible until the entire transaction is committed. 

ISP 
Abbreviation for integrated scientific processor. 

ISW n 
Abbreviation for Interrupt_Status_Word n (0-1) of ICS frame. 

item 
See data item; data identifier. 

iteration 
A pass through a procedure loop (DO, REPEAT, or WHILE commands). 

iterative 
A type of instruction where U is recalculated for every count of R1.j–(partial word) field 
of instruction.Level. The three high–order bits of L,BDI. Specifies a BDTP. 

IV 
See initialization vector. 

IVP 
Abbreviation for installation verification procedure. 

IXP 
See index processor. 

J 

J2EE 
Abbreviation for Java 2 Platform, Enterprise Edition. 

J2EE Connector Architecture (JCA) 
J2EE architecture which allows a Resource Adapter to plug in. 
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J2SE 
Abbreviation for Java 2 Platform, Standard Edition. 

Japanese character 
A character represented by a kanji code, which is a 16-bit code specified in the Unisys 
Data System Standard S300 E007.  

JAR file (.jar) 
A Java Archive file. A file format used for aggregating many files into one. 

JAR file format 
A platform-independent file format that aggregates many files into one. Multiple 
applets written in the Java programming language, and their requisite components 
(.class files, images, sounds and other resource files) can be bundled in a JAR file and 
subsequently downloaded to a browser in a single HTTP transaction. It also supports 
file compression and digital signatures. 

Java 
(1) The Java programming language, a platform-independent language introduced by 
Sun Microsystems. Java programs run within the Java Virtual Machine (JVM) on 
OS 2200 systems. (2) Java is a programming language originally developed by James 
Gosling at Sun Microsystems (which has since merged into Oracle Corporation) and 
released in 1995 as a core component of Sun Microsystems' Java platform. 

Java 2 Platform, Enterprise Edition (J2EE) 
An environment for developing and deploying enterprise applications. The J2EE 
platform consists of a set of services, application programming interfaces (APIs), and 
protocols that provide functionality for developing multitiered, Web-based 
applications. 

Java Database Connectivity (JDBC) 
An industry standard for database-independent connectivity between the Java 
platform and a wide range of databases. The JDBC interface provides a call-level API 
for SQL- based database access. 

Java IPs 
The maximum normal number of instruction processors authorized to run only Java 
code at full speed. Java IPs are defined only for MIPS-based and MIPS-metered Exec 
image enabler keys. They are not subject to the total MIPS limitation on the key or to 
metering. 

Java Platform 
Consists of the Java language for writing programs; a set of APIs, class libraries, and 
other programs used in developing, compiling, and error-checking programs; and a 
Java virtual machine which loads and executes the class files. In addition, the Java 
platform is subject to a set of compatibility requirements to ensure consistent and 
compatible implementations. Implementations that meet the compatibility 
requirements may qualify for Sun’s targeted compatibility brands. Java 2 is the current 
generation of the Java Platform. 



  I, J, K, L 

3850 6523–002   5–29 

Java programming language 
An object-oriented programming language developed by Sun Microsystems, now 
owned by Oracle. The Write Once, Run Anywhere programming language.  

Java Remote Method Invocation (RMI) 
A distributed object model for Java program to Java program, in which the methods of 
remote objects written in the Java programming language can be invoked from other 
Java virtual machines, possibly on different hosts. 

Java Runtime Environment (JRE) 
A subset of the Java Developer Kit for end-users and developers. The Java Runtime 
Environment consists of the Java virtual machine, the Java core classes, and 
supporting files. 

Java snippet 
See snippet. 

Java Transaction API (JTA) 
The Java mapping of the industry standard X/Open XA protocol. 

Java Transaction Service (JTS) 
An implementation of J2EE Transaction Manager software. 

JavaTM 2 Platform, Standard Edition (J2SE platform) 
The core Java technology platform. This edition of the Java platform enables 
development, deployment, and management of cross-platform, general-purpose 
applications. 

JCA 
Abbreviation for J2EE Connector Architecture. 

JDBC 
Abbreviation for Java Database Connectivity. 

JDBC client 
The portion of the Relational JDBC Driver that executes on the Java client platform. 

JDBC Local Server 
The portion of the Relational JDBC Driver that executes on the OS 2200 platform and 
services local transactions from a JDBC client, or no transactions. 

JDBC XA Server 
The portion of the Relational JDBC Driver that executes on the OS 2200 platform and 
services global transactions from a JDBC client. 

JDBC XA server number 
A unique number from 1 to 16 that identifies a particular JDBC XA Server. 

j-factor 
A partial word designator, including half-words, H1 and H2; quarter-words, Q1 through 
Q4; sixth-words, S1 through S6; third-words, T1 through T3; and whole-word, W. 
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JIT compiler 
Just-in-time compiler. A compiler that converts all the bytecode into native machine 
code on the fly as a Java program is run. This conversion results in run-time speed 
improvements over code that is interpreted by a Java virtual machine. 

JLINK 
A processor unique to Unisys that is included with the Java on OS 2200 that converts 
one or more class files into an executable OM or ZOOM. 

JMS 
See Java Message Service. 

JNDI 
Abbreviation for Java Naming and Directory Interface. 

job 
A group of tasks specified in the job control language of the host on which they 
execute. The tasks of a job are specified by a sequence of control statements in the 
runstream. Synonym for OS 2200 run. 

job-id 
An identifier that DDP-FJT displays after you enter a SUBMIT command. You need this 
identifier to reference the SUBMIT command in a CANCEL or STATUS command. 

job name 
See job-id. 

job output return 
(1) The process of returning output that results from ajob submitted through DDP-FJT. 
(2) The processing of a print or punch file that was placed in a DDP-FJT routing queue 
by an @SYM Executive Control Language (ECL) statement. 

job stream 
A sequence of data images in a file that, when taken as a whole, constitute a job 
specification. Also known as job runstream. 

job transfer 
The transfer of a job between two host systems or between a host system and a 
terminal. 

join  
A relational operation that combines rows from two or more tables. See also equi-join, 
hybrid hash join, merge join, nested loop join, outer join, semi-join. 

JRE 
Abbreviation for Java Runtime Environment. A subset of the Java Developer Kit for 
end- users and developers. The Java Runtime Environment consists of the Java virtual 
machine, the Java core classes, and supporting files. 

JTS 
See Java Transaction Service. 
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JTA 
See Java Transaction API. 

JTA transactions 
See global transactions. 

jump history stack 
A stack maintained by the Exec containing the bank descriptor index and address for 
each jump in an executing program. The jump history stack is available only following a 
hardware-detected contingency. 

jump key (JK) 
A setting that tells the system what to do in specific circumstances during initial or 
recovery bootstraps, from either disk or tape, and with or without a dump. Jump key 
tasks are started with unsolicited keyins SJ and CJ. 

jump vector 
An OS 2200 MASM element that contains the instructions needed to jump from a 
referenced entry point to the correct bank offset of the actual entry point. 

JVM 
Abbreviation for Java Virtual Machine. 

K 

kanji 
Characters in the Japanese alphabet. Each kanji character is stored as two 9-bit bytes. 
Shift-in and shift-out codes specify the beginnings and endings of kanji characters 
embedded within ASCII character data. 

kanji data 
Japanese characters that are represented in a 16-bit code. 

Katakana 
A list or set of single-octet, phonetic Japanese characters, each one representing one 
syllable. Katakana is used for writing foreign words or documents, such as telegrams. 
The characters have ordinal values in the range 161 through 254, depending on the 
output device. 

Kerberos 
A network authentication protocol. It is designed to provide strong authentication for 
client/server applications by using secret-key cryptography. Part of the 
Kerberos/NTLM feature. 

kernel 
That portion of the Exec that has total access privileges to an object. 

kernel address space 
A portion of memory used for data and code addressable only by the kernel. 
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kernel key 
An access key that has a ring number of zero (RN=0/) and a domain number of zero 
(DN=0/). 

key 
(1) A property of an activity that determines which banks the activity can access. It is a 
value given to the activity by the Exec and consists of a ring number value and a 
domain number value. (2) A security mechanism used to unlock a secured entity 
created with a lock. The key must be identical to the lock. (3) An item that can be 
initialized to randomly access the record or records with the specified value in the 
item. (4) An Enterprise Relational Database Server composite key. See also foreign 
key, primary key. (5) A keyboard switch. 

key compression 
The Enterprise Relational Database Server process of condensing or squeezing 
together data and index records when a record contains leading key values that are 
the same as the leading key values of the logically preceding record. 

key fields 
User-designated data items in an MSAM record whose values uniquely identify 
specific records. 

key file 
A file that contains a list of all changed pages or records of a database file since the 
last database dump of the file. 

key ID  
The normal partition-level key ID assigned to an Exec image enabler key. 

key identifier 
A site or system-unique identifier assigned to a key. On an Exec image enabler key, 
the key identifier is the serial number (MCN). 

key item 
A special item or set of items in a row that uniquely identifies the row. Key items for 
each row in a table must be unique. 

key of reference 
The prime or alternate key that is currently in use to access records in an indexed file. 

key tape 
A tape provided with the Unisys conditioned software package tape that contains the 
product authorizations for a particular customer site. Once the key tape is registered, 
using PKGREG, the products that are authorized for the site can be installed and their 
files copied. 

key word 
A reserved word whose presence is required when the format in which the word 
appears is used in a source program. 



  I, J, K, L 

3850 6523–002   5–33 

Keyed-Hashed Message Authentication Code (HMAC) 
Cryptographic code that is used to verify the data integrity and the authenticity of a 
message. Any iterative cryptographic hash function, such as MD5 or SHA-1, can be 
used to calculate an HMAC. The resulting MAC algorithm is termed HMAC-MD5 or 
HMAC-SHA1. 

keyin 
A command submitted to the Exec at the executive operator console, or a typed 
response to a solicitation message displayed at the executive operator console. Also 
known as executive operator keyin. 

keyin group 
A set of related OS 2200 console commands that are available to a user. The keyins 
are assigned through the OS 2200 CONSOLE screen in SIMAN. 

KEYIN$ 
An Executive request defined in the Partitioned Applications environment that the 
monitor run uses to create the ARCMR keyin. See also ARCMR keyin, Executive 
request (ER). 

key-of-reference 
The key field in MSAM records currently used to access the records. 

key-of-reference pointer 
A pointer indicating the key (prime or alternate) of the current key-of-reference. 

KEYTABLE$/HISTORY 
A symbolic element in SYS$*DATA$ that contains a chronological record in SGS 
format of all keys registered and unregistered on the system. 

keyword 
(1) A predefined sequence of characters in a command that is recognized by and has 
special meaning to the processor that executes the command. A keyword can qualify 
the meaning of the command, specify optional actions for the command, or identify 
variable parameter values in the command. (2) A word used to define the primary type 
of operation to be performed (for example, ALTER, ATTACH, COMMIT, or DEFINE). (3) 
An Enterprise Network Database Server syntax word. (4) A word that must occur in an 
SQL statement to make it syntactically correct. See also reserved word. 

keyword dictionary 
A list of keywords that apply to a specific product. A separate keyword dictionary 
exists for each product. 

keyword option 
A keyword name for a specific option on the UCS compiler call that controls some 
aspect of the compilation of source programs. Keyword options provide more control 
over compilation than letter options. Keyword options occur in the following 
categories: source control, compilation control, listing control, program control, and 
diagnostic control. See also compiler call option. 

keyword parameter 
A keyword or a keyword and its associated parameter value. 
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keyword syntax 
(1) A format for specifying command parameters. (2) The syntax that Enterprise 
Network Database Server uses, as opposed to reserved word syntax. With keyword 
syntax, a keyword can be used as a name or literal. If ambiguous, the word is 
assumed to be a keyword rather than a name or literal. 

KONS 
A memory-resident file that has a fixed format and is typically used to store constant 
values (that is, read-only data). The KONS file is divided and placed in separate areas of 
main storage, as follows: a system KONS area containing values defined by the 
operating system, and a user KONS area that users can allocate for values that they 
define. The system KONS area is an area of fixed size that is always generated as a 
part of the TIP system. 

KONS primitive 
A command that accesses the KONS files. See also TIP primitive. 

L 

L,BDI 
The symbolic representation of an extended mode bank name (level and bank 
descriptor index). 

L,BDI,offset 
The full extended mode virtual address of a storage object (word). 

L36 
A data translation command that notifies a remote host that the local byte size of the 
transferred data is 36 bits. (TAS field/parameter value). 

LA 
Abbreviation for Log Analyzer. 

label 
(1) The name used to identify a reel of tape. (2) The name specified on the @BRKPT 
and @SYM statements to identify the part of a print file that is stored on magnetic 
tape. (3) In security terms, an identifying marker that identifies the security level 
(clearance level and compartment set) of an object. (4) An identifier in a goto 
statement that specifies where control is transferred in the function body. The label 
identifier is a plain label, followed by a colon, occurring before the statement that gets 
control. Case labels and default labels can occur in a switch statement. 

label group 
A collection of contiguous labels preceding or following a file or part of a file on a 
volume. The volume header labels and the following file header labels are considered 
to be the first label group on the volume. 

labeled tape 
(1) A reel that has a VOL1 label as the first block of data. (2) A tape with an electronic 
security label that specifies the mandatory and discretionary attributes. 
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labeled tape volume 
(1) A tape volume that contains special records that are separate from the data and 
identify the tape and provide information about the files on the tape. (2) A tape volume 
that has an electronic security label specifying the mandatory attributes (clearance 
level and compartment set) and the discretionary attribute (access list). 

labeling 
See tape labeling. 

LAN 
See local area network. 

LAN bridge 
A hardware component that connects two LANs. 

LANE 
Acronym for LAN Emulation. 

LANG 
A UNIX/POSIX/XPG environment variable used to announce certain user requirements 
to the computer system, such as the natural language, local customs, and coded 
character sets (CCS). The value of LANG may be used to initialize the locale for a user 
program (category LC_ALL).  See also environment variable, natural language, local 
customs, coded character set, locale, LC_ALL category. 

language binding 
The programming language constructs of an application program that are used to call 
the I18NLIB service routines. 

language name 
A system name that specifies a particular programming language. 

language processor 
A processor whose principal functions include compiling, assembling, translating, 
interpreting, and related operations for a specific programming language (such as 
COBOL or FORTRAN). 

language specification 
A specification that defines the syntactic structure of a language. It consists of a set 
of rules called productions. 

Language Support System (LSS) 
A component of the Universal Compiling System (UCS) that takes language-dependent 
compilations from any UCS compiler and generates machine-dependent object code.  

large bank 
A bank whose s–bit is set. The maximum size of a large bank is 16 million words. 
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large element program file (LEPF) 
A program file format that is capable of containing elements that have over 262,143 
sectors of element text. A large element program file can be initialized with the small, 
variable length table structure of a standard program file or with the large, fixed length 
table structure of a large program file. Contrast with standard program file. 

large I/O 
A software feature that enables contiguous pages of a file to reside in a dedicated 
page bank. 

large object (LOB) 
A large column value in a relational table. In Enterprise Relational Database Server, the 
terms BLOB and LOB are used interchangeably, although LOB is usually used in 
relation to the storage area and BLOB refers to the data. See also binary large object. 

large program file (LPF) 
A program file format that has large, fixed length tables, as initialized using the 
@CHG,T option. The element table can contain up to 26,146 elements. Each element 
can contain up to 262,143 sectors of element text. See also large element program 
file, standard program file. 

last block indicator (LBI) 
An interface packet flag, located in the P$FLAGS field, that indicates MCB read the last 
block of a message. 

last record interval (LRI) 
A type of audit record used during initial load. 

last relation 
The set of terminal and nonterminal symbols that appear at the end of a production. 

Latin (Roman) character set 
A character set derived from the Latin language used to notate most western 
European languages. Other languages, such as Cherokee and Vietnamese, also use the 
Latin character set with their own additional characters and diacritical marks. 

Latin Alphabet No. 1 
See ISO 8859-1:1987. 

LATIN1 
Synonym for Latin Alphabet No. 1. See ISO 8859-1:1987. 

launch definition 
A command string, defined using Operations Sentinel Console, which can be initiated 
by a user of Operations Sentinel Console to launch an external application. The 
command string can include any syntax that can be interpreted by the Windows 
command prompt. Typically, the call is to a single executable file or script.  See also 
external application. 
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layer 
A network function or a set of related network functions that forms an autonomous 
functional block in the superset of network architectural functions. The method of 
partitioning the necessary network functions allows each layer to interface 
transparently to adjoining layers and thereby provides a method of making network 
components more manageable. 

layered model 
A conceptual representation for a group of functions in a network architecture. Each 
successive layer performs an assigned set of services and functions for its adjacent 
layers. Successive layers together accomplish the transfer of data in a network 
architecture. The OSI Reference Model includes seven layers. Unisys distributed 
communications architecture includes seven layers. IBM systems network 
architecture defines five layers. See also application layer, network layer, presentation 
layer, session layer, transport layer. 

LB 
See logical bank. 

LBI 
See last block indicator. 

LBJ 
See load bank and jump. 

LDJ 
Abbreviations for load bank and jump, load I-bank and jump, and load D-bank and jump 
instructions (the hardware/software mechanism for switching banks). Up to four 
program or data segments can be active at any time. Bank descriptor selection 
instructions let a program select which segments are currently active. 

LBN 
See logical bank number. 

LC 
See location counter. 

LC_ALL 
(1) A category used to set the value of all other locale categories in a program, rather 
than setting each one in succession. (2) An environment variable used in default 
processing to name the entire locale for a program. See also category, environment 
variable, locale. 

LC_COLLATE 
(1) A category used to name string-collation information in the locale for a program. (2) 
An environment variable used in default processing to announce the user's 
requirements for string collation. See also category, environment variable, locale. 
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LC_CTYPE 
(1) A category used to name character-type and shift information in the locale for a 
program. (2) An environment variable used in default processing to announce the 
user's requirements for character classification and case conversion. See also 
category, environment variable, locale. 

LC_MESSAGES 
(1).A category used to name message-processing information in the locale for a 
program. (2).An environment variable used in default processing to announce the 
user's requirements for message-text processing. See also category, environment 
variable, locale. 

LC_MONETARY 
(1) A category used to name monetary-format information in the locale for a program. 
(2) An environment variable used in default processing to announce the user's 
requirements for currency-symbol and monetary-value format. See also category, 
environment variable, locale. 

LC_NUMERIC 
(1).A category used to name number-format information in the locale for a program. 
(2).An environment variable used in default processing to announce the user's 
requirements for decimal number format. See also category, environment variable, 
locale. 

LC_TIME 
(1) A category used to name date-and-time-format information in the locale for a 
program. (2) An environment variable used in default processing to announce the 
user's requirements for date and time formats. See also category, environment 
variable, locale. 

LCN 
See library code name. 

LCT 
Abbreviation for location counter table. 

LDAT 
Abbreviation for logical device address table. 

LDJ 
See load D-bank and jump. 

LDM 
See logical data manager. 

LDUST 
See Logical Device Unit Status Table. 

leading alternative 
An alternative that appears at the beginning of a phrase. A production and bracketed 
phrase can have more than one leading alternative. 
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leading token 
A token that appears at the beginning of a production. 

least privilege 
A security principle stating that each subject in a system must be given the minimum 
set of privileges needed to perform necessary tasks. The application of this principle 
limits damage that can result from accident, error, or unauthorized use. 

LEC 
Acronym for LAN Emulation Client. 

LECS 
Acronym for LAN Emulation Configuration Server. 

left justification (LJ) 
(1) An attribute that commands Display Processing System to left-justify a field during 
output. (2) A FORMGEN attribute. 

left recursion 
A method of syntactic definition where an item is defined in terms of itself with it 
appearing as a leading alternative in its own definition. 

leg 
A copy of a TIP file. TIP simplex files have one leg; TIP duplex files have two legs. 

legal device 
A peripheral device or other I/O equipment that is defined to the computer system. 

length 
The number of items in an array, table, or list; words in a multiword entry; or bits in a 
field. 

LEPF 
See large element program file. 

LES 
Acronym for LAN Emulation Server. See LECS. 

LETS-J 
A Unisys proprietary coded character set that defines a 2-byte encoding for Kanji 
characters. 

letter 
A character in either the uppercase or lowercase set of the 26 letters of the English 
alphabet (A through Z or a through z). 

letter option 
A letter name for a specific option on the compiler call that controls which listings are 
produced during compilation. See also compiler call option, keyword option. 



I, J, K, L 

5–40   3850 6523–002 

level 
(1) A portion of address space that defines visibility among banks. Basic mode has two 
levels, and extended mode has four levels. See also address tree, four-level address 
tree. (2) See release level. 

level 1 
See APPLICATION level. 

level indicator 
Two alphabetic characters that identify a specific type of file or a position in a 
hierarchy. The level indicators in the Data Division are CD, FD, RD, and SD. 

level number 
A user–defined word (expressed as a 1– or 2–digit number) that indicates the 
hierarchical position of a data item or the special properties of a data description entry. 
Level numbers in the range 1 through 49 indicate the position of a data item in the 
hierarchical structure of a logical record. Level numbers in the range 1 through 9 can 
be written either as a single digit or as a zero followed by a significant digit. Level 
numbers 66, 77, and 88 identify special properties of a data description entry. 

levels 
See four-level address tree. 

lexical analysis 
The process of grouping characters to form lexical units. 

lexical analyzer 
A program that performs lexical analysis. 

lexical specification 
A specification of the rules for grouping characters to form lexical units. 

lexical unit 
A set of characters that constitute a basic syntactic unit. A lexical unit corresponds to 
a terminal symbol in a language specification. 

LFT 
See local file table. 

LG 
See log (2). 

LIB$NAMES 
An omnibus element in the SYS$*DATA$ file that contains the names of product 
installation files. It registers the names of product installation files that the Collector 
must automatically search. 

LIB-ABS$ 
An omnibus element in the SYS$*DATA$ file that contains the name of the alternate 
library search file, the names of processors registered with the Exec, and the names 
of the installation file containing the processor. 
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LIBLOAD 
A runstream used to restore your software library. 

library 
A set of program files that contains relocatable elements that is searched during 
assembly, so that the elements can be included with the user program. 

library code name (LCN) 
A symbolic name representing a library search chain (a list of files). The compiler or 
programmer can attach a library code name to an external reference. The programmer 
can specify which files the library code name represents; that is, which files are to be 
searched for definitions. Library code names are used in library searches and decoded 
before being used by the Linking System. See also library search chain.  

library name 
A user–defined word that names a COBOL library to be used by the compiler for a 
given source program compilation. 

library procedure 
An intrinsic procedure that results in a call to a library subprogram. 

library search 
A step in resolution during which user-specified and default program files are 
searched in a prescribed order for an XDEF that matches the symbolic name found in 
an XREF. 

library search chain 
The list of files in a library code name’s SEARCH command that specifies the files to 
search for a reference’s definition. See also library code name. 

library text 
A sequence of text words, comment lines, the separator space, or the pseudotext 
delimiter in a COBOL library. 

library-name 
See library name. 

LIBSAVE 
A SOLAR runstream that is used to copy the system software library (SYSLIB$ files) to 
tape. 

LIBT table 
A table that contains the processors you install using COMUS and SOLAR. 

lifetime 
The property of a file that indicates its longevity, either temporary and cataloged. 

LIFO 
Abbreviation for the "Last In, First Out" stack form of queuing discipline. 



I, J, K, L 

5–42   3850 6523–002 

ligature 
A sequence of characters that must be treated as a whole, not as individual characters 
within the ligature. Ligatures are common in Arabic scripts, but rare in Latin (Roman) 
scripts. 

light pipes 
Fiber-optic cables that connect the XPC-resident HIA to the host-resident DataMover. 
Each cable can transfer data at a rate of up to 50 megabytes per second (25 
megabytes fully duplexed) over a distance of several kilometers. 

LIJ 
See load I-bank and jump. 

LINAGE–COUNTER 
A special register whose value points to the current position in the page body. 

LINC 
See Enterprise Application Environment (EAE).  

line 
A division of a page representing one row of horizontal character positions. Each 
character position of a report line is aligned vertically beneath the corresponding 
character position of the report line above it. Report lines are numbered from 1, by 1, 
starting at the top of the page. Synonym for report line. 

line discipline 
A module to handle protocol or data conversion for a stream. A line discipline, unlike a 
filter, is part of the kernel. 

line editor 
An editing program in which text is operated upon on a line-by-line basis within a file. 
Commands for creating, changing, and removing text use line addresses to determine 
where in the file the changes are made. Changes can be viewed after they are made 
by displaying the lines changed. See text editor, compare with screen editor. 

line interface 
A software interface that uses line mode for I/O. 

line mode 
A line-at-a-time editing mode (also called general-editing mode). Contrast with full-
screen mode. 

line number 
An integer that denotes the vertical position of a report line on a page. 

linear logging 
In WebShere MQ for ClearPath OS 2200, MQSeries on UNIX systems, MQSeries for 
OS/2 Warp, and MQSeries for Windows NT, the process of keeping restart data in a 
sequence of files. New files are added to the sequence as necessary. The space in 
which the data is written is not reused until the queue manager is restarted. Contrast 
with circular logging. 
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lines per inch (lpi) 
Pertaining to the density of a printout. 

link 
(1) The process of collecting and processing program elements and producing 
executable code. (2) A connection between two data management records or other 
storage entities. See also pointer. 

link layer 
The second layer of the OSI Reference Model. The link layer controls the transfer of 
data between nodes, assembling data into frames for transmission over a physical 
subnetwork. In the IEEE LAN standard, the link layer consists of an upper sublayer (the 
logical link control protocol) and a lower sublayer (the medium access control 
protocol). 

LINK Processor 
The part of the OS 2200 Linking System that performs static linking. 

link vector 
A structure used to link references to code to their definitions. Before resolution, each 
entry in the link vector contains a value that means the reference is unresolved. The 
link vector also contains a pointer to relocation information for use by the Linking 
System. After resolution, the entry contains the addresses of the desired entry point 
and link vector bank. Link vectors are not used to reference data. 

Linkage Section 
The section in the Data Division of the called COBOL program that describes the data 
items in the calling program. Both the calling and the called program can refer to these 
data items. 

linker 
See linking, Linking System. 

linking 
The process of converting the output of a compilation to an executable form, which 
involves uniting separately compiled routines into a single program, translating 
symbolic references to addresses, and adjusting addresses as necessary. Linking can 
be static or dynamic and is analogous to collecting a program that consists of 
relocatable elements. 

Linking System 
The OS 2200 software that produces and loads executable elements for extended 
mode. The static linker creates executable programs from UCS or MASM generated 
object modules. The dynamic linker loads and executes them. 

list 
Another name for a table or other structure that contains terms that are organized 
randomly but ordered by links. Also known as a linked list. 
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list name 
A 1- to 64-character distribution list name. Lists residing on OS 2200 hosts are from 1 
to 12 characters long; lists residing on non-OS 2200 hosts can be up to 64 characters 
long. 

LIST processor 
A processor included with the OS 2200 system control software and used to list the 
content of elements in a program file. 

list-directed input/output 
A statement that reads and writes free-field records with implied format control. 

listen 
Used by a connection-oriented server to indicate a willingness to receive connections. 
Also known as passive open. 

listen port 
A logical port that a server software program establishes to listen for requests from 
client programs. Telnet servers and various Operations Sentinel Server services have 
listen ports. Together with a network name, a listen port identifies a specific server 
instance. 

listener 
In WebShere MQ distributed queuing, a program that monitors for incoming network 
connections. 

literal 
A character string that provides the value for the data item it represents. Literals can 
be numeric, integer, or alphanumeric, depending on the characters in the string. 
Synonym for constant. 

live debugging 
A method of debugging where both the program and PADS are present in main 
memory. PADS commands can be used to control program execution and change 
program values. Also known as interactive debugging. 

LJ 
See left justification. 

LJSF 
Abbreviation for left-justified and space-filled. 

LL 
The lower limit that is in effect when used in comparing limits. 

LLC 
See logical link control. 

LMS 
(1) An attribute that commands Display Processing System to display a leading fixed 
monetary sign. (2) A FORMGEN attribute. 
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load 
To enter or add data or instructions to main storage from mass storage or tape. 

LOAD ANY message 
A LOAD message with a qualifying portion that indicates which types of tape drives 
can override the designated tape drive. 

load bank and jump (LBJ) 
A hardware instruction that specifies a BDI, a BDR, and an address. LBJ causes a new 
bank to be based and program execution to begin at a new memory address. Up to 
four program or data segments can be active at any time. Bank descriptor selection 
instructions let a program select which segments are currently active. See also load 
D-bank and jump, load I-bank and jump. 

load D-bank and jump (LDJ) 
A special case of the LBJ instruction that differs only in the selection of a basic mode 
base register. For LIJ, bits 1 and 2 of Xa (BDR field) are ignored and the base register 
selected is B12 if DB31 = 0 or B13 if DB31 = 1. 

load device 
A device that designates the physical device from which a program is loaded into main 
memory. 

load factor 
The highest percentage of space used for loading each index and data page in an 
Enterprise Relational Database Server file or each data page in an Enterprise Network 
Database Server area. 

load I-bank and jump (LIJ) 
A special case of the LBJ instruction that differs only in the selection of a basic mode 
base register. For LIJ, bits 1 and 2 of Xa (BDR field) are ignored and the base register 
selected is B12 if DB31 = 0 or B13 if DB31 = 1. 

LOAD message 
A console message that requests the operator to mount a reel on a specific unit. 

load path 
The set of units and the path used to access the boot device when booting an 
application. 

load point 
The position near the beginning of a tape where the reading or writing of data begins. 

load schema 
The schema used to initially load a database. See also processing schema. 

loading 
The process of moving large amounts of data into a database. See also RDMS Utility 
processor.   

LOB 
See large object. 
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local 
Pertaining to or associated with the local host. 

local address 
The address of a host within a network. 

local application entity 
An application entity that supports OSI-TP applications on the local system. Contrast 
with recipient application entity. 

local application group 
An application group defined on only one host that uses local recovery. The local 
application group’s database resides on the host’s local mass storage and must be 
recovered by that host. See also concurrent application group, switchable application 
group. 

local area network (LAN) 
(1) A private data communications network with high-speed communications 
capabilities and a limited geographic range, typically a single building or campus. 
Individual computers attach to the LAN to communicate with each other. Protocols are 
typically handled by the individual processors attached to the LAN. Devices (called 
repeaters) are available that can extend the range of LANs, connect similar types of 
LANs (bridges), and connect LANs to other types of networks to form gateways. (2) A 
group of interconnected workstations and supporting devices with high-speed, short-
range communications capability within the group. 

local change 
A software modification made by the customer site. The site must register local code 
or temporary changes as uniquely numbered COMUS change documents and apply 
them during generation of a product or feature. 

local code 
OS 2200 software product changes that are unique for a particular customer or 
system. 

local customs 
The conventions for the natural language of a geographical area or territory for such 
things as date, time, and currency formats. 

local definition 
An WebShere MQ object belonging to a local queue manager. 

local definition of a remote queue 
A WebShere MQ object belonging to a local queue manager. This object defines the 
attributes of a queue that is owned by another queue manager. In addition, it is used 
for queue-manager aliasing and reply-to-queue aliasing. 

local device group 
A group of devices that store files that belong to local file sets. A local device group is 
accessible only by the host to which it belongs. See also local file set. 
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local directory 
A directory containing files that can be assigned on the local host only. These files are 
on local mass storage and cannot be shared with other hosts. 

local disk-resident system (DRS) device 
The local system device that contains the bootable operating system. See also shared 
disk-resident system (DRS) device. 

local duplex device 
A local mass storage device that is part of a duplex association. 

local file 
A file that resides on local mass storage and can be accessed by only one host. 

local file directory 
See local TIP FCSS file directory; standard master file directory. 

local file set 
A set of files described by a local (standard) file directory and residing on a device in a 
local device group. A local file set can be accessed only by the local host to which it is 
defined. 

local file table (LFT) 
A table that holds data local to one program, such as file open mode, access mode, 
and type of lock, that is built when an OPEN FILE request is made. It is built in the 
thread D-bank. 

local files 
System files that are not shared files. Local files are unique to a particular operating 
system. 

local host 
In a network, the computer system with which you are physically working. Contrast 
with remote host. 

local mass storage 
Mass storage files that are cataloged in the standard (STD#) MFD. Only one host of a 
closely or loosely coupled system can access the files. For single-host environments, 
the only option is to use local mass storage. See also shared mass storage. 

local master configuration table (MCT) 
A configuration table that contains tables for all devices that are configured in a host 
system. Each host system is configured separately from other host systems. When 
control units and devices in the file-sharing environment are shared, each host must 
use the same name for each of those devices. See also shared master configuration 
table. 
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local master file directory (MFD) 
A directory containing Exec files that can be assigned locally only on the host that 
owns the files; they cannot be accessed (shared) by other hosts in the system. Files in 
the local MFD are under the control of software file locking and can be stored in local 
or shared mass storage. Each host in a Multi-Host File Sharing (MHFS) environment 
has a unique local MFD. Also known as the local Exec file directory, standard directory. 
See also shared master file directory. 

local MCT 
See local master configuration table (MCT). 

local message 
A message that is stored in the message library. 

local MFD 
See local master file directory (MFD). 

local PADS procedure 
A user-written procedure defined during the current PADS session by a PROCEDURE 
or a GET command. The PROCEDURE command defines the procedure name and 
body. The GET command defines the procedure name for the current session and 
retrieves the procedure body from a file. 

local printer 
A printer that is connected directly to a terminal. 

local processing 
Communication between two DDP-PPC user programs on the local host. Contrast 
with remote processing. 

local product 
A product written by a specific site for installation on OS 2200 systems. 

local queue 
A queue that belongs to the local queue manager. A local queue can contain a list of 
messages waiting to be processed. Contrast with remote queue. 

local queue manager 
The queue manager to which a program is connected and that provides message 
queuing services to the program. Queue managers to which a program is not 
connected are called remote queue managers, even if they are running on the same 
system as the program. 

local recovery 
The type of recovery used when a host fails and recovers its own components. Also 
known as intrahost recovery. See also component recovery, shared recovery. 
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local recovery file 
A file that contains the program file or element names of the local recovery 
runstreams. The monitor run creates and determines the content of this file 
automatically. After a host failure and reboot, the monitor run uses the file to recover 
the components that were running on the host. When configuring the ARC feature of 
Partitioned Applications, the user can specify the directory-id, qualifier, and file name 
of the host’s local recovery file. The default local recovery file name is 
STD#ARC$*LOCALRECV$. See also component, shared recovery file, recovery 
runstream. 

local recovery runstream 
A runstream that the site configures to recover a component if the host fails. The 
recovery occurs on the host in which the failure occurred. 

local resolution 
Automatic resolution that takes place when a reference and its definition are in the 
same object module element. 

local time 
The UTC time adjusted by an additional time displacement that is attributable to local 
time zones and seasonal shifts. 

local TIP directory 
A directory comprising TIP system files 0 and 1 and their associated main storage 
structures. Each host in the system has its own local TIP directory, which defines the 
TIP/Exec files (in file 0) and the TIP files (in file 1) that are on the host’s local mass 
storage. TIP files on shared mass storage can also be defined in a local TIP directory. 
See also shared TIP directory. 

local TIP file directory 
In the XTC environment, a directory containing only TIP file definitions local to a 
particular host. The files in this directory can only be assigned locally on the host that 
owns the files, and they cannot be accessed concurrently (shared) by other hosts in 
the system. The TIP file numbers in a local TIP directory are host-local. However, these 
TIP file numbers can be used by other hosts in the system to refer to TIP files local to 
the other hosts. See also TIP file directory. 

local TIP/FCSS directory 
In the XTC environment, a directory containing only TIP file definitions local to a 
particular host. The files in this directory are assigned locally on the host that owns the 
files, and they cannot be concurrently accessed (shared) by other hosts in the system. 
The TIP file numbers in a local FCSS directory are host-local and can also be used by 
other hosts in the system to refer to physically different local TIP files. See also 
standard TIP/FCSS file directory, TIP/FCSS file directory. 

local transaction 
Transactions managed by a resource manager. Commitment is not coordinated 
between resource managers. A transaction involving one or more resource managers 
in which a commitment, if any, is controlled solely by the application program and not 
by a transaction manager. See also global transaction, NoTransaction, resource 
manager, and transaction manager. 
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local unit duplexing 
See duplex association, local duplex device. 

local variable 
A variable that is defined and used only in one subdivision of a computer program. 

local/remote control table (LRCT) 
A table containing information that COMAPI uses to establish a path to a peer system. 
The LRCT contains such information as local and remote IP addresses, and local and 
remote port numbers. The LRCT is a COBOL buffer that is declared for you in a COBOL 
copy element included with COMAPI. 

locale 
The environment (or, more precisely, the set of rules) under which the user is 
operating, which determines the character set, language, and collating sequence used, 
as well as the conventions for displaying date, time, and currency. 

locale definition file 
A file that defines the processing rules for a region. The related CHARMAP files define 
the allowable characters for the language of that region. Unisys supplies many locale 
definitions along with the OS 2200 releases. See also LOCDEF processor. 

localization 
The process of providing users of a system with the capability to work in their native 
language, using a character set, collation order, and conventions familiar to them. See 
also internationalization. 

LocalTransaction 
See local transaction. 

location 
The program location reported in PADS messages. The short form of the location is 
used by default in interactive situations; the long form of the location is the default in 
batch mode. You can use the PROFILE command to select the long form, by setting 
MESSAGE to LONG. 

location counter 
An internal MASM variable that holds the next available location in any one of a set of 
numbered blocks that can be known to the program. Usually the block is just called 
the location counter. This the smallest unit of storage that can be manipulated by the 
Collector or the Linking System. In an object module, each location counter can 
become a separate bank. 

location mode 
(1) A manner of storing and accessing records from a database. (2) A method for 
determining the mechanism to be used to retrieve or store a Enterprise Network 
Database Server database record. Retrieval is not limited to the location mode. See 
also CALC access, direct access, index sequential access, via set access. 
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LOCBLK 
A utility that COMUS calls to quickly position to the files of a product selected for 
generation, installation, or unstacking from a software package tape when Fast Tape 
Access is specified. 

LOCDEF processor 
A standalone utility called through a standard ECL call line and used to process the 
source code for locale definitions and CCS-TO-CCS conversions into data tables. These 
tables are then used at run time when user programs access and execute the I18NLIB 
service routines. See also locale definition file. 

lock 
(1) To prevent a second user from accessing a file or data area when one user already 
has access to that file or data area. (2) A bit that indicates that a file or data area is 
locked. (3) A property of a bank that controls access to the bank by accessing 
activities. The value is given to the bank by the Exec and consists of a ring number 
value and a domain number value. For an activity to access a bank and be granted 
special access permission, the activity key must match the bank lock. (4) A security 
mechanism for controlling access to data in tables and files, as well as to definitions in 
the repository. Locking ensures data integrity and controls concurrent access to data 
and resources. 

lock attribute 
A parameter that specifies something about a particular lock, such as lock class, lock 
mode, lock type, lock variety, and so forth. 

lock duration 
The length of time an entity remains locked. To support file sharing, records that are 
changed must be locked from the time a command altering them is executed until the 
end of the recovery unit. 

lock list 
A list maintained by the locking subsystem (LSS) that contains information on the 
access rights of user threads for each unit of data currently in use. 

lock method 
One of the following strategies for preventing access to records or files: hardware 
RLP locking (all locks are sent to the RLP for this application group by all software 
locking systems, and deadlock detection is handled by the RLP); software locking (all 
locks are handled locally for software locking systems; that is, the RLP is not used for 
the locks of the pertaining application group, and deadlock detection is not 
coordinated across the various software locking systems); all locks are handled locally 
for software locking systems (the RLP is not used for the locks of the pertaining 
application group, and deadlock detection is not coordinated across the various 
software locking systems). 

locking 
A strategy for preventing simultaneous access to a record or file by more than one 
program at a time. 
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locking conflict 
A condition that occurs when more than one user tries to access or lock a table or 
page at the same time. 

locking level 
The level at which a lock is applied: file, page, or record. SFS applies locks at the file 
and page level. 

locking mode 
The scope of a lock on a table. Users can define the mode (exclusive, protected, or 
shared) explicitly (for example, with a LOCK statement in Enterprise Relational 
Database Server), or the LDM can define the mode implicitly. 

locking subsystem 
A Universal Database Control software component that controls access to data and 
system resources by locking entities and resolving locking conflicts. 

locking usage 
The attribute (retrieval or update) that specifies the type of lock designated explicitly 
by a user or implicitly by the LDM. 

log 
(1) An ongoing sequential record of certain activity, such as commands and messages, 
sent to and from a computer system. See also DDP-PPC log file, executive operator 
console log, system generation log, system installation log, system registration log. 
(2) In WebShere MQ, a file recording the work done by queue managers while they 
receive, transmit, and deliver messages, to enable them to recover in the event of 
failure. 

Log Administration 
See Log Policies. 

log file 
(1) A mass storage file named SYS$LIB$*DDP$LOG used only to collect DDP-PPC log 
information. (2) In WebSphere MQ on UNIX systems, and WebSphere MQ for 
Windows, a file in which all significant changes to the data controlled by a queue 
manager are recorded. If the primary log files become full, WebSphere MQ allocates 
secondary log files. See also system log file. 

log folder 
The folder that contains a sites Operations Sentinel log files. Its location is specified 
during installation of Operations Sentinel server. Contrast with data folder, installation 
folder. 

log name filter 
A filter in Operations Sentinel Log Viewer that enables you to select a subset of 
messages in a consolidated log file that comes from a specific log. 

log off 
The procedure used to exit from the OPE operating system. 
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log on 
To provide the information that is required by your system to gain access to it, usually 
a user-id and password. 

Log Policies 
A component of Operations Sentinel Console that allows you to turn logging on and 
off for different log sources and different host systems. Formerly known as Log 
Administration. See also logging configuration, Operations Sentinel Logging.  

log source 
In Operations Sentinel Logging, an identifier that signifies where a logged messaged 
originated. Log sources include system consoles, Operations Sentinel servers, and 
external applications. Formerly known as message source. 

log source filter 
In Operations Sentinel Log Viewer, a filter that enables you to select messages from a 
specific source. Formerly message source filter. 

Log Viewer 
See Operations Sentinel Log Viewer. 

logbox 
A 1-word control cell that controls the operation of individual TIP logging activities. The 
BOXER utility, the TPLOG primitive, and the LB keyin can set bits in logbox. 

logging 
A TIP function that handles tape logging of various TIP system activities or specified 
TIP user requests. 

logging configuration 
The description of all logs and log sources maintained by Operations Sentinel Logging. 
For each log source, the logging configuration indicates whether or not messages are 
currently being logged. The logging configuration also includes the logging site policy, 
which indicates the actual number of log files that can exist for the log and how many 
days log files should be retained for each log. 

logging site policy 
See logging configuration. 

logical 
Consisting of software or configured in software. Contrast with physical. 

logical address 
See network address. 

logical assignment statement 
A statement that transfers a logical value, either .TRUE. or .FALSE., to a logical variable 
or logical array element. A logical assignment statement can be either a scalar 
assignment or an array assignment statement. 
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logical bank 
A collection of related code, data, and control information that is the main subdivision 
of an object module element. Logical banks are produced by compilers, assemblers, or 
the LINK processor (the part of the OS 2200 Linking System that performs static 
linking), and are loaded into physical banks. See also logical bank name, logical bank 
number, physical bank, virtual bank. 

logical bank number (LBN) 
An integer in the range 0 to 16,777,213 that uniquely identifies a virtual bank in a given 
object module element. The logical bank number (LBN) is assigned by compilers and 
the Linking System to control bank processing. It is usually transparent to the 
programmer but can be useful for debugging purposes. 

logical block 
A unit of data as it is handled by the software; OPE handles data in 3,584-byte logical 
blocks. 

logical channel 
A way to assign tape files to the same or different control units, so that input and 
output are more efficient. The Exec attempts to assign all files with the same logical 
channel to the same tape control unit, and those with different logical channels to 
different control units. You can specify a 1-letter logical channel when you assign a 
tape file to your run. 

logical channel table (LCT) 
A packet of information similar to the channel control word. The LCT is used by the I/O 
complex to define the paths to a series of devices. 

logical comparison 
A comparison using the collating sequence values of characters. See also binary 
comparison and equivalence comparison. 

logical COMPOOL record 
A chain of physical COMPOOL blocks identified by a COMPOOL-id. When a user 
program reads (or writes) a logical COMPOOL record, the data is transferred from the 
various physical COMPOOL blocks to the user’s buffer as a contiguous record (or vice 
versa). 

logical console 
A console defined during OS 2200 Exec configuration that includes the assignment of 
Exec message groups and giving read-and-reply or display-only capability to each 
console. Logical consoles are independent of the physical hardware that hosts them. 
For ClearPath Server Dorado Series, logical consoles are mapped to the Operations 
Sentinel servers using SCMS or Server Control Client. 

logical constant expression 
A logical expression in which each primary entity is one of the following: 

logical data manager (LDM) 
The portion of code in the Universal Database Control products (Enterprise Network 
Database Server, Enterprise Relational Database Server, and Shared File System) that 
translates logical requests for data to physical access to the data. 
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logical device address table (LDAT) 
An Exec table that provides a logical ordering of mass storage devices. The Exec 
allocates an LDAT number for every mass storage device configured. 

logical end 
The position on a tape file immediately following the last logical file on the tape. When 
a tape file is positioned at its logical end, a logical file cannot be copied from the tape 
file, but a logical file can be written to the tape file without destroying any data already 
on the tape file. On an unlabeled tape file, the logical end is indicated by two 
consecutive EOF marks; on a labeled tape file, it is indicated by a special software EOF 
label. Also known as end of recorded area. 

logical expression 
An entity that expresses a logical computation. Evaluation of a logical expression 
produces a result of type logical and has the value .TRUE. or .FALSE.. A logical 
expression can be either a scalar expression or an array expression. 

logical file 
The data on a sequential-access file that corresponds with a single random-access file. 
On an unlabeled tape file, a logical file is delimited by EOF marks; on a labeled tape file, 
a logical file is delimited by EOF marks along with special header and trailer labels. A 
logical file can span volumes of a tape file. 

logical file descriptor 
The initial block of data in a logical file on tape. It describes the characteristics of the 
logical file but does not contain any data of the logical file. 

logical file position 
An integer denoting the position of a logical file on a volume of a sequential-access 
file. The first logical file on a volume has the logical file position of 1, and the logical file 
position of each subsequent logical file is 1 greater than the previous position. PCFP 
considers a tape to be positioned at a particular logical file if the physical position of 
the tape is between the EOF marks that delimit the logical file. 

logical host name 
A descriptive, easy to use host id that is associated with, and translates to, an Internet 
physical address. For example, three hosts at a site in New York could be given the 
logical host names of NY01, NY02, and NY03. 

logical I/O 
A request for data from an LDM to Universal Database Control. Contrast with physical 
I/O. 

logical insert point 
The logical place in a set chain or array where the new record belongs. This point can 
also determine physical placement if the location mode of the record is via set, usually 
physically close to the preceding record of the set. 

logical link control (LLC) 
A sublayer of the OSI link layer, defined by the ISO 8802/2 and IEEE 802.2 standards. 
LLC supports media-independent data-link functions on LANs and uses the services of 
the medium access control sublayer to provide services to the network layer. 
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logical negation 
An operation that uses the single value produced by an expression to make a true or 
false evaluation. If the value of the expression is false (or 0), the logical negation 
operation returns true (a nonzero value). Otherwise, it returns false. See also logical 
operator, relational operator. 

logical operation 
A mathematical action performed on the Boolean operands AND, OR, and NOT. 

logical operator 
One of the reserved words AND, OR, or NOT. In the formation of a condition, both or 
either of AND and OR can be used as logical connectives. NOT is used for logical 
negation. 

logical package 
A grouping of products and extra files on a physical software package. 

logical page 
A conceptual entity consisting of the top margin, the page body, and the bottom 
margin.  

logical record 
The most inclusive data item. The level number for a record is 01. A record can be 
either an elementary item or a group item. Synonym for record. 

logical subchannel 
A logical connection supported by a transport connection between two hosts in a 
network. A logical channel supports one or more logical connections. 

logically removable device 
A device that was prepared as removable but is not necessarily physically removable. 

login 
(1) The program that controls logging in. (2) By extension, the computing session that 
follows a login. 

login directory 
See home directory. 

login name 
A string of characters used to identify a user. Your login name is different from the 
login names of others. 

login terminal 
The LP system considers a login terminal to be a hardcopy terminal, which more 
closely resembles a typewriter than a terminal with a screen display. A login terminal 
is a type of serial printer. 

logon account 
A user account that currently allows a user to log onto the Windows system. 
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long database recovery 
The IRU process that recovers the database by reapplying past updates to reloaded 
files using after-looks on the audit trail. Long database recovery optionally restores 
updates for steps at the recovery end point that participate in global transactions into 
lost or corrupt Universal Database Control retention files and the TIP rollback page file. 
If Universal Database Control retention files are intact, updates for steps participating 
in a global transaction that also use the quick-look recovery method are rewritten to 
the database to restore updates nullified by a reload. See also long recovery. 

long message output 
A Display Processing System configuration directive that enables large messages to 
be sent to a terminal. 

long message recovery 
The process that recovers messages by rebuilding MCB message retention files from 
information on the audit trail. See also long recovery. 

long queue item recovery 
The process that recovers queue items by rebuilding the periodic savefile from 
information on the audit trail. See also long recovery. 

long recovery 
The Integrated Recovery Utility process that restores an inconsistent database to a 
consistent state by recovering database updates, messages, and queue items for all 
steps that were committed before the failure occurred. Long recovery also optionally 
restores updates for steps in the ready state at the recovery end point. Users can 
choose to recover only the database, only the messages, only the queue items, or any 
combination of these. See also medium recovery, short recovery. 

long selective recovery 
The IRU process that restores a selected portion of the database as opposed to the 
entire database. 

look 
A copy of a database page that the system writes to the area’s retention file or audit 
trail for possible use at a later time. See also after-look, before-look, deferred update, 
quick-look. 

look-ahead 
The process of examining input to determine its content without removing it from the 
input to be processed. 

 
look-up table (LUT) 

The internal system table that contains pointers to all local (standard) files in the 
system. The length of the LUT is established by a system generation parameter and is 
applied during an initial or a recovery boot. 

lookspace 
A temporary area where you can browse through the contents of an existing file. 
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looping 
The process of performing a statement or set of statements repeatedly until a 
condition is satisfied. 

loosely coupled system (LCS) 
A system that allows a software application group to use the mass storage of multiple 
host systems. Requires the Exec Multi-Host File Sharing (MHFS) feature. See also 
closely coupled system, tightly coupled system. 

low BDI (LBDI) 
A bank BDI numbered lower than 4096. These are necessary for basic mode access, 
because basic mode BDIs are limited to 12 bits. 

low-order end 
The rightmost character of a string of characters. 

lowercase character 
A small letter used in writing one or more natural languages, in contrast to an 
uppercase or "capital" letter. For example, the lowercase letters a through z are used 
to write English. Some languages have both lowercase and uppercase; others have 
only one case. See also natural language, uppercase character, downshifting, 
upshifting, character class. 

low-level address 
An address that allows you to access storage locations, registers, and other program 
entities. This address can be as simple as an integer constant representing a bank-
relative address or as complex as an expression involving indirection, address 
modifiers, and subexpressions. 

low-level debugging 
Debugging that deals with hardware address information, such as bank information, 
and does not require a symbolic debugging dictionary to be present. Contrast with 
high-level debugging, which deals with a program’s symbolic information such as line 
numbers and requires a symbolic debugging dictionary to be present. See also high-
level debugging, symbolic debugging dictionary. 

low-order end 
The rightmost character of a string of characters. 

LP0 
Abbreviation for Latent Parameter 0 of a Gate. 

LP1 
Abbreviation for Latent Parameter 1 of a Gate. 

LPF 
See large program file. 

lpi 
Abbreviation for lines per inch. 
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LRI 
See last record interval. 

LS 
(1) Abbreviation for Level Specification, a 1–bit field forming part of a Basic_Mode 
Bank_Name. When concatenated with E, it determines the level (L) to which the 
Bank_Name applies. (2) An attribute that commands Display Processing System to 
display a leading numeric sign. (3) A FORMGEN attribute. 

LSC 
Abbreviation for library search chain. 

LSS 
See UCS Language Support System. 

LTO 
Abbreviation for Linear Tape Open; Linear Tape Operation. 

LUT 
See look-up table. 

lvalue 
A class of expression that designates a data object and has a type. Use an lvalue to 
obtain the value stored in a data object, obtain the address of the data object, and 
store a value in the data object. See also function locator, rvalue, void expression. 

LXJ 
An abbreviation that collectively refers to the basic mode banking instructions LIJ, LDJ, 
and LBJ. 

LZD 
(1) An attribute that commands Display Processing System not to suppress leading 
zeros during output. (2) A FORMGEN attribute (LZD). 
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M domain 
One or more instances of The Open Group Distributed Transaction Processing model 
that share a single transaction manager. An instance consists of one application 
program, one transaction manager, and one or more resource managers. See also 
instance of the model. 

M hold 
See mass storage hold. 

M1 sort 
A basic mode sort with one mass-storage scratch file assigned. 

M1-M2 sort 
A basic mode sort with two mass-storage scratch files assigned. The smaller scratch 
file is the M1 scratch file and the larger is the M2 scratch file. If the two scratch files 
are assigned to different devices, the M1 scratch file should be assigned to the faster 
device. 

MAC 
See mandatory access control. 

machine equivalence 
Special permission to a remote computer. Users on the equivalent machine with the 
same name as users on your machine are automatically equivalent users. 

machine language 
A binary representation of data and instructions in a computer. Unlike a programming 
language, the processing unit of a computer can recognize machine language. 

macro 
A predefined block of text or set of QLP commands created as a savefile element to 
facilitate the execution of commonly used commands. 

macro definition 
(1) A C preprocessor directive of the following form, which defines the identifier x as a 
macro whose expansion is defn (definition): #define x defn. (2) A C macro defined to 
take arguments whose expansions are substituted in the expansion of defn. 
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Macro Editor 
A capability of OS 2200 Console View that allows you to create, preview, edit, and 
execute macros on an OS 2200 console. See also macro. 

macro execution 
The second stage of invoking a macro element, during which generated text is passed 
to QLP for processing as ordinary input. 

macro expansion 
(1) The first stage of invoking a macro element, during which text is generated before 
passing to QLP for processing; arguments are substituted for parameter indicators; 
and messages are issued, as specified by the &COMMUNICATE clauses. (2) The 
replacement of a macro name and any of its arguments in the source text with the 
expanded definition of the macro. 

macro generator 
See OS 2200 macro generator. 

MAD 
See MRF allocation descriptor. 

MAIL 
(1) Abbreviation for the MAILBOX command. (2) Keyword used to get online help for 
the MAILBOX command and the mail processor. (3) Default delivery mode for all hosts 
in the network; the only delivery mode for OS 2200 hosts. 

mail id 
An identifier for an incoming or outgoing mail item that contains 1 to 8 characters. The 
mail processor assigns and maintains mail ids for incoming mail items; the user 
assigns and maintains mail ids for outgoing mail items. 

mail processor 
The component of TAS that enables hosts in homogeneous and heterogeneous 
networks to exchange electronic mail messages. 

mailbox 
(1) The portion of the mail processing data base where a user’s incoming and outgoing 
messages are stored. (2) The destination of a mail item sent in MAIL mode. 

MAILBOX 
A mail processing command that creates, assigns, and updates user information for a 
specific mailbox. 

mailbox key 
1- to 8-character security key associated with a mailbox name. 

mailbox name 
A 1- to 64-character name that identifies a mailbox. Mailboxes residing on OS 2200 
hosts can have names that are up to 8 characters long; mailboxes residing on non-
OS 2200 hosts can have names that are up to 64 characters long. 
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main program 
A FORTRAN program unit that receives control when an executable program is placed 
in execution by the Exec. A main program consists of a series of comments and 
statements that can begin with a PROGRAM statement, does not contain a BLOCK 
DATA statement, and is terminated by an END, FUNCTION, or SUBROUTINE 
statement. 

main storage 
The general-purpose high-speed semiconductor storage of the system that is directly 
addressable by the processors and serves mainly to contain executing programs. 

main storage buffer 
A temporary storage area in main storage, used to hold lines of input entered from a 
terminal. The buffer enables the user to enter statements and data without waiting for 
each line to be processed. Use the @@CQUE statement to queue input in a main 
storage buffer. 

main storage partition (MSP) 
 The smallest unit of storage that can be either online or offline. 

main storage unit (MSU) 
The physical cabinet or module that contains the directly addressable executable 
storage of the system. 

main-memory storage system / storage manager 
A storage system and storage manager supplied with Dharma/SQL. It provides a 
mechanism for implementations to store data in memory instead of on disk. By using 
the main-memory storage system for volatile data such as temporary sort tables and 
dynamic indexes, implementations can improve performance of many queries, such as 
joins. 

maintenance lock 
A lock that has the same characteristics as the record lock except for the queueing 
priority. A maintenance lock is preemptive, so that all subsequently conflicting record 
locks are rejected (not queued). The IRU sets maintenance locks by means of FCSS 
maintenance functions. 

maintenance update 
An OS 2200 software product release tape that contains updated versions of files for 
a particular release level of a product. It also includes the CHANGE, PLE, and SUR files 
used to create those updated files. A release level for a maintenance update includes 
a letter (for example, 1R1A). Maintenance update tapes are sent occasionally to 
provide customers with important software changes between major release levels of 
a product. 

major register set 
A register set that consists of registers X1 through X11, A0 through A1 5+4, and R1 
through R1 5. 

MAKEAP$NAME 
An Open Distributed Transaction Processing utility program used to build an 
application program name element. 
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MAKEHVCALL 
An Open Distributed Transaction Processing utility program used to build HVTIP 
servers. 

MAKERLF 
An Open Distributed Transaction Processing utility used to create runstreams that set 
up and delete the Recovery Logging File. 

managed class 
A definition of managed objects that share the same properties. See also base class, 
derived class, fixed class, site-defined class. 

managed group 
A means to create functional categories (or zones) of managed objects, based on how 
a site perceives to use these objects in Operations Sentinel Console. Objects can be 
grouped based on their names, classes, and owners. Managed groups can be 
contained within other managed groups. A managed object can belong to more than 
one managed group or none at all. See also managed object, zone. 

managed node 
A network host or component that is managed by Operations Sentinel. 

managed object 
Any object for which Operations Sentinel receives information through event reports 
or some other means. An object has properties that Operations Sentinel Console 
displays. Managed objects can be OS 2200 systems, OS 2200 consoles, MCP systems, 
UNIX systems, Windows systems, servers, and other arbitrary devices. An object 
does not need to be configured for alerts to be reported against it. However, alerts for 
such an object would always appear in the Other Alerts, since there is no way to 
include a non- configured object in any zone. See also managed group. 

managed system 
A system that can be monitored and controlled by Operations Sentinel through a 
formally defined interface. 

management information base (MIB) 
A database that SNMP managers maintain that contains information about the nodes 
they manage. 

management platform 
A platform that communicates with agents on managed nodes within the network and 
makes information from the agents available to system administrators. A management 
platform often uses platform-specific protocols and usually has a number of 
management applications that utilize graphical user interfaces through which users 
monitor and manage their network. Examples of SNMP based management platforms 
include HP OpenView, IBM NetView, and Sun SunNet Manager. 
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manager 
A main component of the SQL engine. In particular, the term storage manager refers 
to a completed implementation of the storage interfaces that provides access to an 
underlying storage system. Besides one or more storage managers, the SQL engine 
includes several managers, including the SQL statement manager, parser, and 
optimizer. 

mandatory access control (MAC) 
In Security Level 1 and higher, a means of controlling access to files and other objects 
that the security administrator controls, including clearance level and compartment 
set. The controls are mandatory, in the sense that nonprivileged users cannot override 
the constraints that MAC imposes. Any access that MAC grants can be further 
restricted by discretionary access control. 

mandatory attribute 
An attribute that users must include when defining an entity or relationship. 

mantissa 
The portion of a numerical value to the right of the decimal point. 

manual membership 
An optional set relationship in which records are inserted in the set explicitly (that is, 
manually) to belong as a member. The records are also removed manually from the 
set. 

Manufacturing Control Number 
A number that uniquely identifies a ClearPath system. 

map 
(1) To transform a particular computer system’s file structure and attributes to or from 
a common format, called a virtual file. This enables a computer system using an FTAM 
software product to send all or part of a file to another computer system that has an 
FTAM software product. The receiving computer system can then manipulate this file 
to conform to its own file structure and attributes. (2) To use the OS 2200 Collector 
(MAP processor) to process relocatable elements and produce absolute elements. 
Synonym for collect. 

MAP 
Alternate name and processor call for the Collector. 

MAPPER 
See Business Information Server. 

MAPPER Relational Interface (MRI) 
The Unisys software product that establishes an online interface between Business 
Information Server (BIS) and an Enterprise Relational Database Server database. 

mapping 
(OS 2200) Using the Collector software to gather relocatable elements into an 
executable program called an absolute element. See also basic mode, Collector. 
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mark 
A checkpoint marker that is listed in a checkpoint file and indicates where to restart a 
file transfer operation. For example, MARK 1920-0=1920-0 16:17:41. (Parameter). 

MAS utility 
An Open Distributed Transaction Processing utility processor used to build and link a 
server. See also server program. 

mask 
To ignore values for specified characters in a data item. The MASKED BY clause is 
used in the QLP command WHERE clause as part of data selection criteria. 

masked token 
A type of pattern token in an autoaction database that must match only specified 
characters of the corresponding message token. Contrast with fixed token. 

masking character 
A character in relational expressions with string attributes (the percent (%) character) 
that masks portions of the value of the expression. 

MASM 
See Meta-Assembler. 

mass storage 
(1) A storage medium in which data can be organized and maintained in both a 
sequential and nonsequential manner. (2) An auxiliary storage that has random access 
capability, as opposed to the sequential access of magnetic tape, for example. 
Includes any type of disk. Types are word-addressable mass storage, sector-
formatted mass storage, and fixed mass storage. (3) An Exec or TIP data file 
maintained on a directly addressable external storage device, such as a disk. Each 
LDM storage area is associated with exactly one file. Synonym for mass storage data 
file; physical file. 

mass storage address 
See sector address. 

mass storage allocation 
Granules of either 03400 words (software track granularity) or 0340000 words 
(position granularity). 

mass storage auditing 
The situation where the audit data file is stored on mass storage, not on magnetic 
tape. 

mass storage buffer 
A temporary storage area on mass storage, used to hold lines of input entered from a 
terminal. Use the @@INQ statement to queue input in a mass storage buffer. The 
statements and data in the buffer are not processed until the user terminates input to 
the buffer. 

Mass Storage Control System (MSCS) 
An I/O control system that directs the processing of mass storage files. 
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mass storage copy 
A copy of a file’s text that physically resides on mass storage. A file can have at most 
one mass storage copy at any given time. 

mass storage data file 
Synonym for mass storage file. 

mass storage file 
A file stored on magnetic disk (mass storage), such as program files and data files. 

master bit notation 
A designation used to show the options on a control statement (such as @ASG). The 
value 1 in bit 0 indicates the A option; the value 1 in bit 1 indicates the B option. 

master bit table (MBT) 
A bit map of the available and allocated mass storage space on a unit. 

master configuration table (MCT) 
A table built at system generation to reflect the system configuration. The MCT is an 
Exec file that primarily contains system configuration information. Audit control uses 
the MCT for recovery information, and TIP uses the MCT to recover TP MAS/TP MEM 
parameters. The MCT is re-created on tape recovery boots. See also local master 
configuration table, shared master configuration table. 

master console 
A console that is controlling an operation between a customer site and the Unisys 
Customer Support Center. This console can be at either location and you can specify 
which one is the master console and which one is a slave console.  

master control program (MCP) 
The operating system for Unisys servers based on A Series architecture and all 
ClearPath follow-on products. 

master file directory (MFD) 
A directory maintained by the Exec to control cataloged files by identifying each file 
and its characteristics. The MFD contains the security attributes, look-up entries, and 
directory items needed to maintain cataloged files. Files listed in the master file 
directory are cataloged and retained after a run ends. See also shared master file 
directory, standard master file directory. 

master release tape 
A tape that contains a complete software product. 

master SCN 
The SCN value 999999999999. A product/feature key with a master SCN is authorized 
for registration and installation of its corresponding product on any system/workload. 
A master SCN or active DR primary SCN on the Exec image enabler key authorizes a 
product/feature key for any workload to be registered and its corresponding product 
installed. 

master Service Processor  
See Service Processor. 
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master tape 
See product master tape. 

master-cycle 
The master-cycle is the execution of the master-task. 

masterspace 
The @ character, used in the first column of a line of input to indicate that what 
follows is a control statement. 

master-task 
The master-task of the COBOL run unit includes the system entry of the COBOL main 
program and its extension to any level by virtue of GO TO, PERFORM, CALL, and 
ENTER statements imbedded in the master-task. Because only one COBOL main 
program can be collected using a COBOL run unit, the master-task is uniquely defined. 

matrix 
A two-dimensional array (rank = 2). 

max record size 
The largest number of bytes to be passed as a message to DDP-PPC when a default is 
not valid. (TAS field/parameter). 

MAXBDI 
The Exec software configuration parameter that specifies the highest bank descriptor 
index (BDI) available on the system. 

maximum block size 
The largest permissible block size for a DSDF or MSAM file. It is set when the file is 
opened. 

maximum MIPS per IP 
The maximum number of MIPS allowed on an individual IP below hardware capacity by 
a MIPS-based or MIPS-metered Exec image enabler key on entry-level systems. 

maximum number of sign-on attempts method 
A method of frustrating hackers that limits the number of incorrect entries of "user-
id/password" combinations made from a terminal. If this method is configured, the 
system ignores attempts made after the maximum number has been exceeded. The 
terminal is not disabled with this method. 

MBSD utility 
The Open Distributed Transaction Processing batch server dispatcher utility that 
automatically schedules batch servers for execution. See also TMSC processor. 

MBT 
See master bit table. 

M-bus 
A bus that provides the communications path for passing information between 
instruction processors (IP), main storage units (MSU), and I/O processors (IOP). 
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MCA 
(1) See message control area. (2) Abbreviation for message channel agent. 

MCB 
See Message Control Bank. 

MCB command 
An MCB operations command. Most action commands can be entered either from the 
OS 2200 system console or from a privileged network terminal. Some action 
commands are restricted to the OS 2200 console only. 

MCN 
See Manufacturing Control Number. 

MCOMMON subsystem 
The Open Distributed Transaction Processing extended mode software subsystem in 
main storage. See also subsystem. 

MCON 
A processor in the General Syntax Analyzer product that ELMS uses to build message 
data banks (MDB). 

MCP 
See master control program. 

MCP Agent 
See Operations Sentinel MCP Agent. 

MCP host 
See MCP host system. 

MCP host system 
A host system that runs the MCP operating system and can be managed by 
Operations Sentinel. These include the MCP systems and MCP partitions of a 
ClearPath Server Libra Series, and an LX system. Synonym for MCP host, MCP 
system. 

MCP terminal emulation session 
See terminal emulation session. 

MCPMonitor 
An SP-AMS database supplied with Operations Sentinel that includes patterns for use 
in monitoring MCP host systems. 

M-CRM interface 
The Open Group standard interface that enables different TM domains to exchange 
information about global transactions. Transaction managers use this interface to 
instruct communication resource managers to perform various tasks, such as sending 
commitment instructions to transaction nodes. The TM-CRM interface is also known 
as the XA+ interface. See also communication resource manager, global transaction, 
TM domain, transaction manager. 
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MCT 
See master configuration table. 

MD5 
A one-way hash encryption algorithm that is used for computing a 128-bit message 
digest, yielding a 16-byte result. See also digest algorithm, digital signature, Secure 
Hash Algorithm. 

MDB 
See message data bank. 

MDBF 
A processor that checks the messages of an application for correct ELMS syntax. 

MDBREG 
Abbreviation for Message Database Registration processor, which registers 
applications messages with the ELMS run-time system during SOLAR installation 
processing. 

measured code 
NPEER. Code is only measured during the NPEER data collection process after a call to 
NPEERON but before a subsequent call to NPEEROFF or NPEERTERM. Code which is 
executed before and after these points is not measured. 

media image 
In WebSphere MQ for ClearPath OS 2200, MQSeries on UNIX systems, MQSeries for 
OS/2 Warp, and MQSeries for Windows NT, the sequence of log records that contain 
an image of an object. The object can be recreated from this image. 

Media Manager (MMGR) 
An Exec system interface that facilitates the use of a tape management system. 
MMGR is installed as an independently linked Exec subsystem (ILES). 

medium access control (MAC) 
The lower link-layer protocol used with the logical link control (LLC) protocol. The 
procedures defined in the protocol access the physical medium below the logical layer 
structure. As part of these access procedures, MAC checks errors and frames and 
breaks up data units. 

medium recovery 
The Integrated Recovery Utility process that uses data from the audit trail and 
Universal Database Control retention files to recover deferred update program steps 
that did not complete update actions when a host or component failed and to roll back 
updates for the quick-look program steps that were active when the host or 
component failed. See also long recovery, short recovery. 

member 
An Enterprise Network Database Server record linked through either a set chain or 
pointer array to a set headed by an owner. 
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member name 
In AMS, the name of a variable within a user-defined variable group. This name is 
unique within the group. 

member reference 
In AMS, the method for referring to a specific variable within a variable group. It 
requires specification of the variable group name and the member name. 

memory 
The physical storage that is part of a central processor. 

memory buffer 
See main storage buffer. 

memory sort 
A type of sort that requires no scratch files to be assigned. For successful completion 
of the sort, all records must fit in the core area provided. 

menu interface 
An interactive software interface that displays a list of function choices and enables 
the user to select one by supplying minimal input. 

menu message 
An ELMS compatible message that contains a list of choices for the user or operator 
when the message is displayed. 

merge D-bank 
A data area passed to the SORT subroutines that contains basic control information 
about the merge operation. The minimum size for this area is 0500 words. This area is 
passed to the SORT subroutines through register X9 for the extended and common- 
banked sort linkages. 

merge file 
A collection of records to be merged using a MERGE statement. The merge file is 
created and can be used only by the merge function. 

merge join 
One of the methods that Enterprise Relational Database Server uses to perform a join 
operation to equally join the two outermost tables, when the outer table has more 
than an internally defined number of hit records and the inner table uses an index 
search on the join columns. 

merge power 
The maximum number of strings that sort can merge together at one time. The strings 
that are merged either form a larger string or the final ordered set of records. 
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merged audit trail 
An audit trail that provides database recovery in a Multi-Host TIP (MHTIP) environment. 
A merged audit trail is produced from all the Exec generated audit trails of the 
AG/hosts for a particular concurrent AG. The merged audit trail contains the 
successfully committed database update records, user records, and various system 
audit records (Universal Database Control idlepoints and freespace configuration 
changes) in a logical Commit Sequence Number order. All other audit records 
(database rollback, Message Control Bank, and Exec Step Control) are not written to 
the merged audit trail. Merged audit trails are used to recover the database for either 
selective or ALL long recovery for an AG. They are not used for long recovery of 
messages or queue items. 

message 
(1) A response from the system that appears on the console. (2) Data associated with 
an end of message indicator or an end of group indicator. (3) In message queuing 
applications, a communication sent between programs. See also persistent message 
and nonpersistent message. 

message channel 
In distributed message queuing, a mechanism for moving messages from one queue 
manager to another. A message channel comprises two message channel agents (a 
sender at one end and a receiver at the other end) and a communication link. Contrast 
with MQI channel. 

message channel agent (MCA) 
A program that transmits prepared messages from a transmission queue to a 
communication link, or from a communication link to a destination queue. See also 
message queue interface. 

message characteristics 
The information about each message that is sent to an OS 2200 system console, 
including the sender type (Exec/privileged or nonprivileged), message type, operating 
mode (attended, casual, or unattended), and generated run id of the sender. 

message clause table (MCT) 
A table in C2SFSERR (a common error processing bank) containing error clauses. 

message control area (MCA) 
An internal data structure built by MCB to retain control information pertinent to a 
message during MCB processing. A unique MCA exists for each message until MCB 
completes processing of that message. 

Message Control Bank (MCB) 
A facility that controls program execution messages, especially for transaction 
processing programs. 

message control bank application 
An application that is configured in the Message Control Bank (MCB) software and is 
associated with a particular transaction program or software product, such as DDP-
PPC. This association is established in the program or the product configuration. 
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message count 
The count of the number of complete messages that exist in the designated queue of 
messages. 

message data bank (MDB) 
The machine-readable form of an ELMS compatible application’s message, which the 
ELMS/SKELETON builds and the ELMS run-time system uses. 

message definition 
The source code that describes a message or set of messages to the MDBF 
processor. 

message descriptor 
Control information describing the message format and presentation that is carried as 
part of an WebSphere MQ message. The format of the message descriptor is defined 
by the MQMD structure. 

message dialog 
A message-based interaction between CP-AMS and a site-supplied program running 
on a managed OS 2200 host system. 

message digest 
The encrypted result of a one-way hash encryption algorithm that ensures that plain 
text data is unaltered. See also digest algorithm, MD5, Secure Hash Algorithm. 

Message Digest 5 (MD5) 
A hashing algorithm invented by Ron Rivest. MD5 yields a 16-byte result. MD5 is being 
replaced by SHA-1 as the preferred hash algorithm for SSL/TLS. 

message existence time 
The time a message resides in the MCB. For an input, this is measured from the time a 
CMS program starts to store to the time the application program releases the 
message. For an output, this is measured from the time the application program starts 
to store the message to the time a CMS program acknowledges successful delivery. 

message handling system 
Hardware and software that provides electronic mail service to network users. The 
OS 2200 OSI message handling system software product is OSI-MHS. 

message indicators 
Conceptual indicators that notify the MCS that a specific condition exists: 
end-of-group indicator (EGI), end-of-message indicator (EM I), and end-of-segment 
indicator (ESI). An EGI is conceptually equivalent to an ESI, EMI, and EGI. An EMI is 
conceptually equivalent to an ESI and EMI. Therefore, a segment can be terminated by 
an ESI, EMI, or EGI, and a message can be terminated by an EMI or EGI. 

message key 
See condition identifier. 

message number 
A 15-bit value that is part of the CID and represents the number of the message in a 
given product’s message set. 
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message parameter area (MPA) 
The 16-word header of the logical COMPOOL record. 

message pattern 
See pattern. 

message priority 
In WebSphere MQ, an attribute of a message that can affect the order in which 
messages on a queue are retrieved, and whether a trigger event is generated. 

message queue interface (MQI) 
The programming interface provided by the WebSphere MQ queue managers. This 
programming interface allows application programs to access message queuing 
services. 

message queuing 
A programming technique in which each program within an application communicates 
with the other programs by putting messages on queues. 

message rate 
The number of messages processed divided by some time interval (usually seconds). 
For example, if you process 6000 messages over a 60-second period, your message 
rate is 100 per second. 

message retry 
An option available to an MCA that is unable to deliver a message. The MCA can wait 
for a predefined amount of time and then try to send the message again. 

message retention file (MRF) 
A TIP file that Message Control Bank (MCB) uses for storing recoverable message 
text. Each recoverable message is staged in blocks in the message retention file. 

message routine 
A routine that composes and prints messages. 

message section 
The section of a screen where error and help messages are displayed. 

message segment 
Data that forms a logical subdivision of a message normally associated with an end of 
segment indicator. See message indicators. 

message severity 
A message attribute that refers to the seriousness of the event that caused the 
message. Repository for ClearPath OS 2200 has five levels of severity: FATAL, 
INTERNAL, ERROR, WARNING, and REMARK. The Information Resource Dictionary 
System (IRDS) command language (that Repository for ClearPath OS 2200 supports) 
has four: ERROR, FATAL, REMARK, and WARNING. 

message source 
See log source. 
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message source filter 
See log source filter. 

message store 
The software component of an X.400 mail system that accepts messages from 
message transfer agents (MTA) and stores them until they are retrieved by remote 
user agents (R UA). 

message suppression level 
An attribute of an ELMS message that is to be sent to the system console. The 
console group is defined by the Exec console interface. 

message token 
In AMS, a string of characters that lie between two delimiter characters in a message 
being matched. Contrast with pattern token. 

message traffic 
The messages flowing from managed systems to Operations Sentinel. 

message transfer agent (MTA) 
The software component of an X.400 mail system that cooperates with other MTAs to 
perform store-and-forward message delivery. 

Message Transport Agent (MTA) directory 
The database that contains the routing information needed for OSI-MHS message 
transfer. 

message type 
Message types associated with AMS are read-and-reply, read-alert, and read-only. For 
purposes of pattern matching, read-alert and read-only messages are considered 
equivalent. 

message-driven bean 
A stateless, server-side, transaction-aware component for processing asynchronous 
JMS messages. 

message-retry 
An option available to an MCA that is unable to deliver a message. The MCA can wait 
for a predefined amount of time and then try to send the message again. 

Meta-Assembler (MASM) 
An OS 2200 assembly language processor. 

metacharacter 
A subset of the set of special characters that have special meaning to the shell. The 
metacharacters are *, ?, and the pair [ ]. Metacharacters are used in patterns to match 
file names. 

metadata 
Data that details the structure of tables and indexes in the proprietary storage system. 
The SQL engine stores metadata in the system catalog. 
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metadatabase 
A database that contains descriptions of other databases (for example, the database 
that the DDL and SDDL processors of Enterprise Network Database Server use 
internally). 

metalanguage 
A language or set of rules that specifies the syntactic structure of another language. 

meta-property 
A property that describes a property of a managed class. 

metaschema 
A schema that describes and defines other schemas; for example, the schema for the 
repository database is a metaschema. 

metasubschema 
A special subschema that Repository for ClearPath OS 2200, DDL, and SDDL use to 
specify subsets of the metaschema. 

method 
A function defined in a class. Unless specified otherwise, a method is not static. 

MFD 
See master file directory. 

MH keyin 
A keyin that controls and displays information about the Multi-Host File Sharing (MHFS) 
environment. 

MHELP 
A mail processing command that provides information about SMTP implementation on 
a local or remote host in the network. 

MHF 
See move history file. 

MHFS 
See Multi-Host File Sharing. 

MHFS cataloged files 
The mass storage files that the user can catalog on both fixed and removable disks in 
the MHFS environment. The user can also create cataloged tape file directory items in 
the shared directory. 

MHFS directory-id 
The identification of a master file directory (MFD) in an MHFS environment. Each MFD 
is assigned a directory-id for use in file creation and assignment. The directory-id for 
the local MFD is STD#, and the directory-id for the shared MFD is SHARED#. 
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MHFS disk-resident system (DRS) device 
The one shared device that the Multi-Host File Sharing environment requires 
designated as the shared “system” device. This device must be prepped as a DRS 
pack. The shared system device is not used to load the Exec. Instead, MHFS uses it 
for shared mass storage control information. 

MHFS file 
See shared file. 

MHFS keyins 
File-sharing operator entries that complement existing unsolicited facility control 
keyins to control and operate the multihost environment. Keyins remove a host from 
or add a host to the file-sharing environment. 

MHFS shared system device 
See shared system device. 

MHS 
See message handling system; OSI Message Handling System software. 

MHTIP 
See Multi-Host Transaction Processing. 

MIB 
See management information base. 

Microsoft Cluster Service (MSCS) 
Software that provides a clustering technology that keeps Windows server based 
applications available, regardless of individual component failures. MSCS can manage 
two Intel partitions running Microsoft Windows as a cluster. See also resilient cluster. 

Microsoft Transaction Server (MTS) 
System software that acts as the transaction monitor for the DCOM environment. 
Generally, it is implemented as a container for server objects that perform 
transactions. In the MTS scheme, transaction attributes are assigned to server objects 
administratively. 

Microsoft Windows Cryptography API 
A set of functions for encrypting, decrypting, and digitally signing data to guarantee 
the security of sensitive information that is transmitted over non-secure channels. 

MID 
MID–instruction execution flags in ASP. 

middleware 
Software required to support interactions between clients and servers. Examples of 
middleware are TCP/IP software, NetWare, remote procedure call (RPC) software, 
Open Database Connectivity (ODBC) drivers, and client software for accessing 
distributed transaction processing (DTP) applications. 

migration 
The process that moves data from one location to another. 
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MIH 
Abbreviation for Multiple Independent Hosts. 

MILES 
A processor for managing ILES. Refer to the Exec System Software Administration 
Reference Manual for more information.  

MILNET 
Abbreviation for Military Network. 

MIL-STD 
Abbreviation for military standard (specifications). 

MIME 
Abbreviation for multipurpose mail extension. 

MIPS 
Abbreviation for millions of instructions per second; the yardstick with which the 
processing power of a system is measured. 

MIPS-based key 
An Exec image enabler key containing MIPS-based performance. 

MIPS-based performance 
A system performance level expressed as a total number of MIPS independent of the 
number of instruction processors or how you elect to partition them. 

MIPS-metered disaster recovery key 
An Exec image enabler key containing a normal MIPS-metered portion and an optional 
MIPS-based portion. 

MIPS-metered key 
An Exec image enabler key containing MIPS-metered performance. 

MIPS-metered performance 
A system performance level expressed as a prepaid baseline number of MIPS with a 
maximum ceiling MIPS. MIPS used above the baseline are calculated and billed at 
predetermined intervals. 

MIPS-metered profile key 
An Exec image enabler key containing a normal MIPS-based portion and an optional 
MIPS-metered portion. 

mixed-heuristic result 
In Open Group usage, a database inconsistency that occurs when a resource manager 
unilaterally rolls back an update and a transaction manager commits the associated 
global transaction (or the reverse). See also heuristic completion, resource manager, 
transaction manager. 

mixed-mode 
A mode of execution that uses both basic mode and extended mode programs. 



  M, N, O 

   6–19 

mixed-mode master tape 
A product release tape that contains the absolute, symbolic, and relocatable elements 
that are required to generate a product using the COMUS BUILD command. Contrast 
with absolute-only release tape; software package tape. 

mixed-mode software 
Unisys software that is delivered with both absolute and symbolic (source) code, 
enabling you to customize the software product to meet the particular needs of your 
site. 

MLS utility 
The Open Distributed Transaction Processing event log server utility that writes 
messages to the event log. See also TMSC processor. 

MMGR 
See Media Manager. 

mnemonic 
(1) An easily recognizable name or label that identifies a command or value. (2) A word 
or term devised to aid the human memory. Includes acronyms, such as TTY 
(teletypewriter), and mnemonics, such as PWRLOS (power loss) and WYSIWYG (what 
you see is what you get). 

mnemonic-name 
A user-defined word in the Environment Division of a COBOL program that is 
associated with a specific implementor-name. 

MNT 
Abbreviation for message number table. 

MOD 
(1) An attribute that commands Display Processing System to set the modified bit 
during output. (2) A FORMGEN attribute. 

modality 
The manner in which Cipher API provides cryptography services, using either software 
techniques only or the hardware accelerator appliance. 

mode 
Indicates the data transfer mode, such as sending data in a stream mode. (TAS 
field/parameter). See also installation mode. 

model 
See layered model. 

model number 
The model number of your ClearPath system. 

model-based key 
An Exec image enabler key containing model-based performance. 
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model-based performance 
A system performance level defined by model number and expressed as a number of 
instruction processors authorized to run at a given percentage utilization. 

model-dependent 
Indicates an area in which models in the series differ, providing hardware flexibility. 

modem 
A device that connects a terminal and a computer by way of a telephone line. A 
modem converts digital signals to tones and converts tones back to digital signals, 
allowing a terminal and a computer to exchange data over standard telephone lines. 

modem action 
A type of alert action that controls devices accessible through a modem, such as a 
pager. Contrast with command action, serial action. 

modes of execution 
One of the following ways to execute an application program: normal, test, training, or 
test/training. 

modifiable lvalue 
An lvalue that does not have array type and does not have a type declared with the 
const type specifier. 

modified area 
An Enterprise Network Database Server area specified as modified in the area section 
of the RCL for the purpose of changing the page size, the number of pages, or the 
area control clause. 

modified record 
The Enterprise Network Database Server records specified as modified in the RCL 
record section for the purpose of changing the WITHIN or INTERVAL clause during a 
reorganization by the DRU. 

MODIFY CONFIG 
The process of establishing or reestablishing the Exec system configuration. 

module 
An implementation usually in software of a protocol or other procedure. 

module language program 
A separate program that contains embedded SQL statements. Each SQL statement is 
encapsulated as a procedure call that, in turn, is executed by UCS FORTRAN 
programs. 

monadic operator 
An operator that represents an operation on one and only one operand. 

Monitor property 
In Operations Sentinel Console, a property that indicates if Operations Sentinel 
Console is monitoring a particular OS 2200 console, MCP host system, ANSI X3.64 
(UNIX) host system, or Windows host system. 
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monitor run 
A real-time background run included with the ARC feature of Partitioned Applications 
that monitors the heartbeats for each component registered with the monitor run. The 
monitor run also monitors the heartbeats between the production host and the backup 
host. If the heartbeat of a registered component or host fails, the monitor run starts 
the appropriate recovery runstream to recover each registered component. 

monitor run heartbeat 
A heartbeat between a host’s primary monitor run and the host’s backup monitor run. 
See also host heartbeat, host-to-host heartbeat, intrahost. 

Monitor Services 
A product that allows user programs to register for and be notified of events that 
occur during Exec operation. Any event that is logged can be monitored by user 
programs with appropriate privileges. Examples of events are hardware faults, error 
thresholds exceeded, and system stops. With the Exec Partitioned Application feature, 
host-to-host monitoring is also available. See also Automatic Recovery of 
Components. 

monitor services common bank (MSB) 
The user interface to ER SERVE$ and system event monitoring. 

monitor services control program (MSCP) 
A system run that drives the system event monitoring interface between the Exec and 
the MSB. 

monitored system 
See managed system. 

monitoring conditions 
A series of conditions you specify using UOSS statements indicating when system 
activity is complete and conditions are right to continue the system termination 
process. These include runs you do not require the system to start (but you want left 
in the backlog queue), and removal of runs from the system backlog queue. It also 
includes terminating system background runs for which you specified a termination 
keyin (typically an II, E, or X keyin). You can also specify information about MAPPER 
activity. UOSS monitors if any MAPPER terminals are active, as well as if any MAPPER 
print files are queued to COP (auxiliary) printers. If these conditions are satisfied, UOSS 
continues with the system termination processing. 

mount 
To extend the directory hierarchy by associating the root of a file system with a 
directory entry in an already mounted file system; the converse in umount. 

move history file 
A history file that contains information on the audit trails archived to tape. Contrast 
with dump history file. 

MP 
See multiprocessor. 
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MPA 
See message parameter area. 

MPC 
Abbreviation for modular power center. 

MQI 
Abbreviation for message queue interface. 

MQI channel 
Connects an MQSeries client to a queue manager on a server system, and transfers 
only MQI calls and responses in a bidirectional manner. Contrast with message 
channel. 

MQS 
A type of audit record in which the update, if encountered by IRU, is immediately 
queued to the TIP update activity. See also MQSeries. 

MRF 
See message retention file. 

MRF allocation descriptor (MAD) 
An MCB internal data structure that exists only while a message is being read or built 
by MCB. The MAD contains MCB processing information such as message type, 
recovery options, SAMs, MID, and audit information for the current message. See also 
PID index file (PIX). 

MRF identifier (MID) 
A one-word unique identifier for each block of a message retention file (MRF). MCB 
uses the MID to locate blocks associated with a message. 

MRI 
See MAPPER Relational Interface. 

MS keyin 
An Exec keyin that displays the amount of fixed and removable mass storage that is 
available for allocation. If file-sharing is configured, MS displays the storage and 
ROLOUT information for both the standard and the shared directory. If file-sharing is 
not configured, MS displays the information for standard storage and ROLOUT 
only. The STD and SHRD options can be used to limit the output to either directory on 
a file-sharing system. 

MSAM 
See multi-indexed sequential access method. 

MSAM file 
See multi-indexed sequential access method file. 

MSAM index table 
A subtable of the data definition (DD$) packet that contains record key information. 
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MSB 
See monitor services common bank, Multiple System BUILD. 

MSC processor 
The Open Distributed Transaction Processing background batch run that controls 
TMSC utilities. See also TD2200 utility, TMBSD utility, TMHAAD utility, TMLS utility, 
TMTIMER utility, TMTRACER utility, TMTSD utility. 

MSCON processor 
The Open Distributed Transaction Processing processor that updates configuration 
data in the TMCOMMON subsystem. The TMSCON processor processes data stored 
in TMSCONFIG files. See also TMCOMMON subsystem, TMSCONFIG file. 

MSCONFIG file 
A mass storage file that contains Open Distributed Transaction Processing 
configuration data about server programs, service routines, and other system 
resources. The TMSCON processor loads and unloads configuration data between a 
TMSCONFIG file and the directory services database of the TMCOMMON subsystem. 
See also TMCOMMON subsystem, TMSCON processor. 

MSCP 
See monitor services control program. 

MSCS 
See Mass Storage Control System. 

MSDTJMP processor 
The Open Distributed Transaction Processing processor that produces a 
nondestructive memory dump of the TMCOMMON subsystem upon request. 

Msg Wait 
See Scroll Lock. 

MSP 
See main storage partition. 

MSR 
Abbreviation for main storage register. 

MSU 
See main storage unit. 

MTA 
See message transfer agent. 

MTIMER utility 
The Open Distributed Transaction Processing thread timer utility that wakes up timed- 
out threads. See also TMSC processor. 

MTRACER utility 
The Open Distributed Transaction Processing trace log server utility that traces 
execution of clients or servers. See also TMSC processor. 
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MTS 
See Microsoft Transaction Server. 

MTSD utility 
The Open Distributed Transaction Processing server dispatcher background utility that 
automatically starts TIP and HVTIP servers in response to queued service requests. 
See also TMSC processor. 

MUFLNK statement 
An Exec system generation statement that links an input or output communications 
device to the host with which the device is used to communicate. MUFLNK 
statements are required only in network MHFS configurations. Each host must have a 
pair of MUFLNK statements for every other host in the MHFS environment. One 
statement of the pair specifies the device (output) for sending messages to a host 
and the other specifies the device (input) for receiving messages from a host. In a 
redundant MHFS environment, each MUFLNK statement contains two input or two 
output device names. 

multiactivity 
The execution of two or more parts of a program in parallel on a multiprocessing 
system. Synonym for multitasking. 

multiarea INDEX SEQUENTIAL entry 
An input parameter entry that passes area information to multiarea index sequential 
DBPs. 

multiarea INDEX SEQUENTIAL return entry 
An output parameter entry used by multiarea index sequential DBPs to pass the data 
area code from the DBP to DMR. 

multicast 
To send a datagram to a select group of recipients over a TCP/IP network. 

multifile volume 
A single reel of magnetic tape that has more than one file on it. The files on the tape 
are separated by end-of-file marks. 

multihoming 
An IP feature that allows a node on a network to have multiple Internet addresses. 
This can be used to support connections to multiple networks. 

Multi-Host File Sharing (MHFS) 
A feature of the Exec that enables independent closely or loosely coupled system 
hosts to access a set of shared mass storage devices. MHFS associates each Exec file 
with either a local file directory or a shared file directory, and handles the interhost 
communications necessary to deal with file sharing across multiple hosts. 

Multi-Host Transaction Processing (MHTIP) 
An XTC component that enables concurrent (shared) access to TIP database files from 
multiple hosts, thus increasing system capacity. MHFS software provides I/O access 
from each host to the shared database. See also Record Lock Processor. 
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multi-indexed sequential access method (MSAM) 
A data format that provides direct (sequential or random) access to data by referring 
to primary and alternate keys. SFS can access PCIOS MSAM files. 

multi-indexed sequential access method (MSAM) file 
An indexed PCIOS file that can be defined by the FDP. MSAM files provide direct 
access to data by referring to primary and alternate keys. This file can also be 
accessed by the Shared File System (SFS). 

multilevel entity 
A Repository for ClearPath OS 2200 entity that can have a name of up to six levels. 

multilevel qualified name 
A Repository for ClearPath OS 2200 name that is qualified by another entity name. 

multiple activity mode 
A mode of FAS operation that speeds up critical operations by making several 
processes operate at the same time. Use of multiple activities is controlled by the 
number of tape drives allocated to FAS. 

multiple heterogeneous environments 
Environments in which up to two partitions are supported in one OS 2200 system. A 
maximum of four Intel nodes that run either Windows or Unix operating systems in 
any combination is supported. 

Multiple Independent Hosts (MIH) 
A multi-host configuration in which two or more hosts share the use of an XPC, but do 
not share data. 

multiple initialization 
A type of program logic that enables the current copy of a TIP program to be kept 
ready for new scheduling requests. This type of program logic is often called multiple 
INITAL. 

Multiple System BUILD (MSB) 
A feature of the COMUS BUILD command that supports multiple configurations of a 
product. 

multiplexer channel 
See block multiplexer channel. 

multiprocessing 
The simultaneous execution of multiple activities of one or more programs through 
use of two or more instruction processors that access a common main storage. 

multiprocessor (MP) 
(1) A system having two or more instruction processors. (2) An application or partition 
having two or more processors. 

multiprogramming 
The concurrent (interleaved) execution of two or more programs or activities that 
reside in main storage by sharing CPU use through switching. 
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multireel file 
A tape or diskette file that extends across volumes. 

multisystem build (MSB) 
See Multiple System BUILD. 

multitasking 
The execution of two or more parts of a program in parallel on a multiprocessing 
system. Synonym for multiactivity. 

multiuser 
A state of the operating system in which multiple users are supported. 

multivolume file 
A single tape file containing so much data that it must be stored on more than one reel 
of tape. 

MWID 
(1) An attribute that specifies the maximum width for a variable-width field. (2) A 
FORMGEN attribute. 

N 

NACK 
Abbreviation for negative acknowledge. 

nailed file 
A file dynamically generated by the operating system which is created when a system 
is brought up and ceases to exist when a system is taken down. Nailed files are 
reserved for Exec use. 

name 
A string of up to 30 characters representing user data. See also data item, application 
name.  

name item 
A file made known to a run by an @USE statement but not yet assigned. Name items 
serve as placeholders, keeping the internal file name matched with the external name. 

name resolution search 
A search of internal and external tables to find the first entity that matches the 
reference. See also scope clarifier. 

name rule 
A FORTRAN convention of distinguishing between an entity of type integer and an 
entity of type real, based on the first letter of the entity’s symbolic name. 

name server 
A host computer designated to handle the responsibilities of maintaining the 
information about the network organization (passwords, mappings, and so on). 
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name space 
(C programming language) A set of names, all of which are unique. All labels in a 
function body form a name space, for example. You can use the same identifier as 
both a tag and a data object name because they occupy separate name spaces. Also 
known as namespace. 

namelist 
(1) See symbol table. (2) A WebShere MQ object that contains a list of names, for 
example, queue names. 

NAMELIST statement 
A nonexecutable statement that provides a simplified means of transmitting an 
annotated list of data to and from files with implied format control. A WebSphere MQ 
object that contains a list of names, for example, queue names. 

narrowing conversion 
A conversion from one arithmetic type to another that can result in the loss of 
significant bits. 

NAS 
See Network Access Server. 

National Replacement Character Set (NRC) 
A character set in which some of the default ISO graphic characters, such as the 
backslash ( \) and the left brace( [ ) are replaced with other graphic characters or 
graphic symbols to satisfy some of the local language needs. This replacing of 
characters is particular to the ISO 646 character set. To see a list of national 
replacement characters, go to the Windows-based online help system called The I1 8N 
Assistant. 

native character set 
The character set defined by Unisys and associated with the computer specified in the 
OBJECT-COMPUTER paragraph of a COBOL program. 

native collating sequence 
The collating sequence defined by Unisys and associated with the computer specified 
in the OBJECT-COMPUTER paragraph of a COBOL program. 

natural language 
Any human language, such as English, Russian, or Arabic. The adjective natural is used 
to distinguish from computer programming languages, such as COBOL, FORTRAN, or 
C. 

navigation button 
A button in the navigation pane used to select the mode of operation in Operations 
Sentinel Console, either Administration or Operations. 

navigation pane 
A hierarchical representation (a tree structure) of the components in Operations 
Sentinel Console. The navigation pane also contains the navigation buttons that allow 
you to switch between the Operations and Administration components. See also 
navigation button, details pane, display pane. 



M, N, O 

6–28    

NCCB 
See nonconfigured common bank. 

negated combined condition 
The NOT logical operator followed by a parenthesized combined condition. 

negated simple condition 
The NOT logical operator followed by a simple condition. 

negative acknowledgment (NAK) 
A system response, expressed as NAK, that indicates to the sender of a message that 
the message was not properly received or could not be received. Compare with 
acknowledgment (ACK). 

negative zero 
A condition in earlier releases of Enterprise Relational Database Server in which a 
negative sign automatically precedes a zero. Enterprise Relational Database Server 
converts the negative sign to positive. 

negative token numbering 
In autoaction databases, a way of numbering tokens in a message from right to left 
that enables more accurate pattern-matching when portions of the message text may 
vary. 

negative zero 
A condition in earlier releases of Enterprise Relational Database Server in which a 
negative sign automatically precedes a zero. Enterprise Relational Database Server 
converts the negative sign to positive. 

nesting 
A procedure that calls another procedure or a command that contains others of its 
kind. 

NetIQ AppManager 
A system management product from NetIQ. AppManager is integrated into Server 
Sentinel to monitor and manage the performance, availability, and server health of an 
enterprise server. Through the use of the Knowledge Scripts feature and a central 
Operator Console, the AppManager program helps system administrators identify 
problems in a server environment; determine the cause, location, and severity of the 
problem; and automatically correct the problem or initiate appropriate action. See 
Operations Sentinel AppManager Agent. 

Netscape Communicator/Navigator 
A popular Web browser program developed by Netscape Communications 
Corporation. 

nested loop join 
One of the methods used by Enterprise Relational Database Server to perform a join 
operation. Enterprise Relational Database Server uses the nested loop join for all joins 
after the first join in a query, and for the first join if other methods do not apply. 
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network 
(1) A group of hardware and software components that are physically and logically 
linked, and that interact according to established protocols. Network functions are 
determined by the types of cooperating application systems in the network. (2) Two 
or more independent computer systems (hosts) connected by communications lines 
or devices that enable the systems to share facilities and exchange files. 

network access layer 
The second layer defined in TCP/IP, which provides protocols for the exchange of 
information between two points of a transmission link. It confirms that no bits were 
lost in the transmission. The next higher layer is the Internet layer. The next lower 
layer is the hardware layer. The network access layer is equivalent to the data link 
layer in the OSI Reference Model and the Unisys distributed communications 
architecture, and to the data link control layer in IBM systems network architecture. 

Network Access Server (NAS) 
An example of a terminal/communications server. 

network address 
An address for software that consists of a network service access point and provides 
the network layer services for OSI protocols. 

network architecture 
A general set of rules for governing the communication between computer systems 
in a network. A computer system vendor usually has at least one proprietary network 
architecture. 

network communications receiver utility 
See TMRCV utility. 

network database 
A database that is structured to enable each record type to be a member record of 
more than one set type. The database contains records that cannot be defined on one 
linear path. 

Network Database Server 
See Enterprise Network Database Server. 

Network File System (NFS) 
An open architecture facility for sharing files among a variety of hardware, operating 
systems, and networks. 

network host 
A host system, console, or Operations Sentinel server. Synonym for node. 

network interface 
The hardware and driver software that connect a host to a physical network. 

network interface card (NIC) 
A device that connects a computer to a communication network. The NIC contains 
logic for sending and receiving messages on the type of network it connects; for 
example, Ethernet and FDDI. 
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network layer 
The third layer in the OSI Reference Model and Unisys Distributed Communications 
Architecture, which routes data through the network. The next higher layer is the 
transport layer. The next lower layer is the data link layer. The network layer is 
equivalent to the path control layer in IBM Systems Network Architecture and the 
Internet in DDN TCP/IP. 

network mask 
A number applied to an IPv4 address that identifies the local subnet. 

network monitor 
A capability of the DDP-PPC UTILITY processor that displays information about current 
DDP-PPC activity for the local host. 

network name 
The symbolic name by which a node is known on a LAN. The connection network 
name, along with a service name, identifies the logical path that Operations Sentinel 
uses to access a managed node. 

Network Node Manager 
See OpenView Network Node Manager. 

network number 
An integer that identifies a particular network. The network number is part of the IPv4 
address of a host. See also host number. 

network protocol 
A formal description of the rules that govern the hardware and software interaction 
within a network. See also network. 

network resiliency 
A Telcon feature that maintains network integrity when hardware components or 
connections between components in the network fail. 

network route 
The network route specifies an intermediate host through which traffic from the local 
network can be routed on the way to destinations in another network. Each network 
route specifies the route to one network. 

network selector 
A logical name for the address of the software that provides the network layer 
services for OSI protocols. This name represents the network service access point for 
a particular OSI application on a particular host. 

network service access point (NSAP) 
The individual interface (service access point) between the network layer of the OSI 
model and the adjacent upper layer (transport layer). At this service access point, the 
network entity can offer network services and the transport entity can request them. 
An NSAP has a unique address that identifies the one-to-one relationship between it 
and a specific transport-layer entity. 
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network structure 
A database structure that enables each record type to be a member record of more 
than one set type. See also compound network, simple network. 

network user 
A program or a demand or batch runstream that uses a network and its facilities. 

networking 
Sending data from one computer system to another over some communications 
medium (coaxial cable, phone lines, and so forth). Common networking services 
include file transfer, remote login, and remote execution. 

New Program Execution Evaluation Routine (NPEER) 
A component of PADS that determines which parts of a program account for the majority 
of the execution time. 

new schema 
Synonym for target schema. 

NEWCON generation 
The smallest generation type that recompiles parameters, whether they are static or 
dynamic. 

NEWCON parameter 
A system generation statement name (NEWCON) that the COMUS BUILD process 
attaches automatically to each static parameter name to force a compilation of 
elements that are linked to the static parameter name (that is, it forces a NEWCON 
generation). 

newline character 
The character that causes the combined actions of a carriage return and a line feed. 
The newline character is the escape sequence in a character constant or a string 
constant. The C compiler converts source text to a character stream and records the 
end of each text line with a newline character. When reading a text stream, the C 
run-time library records the end of each line of a text file as a newline character. When 
writing a newline character to a text stream, the C run-time library ends the current 
text record.  

NEWMASTER tape 
A tape containing updated Exec symbolic code output from a system generation. 
Typically, this tape is used, rather than the base-level symbolic tape, as input to the 
next system generation. 

NEWTIPMASTER 
The tape on which the site generates a modified version of TIPUTIL before installing it. 
The site uses the TIPMASTER tape and specifies stream generation statements to 
create the NEWTIPMASTER tape. 

next executable sentence/statement 
The next sentence/statement to which control is transferred after execution of the 
current sentence/statement is complete. 
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next record 
The record that logically follows the current record of a file. 

next relation 
The set of terminal and nonterminal symbols that appear after a symbol or that can 
appear after a given location in the syntax. 

NIB 
(1) An attribute that commands Display Processing System not to store zeros or blanks 
in working storage if the field is entered as blanks during input. (2) A FORMGEN 
attribute. 

NIC 
Abbreviation for DDN Network Information Center. See also network interface card. 

NIM 
Abbreviation for network interface module. 

NIOP 
Abbreviation for network input/output processor. 

NIST 
Acronym for National Institute of Standards and Technology. 

NJ 
See no justification. 

NMS 
(1) An attribute that commands Display Processing System not to display a monetary 
sign. (2) A FORMGEN attribute. 

no justification (NJ) 
(1) An attribute that commands Display Processing System not to justify a field during 
output. (2) A FORMGEN attribute. 

no linkage 
An attribute specified for a data object that ensures that only one declaration for that 
identifier refers to the data object. To specify no linkage, write an argument or block 
level declaration either with no storage class keyword or with the storage class auto 
or register. See also external linkage, internal linkage. 

node 
A hardware unit (a host or a communications processor, such as a DCP) that serves as 
an intersection for two or more trunks in a network. In Microsoft Cluster Server 
(MSCS), each computer in the cluster.  

node bank 
A bank containing the bank descriptor indexes for all node bank descriptors in a bank 
descriptor table. Each bank descriptor table has a bank descriptor (at the same fixed 
location in every bank descriptor table) that can be used to locate its node bank. 
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node class 
The class of configured nodes that are associated with an event report. 

node name 
A name, up to 6 characters, for the system; used as the official name of the machine 
in a network. 

noise constant 
The size of a record, in characters, to be skipped as a noise record. It applies only to 
magnetic tape files. 

noise word 
A terminal symbol that does not contain semantic information. 

non-/os2200 directory 
Any CIFS directory that is not the /os2200 directory. Non-/os2200 directories contain 
only the files placed in them by users. All files in non-/os2200 directories also have an 
entry in the /os2200 directory. 

non-array-sync 
A date item in which the length of one occurrence is not a multiple of a word. 

nonblocking mode 
One of two operation modes that COMAPI supports for TCP connections. In 
nonblocking mode, an application receives an “API normal” status once 
communication services sends an open request out to the network. The application 
must then wait for an event to indicate whether the open was successful or not. See 
also blocking mode. 

nonconcurrent application group 
A local or switchable application group. Contrast with concurrent application group. 

nonconfigured common bank (NCCB) 
A common bank for which the template resides in a file you define. The file name is 
known to the Exec at system boot time. NCCBs enable you to create banks (after 
system boot) that several programs can share. 

noncontiguous items 
Elementary data items in the Working-Storage, Linkage, and Common-Storage 
Sections of a COBOL program that bear no hierarchical relationship to other data 
items. 

nondirective 
An image that is just sent to the generated output stream. 

nonelemental intrinsic functions 
Any intrinsic function not classified as elemental, such as a transformational intrinsic 
function. 

nonexclusive locks 
The locks that enable multiple programs to access files concurrently; nonexclusive 
locks imply that page locks are applied to control sharing. 
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nonexecutable statement 
A FORTRAN statement that describes the characteristics or arrangement of data, 
editing information, statement function definitions, and classification of program units. 
Nonexecutable statements are generally intended as instructions to the compiler; in 
most cases, no executable machine-language instructions are generated. 

nonfatal 
An Addressing_Exception interrupt caused by a user program error and is a fault type 
interrupt. Interrupt is taken at next interrupt point. 

nonglobal transaction 
A transaction involving one or more resource managers in which a commitment, if any, 
is controlled solely by the application program and not by a transaction manager. Work 
performed by each resource manager preserves the ACID properties, but 
commitment is not coordinated between resource managers. See also global 
transaction, resource manager, transaction manager. 

nonindexed search 
A sequential search through the data pages of a B-tree to find the specified data. 
Usually a slow method of accessing data, nonindexed searches are used when the 
primary key or secondary index columns to locate desired data are not specified. 
Synonym for ad hoc search; brute force search. 

noniterative 
A type of instruction where U is calculated only once during the execution of the 
instruction. 

nonnumeric item 
A data item whose description permits its content to consist of any combination of 
characters in the computer’s character set. Certain categories of nonnumeric items 
can be formed from more restricted character sets. 

nonnumeric literal 
A literal bounded by quotation marks. The string of characters can include any 
character in the computer’s character set. 

nonpersistent message 
A message that does not survive a restart of the queue manager. Contrast with 
persistent message. 

nonprivileged 
(1) In the security system, an attribute of a user indicating that the user has a minimal 
set of privileges. Most users of the system are nonprivileged. (2) A run associated 
with a nonprivileged user. (3) The lack of a specific privilege needed to perform a task. 
Contrast with privileged user. 

nonprivileged message 
A message displayed on the system console from a nonprivileged run (a run without 
COM$PRV privileges). 
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nonqualification relationship 
A relationship in which the entity name does not change when the relationship is 
created. 

nonrecord locking mode 
The concurrent application environment in which continued but limited access to the 
database is possible because the record locking software is not available. When the 
host is in nonrecord locking mode, only one AG/host has access to the database. The 
software handles locking for the concurrent application group. 

nonrecoverable step 
A step for which no deferred updates or before-looks are taken. If a system error 
occurs, the database updates are not recoverable. 

nonresident bank 
A bank for which the only valid copy is in a file. 

nonscrollable 
A condition for which only the following statements can be done on the cursor: FETCH 
FIRST, FETCH NEXT, and FETCH NEXT n. The following statements cannot be done: 
FETCH CURRENT, FETCH PRIOR, FETCH LAST, and LOCATE. 

nonspacing character 
A character, such as a character representing a diacritical mark in the ISO 6937:1983 
coded character set, that is used in combination with other characters to form 
composite graphic symbols. 

nonstandard pattern 
An AMS pattern that uses delimiters specified in a delimiter list or delimiter set. 
Contrast with standard pattern with keyword, standard pattern without keyword. 

nonstandard volumes 
Volumes that are introduced to the FAS pool environment but not assigned to any 
pool. 

nonterminal symbol 
A symbol in a language or lexical specification that corresponds to a production name 
for a normal production, look-ahead production, set production, or trigger production. 

nonuser-based feature key 
A feature key that authorizes the use of a separately priced feature which is not 
metered. 

nonvolatile storage module (NVSM) 
The XPC cabinet contains nonvolatile storage cards in the XPC backpanel. Data 
contained in one NVSM is exactly duplicated in NVS cards on another backpanel. 

nonvolatile register 
A register whose contents the called program can alter and then restore to the original 
contents before returning to the caller. 
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non-XPC mode 
The concurrent application environment in which continued but limited access to the 
database is possible because the XPC is not available. When the host is in non-XPC 
mode, only one AG/host has access to the database. Locking for the concurrent 
application group is done through software rather than through hardware (XPC). 

normal concurrency 
The maximum number of users authorized for normal operation of a product as 
contained on a user-based feature key. 

normal MIPS 
The total number of MIPS authorized by the normal portion of a MIPS-based or MIPS-
metered Exec image enabler key. Known as ceiling MIPS for MIPS-metered and MIPS-
metered disaster recovery Exec image enabler keys. 

normal mode 
The SP AMS mode in which automation actions are performed but are not written to 
the log SP AMS. Contrast with debug mode, trace mode. 

normal reference 
A reference that is resolved during execution. Compilers create normal references for 
calls between subroutines. Normal references cause link faults when executed. 

normal system performance level 
The system performance level purchased for your ClearPath system. 

normalization 
The process of dividing large tables that refer to many objects into smaller tables that 
refer to one object. See also first normal form, second normal form, third normal form. 

normalize 
To adjust the low-level address so the start bit is 0 to 35 and the bank address is 0T to 
777777T. 

Notepad 
A function that enables you to leave notes on the system console regarding system 
activity and operations. The notepad is temporary. 

NoTransaction 
A transaction that does not participate in global transactions or local transactions. 
Executes in auto-commit mode. See also auto-commit. 

NOV 
(1) An attribute that commands Display Processing System to display binary fields in 
octal format. (2) A FORMGEN attribute. 

NPEER 
See New Program Execution Evaluation Routine. 
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NPEER initialization (NPEERIN) 
An initialization routine for the data sampling startup phase that opens files, 
establishes a mean sampling interval, samples buffer size, and sets the granularity of 
data collection. The subsequent call to NPEERON starts the process of collecting data 
on the program being measured. If you call NPEERON without calling NPEERIN, 
NPEERON calls NPEERIN to perform initialization. 

NPEER termination (NPEERTERM) 
A termination routine for the data reduction phase that sorts and translates addresses 
and writes the translated addresses to the data collection program file. If you do not 
call NPEERTERM or your program terminates unexpectedly, NPEERTERM is called 
automatically. 

NS 
(1) An attribute that specifies that a field does not have a sign and that it cannot be 
negative. (2) A FORMGEN attribute. 

NSAP 
See network service access point. 

null 
Pertaining to having no value. 

null array 
An array value with no elements, that is, with rank of 1 or greater and an extent equal 
to zero in at least one dimension. 

null character 
(1) The character that terminates a string. The null character is the escape sequence \0. 
The C compiler appends a null character to every string constant. (2) The ASCII 
character whose internal value is binary zero. 

null compartment set 
In Security Level 2 and higher, a security designation indicating that no compartments 
are associated with a user, file, tape volume, or subsystem. Any user can run with the 
null compartment set. Objects with the null compartment set can be read and 
executed by all users, except as further restricted by other access controls. However, 
write or delete access to an object with a null compartment set requires that the 
user’s executing compartment set also be the null compartment set. See also 
compartment set, executing compartment set. 

null device 
A device that always yields end of file on reading and discards all data on writing. 
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null directory 
An internal reference that specifies both the local and shared MFDs. When the null 
directory is searched (that is, when a double MFD search is done), the standard MFD is 
searched first, then the shared MFD. The null directory can be searched only on file-
sharing systems in which the Exec configuration parameter double_mfd_search is set 
to TRUE. On double MFD search systems, the default directory-id is initially set to the 
null directory. The user cannot explicitly specify the null directory in ECL statements. 
However, if the default directory on a double MFD search system is the standard or 
shared directory, the user can change the default directory to the null directory by 
using the R option on the @QUAL statement (for example, @QUAL,R). 

null modem 
A device that connects two terminal devices by emulating the physical connections of 
a communications device. 

null pointer constant 
A pointer whose value compares equal to an integral constant expression with the 
value 0 or such an expression cast to type void *. No function or data object in C has 
an address that compares equal to a null pointer. 

null response 
Pertaining to pressing the transmit key only, without typing characters first. A null 
response usually specifies a default value or enables processing to continue. 

null spot 
See unapplied spot. 

null value 
Pertaining to having an undefined value. 

null-terminated 
An ASCII character string whose end is indicated by the null character. Any characters 
that follow the null character are ignored by the C generated code and runtime 
system. Contrast with space-filled. 

numeric 
Belonging to a sequence of graphic characters that represent numeric values. The 
characters 0 to 9 are normally considered numeric. Whether a character is a numeric 
character is determined by the cultural convention set or locale. 

numeric character 
A character from the following set of digits: 0 1 2 3 4 5 6 7 8 9. 

numeric constant 
The representation of a unique numeric value that cannot be changed. 

numeric function 
A function whose class and category are numeric. 

numeric item 
A data item whose value consists of digits in the range 0 through 9. If signed, the item 
can also contain a plus sign (+), a minus sign (–), or other operational sign. 
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numeric literal 
A character string whose value consists of digits in the range 0 through 9, an optional 
leading plus (+) or minus (-) sign, and optional decimal point. The types of numeric 
literals are fixed-point and floating-point. 

NVS 
Abbreviation for nonvolatile storage. 

O 

O hold 
See operator hold. 

OAM 
See object authority manager. 

object 
(1) An entity on the computer system that contains information, such as files, tape 
volumes, and subsystems. (2) An entity, entity type, relationship, relationship type, or 
attribute type (but not attribute). (3) In WebSphere MQ for ClearPath OS 2200, an 
object is a queue manager, a queue, a process definition, a channel, or a namelist.  

object authority manager (OAM) 
In WebShere MQ for ClearPath OS 2200, MQSeries on UNIX systems, and MQSeries 
for Windows NT, the default authorization service for command and object 
management. The OAM can be replaced by, or run in combination with, a customer-
supplied security service. 

object code 
The executable machine-readable code that a compiler or assembler produces from 
the source code. 

object code analyzer (OCA) 
A machine code interpreter that simulates the execution of hardware instructions. 
PADS commands and features that use the object code analyzer, such as STEP, might 
cause program execution to be slower. 

object computer entry 
An entry in the OBJECT–COMPUTER paragraph of the Environment Division of a 
COBOL program that contains clauses that describe the computer environment in 
which the object program is to be executed. 

object file 
A file of machine language code and data; object files are produced from source 
programs by compilers and from other object files and libraries by the link editor; an 
object file that is ready to run is an executable file. 
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object identifier 
(1) A unique value that identifies a piece of information. (2) A dotted-decimal number 
that identifies a node in a MIB tree structure (for example, 1.3.6.1.4.1) by naming all the 
nodes in the tree that are traversed to reach the node. (3) A way to indicate which 
objects are being managed by a given SNMP agent or agent extension. 

object language 
Machine language put out by a program translating system such as a compiler or 
assembler. 

object manipulation commands 
Commands used to identify operations that create, alter, and delete entities, 
relationships, and attributes. 

object module (OM) 
A type of compiled or assembled element in a program file that contains banks, bank 
control information, diagnostic information, and sufficient information to enable it to 
be statically or dynamically linked. The banks in an object module can be loaded into 
main storage and executed. Compilers use the Linking System to create and format 
object modules. The following types of object modules exist: standard, bound, and 
zero overhead object modules. 

object module element 
See object module (OM). 

object module subsystem 
A software structure composed of a group of one or more shared object modules, an 
element that defines the subsystem, and a fixed-gate definition element. Also known 
as a fixed-gate shared subsystem. 

object of entry 
A set of operands and reserved words that immediately follows the subject of the 
entry in a Data Division entry in a COBOL program. 

object program 
A set or group of executable machine language instructions and other material 
designed to interact with data to provide solutions to problems. In this context, an 
object program is generally the machine language result of the operation of a compiler 
on a source program. Where there is no danger of ambiguity, the word “program” can 
be used in place of the phrase “object program.” 

object request broker (ORB) 
A component in the CORBA programming model that acts as the middleware between 
clients and servers. In the CORBA model, a client can request a service without 
knowing anything about what servers are attached to the network. The various ORBs 
receive the requests, forward them to the appropriate servers, and then hand the 
results back to the client. 

object schema 
The set of interpretive tables created by the DDL processor from the source schema. 
The object schema, which resides in the schema file, is treated as a program element 
with the schema name. 
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object structure 
A table that contains an encoded form of symbolic information in Repository for 
ClearPath OS 2200 for more efficient processing. 

object subschema 
The set of interpretive tables that are created by the SDDL processor from the source 
subschema. The object subschema resides in the subschema file and is treated as a 
program element with the subschema name. The subschema file can be the same as 
the schema file that contains the object schema. 

object time 
The time at which an object program is executed. Synonym for execution time. 

object type 
A metatype that can be an entity type, attribute type, or relationship type. 

object word 
The word to be changed when patching the database with the PATCH AREA 
command. 

OBJECT-COMPUTER 
The name of an Environment Division paragraph in a COBOL program that describes 
the computer environment in which the object program is executed. 

obsolete element 
A COBOL language element in this revision of American National Standard COBOL to 
be deleted from the next revision of American National Standard COBOL. 

OCA 
See object code analyzer. 

occurrence 
A single instance of the values represented by a data item or record type in a 
database or data file. 

OCT 
(1) An attribute that commands Display Processing System to display binary fields in 
octal format. (2) A FORMGEN attribute. 

octal 
An abbreviated notation for representing strings of bits that uses the digits 0 through 
7 to represent three bits. For example, octal 27 represents the bit string 010111. 

octet 
A group of 8 bits that is often used in descriptions of character-set encoding format. A 
hexadecimal-digit pair consists of two characters from the set of digits 0 through 9 
and letters A through F. Synonym for byte. 

octet format 
A string of octets that are enclosed in apostrophe characters and preceded by the 
letter X. For example, X'A1 F4B2' represents a value in octet format. 
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ODB 
See operations database. 

ODBC Access Administrator 
On Windows, a Microsoft utility to add and delete ODBC data sources and drivers. The 
Administrator maintains information in the system registry. 

ODBC Access Driver 
Vendor-supplied software that processes ODBC Access function calls for a specific 
data source. The driver connects to the data source, translates the standard SQL 
statements into syntax the data source can process, and returns data to the 
application. ODBC Access SQL Server includes an ODBC Access Driver that provides 
access to proprietary storage systems underlying the ODBC Access server. 

ODBC Access Driver manager 
On Windows, a Microsoft program that routes calls from an application to the 
appropriate ODBC Access Driver for a data source. 

ODBC application 
Any program that calls ODBC functions and uses them to issue SQL statements. 

ODBC data source 
In ODBC terminology, a specific combination of a database system, the operating 
system it uses, and any network software required to access it. Before applications 
can access a database through ODBC, you must add a data source (register 
information about the database and an ODBC Driver that can connect to it) for that 
database, using the ODBC Administrator. More than one data source name can refer 
to the same database. Deleting a data source does not delete the associated 
database. 

ODBC driver 
Vendor-supplied software that processes ODBC function calls for a specific data 
source. The driver connects to the data source, translates the standard SQL 
statements to a format that the data source can process, and returns data to the 
application. ODBC Access includes an ODBC driver that provides access to proprietary 
storage systems underlying the ODBC server. 

ODBC driver manager 
A Microsoft-supplied program that routes calls from an application to the appropriate 
ODBC driver for a data source. 

ODO 
An abbreviation for the OCCURS DEPENDING ON clause that typically appears in error 
messages. 

ODT 
Abbreviation for operator display terminal. 

OE 
Abbreviation for operating environment. 
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off record I/O requests 
I/O requests that either do not start or do not end on a record boundary. 

offline 
A condition in which hardware components are not under direct control of the 
operating system; they are running but not available. 

offset 
The positive distance from a Base_Address in words. 

ogonek 
See diacritical mark. 

OIAP 
Abbreviation for Operator Interface Application Program. 

OID 
Abbreviation for Object Identifier. The identification value of an object defined in an 
SNMP MIB. An OID is expressed as a sequence of sub-identifiers in dotted-decimal 
notation (for example, 1.3.6.1.4.1.223). This is described in Internet Engineering Task 
Force (IETF) RFC 1155 (SMI). 

old schema 
Synonym for current schema 

OLM 
Abbreviation for online maintenance. 

OLTP 
See online transaction processing. 

OLTP-HAA 
The installed product name for the OS 2200 Open Distributed Transaction Processing 
Heritage Application Access feature. 

OLTP-TM2200 
See Open Distributed Transaction Processing. 

OM 
See object module. 

OM command 
A keyin that starts a host background run providing the operator keyin OM used for 
controlling the operation mode and related options. 

OM keyin 
An OS 2200 console command that allows you to change operating modes and related 
options. 
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OMKEY background run 
A background run on an OS 2200 host system that provides an operator keyin (OM) for 
setting the operating mode and control options. It also includes the OS 2200 data 
collector. 

omnibus (.omn) 
An OS 2200 element type. CIFS recognizes the file name extension .omn as indicative 
of an omnibus element. 

omnibus element 
(1) A program file element type with an arbitrary format that is capable of storing any 
kind of information as a program file element. (2) A special type of element that is a 
more flexible format than the other element types provide. See also absolute element, 
relocatable element, symbolic element. 

OMOR 
Abbreviation for object module output routine. 

one-phase commit protocol 
A commitment protocol that a transaction manager can use when only one resource 
manager is updating resources. See also two-phase commit protocol. 

one-way hash algorithm 
See digest algorithm. 

online 
A condition in which hardware components are under direct control of the operating 
system and are running and available. 

online batch program 
A program that is registered with TIP through the validation table. It is scheduled by 
TIP, rather than by a batch runstream, and has access to all TIP features and 
capabilities. It runs at a lower priority than the transactions. A user executes an online 
batch program by entering the associated transaction code at a TIP terminal. 

online batch TIP program 
A batch program that is scheduled by the transaction system rather than by a batch 
runstream. This program has a main storage allocation at the same priority as the 
batch run, and it runs at a lower priority than the transactions. This type of TIP 
program uses the CONECT primitive to provide an interface to the TIP facilities. Unlike 
a batch-CONECT program, it is scheduled by TIP from the online program file and must 
have a VALTAB entry. 

online dump 
See dump. 

Online System Activity Monitor (OSAM) 
An online system performance tool for troubleshooting. 
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online transaction processing (OLTP) 
The execution of units of work in an environment that appears to the user as 
immediate and real-time, usually having internal recoverability, history-keeping, and 
consistency-assurance features. 

OPE 
Acronym for Open Programming Environment. 

Open Distributed Transaction Processing (Open DTP) 
A suite of products that enable organizations to develop, deploy, and administer mission-
critical transaction processing applications in a distributed client/server environment. 

Open DTP 
See Open Distributed Transaction Processing. 

open file 
The destination for input or output obtained by opening a file or creating a pipe; a file 
descriptor. Open files are shared across forks and persist across executes. An open 
file need not exist in a file system, and a file can be the destination of several open 
files simultaneously. 

Open Group 
An international nonprofit consortium dedicated to the advancement of open systems. 
Its primary activities include defining standards and branding products to ensure 
interoperability between the products of different vendors. 

Open Group Distributed Transaction Processing (DTP) model 
The distributed transaction processing model specified in standards developed by The 
Open Group Company, Ltd. The Open Distributed Transaction Processing architecture 
is based on these standards. The model defines four components of a DTP system. 
Application programs (AP) define the boundaries of transactions and perform the 
actions that make up the transaction (typically database updates). Resource managers 
(RM) such as database management systems provide access to shared resources. 
Communication resource managers (CRM) allow application programs to communicate 
with each other. A transaction manager (TM) assigns unique identifiers (XID) to 
transactions, monitors the progress of transactions, and handles transaction 
completion or recovery. See also application program, communication resource 
manager, resource manager, transaction manager. 

open mode 
The state of a file after execution of an OPEN statement for that file and before the 
execution of a CLOSE statement without the REEL or UNIT phrase for that file. The 
open mode is specified in the OPEN statement as either INPUT, OUTPUT, I-O, or 
EXTEND. 

open system 
A computer system designed to an international standard, functioning compatibly with 
any product designed to the standard. In an open system, different vendors’ hardware, 
applications, operating systems, and user interfaces can coexist and interact because 
each part meets the standard that governs communication and data exchange. 
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Open Systems Interconnect Distributed Transaction Processing (OSI-TP) 
The Unisys implementation of OSI TP communication protocols. The OSI-TP product 
adheres to the ISO 10026 standard and the NIST stable implementation agreements. 
OSI-TP provides interoperability and distributed transaction processing services for 
Unisys and other selected foreign vendors. 

Open Systems Interconnection (OSI) 
A set of ISO standards that, when implemented, allows different computer systems 
from different vendors to communicate with each other. See also Open Systems 
Interconnection Transaction Processing (OSI TP). 

Open Systems Interconnection Transaction Processing (OSI TP) 
An ISO standard (ISO/IEC 10026-3) for protocols and services that establish dialogues 
and pass messages between client programs and service routines on different 
computers. 

Open Transaction Integrator 
Software that provides an application runtime and development environment that 
integrates with Microsoft Transaction Server (MTS) on the Windows node of a 
ClearPath server. Open Transaction Integrator software allows interoperability 
between Unisys Open Distributed Transaction Processing, Oracle Tuxedo, and MTS 
transactions. 

OpenSSL 
An implementation of the SSL/TLS protocol for the Linux operating system. 
Communications Platform for Open Systems uses OpenSSL to provide SSL/TLS. 

OpenTI 
See Open Transaction Integrator. 

OpenView 
A management platform from HP that includes a number of optional management 
applications. 

OpenView Agent 
See Operations Sentinel OpenView Agent. 

OpenView filter policy 
A definition specifying which SNMP traps the Operations Sentinel OpenView Agent 
should convert into alert event reports and forward to Operations Sentinel. 

OpenView managed system 
A device such as a host, gateway, terminal server, hub, or bridge that has an SNMP 
agent responsible for performing network management operations requested by a 
system running OpenView Network Node Manager. 

OpenView Network Node Manager 
The OpenView SNMP Management Platform product that is a configuration, 
performance, and fault management application for multivendor TCP/IP networks. 
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OpenView Windows 
A graphical user interface designed to integrate the presentation of network 
management and system management applications. It creates and displays a graphical 
map that represents the actual topology of your network. 

operand 
(1) A constant, identifier or subexpression in an expression on which an operator 
operates. (2) In Enterprise Relational Database Server, a piece of data upon which an 
arithmetic or Boolean operation is performed (for example, ADD X or AND X, where X 
is the operand). 

operand expression 
A data item, literal, or derived name optionally followed by one or more series of 
arithmetic operators and data items, literals, or derived names. 

operating system (OS)  
A set of programs that performs many housekeeping tasks for those who use the 
computer system. The operating system includes the entire set of system software 
available for the system that is either a part of, or operates under, the Exec system. 
This includes the Exec system proper, compilers, utility programs, and subroutine 
libraries. The operating system handles input and output, processes runs, allocates the 
system’s resources, manages files and data, generates programs, and provides a 
library of useful subroutines. 

operation 
(1) In general terms, the action or process of performing the action specified by a 
command or program, including but not limited to, arithmetic operations. (2) In 
arithmetic expressions, a combination of at least one operator and one operand (for 
example, ADD X, where ADD is the operator and X is the operand). 

operation mode (OM) 
Mode that indicates operator availability to a system. There are three modes: 
attended, casual, or unattended. These provide a continuum of operations capabilities 
that customers can tailor to match their site requirements. 

operational sign 
An algebraic sign, associated with a numeric data item or a numeric literal, to indicate 
whether its value is positive or negative. 

Operations 
The process by which typically a member of the SPO User group displays the current 
values of managed objects of interest in Operations Sentinel Console. This includes 
displaying alerts associated with such objects. This is also called management in some 
contexts. See also SPO User. Contrast with Administration. 

operations database (ODB) 
A database populated with information from the Site Configuration Management 
System (SCMS) database. The ODB contains configuration information that the Exec 
needs to operate component hardware. 
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Operations Sentinel 
A systems management product that provides centralized monitoring and control of 
ClearPath Servers and OS 2200, MCP, Windows, UNIX, and other ANSI X3.64 
environments. Operations Sentinel is released in three editions: Basic, Department, 
and Enterprise. It includes the following user-visible components: ClearPath OS 2200 
Autoaction Message System (CP-AMS); Operations Sentinel Console; Single Point 
Autoaction Message System (SP AMS); Operations Sentinel Event Server API; 
Operations Sentinel Log Viewer; Single Point Interface Pipe (S PIP); OS 2200 Console 
Manager; OS 2200 Console Services; OS 2200 Console View. See also Operations 
Sentinel Basic Edition for ClearPath Servers. 

Operations Sentinel A Series agent 
See Operations Sentinel MCP Agent. 

Operations Sentinel administrator 
See SPO Administrators. 

Operations Sentinel AppManager Agent 
A program that provides a bidirectional capability for Operations Sentinel Server 
services to manage all alerts as reported by NetIQ AppManager events. These alerts 
include the class of Server Sentinel events known as Operational events. Using this 
service allows you to see and take action on any AppManager event using Operations 
Sentinel, the NetIQ AppManager Operator Console, or Server Sentinel and view the 
results through any of them. 

Operations Sentinel Basic Edition for ClearPath Servers 
The standard operations interface for a ClearPath Server Dorado Series system. Basic 
Edition provides a subset of the full features of Operations Sentinel, suitable for 
monitoring and controlling a single ClearPath Server Dorado Series system. 

Operations Sentinel Console 
A single application that replaces Single Point Operations Console, Configuration, and 
Configuration Explorer in Operations Sentinel release 10.0. In Operations Sentinel 11 .0, 
Status capabilities are added to Operations Sentinel Console. It combines operations 
management and administration of systems and other objects. Operations Sentinel 
Console provides Alert icons, Alerts windows, topologies, and tables, plus access to 
other client applications of Operations Sentinel and external applications. 

Operations Sentinel data folder 
See data folder. 

Operations Sentinel installation folder 
See installation folder. 

Operations Sentinel Log Viewer 
The client application used to view, filter, search, consolidate, and print log files 
maintained by the logging component of Operations Sentinel. 

Operations Sentinel Logging 
A capability of Operations Sentinel that enables a site to store, in log files at a central 
location, an electronic history of messages from selectable log sources (managed host 
systems, Operations Sentinel, and external applications). 
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Operations Sentinel MCP Agent 
The software that runs on a managed MCP host system and provides monitoring and 
message services for Operations Sentinel. Formerly Single Point Interface for A Series. 

Operations Sentinel network 
The collection of devices connected to the Operations Sentinel server through an 
Ethernet LAN over which Operations Sentinel runs. The network includes the 
Operations Sentinel server, one or more Operations Sentinel workstations, possibly 
terminal/communications servers, routers, bridges, and managed host systems. 

Operations Sentinel OpenView Agent 
A software program of Operations Sentinel named spovClient that converts SNMP 
traps from a system managed by OpenView Network Node Manager and forwards 
them to Operations Sentinel in the form of alert event reports. See also OpenView 
filter policy.  

Operations Sentinel program group 
The Start Program group containing menus to various Operations Sentinel client 
applications and services. 

Operations Sentinel resilient monitoring 
The ability to restore or continue Operations Sentinel systems management on a 
secondary Operations Sentinel server in the event that the primary Operations 
Sentinel server fails. The two options for resilient monitoring are hot standby and 
concurrent monitoring. 

Operations Sentinel server 
The Windows server on which the Operations Sentinel Server services run. There is 
one Operations Sentinel server for each Operations Sentinel installation. (This does not 
prevent multiple installations of Operations Sentinel server on different Windows 
systems at a site, to provide redundant or resilient capabilities.) The Operations 
Sentinel server can also be used as an Operations Sentinel workstation. Contrast with 
Operations Sentinel workstation, Operations Server. 

Operations Sentinel Server service 
A service that monitors background processes of an Operations Sentinel server and 
recovers them when they fail. The name of the executable is brp. 

Operations Sentinel Server service account 
The account under which the Operations Sentinel Server services run. 

Operations Sentinel SNMP Trap Service 
The service that intercepts SNMP traps, filters them, translates them into readable 
events, and sends them to the Operations Sentinel server. The SNMP Trap service is 
part of the Operations Sentinel and is installed when you install the Windows 
Resource Monitor. The service starts automatically when it is installed on an 
Operations Sentinel server. You can start and stop the service using the Services 
menu in the Windows Control Panel. 

Operations Sentinel Trap Service Database 
The Microsoft Access database that contains the mapping definitions for converting 
SNMP traps to Operations Sentinel event reports. 
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Operations Sentinel workstation 
The Windows system on which Operations Sentinel client applications can run. There 
can be many Operations Sentinel workstations for each Operations Sentinel 
installation. Contrast with Operations Sentinel server. 

Operations Server 
An Operations Sentinel server that hosts OS 2200 logical consoles. An Operations 
Server is included with a ClearPath Server Dorado Series. Contrast with Operations 
Sentinel server. 

operator 
1) The system operator who works mainly at the computer system’s central operator 
complex to monitor, control, and support system and user activity, including basic 
system operations (mounting tapes and responding to console messages by 
manipulating computer controls, usually from a system console), hardware and 
software initialization, management of user activity, recovery, and hardware and 
software termination. (2) Any computer terminal user. (3) The person who uses a 
software interface. (4) The action portion of an arithmetic or logical operation (for 
example, ADD X, where ADD is the operator). See also console. 

operator display terminal (ODT) 
A terminal or other device connected to an MCP host system that enables direct 
communication with the operating system. 

operator hold 
A hold condition in which an OS 2200 read-and-reply message is outstanding. 
Synonym for O hold. 

operator tasks 
The actions and commands required of the system operator to operate the host 
system from the system console. 

OPE-TP 
Abbreviation for Open Programming Environment Transaction Processing. 

optimizer 
Within the SQL engine, the manager that analyzes costs and statistics associated with 
the statement and converts the relational algebra tree to the most efficient form for 
execution. The optimizer stores the trees for later use. 

option 
An alphabetic character that indicates a special request or condition for a particular 
ECL statement. The same character can have different meanings for different 
statements. 

optional concurrency 
The maximum number of users authorized to override the normal concurrency for a 
specified length of time. 

optional expiration 
The expiration date of the optional concurrency on a user-based feature key or the 
optional system performance level on an Exec image enabler key. 
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optional features 
Separately priced features that enhance the operations of specific Universal Data 
System products (for example, Enterprise Relational Database Server utilities). 

optional file 
An input file that is not necessarily present each time the object program is executed. 
The object program causes an interrogation for the presence or absence of the file. 

optional Java IPs 
The maximum optional number of instruction processors authorized to run only Java 
code at full speed. Optional Java IPs are defined only for MIPS-based, MIPS-metered 
DR, and MIPS-metered profile Exec image enabler keys. They are not subject to the 
total MIPS limitation on the key or to metering. 

optional key ID 
The optional partition-level key ID assigned to an Exec image enabler key. 

optional mask characters 
In an autoaction database, a specification within a masked token that indicates a 
certain number of characters that can, but need not, appear at the given position in the 
token. 

optional MIPS 
The total number of MIPS authorized by the optional portion of a MIPS-based or MIPS-
metered Exec image enabler key. Known as ceiling MIPS for MIPS-metered profile 
Exec image enabler keys. 

optional model number 
The model number associated with the optional system performance level on a 
model-based Exec image enabler key. 

optional partitionable flag 
Indicates whether the optional portion of the Exec image enabler key is partitionable 
(YES) or not partitionable (NO). 

optional processors 
The total number of instruction processors for which the optional system 
performance level on a model-based Exec image enabler key applies. 

optional start date 
The earliest date that an optional key can be registered. 

optional system performance level 
The system performance level purchased to override the normal performance level for 
a specified length of time.  

optional word 
A reserved word included in a specific format only to improve the readability of the 
language and whose presence is optional to the user when the format in which the 
word appears is used in a source program. 
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ORB 
See object request broker. 

order first 
A logical constraint that links a new Enterprise Network Database Server member 
record as the record immediately following the owner record in a set occurrence. 

order last 
A logical constraint that links a new Enterprise Network Database Server member 
record as the last record in the set occurrence. 

order next 
A logical constraint that links a new Enterprise Network Database Server member 
record after the most recently accessed record in the set occurrence. 

order prior 
A logical constraint that links a new Enterprise Network Database Server member 
record immediately before the most recently accessed record in the set occurrence. 

ordering key 
A binary sortable key created from a character string using a culturally sensitive set of 
transformation rules. 

ordering sequence 
An ordering mechanism that permits more than one character to have the same 
ranking. To construct an ordering sequence, you use the ordering sequence values 
given to the characters. Ordering Seq = Ordering Seq Values only. For a sample 
ordering sequence, go to the Windows-based online help system called The I18N 
Assistant. See also binary sequence and collating sequence. 

ordering sequence value 
An integer value (1 through N) that is assigned to each code position in a coded 
character set (CCS) and represents a relative ordering value. See also priority 
sequence value. 

ordinary data 
(1) The virtual address of a structured storage object that contains no virtual addresses 
used by the called routine as pointers to code or data. All ordinary data structures are 
word-aligned and have a length of a least one word. (2) An entry pointer that is the 
virtual address of a code bank or gate. (3) The virtual address of an unstructured data 
item (such as a bank or I/O buffer) in which the structure is not important to the 
interface. 

ordinary file 
A file that contains text or data and is not executable. See executable file. 

ordinary function 
A function that returns results in registers A0 through A6, but cannot return a virtual 
address. 
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ORGANIZATION clause 
A clause that specifies logical structure of file. MSAM files are always indexed, while 
SSDF files are always sequential. 

original run id 
The identifier of an OS 2200 run specified when the run was started. Original run ids 
are not guaranteed to be unique. Contrast with generated run id. 

original text 
The actual message text composed by the sender. In some cases, the Exec prefixes 
the original message text with response numbers and run-ids. 

originating system or host 
(1) In a network, the computer system where a file resides before a copy or transfer 
operation occurs, which might or might not be the system that initiates the operation. 
(2) The host system where a DDP-FJT user issues a command or executes a program. 
Contrast with destination system or host. 

OS 
See operating system. 

OS 2200 
The operating system for OS 2200 systems. 

OS 2200 Console Interface for ClearPath 
The component on an Operations Sentinel server that connects to Server Control on a 
Service Processor and manages the OS 2200 logical consoles hosted on the 
Operations Server. This console interface makes it possible to host OS 2200 consoles 
from multiple ClearPath OS 2200 partitions on one Operations Sentinel server. The 
name of the executable is vci. 

OS 2200 Console Manager 
The client application of Operations Sentinel that allows you to identify the logical 
consoles defined for each ClearPath OS 2200 partition, the server to which the 
partition belongs, and the Operations Sentinel server hosting the console. You can 
access this application from Start, Programs, Unisys Operations Sentinel x.y.z. The 
name of the executable is vcm. 

OS 2200 Console View 
The client application of Operations Sentinel that allows you to operate an OS 2200 
console in a ClearPath Server Dorado Series. More than one OS 2200 Console View 
client can be open for a particular console and input can be entered from any of the 
views. You can access this application from Start, Programs, Unisys Operations 
Sentinel x.y.z. The name of the executable is vcv. 

OS 2200 Console View application attributes  
See application attributes. 

OS 2200 Console View attributes 
See view attributes. 
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OS 2200 Console View user attributes 
See user attributes. 

OS 2200 host system 
A host system that runs the OS 2200 operating system and can be managed by 
Operations Sentinel. These include the OS 2200 partitions of a ClearPath Server 
Dorado Series. Synonym for OS 2200 partition, OS 2200 system. 

OS 2200 logical console 
See logical console. 

OS 2200 macro 
An ASCII text file that contains OS 2200 console commands, where each command is 
on a separate line. OS 2200 macro files are identified using the .macro extension. 
Executing an OS 2200 macro causes each line of the OS 2200 macro to be sent to a 
console. An OS 2200 macro can be defined for use on specific Dorado partitions. 

OS 2200 macro generator 
A macro generator generates an OS 2200 macro using information queried from the 
user using menus, dialogs, or other means, and/or retrieved from process 
environment variables set by OS 2200 Console View. 

OS 2200 Open Distributed Transaction Processing Transaction Manager 
A software product that provides an open, standards-compliant environment for 
distributed transaction processing applications. Open Distributed Transaction 
Processing software supports global transactions as specified by The Open Group 
Distributed Transaction Processing (DTP) model. 

OS 2200 Operations Sentinel Interface for ClearPath 
The component that provides a communication path between the OS 2200 partitions 
in a ClearPath Server Dorado Series and one or more Operations Sentinel servers. This 
path is a conduit for OS 2200 system messages and command input. This interface 
also manages which Operations Sentinel server hosts each logical console, and is 
crucial to maintaining a resilient console capability. The OS 2200 Operations Sentinel 
Interface for ClearPath is part of Server Control and OS 2200 Server Management 
Control. 

OS 2200 Server Management Control 
A set of interrelated client/server software applications for Dorado 400 series 
systems that provide system control capabilities such as OS 2200 partitioning, 
initialization, and booting. This includes configuration of consoles and console 
recovery. OS 2200 Server Management Control server software runs on the 
Operations Server and client software can be accessed from the Operations Sentinel 
workstation. 

OS 2200 system console 
See system console. 

OSAM 
See TeamQuest Online System Activity Monitor. 



  M, N, O 

   6–55 

OSG 
Abbreviation for Operating System Group. 

OSI 
Open Systems Interconnection, a standard of the ISO (International Standards 
Organization). This standard attempts to provide for consistent hardware and software 
interfaces among network products. OSI and other standard-setters generally divide 
network architecture into seven layers: physical, link, network, transport, session, 
presentation, and application. 

OSI CCR 
(1) Open Systems Interconnect Commitment, Concurrency, and Recovery protocol. 
This protocol is an ISO standard (ISO/IEC 9804) for services and protocols that are 
used to commit or roll back global transactions. (2) A software implementation of the 
ISO/IEC 9804 standard. See also OSI-TP. 

OSI File Transfer, Access and Management (OSI-FTAM) 
An OS 2200 software product that provides file transfer, access, and management 
functions and conforms to the International Organization for Standardization (ISO) 
international standards for open systems interconnection. 

OSI Message Handling System (OSI-MHS) 
An OS 2200 software product that provides message transfer (electronic mail) 
capability between hosts using X.400 OSI protocols. OSI-MHS uses DDP-PPC to 
access the network. 

OSI TP 
See Open Systems Interconnection Transaction Processing.  

OSI TP application 
A program that generates transactions that affect data in multiple databases located 
on multiple computer systems in a network. 

OSI Transport Services (OSITS) 
A Telcon program product that provides OSI transport protocols. 

OSI/DCA transport service user (OSITSU) 
A DDP-PPC component that manages transport connections and transfers data 
between OSI and DCA Inter-Process Communication (IPC) applications and 
Communications Platform or Communications Platform for Open Systems.. 

OSI-FTAM 
See OSI File Transfer, Access and Management. 

OSI-FTAM application 
(1) The OSI-FTAM software product executing on an OS 2200 system. (2) A user 
program that uses OSI-FTAM software to transfer, access, or manage files. 

OSI-MHS 
See OSI Message Handling System. 
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OSI-TP  
See Open Systems Interconnect Distributed Transaction Processing. 

OSITS 
See OSI Transport Services. 

OSITSU 
See OSI/DCA transport service user. 

other  
(1) A set of permissions regulating access to a file by processes with user ID different 
from the owner and group ID different from the group of the file. (2) The customary 
name of the default group assigned upon login. 

Other Alerts icon  
An alert icon included in the Alerts window of Operations Sentinel Console. When an 
alert is raised against a node that is not in the current Operations Sentinel zone, the 
icon changes appearance to signify the severity of the alert. See also summary pane. 
Contrast with Zone Alerts icon. 

outbound open 
A connection that is initiated by CITA. 

outer block 
See OSI/DCA transport service user. 

outer join 
A join that preserves all the rows in one or both tables, even when they do not have 
matching rows in the other table. 

outer query 
An Enterprise Relational Database Server SELECT statement with one or more SELECT 
statements embedded in it. See also subquery. 

outer reference 
A reference in an Enterprise Relational Database Server subquery to a column that 
belongs to a table defined or specified in an outer query or subquery. 

OUTKONS utility 
A batch program that saves a copy of a KONS file on tape for future system 
initialization. 

output 
Information processed in some fashion by a computer and delivered to you by way of 
a printer, a terminal, or a similar device.  

output file 
A file opened in either the output mode or extend mode. 



  M, N, O 

   6–57 

output interrupt 
The act of temporarily halting the output displayed at a terminal by pressing the MSG 
WAIT key or other break key. You can cause an output interrupt to prevent output 
from scrolling off the screen or to enter a transparent statement, such as @@CONT, 
@@X, or @@SKIP. 

output list  
A sequence of variables (storage sequences) that are written to the output record 
when a WRITE statement is executed. 

output message 
(1) A transaction output message created by a user program, processed by Message 
Control Bank, passed to the communications network, and transmitted to an external 
destination identified by a PID. (2) The message that is displayed to the application 
user at a TIP terminal as a result of the execution of an application program. 

output mode 
The state of a file after execution of an OPEN statement for that file, with the OUTPUT 
or EXTEND phrase specified, and before the execution of a CLOSE statement without 
the REEL or UNIT phrase for that file. 

output object module 
The object module produced by static linking. 

output parameter 
In a stored procedure specification, an argument in which the stored procedure 
returns a value after it executes. 

output procedure 
A set of statements to which control is given during execution of a SORT statement 
after the sort function is completed, or during execution of a MERGE statement after 
the merge function selects the next record in merged order. 

output statement  
A statement that stores results produced in the program in output files. This process 
is called writing. 

overflow blocks 
Additional blocks provided to accommodate added index or data information; not used 
by MSAM. 

overlapped address 
 (1) In basic mode programs, a condition in which two banks based on the same 
processor state register or bank descriptor register pair have MAP addresses in 
common. All overlapped addresses of the bank based on BDR2 or BDR3 are 
inaccessible. (2) In basic mode programs, a condition in which banks based on 
different PSRs or BDRs have overlapping addresses. The overlapped addresses of the 
banks that are based on the inactive PSR are currently inaccessible (invisible).  
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owned file 
A file that is owned by a specific user who can specify the discretionary access 
controls for the file. The initial owner of a file is the user who created it. See also 
ownership. 

owned schema 
A schema created by the CREATE SCHEMA statement in which the creator of the 
schema is implicitly the owner of all tables and views created in the schema. 

owner 
(1) For owned schemas and their underlying tables and views, the creator of the 
schema. For tables in unowned schemas, the owner is the user specified in the 
OWNER IS clause of the CREATE TABLE or ALTER TABLE statement. For views in 
unowned schemas, the owner is the creator of the view. Owners of tables and views 
determine who can access the data. (2) An Enterprise Network Database Server 
record that heads a set occurrence and can be linked to one or more member records 
of different types. 

ownership 
An operating system security feature that assigns owners to objects such as files. 
With ownership, users own every object they create, and determine if they want to 
give access to other users. 
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P 
PICTURE clause symbol represents a position occurring to the right or left of a decimal 
point. 

P register 
The central processing unit control register that contains the absolute main storage 
address of the next instruction to be executed. 

PA 
See Partitioned Applications. 

PAEXEC 
The Partitioned Applications feature consists of the Exec code that is uniquely 
associated with the Partitioned Applications feature grouping that provides a variety of 
recovery capabilities to allow both hosts in a two-host system to function at full 
production. Each host is a backup for the other, while at the same time both hosts can 
be running local application groups, switchable application groups, and batch and 
demand programs. 

pack 
(1) To remove deleted records in a file then write the remaining records in a 
contiguous portion of mass storage. This reduces the amount of mass storage 
required for the file and makes more contiguous mass storage available for other use. 
(2) A disk storage device. 

package 
A group of related Java classes and interfaces, like a class library in C++. The Java 
development environment includes many packages of classes that procedures can 
import. The Java runtime system automatically imports the java.lang package. Stored 
procedures must explicitly import other classes by specifying them in the IMPORT 
clause of a CREATE PROCEDURE statement. 

package tape 
See software package tape. 
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packet 
(1) A contiguous set of words (36 bits each in OS 2200 systems), that is passed as a 
block from one part of the computer system to another. Often addressed by the 
location of the first word in the block. (2) A unit of data that contains a complete 
message, a portion of a message, or information about control data routing and 
message assembly or disassembly. 

packet switching 
A data conversion routine usually used in public data networks to split a message into 
uniformly sized packets for transmission and restore it at the destination to its original 
form. 

pack-id 
The name given to a disk pack when it is prepared for use during a DPREP1100 
session. 

Packid/LDAT Table (PLT) 
A nailed XPC file which contains the pack-id, LDAT index, and flag bits for all devices 
marked for caching in the XPC. See also nailed file. 

padding 
(1) Characters, such as zeros, that are inserted at the end of a data block to fill the 
buffer to its boundary. For example, when you use 3DES in ASCII format, the OS 2200 
buffers have 8-character boundaries. In the Cipher API padding scheme, the last 
character identifies how many padding characters were inserted, which enables 
padding characters to be removed easily. (2) The extra data bits appended to a data 
object or the contents of a file, which are not part of the value of any of the specified 
components. 

padding character 
An alphanumeric character used to fill unused character positions in a physical record. 

PADS 
See Programmers Advanced Debugging System. 

PADS command processor 
Code within PADS that reads and processes PADS commands. In multiactivity 
programs, PADS uses internal locks to control access to the PADS command 
processor, so that only one activity is prompting for PADS command input. In a POSIX 
environment, the PADS POSIX command processor controls access to the PADS 
command processor, by controlling access to a POSIX session’s controlling terminal. 
See also PADS POSIX command processor. 

PADS entity 
An item used in debugging that is a part of PADS itself, not the program you are 
debugging. Examples of PADS entities are PADS commands, use names, declare 
symbols, bank names, PADS procedures, and PADS built-in functions. PADS entities 
are not a part of the program, and can be removed from the program execution, either 
by entering a REMOVE command or by exiting PADS. Contrast with program entity. 
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PADS POSIX command processor 
A virtual entity used by PADS to control access to a POSIX session’s controlling 
terminal, so that the PADS command processor in only one POSIX process is 
prompting for PADS command input. PADS uses POSIX file locks on the controlling 
terminal to coordinate access to the terminal. 

PADS procedure 
A sequence of PADS commands that perform a defined set of activities and that can 
be called at any time during a PADS session. You can create your own customized 
PADS procedures, and use procedures provided with PADS. See also procedure 
library, system library, user library. 

PAEXEC 
The Partitioned Applications feature consists of the Exec code that is uniquely 
associated with the Partitioned Applications feature grouping that provides a variety of 
recovery capabilities to allow both hosts in a two-host system to function at full 
production. Each host is a backup for the other, while at the same time both hosts can 
be running local application groups, switchable application groups, and batch and 
demand programs. 

page 
(1) A physical memory block that constitutes a subdivision of and measurement for 
areas. Page size can vary from area to area. Each page contains header information, 
zero or more records, and a page slot table. An Enterprise Network Database Server 
page also can contain CALC chain headers. I/O (data exchanged between a storage 
device and main storage) occurs at the page level. See also data page; index page. (2) 
A vertical division of a report representing a physical separation of report data, the 
separation being based on internal reporting requirements and external characteristics 
of the reporting medium. 

page banks 
Universal Database Contro memory banks into which the cache manager reads pages 
of data and makes them available for shared access by all threads executing in 
Universal Database Control. Page banks contain user data from site database files 
only. 

page body 
That part of the logical page in which lines can be written and spaced. 

page break 
An instruction to the printer to begin printing on the next page. A break occurs when 
insufficient space remains on the current page or a NEXT PAGE command is executed. 

Page_Descriptor (PD) 
The primary storage structure for managing and addressing bank pages. 

page footing 
A report group presented at the end of a report page. 

page header 
The part of the file control page that contains general information about the file. 
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page heading 
A report group presented at the beginning of a report page. 

page lock 
A lock that grants or denies users the right to access the page. 

page number 
A unique identifying integer assigned to each data page or index page in a B-tree. 

PAGE-COUNTER 
A special register whose value identifies the current page number in a report. 

page-level locking 
The process that locks a page of a file or record so that other programs or applications 
cannot access the data on the page until the lock is released. Page-level locking is 
faster than record-level locking. 

paging 
(1) In Universal Database Control, the process that transfers pages of data, usually 
between a page bank and a mass storage file. Involves the locking subsystem and 
Universal Database Control cache. (2) In the Exec, the process that eliminates 
residency concerns for applications under OS 2200 architecture. 

PAIL 
See pointer array initial load. 

pane 
A portion of a window in certain applications, such as OS 2200 Console View and 
Operations Sentinel Console, that you can rearrange and resize. For example, there are 
four panes in OS 2200 Console View: system state, read-and-reply, hold, and traffic. 

panic dump 
A feature of the operating system that copies the contents of main storage to tape or 
mass storage, which enables all or part of main storage to be printed for analysis 
when system errors occur. The Exec or the operator can initiate a panic dump. 

PANIC option 
An Exec short recovery option that uses information from the panic dump file and the 
audit trail to recover the queue items for an application group. See also INIT option, 
REBUILD option, SUTIL option. 

PAR 
See program address register. 

paradigm 
Synonym for model. 

paragraph 
In the Procedure Division of a COBOL program, a paragraph name followed by a 
separator period and zero, one, or more sentences. In the Identification and 
Environment Divisions, a paragraph header followed by zero, one, or more entries. 
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paragraph header 
A reserved word, followed by the separator period, that indicates the beginning of a 
paragraph in the Identification Division and Environment Divisions of a COBOL 
program. The permissible paragraph headers in the Identification Division are 
PROGRAM–ID, AUTHOR, INSTALLATION, DATE–WRITTEN, DATE–COMPILED, and 
SECURITY. The permissible paragraph headers in the Environment Division are 
SOURCE–COMPUTER, OBJECT–COMPUTER, SPECIAL–NAMES, FILE–CONTROL, and I–
O–CONTROL. 

paragraph name 
A user-defined word that identifies and begins a paragraph in the Procedure Division 
of a COBOL program. 

parallel connection 
A type of connection that transmits data from a computer to a printer in groups of 
bits. 

parameter 
(1) An item of information that is usually supplied by the computer user and used to 
control software or hardware operation. See also configuration parameter, keyword 
parameter. (2) A selectable item in a FAS statement that follows a keyword. 

parameter constant 
See symbolic name of a constant. 

parameter descriptor 
An entry in a parameter list that contains information about a parameter. 

parameter entry 
See standard input parameter. 

parameter indicator 
A macro parameter enclosed in double equal signs (==). The arguments specified in 
the macro element call replace parameter indicators in generated text. 

parameter list 
(1) A parameter list consists of one or more contiguous three-word parameter 
descriptors, one per parameter. (2) A summary of parameters used in the QLP savefile 
element for QLP report, procedure, request, or macro. The list is specified at the 
beginning of a definition. 

parameter marker 
A question mark (?) in a procedure call or SQL statement string that acts as a 
placeholder for an input or output parameter supplied at runtime when the procedure 
executes. The CALL statement (or corresponding ODBC escape clause) uses 
parameter markers to pass parameters to stored procedures, and the SQLIStatement, 
SQLPStatement, and SQLCursor objects use them in procedures. 

PARAMETER statement 
A statement that gives a symbolic name to a constant. 
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parent 
The object in which another object is directly contained. See also ancestor. 

parent directory 
The directory immediately above a subdirectory or file in the file system organization. 
The shorthand notation for the parent directory is two dots (..). 

parameter verification list 
A Verification lst consists of one or more contiguous three-word verification 
descriptors, one per parameter. They are matched against corresponding parameter 
descriptors.  Only Call-time verification is implemented. 

parent product 
Any product to which SPFs can be applied. 

parent table 
The table referenced by the child table in a foreign key. The parent table's primary key 
values determine the acceptable values for a column or columns in the child table. 

parity 
Describes a number as odd or even. A parity bit is a check bit appended to a unit of 
data, making the sum of the total bits even or odd. A unit of data, such as a byte or 
word, has even parity if the sum of the bits, including the parity bit, is even. It has odd 
parity if the sum is odd. A computer system assigns only one type of parity. 

parser 
A program or routine that reads and interprets statements. In GSA 1100, the parser is 
an interpreter that is controlled by a set of tables produced from a language 
specification by a table constructor. 

parsing 
The process of recognizing the syntactic structure of an input language. 

part 
A portion of a print file that has been written to tape. The user can write file parts to 
tape with the @BRKPT statement, and queue them from tape to a printer or user-id 
with the @SYM statement. 

partial canned runstream 
A sequence of control statements and other input that is stored in a symbolic element 
or data file. Unlike full canned runstreams, partial canned runstreams are not self-
contained; they do not include @RUN and @FIN statements. The user must add partial 
canned runstreams to active runs using the @ADD statement. 

partial send 
A Display Processing System feature (configuration directive is TRANSMIT OUTPUT 
CHAN) that lets you specify the fields on a terminal that should be refreshed on 
subsequent transfers of the same screen. 

partial string specification 
The use of wild-card characters in a character string to specify only a part of a 
character value that PCFP must match. Also known as partial name specification. 
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partial text reference 
In an autoaction database, a method of extracting specific characters from a token or 
other text string. 

partial URL (PURL) 
See relative URL. 

partially unloaded area 
An area from which some, but not all, record occurrences are unloaded as a result of a 
reorganization by the DRU. 

partition 
(1) The logical division of hardware. (2) To separate one or more hardware units in a 
computer system electronically, but not physically, so that they can function 
independently from other units. (3) One host in a 2200 system that is partitioned to 
operate as multiple hosts, where each host is called an application. 

partition databank (PDB) 
A data structure that the system control facility (SCF) passes to the Exec, which 
contains all the necessary information for the Exec to operate the hardware in the 
partition. The PDB is used to build the I/O, tape translator, and other sections of the 
master configuration table (MCT). The partition databank is created by the SCMS 
partitioning function. 

partition name 
An identifier (1 to 30 characters) that uniquely identifies each partition within a table. 
You can specify the partition name only on RDMUTL partition commands and SQL 
schema definitions commands. You cannot specify the partition name in other kinds of 
SQL commands. 

partition profile 
A partition definition that is created using software such as SCMS. Partition profiles 
are copied to the specified directory on the same computer on which Server Control 
Client runs. The operator uses Server Control Client to install the profile as an active 
partition. 

partitionable Exec image enabler key 
An Exec image enabler key allowed to be registered in multiple partitions, provided 
the number of MIPS or IPs in use in those partitions does not exceed the total number 
of MIPS or IPs on the key, and the number of MIPS or IPs in use across all partitions 
does not exceed the total number of MIPS or IPs contracted for the entire system. 

partitionable flag 
Indicates if the normal portion of the Exec image enabler key is partitionable (YES) or 
not partitionable (NO). 

Partitioned Applications 
A group of software components in which each host functions both as a production 
host and a backup host for switchable application groups. If a switchable application 
group fails, the system automatically recovers it on its backup host without 
interrupting users. If a critical component fails but the host remains up, the system 
automatically recovers the component on the same host and continues processing. 
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Partitioned Applications host 
A backup host or a production host in the Partitioned Applications system. Partitioned 
Applications is a dual-host system (for example two 1100/92 systems) in which one 
host is the production host and the other is a backup host. The backup host can 
process batch and demand calls while the production host is running TIP, batch, and 
demand runs. Each host has its own operating system, mass storage, and shared 
mass storage. 

partitioning 
(1) Dividing a multiprocessor system into two or more logical systems (called 
partitions), where the extent of subdivision depends on the size of the central group 
and associated peripheral components. (2) The function that indicates the operational 
status of each central complex unit. These status conditions are available to system 
software for configuration control. (3) A feature supported by database vendors that 
enables the database administrator to partition a table into multiple files based on 
values of the primary key. The database administrator maps a range of key values to 
each file. 

pass by reference (PBR) 
The convention of passing the address of an object and enabling the called program to 
change the parameter according to language rules. See also pass by reference value, 
pass by value. 

pass by reference value (PBRV) 
The SCS convention for parameters greater than two words in size, where the 
compiler automatically copies an object to a temporary variable and passes the 
address of the temporary variable, enabling the called program to change the value of 
the copy but not the value of the object. See also pass by reference, pass by value. 

pass by value (PBV) 
The convention of passing a parameter value directly as an immediate value that the 
called program cannot change. See also pass by reference, pass by reference value. 

PASSGEN 
A password generator ILES for machine-generated passwords. 

passive open 
An indication that a connection-oriented server is willing to receive connections. Also 
known as listen. 

pass-off 
See user-to-user pass-off. 

pass-off message 
A message with which one TIP program calls another and passes data for the other 
program to process. 

PASSTHRU file 
A file that is already formatted for a particular printer. The Output Manager application 
sends a PASSTHRU file directly to the printer without processing images in the file. 
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password 
A character string that is used to authenticate a user-id. Each user-id has a private 
password associated with it. A user must enter the correct password when signing on 
to the system. 

path 
A defined route to data in a database or data file. 

path control layer 
The second layer in IBM systems network architecture. This layer routes information 
through an SNA network, keeps track of message paths between nodes, segments 
messages to keep them compatible with the receiver buffer requirements, and 
translates SNA network addresses to addresses that remote devices can recognize. 
The next lower layer is the data link control layer. The next higher layer is the 
transmission control layer. The path control layer is equivalent to the network layer in 
the OSI Reference Model and Unisys distributed communications architecture and to 
the Internet layer in TCP/IP. 

path name 
(1) An actual OS 2200 file name. (2) A CIFS path name, which consists of an ordered list 
of names separated by forward slashes (/) and locates a file in the CIFS file system. A 
path name that starts with a slash is an absolute path name. A path name that does 
not start with a slash is a relative path name that is relative to the current working 
directory (CWD). CIFS pathnames can be used to locate files by the CIFSUT processor, 
by UCS programs using the CIFS APIs, and by the CIFSCC C compiler and CIFSLD static 
linker. Java programs also use the CIFS file system. (3) /dev/tty (4) An OPE path name. 

path occurrence 
A single instance of data values for data items specified in a command and accessed 
along a path. 

pattern 
A collection of pattern tokens used to identify a particular console message in an AMS 
database. 

pattern group 
In an autoaction database, a group of related patterns. Pattern groups provide an 
organizational mechanism only and have no effect on the operation of AMS. 

pattern matching 
The process of comparing patterns to a console message to determine if a matching 
pattern exists. 

pattern number 
In an autoaction database, a number used to uniquely identify a pattern within a 
pattern group. 

pattern string 
A character string containing special pattern-matching characters. 
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pattern token 
A token specified in a pattern defined in an autoaction database. For a pattern match 
to occur, each pattern token must match a message token in the message being 
processed. Contrast with message token. See also fixed token, keyword token, 
masked token. 

PAUSE statement 
A FORTRAN statement that temporarily suspends execution of a demand program. 

PBR 
See pass by reference; product build routine. 

PBRV 
See pass by reference value. 

PBV 
See pass by value. 

PC 
Abbreviation for personal computer. 

PC console 
See system console. 

PC Console Software 
The name of the software installed on the system console. See also system console. 

PC console utilities session 
A session accessed by pressing the F3 key and enables you to use the utility functions 
to control various operating characteristics of the system console and to manually 
initiate system console resident programs. 

pcam 
The Operations Sentinel background process that establishes and monitors the 
communications between Operations Sentinel Console and managed ClearPath 
OS 2200, ClearPath MCP, and UNIX systems. 

PCB 
See processor control block. 

PCC 
Abbreviation for processing complex cabinet. 

PCF 
See permanent correction file. 

PCFP 
See Program-Callable FURPUR. 

PCI 
Abbreviation for program-callable interface in the Linking System. A more common 
term would be API. 
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PCIOP 
A network I/O processor that supports the XNIOP architecture that Communications 
Platform for Open Systems uses. It is a system bus to PCI bus adapter that allows the 
attachment of network interface cards. PCIOP replaces CSIOP-N and CAs on ClearPath 
servers. 

PCIOS 
See Processor Common Input/Output System. 

PCNV 
The command for the print file conversion feature. 

PCP 
See pre-conditioned page. 

PCR 
See program control and registration. 

PCT 
See program control table. 

PCT block 
See program control table block. 

PCU 
Abbreviation for processor cooling unit. 

PD 
See Page_Descriptor. 

PDB 
See partition databank. 

PDN 
See public data network. 

PDP 
Abbreviation for procedure definition processor. 

PDS 
Abbreviation for Performance Display System. 

peer 
A comparable hardware or software unit in the network. For example, each host in the 
network is a peer to every other host in the network. Similarly, an OSI TP application 
on one host communicates with a peer OSI TP application on another host. 

PEER 
See Program Execution Evaluation Routine. 



P, Q, R 

7–12   3850 6523–002 

peer entities 
In the OSI model, components of different communications systems comprising a 
single functional layer. 

peer protocol 
The established rules for communication between peer entities. 

pending contingency 
A contingency that has been generated but not delivered. A contingency is said to be 
pending when it is held (staged) until proper conditions exist for contingency delivery, 
such as the executing environment. 

penetrating contingency 
A contingency that is immediately generated and delivered to an activity, even in 
certain wait-state conditions, such as TWAIT$ or test-and-set. 

performance event 
(1) A category of event indicating that a limit condition occurred. (2) In WebSphere MQ, 
a category of event indicating that a limit condition occurred. 

periodic save 
The process by which Exec step control maintains a mass storage file that contains 
snapshot information on the step queues (queued items) and enable recovery after a 
system failure. The information is audited regularly for Integrated Recovery Utility 
short and cache/disk recovery purposes. 

periodic save audit record 
A special record stored in the application group’s audit trail every time a periodic 
savefile snapshot is taken. See also audit trail, periodic savefile. 

periodic savefile (PSF) 
A mass storage Exec or TIP file that contains snapshot information (queue items) of an 
application group’s step control queues. Exec step control maintains a periodic 
savefile that enables recovery after a system failure. 

peripheral device 
A device that is not part of the central complex but helps the computer system fulfill 
its purpose, including storing data, providing input to the computer, and accepting 
output from the computer. Its principal function is I/O, often from or for the user. 
Peripherals can be disk and tape drives, card readers, printers, and various terminals. 
Also known as peripheral. 

peripheral equipment 
The hardware that is distinct from the processor and main storage and that provides 
the system with increased storage capacity or with I/O capability. Examples are disk 
and tape units. 

PERL 
See Practical Extraction and Report Language. 
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permanent correction file (PCF) 
A set of software modifications applied against a base symbolic to produce an 
identifiable level of a software product. The PCF is a merged collection of changes that 
can be from different sources: development center modifications, marketing changes, 
R-changes, and local changes. The feature that distinguishes a PCF from other 
correction files is that all corrections in a PCF are merged and ready to apply against 
the base symbolics. Any additional corrections must be merged into the PCF before 
they can be applied against the base symbolics. 

permanent file 
See cataloged file. 

permanent registration 
The registration of a permanent resource manager (RM) with a transaction manager 
(TM). The TM contacts the RM whenever application programs start global 
transactions. See also dynamic registration. 

permanent savefile 
(1) A file containing QLP savefile elements (macro, procedure, format, report, or 
request) that is registered on the system and available for later use. (2) A file that is 
associated with a particular subschema or application. 

permanent SGS 
See stream generation statement. 

permanent TIP file 
See TIP file. 

permissions 
A set of rights to access directories and files that permits or denies system users the 
ability to read, write, and execute the directories and files. You determine the 
permissions for your directories and files by changing the mode for each one using 
the chmod command. Permissions are granted separately to “owner”, “group”, and 
“other” system users. 

permutation 
A rearrangement of components. In syntax, a permutation means that the 
components can appear in any order. 

persistent activity 
An activity created and controlled by the AM. 

persistent message 
A message that survives a restart of the queue manager. Contrast with nonpersistent 
message. 

Persistent Uniform Resource Locator (PURL) 
Functionally, a PURL is a URL. However, instead of pointing directly to the location of 
an Internet resource, a PURL points to an intermediate resolution service. See relative 
URL and URL. 
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PF 
See standard program file. 

PF$ 
See temporary program file. 

phased reorganization 
The separation of an Enterprise Network Database Server reorganization plan into 
parts (or phases) to maximize limited system resources. 

phasing 
The process of implementing several partial, small-scale reorganizations. 

phone link 
A method used to exchange information over telephone lines. See also modem. 

phrase 
(1) A series of one or more syntactic units that are considered as a whole. (2) An 
ordered set of one or more consecutive COBOL character strings that form a portion 
of a COBOL procedural statement or clause. 

physical 
Consisting of hardware. Contrast with logical. 

physical bank 
A data structure of computer hardware, representing an area of main storage. 
Contrast with logical bank. 

physical COMPOOL blocks 
Physical records on mass storage or in main storage (in a SILAS bank) that constitute a 
logical COMPOOL record. One logical COMPOOL record consists of one or more 
physical blocks. 

physical end of volume 
The point on a tape volume at which no more data can be read from or written to the 
volume. When a tape file reaches this point, a swap must occur before any further 
data can be read from or written to the tape file. 

physical file 
Synonym for mass storage file. 

physical I/O 
The actual transfer of data from a file to main storage. Contrast with logical I/O. 

physical layer 
The first (lowest) layer in the OSI Reference Model and Unisys distributed 
communications architecture. It controls the flow of data across physical host-to-host 
connections in a network. The next higher layer is the data link layer. The physical layer 
is equivalent to the hardware layer for DDN TCP/IP. IBM systems network architecture 
does not define a physical layer. 
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physical package 
The media piece on which a software package resides. A physical package consists of 
one or more logical packages. 

physical page 
A device–dependent concept. 

physical position 
The physical point on a volume of tape at which the read-write heads of the tape unit 
are currently positioned. 

physical record 
See block. 

physically removable device 
A device from which the operator can remove and replace disk packs. 

PIC 
Abbreviation for PICTURE; used in place of PICTURE in file-description-entry PICTURE 
clauses. See also picture. 

picture 
A description of the size, type, and scaling of a data item defined in file-description-
entry PICTURE clauses. 

PID index file (PIX) 
A file containing information that MCB uses to recall messages associated with 
specific PIDs. The PIX is defined by MCB configuration. See also MRF allocation 
descriptor. 

PID pool 
A range of position identifiers (PID) that is available for use by nonconfigured 
terminals. 

PIM 
See processor interface module. 

ping 
A command used to indicate the invocation of ICMP (Internet Control Message 
Protocol) to determine the accessibility of the system through the IP network. 

pipe 
A method of redirecting the output of one command to be the input of another 
command. It is named for the character | that redirects output. For example, the shell 
command “who | wc –l” pipes output from the who command to the wc command, 
telling you the total number of people logged into your OPE system. 

pipe definition file 
A mass storage file named SYS$*PIPE$DEF that contains information regarding pipe 
definitions. 
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pipe qualifier 
A string of characters used to prefix a basic pipe name to make sure that the name is 
unique. The pipe qualifier is separated from the basic pipe name with an asterisk. If 
you do not provide a pipe qualifier when you name a pipe, the system uses your 
project-id. 

pipeline 
A series of filters separated by | (the pipe character). The output of each filter 
becomes the input of the next filter in the line. The last filter in the pipeline writes to 
its standard output, or may be redirected to a file. See filter. 

PIR 
See product installation routine. 

PIX 
See PID index file. 

PKCS 
See Public-Key Cryptography Standard. 

PKGREG 
The SOLAR utility that registers and unregisters software package tapes. 

place near logic 
The protocol based on currency that DMR uses to insert records that have a location 
mode of “via set” in the database. DMR places a new record on the same page as the 
preceding record if sufficient space exists. 

placeholder variable 
A place to hold values in an interpreted SQL statement. Each placeholder variable is 
associated with a host program variable. 

plain text 
Data that is not encrypted and can be read by anyone. Contrast with cipher text. 

platform 
In WebSphere MQ, the operating system under which a queue manager is running. 

PLE 
See Problem List Entry. 

PLIBT 
Abbreviation for procedure library search table. 

PLT 
See Packid/LDAT Table. 

PLUS 
A proprietary programming language that Unisys uses to write OS 2200 system 
software. 
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PMD 
See PostMortem Dump. 

POC 
Abbreviation for power-on-confidence. 

point of consistency 
The state to which a database can be restored following recovery or rollback. More 
recent changes are deleted. 

pointer 
A single link between two records in the database that indicates the physical location 
of the other record. A pointer consists of area code, page number, and slot number. 
Contrast with database key. 

pointer array 
A special area type in Enterprise Network Database Server that is dedicated to pointer 
array or indexed pointer array records. Each record in the pointer array area consists 
of a header followed by a list of the members’ DBKs. 

pointer array initial load (PAIL) 
A type of audit record that is created by Enterprise Network Database Server during 
an initial load. 

pointer array set 
An Enterprise Network Database Server set that is logically linked by means of a 
pointer array. Contrast with chain set. 

pointer types 
A group of C types that represent the addresses of functions or data objects. There 
are pointers to functions and pointers to data object types. You can use the value of a 
pointer type to designate a function or a data object by writing an expression such as 
*p or p[i]. 

pointer-valued function 
A function that returns results in the form of parameter descriptors. 

policy 
See alert policy, OpenView filter policy, Windows filter policy. 

polling 
The interrogation of devices by the operating system to avoid contention, determine 
operation status, or ascertain readiness to send or receive data. 

pool file 
A mass storage file containing a record of each volume available for backup 
operations. 

pool manager 
A FAS facility that processes, verifies, and protects the volumes in the pool file. 
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populate 
The process of updating the CIFS directories with information from the Exec master 
file directories (MFDs). 

population 
The number of records in a B-tree. 

port 
(1) A logical connection in a networking transport protocol environment, such as is 
used by TCP or UDP applications. (2) An I/O path of the record lock processor. A host 
can use alternate ports for the same node. 

port descriptor 
A value in the services file that identifies a physical or logical connection. A port 
descriptor is usually numeric and is often called a port number. 

port number 
(1) A number used to distinguish between different services that run over networking 
transport protocols such as TCP and UDP.  (2) (Operations Sentinel) A number 
specified in the services file that identifies a particular communications service. Port 
numbers are used to identify the features (or services) provided by the Operations 
Sentinel Interface software and Operations Sentinel Console. 

portability 
The ability to create and run a program on one computer system and then move it to 
another system with little or no modification to the source code. 

portable ESQL 
A method of creating a database in which programs that use static ESQL statements 
are compiled on a test application group or system and copied to a production 
application group or system. All tables and views must be created using static ESQL 
statements. 

port-id 
A physical port between the record lock processor and a host. In XTC, each port-id is 
associated with a host-id during record lock processor installation. 

POS 
A granule size that is one software position of 64 software tracks. 

position 
(1) An increment for measuring mass storage space that is equal to 64 tracks, 4,096 
sectors, or 114,688 words. (2) The current placement of a magnetic tape in relationship 
to the read/write heads of the tape unit. See also physical position, logical file position. 

position granular file 
A file in which granularity is a position; the increment is equal to 64 tracks, 4,096 
sectors, or 114,688 words. 
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position identifier (PID) number 
(1) The internal number used by TIP and other system components to identify a 
terminal. (2) For DDP-PPC, a number used in a TIP transaction that sends a message to 
another TIP transaction using DDP-PPC single-message transfer using the message 
control bank interface. 
 

positional notation 
A method of specifying parameters by omitting the keyword and entering the 
parameter values in a required sequence. 

positional parameters 
Numbered variables used within a shell procedure to access the string specified as 
arguments on the command line invoking the shell procedure. The name of the shell 
procedure is positional parameter $0.  

positioning 
Pertaining to specifying what portion of your workspace you want to see on your 
terminal screen when using IPF 1100 in full-screen mode. See also window. 

positive zero 
A condition in Enterprise Relational Database Server in which a positive sign is 
automatically attached to a zero. If a negative sign is attached to a zero, Enterprise 
Relational Database Server automatically converts it to a positive sign. 

POSIX 
Acronym derived from Portable Operating System for Computer Environments, a 
family of standards developed by the Institute of Electrical and Electronics Engineers, 
Inc. (IEEE). These standards define ways to write portable applications, that is, 
applications that can run on different computer systems. The standards are identified 
by 1003x, where x specifies an individual standard. 

POSIX locale 
The locale model of processing implemented by the common I18N support services. 
POSIX is a predefined locale that describes region- and language-specific rules for 
string collation, string comparison, upper- and lowercasing, and character-type 
identification. POSIX performs the same function as the C locale used by Unisys 
OS 2200 software, but is named differently because it is follows the conventions of a 
separate standards organization.  

POST method 
Method used to transfer data from a client to a server when the client needs the 
server to process the data. 

post mortem dump processor (PMDP) 
A system processor that lists the contents of storage registers and program banks 
after a routine has executed. It is useful for debugging purposes. 
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postfix notation 
Notation in which the numbers precede the operation. For example, 2 + 2 is expressed 
as 2 2 +, and 10 - 3 * 4 would be 10 3 4 * -. If a storage manager supports processing 
of expressions, the SQL engine passes them to the storage manager using postf ix 
notation. 

postmortem debugging 
A method of debugging where the program is not present in main memory. The only 
tools available to debug the program are PADS and a file containing the saved program 
state (DIAG$), which is read into memory. Also known as DIAG mode. 

postmortem dump (DMP) 
A diagnostic dump created by the operating system when a program aborts or is 
otherwise terminated. 

PostMortem Dump (PMD) processor 
A system processor that lists the contents of storage registers and program banks 
after a routine has executed. It is useful for debugging purposes. 

PP 
See processor privilege. 

PP n 
Signifies that access to some processor object or facility requires PP less than or 
equal to n. 

PPCF 
See pure permanent correction file. 

PPCMASTER processor 
A processor responsible for initializing the DDP-PPC environment, processing DDP-
PPC operator console input, and coordinating the activation and deactivation of DDP-
PPC components, such as the TASTSU component. 

PPDU 
Abbreviation for power peripheral distribution unit. 

Practical Extraction and Report Language (PERL) 
A scripting language that makes it easy to perform string-manipulation and parsing 
tasks. Common gateway interface (CGI) scripts are often written in PERL. 

pre-10.0 release SCN 
The SCN value 000000000000. SOLAR automatically attaches this SCN value to any 
pre-1 0.0 release product/feature key it encounters. A product/feature key with a pre-1 
0.0 release SCN is authorized for registration and installation of its corresponding 
product on any system/workload. 

preamble 
A discrete part of a relocatable element that identifies and describes the following 
entities in the element: location counters, entry points, and external references. In 
addition, the preamble contains other information about the relocatable element that is 
used during a collection process involving this element. 
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precedence 
The ordering or hierarchy of one or more units. In syntax recognition, precedence 
refers to the order in which items are set up for semantic processing. 

preceding F-cycle 
The F-cycle used before the F-cycle currently in use. 

precision 
The maximum number of significant digits. 

pre-conditioned page (PCP) 
A new page added to an Enterprise Relational Database Server table during dynamic 
preconditioning of the table, which can then be accessed immediately by other 
threads before the thread creating this page commits or rolls back. 

preconditioning 
A method of prestructuring the B-tree by creating pages on the right-hand side of the 
B-tree to which future inserts are written. Preconditioning can be either static or 
dynamic. Static preconditioning is performed by the application program which issues 
"dummy" inserts of future data, commits, deletes the dummy records and commits 
again, leaving empty pages in the B-tree. Future inserts go to those empty pages 
without requiring a page split. Enterprise Relational Database Server performs 
dynamic preconditioning internally as records are inserted in tables containing a 
generated default (such as an IDENTITY column). Enterprise Relational Database 
Server predicts the key values of future inserts and creates (and internally commits) 
empty data pages on the right-hand side of the B-tree to contain the records. This 
eliminates the need for subsequent inserts to perform page splits and, therefore, 
increases concurrency. 

predefined control words 
Preestablished words written in every word of a file and used in file control functions. 
SFS uses predefined control words when a DSDF file is skeletonized. 

predefined variable 
In an autoaction database, a variable that is automatically defined and whose value is 
automatically assigned by AMS. You cannot explicitly specify a value for a predefined 
variable. Contrast with user-defined variable. 

predicate 
A simple Boolean expression that contains at least one value expression (for example, 
a column, a literal, an arithmetic expression, or a built-in function) that evaluates to one 
of the truth values, TRUE, FALSE, or UNKNOWN. A predicate in its most common form 
consists of two value expressions separated by a comparison operator. Predicates 
can be connected by Boolean operators to create more complex Boolean 
expressions. 

preemptive shutdown 
In WebSphere MQ, a shutdown of a queue manager that does not wait for connected 
applications to disconnect, or for current MQI calls to complete. Contrast with 
immediate shutdown and quiesced shutdown. 
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prefetch 
An XPC operation that detects sequential data access and stages additional sequential 
segments in the XPC. 

P-register 
A program control address register that contains the absolute main storage address of 
the next instruction to be executed. 

prelabeled tape 
An unused electronically labeled tape. 

prelabeled tape volume 
A tape volume that is electronically labeled at your site before you use it. The label 
format specifies the owner or contains a security label. 

premount 
To mount the requested reel on a device not currently assigned or on a device in the 
user tape pool before initiation of a tape unit assignment or issuing an ER to tape 
swap/initialize. 

premount F-cycle 
The F-cycle to be used after the current F-cycle. 

premount status 
A status where (1) a tape reel is mounted on an unassigned unit or on a unit that is in 
the user tape pool; (2) the reel-id of the tape is known and is stored in the unit on 
which it is mounted; (3) the unit is up (UP) or reserved (RV). 

premount tape 
An extra tape placed on a tape drive for use when the first tape is filled. 

prep 
A procedure to prepare disks for use on different types of hardware. 

PREPARE 
A mail processing command that creates an outgoing mail item at a terminal or using 
message text contained in a System Data Format file or in a program file element. 

prepare 
A Universal Database Control thread control command that places a queue item in the 
ready state. 

prepare to commit 
(The Open Group) The first phase of the two-phase commit protocol. During this 
phase, the transaction manager (TM) requests each resource manager (RM) that is 
participating in a global transaction to prepare associated updates and to guarantee 
that it can commit them. When an RM can commit updates, it replies affirmatively. A 
negative reply reports failure. See also global transaction, resource manager, 
transaction manager, two- phase commit protocol. 
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preprocessor 
A facility that inspects source application programs before compilation to ensure their 
compliance with standards; inserts data descriptions or other information; extracts 
data relevant to the repository; or translates certain language or command 
components into an alternate, often compilable, form. Specifically, the program that 
processes DML commands before compilation by the host language compiler. 

preprocessor directive 
A C source text line that begins with the character #. Each such line must match the 
pattern for one of the preprocessor directives defined by the preprocessor. 

presentation 
The act of making data visible to the users. Examples are printing, display on a 
terminal, and plotting. 

presentation address 
An address for software that provides the presentation layer services for OSI 
protocols. This consists of a presentation service access point, a session service 
access point, a transport service access point, and a network service access point. 

presentation layer 
The sixth layer in the OSI Reference Model and Unisys distributed communications 
architecture. It translates and negotiates data formats. The next higher layer is the 
application layer. The next lower layer is the session layer. Presentation layer 
functions are included in the process/application layer for TCP/IP. Some presentation 
layer functions are included in the function management layer in IBM systems 
network architecture. 

presentation selector 
A logical name for the address of the software that provides the presentation layer 
services for OSI protocols. This name represents the presentation service access 
point for a particular OSI application on a particular host. 

presentation service access point (PSAP) 
In OSI applications, the address used by the presentation layer to locate the 
application layer. The PSAP is determined by the site administrator on the host where 
the OSI application resides. 

presentation value 
A user value that can be displayed on a terminal, printer, or other output device. The 
presentation value can be used for binary or ASCII sorting, but it cannot be used 
directly for culturally sensitive sorting. The I18NLIB STRINGUTRANSFORM service 
routine transforms a presentation value into a binary-sortable, culturally sensitive 
ordering key. 

prestructure 
See preconditioning. 
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presumed rollback 
The rollback protocol that resource managers (RM) involved in global transactions use 
after they fail and recover. After an RM recovers, it rolls back any RM-internal 
transaction that was active at the moment of failure. RM-internal transactions that 
were prepared before the failure are committed or rolled back based on instructions 
from the transaction coordinator. See also global transaction, prepare to commit, 
resource manager, RM−internal transaction, rollback, transaction manager. 

primary access 
The direct access of database records through database keys and address translation. 
Generally, an access method takes the physical structure of the database into account. 
See also CALC access, direct access, index sequential access. 

primary console 
See primary system console. 

primary control parameter 
A system console parameter that enables you to send all alarms directly to the device 
that you designate as the primary location. This can be either the system console or 
the Single Point workstation. 

primary key 
A column or group of columns that uniquely identifies each row in a table. A primary 
key that includes more than one column is a composite key. 

primary key constraint 
See constraint. 

primary key value 
The specific value of a primary key that uniquely identifies a row in a table. 

primary message 
The primary instance of an OS 2200 console message. CP-AMS can take different 
actions based on whether the console message is a primary or an echo instance. 
Contrast with echo message. Synonym for primary instance. 

primary Operations Sentinel server 
The Operations Sentinel server that the Event Server API, the Operations Sentinel 
MCP Agent, and other information sources treat as the primary destination for events 
and messages intended for Operations Sentinel. The Operations Sentinel MCP Agent 
only accepts input from the primary Operations Sentinel server. Contrast with 
secondary Operations Sentinel server. See also Operations Sentinel resilient 
monitoring. 

primary parameter list 
A standard calling sequence term for the point of a call; the virtual address in register 
A1 of a list that describes parameters that are passed to the called module in 
registers. Note that register A0 contains the call descriptor, which indicates whether 
the parameters are passed in registers or main storage. 
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primary SCN 
The SCN belonging to the system being backed up in a failover scenario. A primary 
SCN is active only when the registered Exec image enabler key contains a nonexpired 
optional performance. 

primary system console 
The OS 2200 system console that receives the primary instance of OS 2200 console 
messages, including read-and-reply messages, for a specific console message group. 
Contrast with backup system console. See also response console. 

primary test Operations Sentinel server 
The Operations Sentinel server that the test instance of the Operations Sentinel MCP 
Agent treats as the primary destination for events and messages. 

prime key 
The main key field with a value that uniquely identifies a record in an MSAM file. 
Contrast with alternate key. 

prime pages 
The data pages that represent the initial minimum allocation of storage space for an 
area, not including pages designated as overflow. 

prime record key 
A key whose contents uniquely identify a record in an indexed file. 

primitive 
A subroutine with which a TIP program can request file-access or message-handling 
services from the Exec in a high-level language. TIP primitives are installed in a TIP 
system file when TIPUTIL is installed on the system. TIP file control primitives provide 
access to TIP databases. TIP message-handling primitives use the COMPOOL interface 
to provide services to basic mode TIP programs; the MCB primitive interface also uses 
COMPOOL. 

print file 
A special data file that contains information that is to be printed. A user can divert 
output to or from a print file with the @BRKPT statement. 

print label 
A label that appears on the banner and trailer pages of every printout if a system is 
configured for security labeling of printouts. This label contains the clearance level and 
compartment set of the printed file. The user can label all pages of the printout using 
the L option on the @SYM statement. 

print manager 
A processor provided with the DDP-FJT software that automates the use of shared 
printers in a network. 

print or punch host 
In a SUBMIT command, the host where the output from the job execution is printed or 
punched. 



P, Q, R 

7–26   3850 6523–002 

print or punch queue 
A sequence of print or punch files that are waiting to be printed or punched. Each 
printer or punch device has its own queue. 

print queue 
A sequence of print files that are waiting to be printed. Each printer has its own print 
queue. 

print server (PSERVER) 
A processor provided with the DDP-FJT software that provides print file transfer 
capability between systems in a network. 

PRINT statement 
An alternate form of the WRITE statement. 

PRINT$ 
A file assigned throughout the life of each active run on an OS 2200 system. It is used 
to collect all print output associated with that run. This output includes account 
information, normal processing messages, error messages, and online dump output. 

printable character 
(1) A character that has a visible graphic representation when written to a printer or a 
display device. (2) The space character. 

printable group 
A report group that contains at least one print line. 

printable item 
A data item, the extent and contents of which are specified by an elementary report 
entry. This elementary report entry contains a COLUMN NUMBER clause, a PICTURE 
clause, and a SOURCE, SUM, or VALUE clause. 

printable item 
A data item, the extent and contents of which are specified by an elementary report 
entry. This elementary report entry contains a COLUMN NUMBER clause, a PICTURE 
clause, and a SOURCE, SUM, or VALUE clause. 

printer 
A machine that prints information transferred from a computer. 

printer file 
A file assigned to ANS74-PRINTER or PRINTER. 

printer name 
A device name associated with a specific printer. 

printing host 
The host system or systems where IPF 1100 delivers the resultant print files of a 
submitted job. 

PrintS 
Abbreviation for ClearPath Print System. 
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prior F-cycle 
The F-cycle used before the F-cycle currently in use. 

prior links 
Pointers in a record that point to the preceding record of a set or index sequential 
area. Pointers can be specified in the schema. See also chain set. 

priority 
An alphabetic character used to indicate the relative rank of a run in relation to all other 
runs that are available for opening. Used only for batch runs. The Exec opens runs with 
higher priorities before it opens runs with lower priorities. Print files are also assigned 
priorities. 

priority sequence value 
An integer value (1 through n) that is assigned to each code position in a coded 
character set (CCS)) and represents a relative priority value within an ordering 
sequence value. See also coded character set, ordering sequence value. 

privacy mode 
The discretionary access control given to a file at the discretion of the owner. The 
controls are discretionary in the sense that the file's owner can pass permission 
(perhaps indirectly) to any other user in the mandatory bounds of control. For owned 
files, the levels of privacy are private, semiprivate, and public. For unowned files, the 
privacy levels are private and public. 

private 
A category of the discretionary mechanism access list. Only the owner can access a 
private object, such as a file. See also privacy mode. 

private file 
A file that is cataloged (using @CAT or @ASG) without the P option and without an 
ACR attached. It is one of two types: owned (assignable only by the user-id that 
created the file) or unowned (accessible only by those who use the same account 
number or project-id as the user who created the file). 

private key 
A key that is used in conjunction with a public key in asymmetric encryption and 
decryption processes. In an asymmetric algorithm, a private key is known only to one 
party and is used to decrypt or encrypt data that was encrypted or will be decrypted 
with the corresponding public key. 

private use area 
An area (encodings U+E000 through U+F8FF) within the UCS-2 CCS in which private 
use characters can be defined. The private use area is subdivided into two subareas, 
the corporate use subarea and the private use subarea. The corporate use subarea 
begins with encoding U+F8FF and extends downward. The end user subarea begins 
with encoding U+E000 and extends upward. No definite boundary exists between 
these two subareas. See also private use character, UCS-2 (Unicode) character set. 
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private use character 
A private use character is defined in the private use area of the UCS-2 CCS. The 
characters in this area are privately (user) defined and have no defined interpretable 
semantics except by private agreement. The private use area is divided into two 
subareas, the corporate use area and the end user area. See also UCS-2 (Unicode) 
character set. 

privilege 
(1) A function permitted for a particular user-id as specified in the OS 2200 security 
system. (2) A security mechanism that enables owners of tables to grant other users 
access to the contents of a table. Privileges include retrieving, updating, inserting, 
deleting, and referencing data. See also data access control. (3) A mechanism that lets 
specified users override restrictions and validations. In FAS, the user must have a 
given set of privileges in order to use all FAS capabilities. 

privilege set 
The security mechanism that enables specified operating system users to perform 
actions related to security. 

privileged instruction 
One of a set of machine instructions reserved for use by the Exec. If a user program 
tries to execute a privileged instruction, a guard mode fault interrupt occurs. 

privileged message 
A message generated by a privileged run (a run with COM$PRV privileges) and sent to 
the system console for display. 

privileged user 
A user who possesses more than a minimal set of security privileges. Privileged users 
perform various system maintenance and service activities. See also nonprivileged, 
site administrator. 

PRO 
(1) An attribute that specifies whether to protect the data when it is displayed. (2) A 
FORMGEN attribute. 

Problem List Entry (PLE) 
A document created in response to a User Communication Form to describe a 
problem and its solution, which can include a code fix, user documentation updates, or 
other comments and suggestions. 

problem report 
See Report Problem. 

PROC  
A statement accepted by the Procedure Definition Processor that prepares library text 
in a COBOL library. See also library text. 

PROC$ELT  
A symbolic element in the SYS$*DATA$ file that records information about the 
procedures in SYS$LIB$*PROC$. 
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procedure 
(1) A group of previously defined commands stored as a symbolic element. (2) A 
paragraph or group of logically successive paragraphs, or a section or group of 
logically successive sections, in the Procedure Division of a COBOL program. 

procedure body 
In a stored procedure, the Java code between the BEGIN and END keywords of a 
CREATE PROCEDURE statement. 

procedure branching statement 
A COBOL statement that causes the explicit transfer of control to a statement other 
than the next executable statement in the sequence in which the statements in the 
source program are written. The procedure branching statements are ALTER, CALL, 
EXIT, EXIT PROGRAM, GO TO, MERGE (with the OUTPUT PROCEDURE phrase), 
PERFORM, and SORT (with the INPUT PROCEDURE or OUTPUT PROCEDURE phrase). 

procedure call 
A call in which the called program can communicate its results to the caller by 
modifying the parameters that were passed to it by the caller. 

procedure library  
An OS 2200 program file that contains PADS procedures in some or all of its elements. 
PADS provides a library of predefined PADS procedures, known as a system library. 
You can also create your own PADS procedures and keep them in one or more files, 
known as user libraries. See also system library, user library. 

procedure name 
A user–defined word used to name a paragraph or section in the Procedure Division of 
a COBOL program. It consists of a paragraph name (which can be qualified) or a 
section name. 

procedure result set 
In a stored procedure, a set of data rows returned to the calling application. The 
number and data types of columns in the procedure result set are specified in the 
RESULT clause of the CREATE PROCEDURE statement. The procedure can transfer 
data from an SQL result set to the procedure result set or it can store data generated 
internally. A stored procedure can have only one procedure result set. 

procedure specification 
In a CREATE PROCEDURE statement, the clauses preceding the procedure body that 
specify the procedure name, any input and output parameters, any result set columns, 
and any Java packages to import. 

procedure symbolic element 
One of the following symbolic element subtypes that can contain procedures: ASMP 
(MASM procedures), COBP (COBOL procedures), FORP (FORTRAN procedures), and 
PSP (PLUS procedures). 
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procedure table 
One of the tables in a program file table of contents. The procedure table is used to 
locate the procedures in the file. Each entry in a procedure table contains the name of 
a procedure, a link to the element that contains the procedure, and the location 
(address) of the procedure. See also element table. 

procedure variable 
A Java variable declared within the body of a stored procedure, as compared to a 
procedure input parameter or output parameter, which are declared outside the 
procedure body and are visible to the application that calls the stored procedure.query 
expression. 

procedure-name 
A user-defined word that is used to name a paragraph or section in the Procedure 
Division of a COBOL program. It consists of a paragraph-name (which may be 
qualified) or a section-name. 

process 
A configurable access point through which a user program accesses Communications 
Platform or Communications Platform for Open Systems services. 

process definition object  
A WebSphere MQ object that contains the definition of a WebSphere MQ application. 
For example, a queue manager uses the definition when it works with trigger 
messages. 

process ID (pid) 
(1) An integer that identifies a process. In WebSphere MQ, the identifier of the process 
that opened the queue. (2) An integer that uniquely identifies a running process. 

 

process/application layer 
The fifth (highest) layer in TCP/IP. The next lower layer is the transport layer. The 
process/application layer includes the functions of the session layer, presentation 
layer, and application layer in the OSI Reference Model and Unisys distributed 
communications architecture and the functions of the data flow control layer and 
function management layer in IBM systems network architecture. 

processed dump 
See dump. 

processing cycle 
A single execution of a defined USE procedure. 

processing schema 
The schema used for application programs in a production environment, which might 
differ from the load schema. 

processor 
(1) A program that is executed by a processor call on an OS 2200 system. A processor 
is usually supplied as one or more absolute elements on an OS 2200 product release 
tape. (2) A hardware unit that processes data. 
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processor activity 
An activity created by ASIS making calls to AMs to perform tasks. 

processor call 
A statement for a processor registered with the Exec that consists of an @ character 
followed by the element name where the processor is stored. 

processor call statements 
A special group of control statements that are used to call the system processors and 
compilers. The @UCOB statement, for example, is used to call the UCS COBOL 
compiler. All standard processor call statements follow the same basic format. The 
unformatted processor call statement has a more open format. 

Processor Common Input/Output System (PCIOS) 
Software used to open a file for I/O and to read, write, backspace, and close the file 
when specified. It produces compatible data files for high-level processors. 

processor control block (PCB) 
Part of the file control table (FCT) that contains information pertinent only to the 
processor interface module (PIM) about the file being processed; not referenced by 
SFS. 

processor interface module (PIM) 
The interface that enables QLP to access PCIOS files. 

processor privilege (PP) 
An architecturally defined mode that determines when specific instructions can be 
executed. 

processor state 
The hardware registers required to control an activity including the registers that 
describe addressing state, execution state, and register state. Processor state is a 
part of activity state. 

processors 
The total number of instruction processors for which the normal performance level on 
a model-based Exec image enabler key applies. 

PRODLD 
The SOLAR utility that installs products from a software package tape or installs local 
products. 

PRODRT 
The SOLAR utility that creates reports based on the software products installed on a 
system. 

PRODRV 
The SOLAR utility that removes software products from a system. 

PRODSV 
The SOLAR/E utility that saves products to a software package tape. 
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product build routine (PBR) 
Routines used to create the software product generation runstreams for COMUS 
builds. 

product dependency 
The products a particular product requires to be functional on the system. 

product information 
Text describing product features, restrictions, and other characteristics that is 
provided in an element in the product utility file on an OS 2200 software product 
release tape. 

product installation files 
The files that contain the table elements as well as the actual product components. All 
of the software components that the Exec needs for the product execution reside in 
the product installation files. 

product installation routine (PIR) 
Routines that are used to create the software product installation runstreams. 

product key 
(1) A key that authorizes access to the product files on a conditioned software 
package tape for building, installing, and general copying. (2) A product key that allows 
the product to operate at full capacity. A Universal Data System kernel product 
operates at limited capacity without its product key installed. 

product library 
See system product library. 

product master tape (master tape) 
An OS 2200 product release tape or the output tape from a generation from which you 
can install or generate an OS 2200 software product using COMUS. See also mixed-
mode master tape. 

product release master 
The product release master is a tape that contains a complete software product. 

product release tape 
A magnetic tape supplied by Unisys containing the files that comprise product 
software. Also known as release tape. See also mixed-mode master tape, software 
package tape. 

product-id 
Synonym for component identifier. 

production 
A sequence of symbols that defines the syntactic structure of a language or lexical 
unit. 

production database 
The set of areas defined in the schema, which can be accessed by a program 
executing in production mode. 
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production host 
The online host in a Partitioned Applications environment. The production host can 
process TIP, batch, and demand runs. See also backup host, host. 

production mode 
The normal mode of operation in which the DMR accesses and updates the 
production database. Contrast with test mode, test/training mode, training mode. 

production name 
The symbol that a production defines. It is the first, or leftmost, symbol in a 
production. 

production session 
A unit of work; also known as a run. 

production stack 
A data area in the parser which the parser uses to keep track of what productions in a 
language specification are currently active. 

profile 
An array of strings, called environmental variables, that is associated with the system, 
the system operator, or a user-id. The profile describes certain aspects of the system, 
operator’s interface, or user’s run. For example, the profile can specify the language in 
which messages are displayed for an individual user. 

progeny-cycles 
References with respect to a host-cycle to a host-cycle and include "children" slave-
cycles, "grandchildren" slave-cycles, etc. All slave-cycles are progeny-cycles of master-
cycle. 

program 
A series of instructions in a form acceptable to the computer, prepared to achieve a 
certain result. In the context of run processing, a program is an absolute element to 
be executed as a task; it can also be a processor or a user program. 

program address register (PAR) 
The representation of the reentry address. The program address register is a virtual 
address and is saved in the activity state packet. 

program bank 
Any noncommon bank (E-bit not set in the bank descriptor index). 

Program-Callable FURPUR (PCFP) 
Software routines that enable a software product to exchange input and output with a 
program written in a particular programming language, using most of the file and 
element handling functions of the File Utility Routine/Program Utility Routine (FURPUR) 
statements. These routines consist of a limited set of statements or function calls that 
are compatible with the programming language. 
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programmable command format (PCF) 
A type of MQSeries message used by User administration applications, to put PCF 
commands onto the system command input queue of a specified queue manager. 
User administration applications, to get the results of a PCF command from a specified 
queue manager. A queue manager, as a notification that an event has occurred 
Contrast with MQSC. 

program control and registration (PCR) 
A unique identifier for a Unisys distributed change to a software product. PCRs relate 
to PRIMUS change documents (CHG) that are applied when the product is generated. 
Also known as program change request. 

program control table (PCT) 
A special table that the Exec maintains for each active run in the system. 

program control table (PCT) block 
A unit of storage for the program control table (PCT). The Exec maintains a PCT for 
each active run on the system. Each PCT contains control information for a particular 
run and the program currently being executed (if any) in that run. 

program entity 
An item in a program that you may deal with during debugging, such as a line number, 
variable name, constant, expression, or low-level address. This item is a part of the 
program and remains in the program both before and after debugging. Contrast with 
PADS entity. 

program file 
(1) A partitioned random-access file consisting of a group of elements residing on 
mass storage. (2) A standard Exec file that is divided into subfiles called elements. 
Contrast with data file. 

program level 
See four-level address tree. 

program local 
One of the four levels (also called sharing levels) at which banks in the system can be 
shared by multiple users. The other levels are application local, activity local, and 
system local. Program-local banks are program banks. See also sharing level, activity 
local, application local, system local, virtual address. 

program name 
(1) The name of an executable element that exists in a standard program file, a TIP 
program file, or an HVTIP program library. The referencing of the associated 
transaction code causes the scheduling of the program. The program name can be 
associated with more than one transaction code to obtain different options. (2) In the 
Identification Division and the end program header, a user–defined word that identifies 
a COBOL source program. 

program name entry 
An entry in the PROGRAM–ID paragraph of the Identification Division of a COBOL 
program that contains clauses that specify the program name and assign selected 
program attributes to the program. 
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program rollback 
A recovery action supplied by integrated recovery. A TIP application program that 
terminates because of an error is rolled back and requeued for execution. 

PROGRAM statement 
An optional statement that associates a name with the main program. 

program types 
See TIP program types. 

program unit 
See compilation unit. 

program unit group 
The external program unit and any internal subprogram contained in the external 
program unit. 

program versions 
The three possible versions of an application program: main, alternate, and test. 

Program-Callable FURPUR (PCFP) 
Software routines that enable a software product to exchange input and output with a 
program written in a particular programming language, using most of the file and 
element handling functions of the File Utility Routine/Program Utility Routine (FURPUR) 
statements. These routines consist of a limited set of statements or function calls that 
are compatible with the programming language. 

program-callable interface 
Software routines that enable a software product to exchange input and output with a 
program written in a particular programming language. These routines consist of a 
limited set of statements or function calls that are compatible with the programming 
language. 

PROGRAM-GROUP 
A security group that relates STATIC-CONTEXT entities. 

Programmers Advanced Debugging System (PADS) 
A language-independent interactive debugging tool that monitors and regulates 
program execution, examines and modifies the program environment, controls a 
debugging session, and examines a saved program state. 

programming language 
A language used to prepare computer programs, such as COBOL or C. 

program-name 
A user-defined word that identifies a COBOL source program. 

project 
An identifier (project-id) for the file transfer (TAS field). 
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project-id 
A name or number used to classify a run for file access and accounting purposes. The 
user’s project-id is also used as the qualifier for file names when none is specified. 

projection 
An operation that selects some or all columns from an existing table. 

prompt 
A request for input that occurs during the use of an interactive interface. The minimal 
prompt on an OS 2200 system is a start-of-entry character. However, a prompt often 
includes text that describes the expected input. 

protected facility 
Any Repository for ClearPath OS 2200 facility that is protected by a STATIC-CONTEXT 
entity type, which can be used only by users who are granted the right to execute the 
STATIC-CONTEXT entity type. 

protected field 
An area of one or more columns on your terminal screen that you cannot type 
anything in (the cursor will not stop over a protected field). 

protected lock 
A lock that prevents other threads from changing a file or page until the lock is 
released. 

protected register 
A register that has its contents set by the hardware or Exec software and cannot be 
altered by an ordinary program. 

protected subsystem 
A subsystem that is designed to protect units of software from each other. Access 
can be limited to one or more gates built specifically for the subsystem. Subsystems 
with shared data are usually protected subsystems. See also gate. 

protocol 
(1) A general term for the predefined sequence of requests and responses by which 
units in a network coordinate control operations, data transfer operations, and other 
operations between the units. (2) A set of rules governing the structure, content, 
sequencing, error detection, and recovery techniques for data transmission. 
Adherence to protocols ensures hardware and software compatibility within a system 
or network. 

protocol data unit (PDU) 
A unit of protocol control information and service user data that is prepared by the 
underlying service and exchanged between peer service providers across a logical 
connection. PDUs are exchanged between peer service providers. Service data units 
(SDU) are exchanged between peer service users and are transferred across service 
access points (SAP) in the form of interface data units (IDU). SDUs remain intact and 
are carried in PDUs on behalf of service users. 
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protocol port 
The abstraction that transport protocols use to distinguish between multiple 
destinations within a host computer. TCP/IP protocols identify ports using small 
positive integers. Usually, the operating system allows an application program to 
specify which ports it wants to use. Some ports are used for standard services (for 
example, electronic mail). 

proxy listener 
A special session table in COMAPI that is notified of all events for a group of session 
tables. Using a proxy listener makes it simpler for an application to monitor events for 
multiple connections. 

proxy server 
A server that is both a server and a client for the purpose of making requests on 
behalf of other clients. Requests for services are handled internally or by passing 
them, with possible translation, to other servers. A proxy server must be able to 
interpret and, if necessary, rewrite a client message before forwarding it to another 
server. 

PSAP 
See presentation service access point. 

PSERVER 
See print server. 

pseudotext 
A sequence of text words, comment lines, or the separator space in a source program 
or COBOL library bounded by, but not including, pseudotext delimiters. 

pseudotext delimiter 
Two contiguous equal sign (=) characters used to delimit pseudotext.  

PSF 
See periodic savefile. 

PSFUTIL 
A utility that automatically migrates an existing periodic savefile for use in the 
currently installed level of Exec software. 

PST 
Abbreviation for partition standard time (used for time management utilities). 

PSVCINFO 
A data structure that C-language servers use to hold data associated with service 
requests. 

PT 
Abbreviation for Page Table. 

ptnchg 
An AMS database source (.bld) file that contains a summary of the pattern changes in 
the AMS databases supplied by Unisys for recent releases. 
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PTSA 
Abbreviation for Page Table Start Address. 

PTXP 
Abbreviation for Page_Table_Extension_Pointer. 

public 
A category of the discretionary mechanism access list. The owner has all types of 
access to a public object such as a file. All other subjects have read, write, delete, and 
execute access. 

public data network (PDN) 
A communication network developed for the transmission of data and usually made 
accessible only to subscribers who share the network. 

public file 
A file with a privacy mode of public. Any user on the system has access to a public file 
except as further restricted by other access controls. Anyone who wants to use a 
private file, on the other hand, must use the same project-id or account number as the 
person who created the file. 

public key 
A key that is used in conjunction with a private key in asymmetric encryption and 
decryption processes. A public key is known to any user who needs to send 
encrypted data to another user who holds a private key. The public key is also used to 
verify a digital signature. 

public key cryptography 
A form of cryptography that uses asymmetric key algorithms. 

Public-Key Cryptography Standard (PKCS) 
A collection of specifications produced by RSA Laboratories in cooperation with 
secure systems developers worldwide for the purpose of accelerating the 
deployment of public key cryptography. 

Publishing Assistant 
A Web Transaction Server utility that helps automate publishing on Web sites serviced 
by the Web Transaction Server. It is used by administrators and programmers. 

punctuation character 
A character that belongs to the following set: , (comma) ; (semicolon) . (period (full 
stop)) ” (quotation mark) ( (left parenthesis) ) (right parenthesis) − (space). 

pure permanent correction file (PPCF) 
A correction file that COMUS creates and maintains, which contains only the 
development center changes that are released using master or DSU releases. The 
PPCF is used to create a PCF for a new software level. Its purpose is to maintain the 
hierarchy COMUS uses in merging individual changes. 

purge 
The process that deletes segments from the XPC. 
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purged 
Pertaining to a pipe that is no longer available for write access. A pipe is purged when 
a COBOL program or the SORT processor (which is writing to the pipe) has 
successfully completes the close request for the pipe. When a pipe is purged, the 
FIFO buffer for the pipe is released. 

Q 

QCA 
Abbreviation for queue control area. 

QID 
See queue item identifier. 

QIS 
Abbreviation for queue item storage. 

QLP 
See Query Language Processor. 

QLP command extensions 
The clauses used in some commands to access records according to their currency; 
used in an Enterprise Network Database Server network database or with more than 
one PCIOS data file. 

QLP command session 
A single sitting where user calls QLP and executes QLP commands to invoke ADP-
defined applications or DMS subschemas. The user retrieves and organizes 
information, generates video displays or printed reports, and exits the QLP processor. 

QLP session 
A single process during which a user calls QLP, executes QLP commands to call 
ADP-defined applications or Enterprise Network Database Server subschemas, 
retrieves and organizes information, generates video displays or printed reports, and 
then exits QLP. 

qualification 
A process for distinguishing among data items in different records or group items 
having the same name. The process of giving an entity a unique name. 

qualified data name 
An identifier composed of a data name followed by one or more sets of either of the 
connectives OF and IN followed by a data name qualifier. 

qualified name 
A data item identified using another higher-level data or record name. 
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qualifier 
(1) A 12 character field that the user can specify in front of the file name, using the 
format qualifier*filename. The qualifier can be any combination of letters, numbers, 
hyphens, or dollar signs and must be followed by an asterisk (*) just before the file 
name. (2) A COBOL data-name that is used in a reference together with another data 
name at a lower level in the same hierarchy. (3) A COBOL section-name that is used in 
a reference together with a paragraph name specified in that section. (4) A COBOL 
library-name that is used in a reference together with a text name associated with that 
library. (5) The first segment of a table or view specification, which is prefixed to a 
table name to reduce ambiguity. (6) A name used as a prefix to another name to 
ensure uniqueness. 

quality of service (QOS) 
A structure that is established for peer TSUs and peer transport service providers to 
determine a common understanding of the use of transport classes and protocol 
options using the QOS data structure. 

quarter word 
A sequence of bits or characters that constitutes one-fourth of a word (9 bits) but can 
be treated as a unit and stored in a single main storage location. See also word. 

quarter-word boundary 
The boundary (starting bit) of each quarter of a computer word. For the OS 2200 36-bit 
computer word, quarter-words start on bits 35, 26, 17, and 8 and are nine bits long 
(nine bits = one ASCII byte). 

query 
(1) A prompt that includes text describing the expected input. (2) In Enterprise 
Relational Database Server, a request for information from a database that does not 
update the database. Specifically, an SQL statement that requests information. 

query expression 
The fundamental element in SQL syntax. Query expressions specify a result table 
derived from some combination of rows from the tables or views identified in the 
FROM clause of the expression. Query expressions are the basis of SELECT, CREATE 
VIEW, and INSERT statements, and can be used in some expressions and search 
conditions. 

query language 
A high-level user-oriented language, often interactive, that supports database access 
without a host language. 

Query Language Processor 
A Unisys software product with reporting functions that enables online access to 
Enterprise Network Database Server and Enterprise Relational Database Server 
databases and to data files accessible by PCIOS. 

query specification 
A specification of the information to be selected: the columns and the table or tables 
in which the columns reside, as well as any conditions to be imposed on the rows that 
contain the specified columns and any calculations or other manipulations of the 
information used to identify it. 
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question mark 
The symbol you use to call IPF User Assistance (UA 1100). The question mark’s 
position on the input line and the type of information preceding it cause UA 1100 to 
respond with a variety of messages. You can get an explanation of either a command 
or an error. 

queue 
A line or group of items waiting to be processed. These items are usually in core and 
chained together by address words. (2) A WebSphere MQ object. Message queuing 
applications can put messages on, and get messages from, a queue. A queue is 
owned and maintained by a queue manager. Local queues can contain a list of 
messages waiting to be processed. Queues of other types cannot contain 
messages—they point to other queues, or can be used as models for dynamic 
queues. 

queue bank 
The primary data structure in the queuing architecture implemented in newer OS 2200 
systems. Queue banks are the containers for messages that one program can pass to 
another. The new queueing architecture enables programs to transfer ownership of 
data by passing a pointer rather than copying the data. This can yield better 
performance, especially for applications that send or receive large messages or large 
volumes of messages. 

queue bank repository (QBR) 
A directory of queue banks that contains pointers to these banks rather than the banks 
themselves. The CREATE$QBR call interface is used to dynamically create a queue 
bank repository. 

queue host 
The destination host in a SPOOL command. The file or element transferred by the 
SPOOL command is sent to a print queue at this host. 

queue item 
A data structure maintained by Exec step control that writes changes in the status of 
recoverable steps as records on the audit trail. 

queue item identifier (QID) 
A unique one-word identifier placed in the CMS program output message queue by 
Exec step control to identify a pending output message. 

queue manager 
A system program that provides queuing services to applications. It provides an 
application programming interface so that programs can access messages on the 
queues that the queue manager owns. See also local queue manager and remote 
queue manager. An WebSphere MQ object that defines the attributes of a particular 
queue manager. 

queue manager event 
An event that indicates: (1) An error condition has occurred in relation to the resources 
used by a queue manager. For example, a queue is unavailable. (2) A significant change 
has occurred in the queue manager. For example, a queue manager has stopped or 
started. 
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queue name 
A symbolic name that indicates to the MCS the logical path by which a message or a 
portion of a completed message is accessible in a queue. 

queued 
A state of waiting to be processed. 

queuing 
The sequencing of programs awaiting access to the same data. 

queuing subsystem 
A group of Universal Database Control subroutines that optimize the waiting time 
required by applications to access system resources. 

quick-before-look 
A view of the user data before it is updated. Quick-before-looks are maintained in a 
system retention file and used to roll back a run unit. Synonym for quick-look. See 
also before-look, after-look. 

quick-look 
See quick-before-look. 

quick-look recovery 
The process that copies a data page before it is updated so that the copy can be used 
later for recovery. 

quick-looks 
Copies of data pages written to a retention file before updates are applied. Quick-
looks are discarded if updates are committed successfully, or used to restore the 
database to its original condition after system failure or thread rollback. Used in short 
recovery. 

quiesced shutdown 
In WebSphere MQ, a shutdown of a queue manager that allows all connected 
applications to disconnect. Contrast with immediate shutdown and preemptive 
shutdown. A type of shutdown of the CICS adapter where the adapter disconnects 
from WebSphere MQ, but only after all the currently active tasks have been 
completed. 

quiescing 
In WebSphere MQ, the state of a queue manager prior to it being stopped. In this 
state, programs are allowed to finish processing, but no new programs are allowed to 
start. 

quota 
See quota system. 

quota group 
Under the quota system, a grouping of mass storage equipment types that the site 
administrator specifies. 
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quota limit 
The maximum system resources that a run can use. The Exec can be configured to 
maintain quota limits for each account number and user-id. 

quota system 
A process that controls resource privileges for individual accounts and users. 

R 

R register 
A set of 15 additional hardware registers. Certain registers are dedicated for some 
instructions. 

RA 
Abbreviation for recovery action. 

radix 
A base of a numerical system; for example, 2 in the binary system or 10 in the decimal 
system. 

radix character 
The character that separates the integer part of a number from the fractional part, 
such as the decimal point in US English (5.25) and the comma in French (5,25). 

RANDENTIAL 
Derived from the words "random sequential," a system-supplied CALC routine that 
provides an alternative to DMSCALC. 

random access 
An access mode in which the program-specified value of a key data item identifies the 
logical record obtained from, deleted from, or placed into a relative or indexed file.  
Synonym for sequential access. 

random access cursor 
An Enterprise Relational Database Server cursor that enables the use of the LOCATE 
statement to position the pointer in a cursor. 

random access mode 
An access method in which records are directly accessed by a unique logical key. See 
also direct access. 

random sequential 
See RANDENTIAL. 

random-access file (RAF) 
A data file that is read randomly. Random-access files operated on by PCFP are 
contained on mass storage. Also known as a mass storage file. 
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range 
A group of contiguous bits in a bank containing all the information referring to a single 
program unit (such as a line or a procedure). 

range error 
The error that occurs when the result of a function cannot be represented as a double 
value. 

range-list 
One or more ranges, separated by commas and enclosed in parentheses. 

rank of an array 
The number of dimensions in an array. 

rar 
Acronym for Resource Adapter archive file.  

RAS log entry 
See reliability, availability, and serviceability (RAS) log entry. 

raw device 
A block device having read and write operations that are not buffered and are 
synchronized to natural records of the physical device. 

RBFTE 
See Remote Batch File Transfer/Extended software. 

RC2 
RC2 is a secure data encryption process that uses a variable key-size block cipher 
known as RSA Security. It is faster than DES and is designed as a "drop-in" 
replacement for DES. RC2 and RC4 have been widely used by developers who want to 
export their products; more stringent conditions have been applied to DES exports. 

R-Change 
Abbreviation for replacement of changes, a feature of COMUS that enables changes 
released on a DSU tape automatically to replace changes applied at a site. The 
automatic replacement feature is based on information maintained in a replacement 
field of the CHG. 

RC4 
See Rivest Cipher 4. 

RCL 
See Reorganization Control Language. 

RCS 
See return control stack. 

RCW 
See run condition word. 
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RDI 
See Relational Database Interface. 

RDM 
See relational data manager. 

RDMCA 
See relational data management communications area. 

RDMS 2200 
See Enterprise Relational Database Server. 

RDMS database editor (REDIT) 
An Enterprise Relational Database Server component for browsing, updating, and 
verifying some parts of Enterprise Relational Database Server database files as "raw 
data." REDIT enables the patching of some simple Enterprise Relational Database 
Server database corruption problems so that tables can be unloaded and subsequently 
reloaded. 

RDMS sizing utility (RDMSIZE) 
An Enterprise Relational Database Server component for sizing database files. 
RDMSIZE helps in setting up the physical attributes of an Enterprise Relational 
Database Server database file with the goal of meeting application size and 
performance requirements. 

RDMS table 
See relational table. 

RDMS Utility processor (RDMUTL) 
A processor that enables users to load data from an SDF file to tables in an Enterprise 
Relational Database Server database. 

RDMSIZE 
See RDMS sizing utility. 

RDMUTL 
See RDMS Utility processor. 

RDT 
See relation description table. 

RDT$FILE 
A file that contains all Enterprise Relational Database Server table descriptions. See 
also relation description table. 

read 
(1) The ability to acquire information from main memory, from a storage medium such 
as tape or disk, or from an external device. (2) To copy or transfer data from auxiliary 
storage (mass storage or tape) to the computer main storage. See also scatter/gather. 



P, Q, R 

7–46   3850 6523–002 

read access 
The ability to perform a read function on a bank or cataloged file. For cataloged files, 
this also includes the ability to execute absolute elements in the file. 

read key 
A string of characters that is associated with a file when it is cataloged on an OS 2200 
system to limit read access to the file and prevent unauthorized access to the file.  
You can define read keys with @ASG, @CAT, and @CHG statements. Users must know 
the read key to read an unowned file. 

READ statement 
A statement that obtains values for data entities from files. 

READ$ 
The primary input file for batch runs. READ$ serves as a holding area for the 
runstream. During the course of the run, the Exec retrieves the ECL statements, data, 
and other images from the READ$ file and processes them in order. 

read-ahead capability 
The ability of the OPE system to read and interpret your input while sending output 
information to your terminal in response to previous input. The OPE system separates 
input from output and processes each correctly. 

read-alert message 
A console message that requires you to take an action. It reappears periodically until 
you perform the required action. 

read-and-reply identifier 
A console message that presents information for you to read and requires an answer 
at the console; it stays on the console screen until you type in an answer and transmit. 

read-and-reply message 
A console message that presents information for you to read and requires an answer 
at the console; it stays on the console screen until you type in an answer and transmit. 

read-and-reply pane 
A pane in OS 2200 Console View that shows read-and-reply messages from the 
OS 2200 partition. Each message remains in the pane until it has been replied to. This 
pane can hold up to ten messages. 

read-and-reply release message 
An AMS internal message produced by CP-AMS when a read-and-reply message is 
released by the OS 2200 operating system. 

reading program 
A program that reads data from a pipe. 

reading run 
A run that reads data from a pipe. 



  P, Q, R 

3850 6523–002   7–47 

README 
A text file in the release media that contains information on last-minute operational 
changes, migration issues, and enhancements for the current release of Operations 
Sentinel. 

read-only assignment mode 
A file assignment mode that write protects a previously-cataloged file and prevents its 
deletion for the duration of the assign. Use @ASG,AR to assign a previously cataloged 
file as read-only. Contrast with read-only file. 

read-only file 
A file that can be read from but cannot be written to. The user can designate a file as 
read-only when the file is created, by including the R option on the user’s @CAT or 
@ASG statement. Contrast with read-only assignment mode. 

read-only message 
A console message that informs you about system status or directs you to perform a 
task. This message does not require you to enter anything at the console; it scrolls off 
the console as other messages appear. 

read-only optimization 
A situation in which a resource manager withdraws from further participation in a 
global transaction (during the first phase of two-phase commit protocol) because it 
was not asked to update resources. See also global transaction, prepare to commit, 
resource manager, two-phase commit protocol. 

ready state 
A state (after the active state) into which the Exec places a step participating in a 
distributed transaction while a Transaction Manager is determining whether the 
database updates for all the application programs in the distributed transaction should 
be rolled forward or rolled back. A step can be committed or rolled back once it is in 
the ready state. Steps in the ready state at an application group failure point are re-
established before starting the application group. 

ready step 
A step in the ready state (after the active state) in a distributed transaction processing 
environment. A step can be committed or rolled back once it is in the ready state. 

real constant 
A constant that contains a decimal point or an exponent or both. 

realm 
A FORTRAN term for an Enterprise Network Database Server area. 

realm key 
A FORTRAN term for an Enterprise Network Database Server area key. 

real-time 
A type of processing in which the system processes tasks immediately. Real-time 
tasks normally have a higher priority than batch or demand tasks. 
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real-time level 
The priority of a real-time program relative to other real time programs on an OS 2200 
system. The real-time level is expressed by a numeric value ranging from 2 (the 
highest priority) to 35 (the lowest priority). 

reason code 
A return code that describes the reason for the failure or partial success of an MQI 
call. 

reboot 
To reload and reinitialize the Exec software. 

REBUILD option 
An Exec short recovery option that uses control information from the periodic savefile 
and the audit trail to recover the queue items for the application group. REBUILD is 
also referred to as one of the Exec step control recovery procedures. See also INIT 
option, PANIC option, SUTIL option. 

rebuilt index area 
An Enterprise Network Database Server area with a location mode of INDEX that is 
reconstructed by the reorganization process. 

rebuilt pointer area 
An Enterprise Network Database Server area with a location mode of POINTER that is 
reconstructed by the reorganization process. 

receiver channel 
In message queuing, a channel that responds to a sender channel, takes messages 
from a communication link, and puts them on a local queue. 

receiver UDS broadcast (RUB) 
A run that provides communications between XTC hosts. 

recipient application entity 
An application entity that supports OSI TP on another system. This application entity is 
configured as a local application entity on that remote system. Contrast with local 
application entity. 

RECON 
The SOLAR utility that reconciles the elements and validates the SGSs in the 
SYS$*DATA$ file. 

reconfiguration 
A change in configuration resulting from the execution of a PROCESS 
CONFIGURATION ... INSTALL command in Repository for ClearPath OS 2200 software. 
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record 
(1) A logical group of data items that resides on the database and is treated as a unit 
for purposes of data manipulation, such as locating, changing, and deleting. For TIP, 
the record identifies the smallest input/output unit of a particular TIP file. For 
Integrated Recovery, the audit record refers to an input/output block on the audit trail. 
For Universal Database Control, the record is the smallest logical access unit to a 
Universal Database Control database, called a page. Synonym for row. (2) A sequence 
of values or characters treated as a unit. Records do not necessarily correspond to a 
particular physical representation. (3) A series of characters in a data file that comprise 
a unit of information that is meaningful, identifiable, and addressable to a user. 

record area 
A storage area allocated for the purpose of processing the record described in a 
record description entry in the File Section or the Data Division of a COBOL program. 
In the File Section, the current number of character positions in the record area is 
determined by the explicit or implicit RECORD clause. 

record control word 
The first word of a DSDF file record, which contains the record length. 

record description 
See record description entry. 

record description entry 
The total set of data description entries associated with a particular record. Synonym 
for record description. 

record entry 
A functional parameter entry available for Enterprise Network Database Server and 
used by the ENCODE, DECODE, and CHECK DBPs. 

record key 
A key whose contents identify a record in an indexed file. A record key is either the 
prime record key or an alternate record key, whose contents identify a record in an 
indexed file. 

RECORD KEY clause 
Specifies one or more data items that are the primary keys for each record type in an 
MSAM (indexed) file. 

record length 
The record size specified in number of characters or words. 

record lock 
An exclusive lock that prevents I/O to TIP file records by contending transaction 
programs. All subsequent I/O requests are queued. 

Record Lock Processor (RLP) 
A capability of  the XPC-L that enables a single application to execute simultaneously 
on multiple hosts in a multihost environment. It is used by those hosts to retain all 
database locks pertaining to the shared database. Also known as the external lock 
manager. 



P, Q, R 

7–50   3850 6523–002 

Record Lock Processor Configuration (RLPCON) 
The software feature in the XTPA that is used to configure the record lock processor 
on a system. 

Record Lock Processor Configuration utility (RLPCON) 
The software feature in the XTPA that is used to configure the record lock processor 
on a system. 

record modification flag 
A flag in the indexed key table (IKT) that indicates that a user-modified MSAM record 
can be shorter or longer than the original record when a record is being rewritten. 

record name 
A user-defined word that names a record described in a record description entry in the 
Data Division of a COBOL program. 

record number 
The ordinal number of a record in the file whose organization is sequential. 

record occurrence 
The actual physical presence of a given record type in the database. 

record selection expression (rse) 
An expression in one of seven different formats that specifies the criteria by which 
Enterprise Network Database Server selects a record in the database on a FIND or 
FETCH command. 

record type 
(1) The framework or skeleton description of the data items present in a given record. 
(2) The class of record occurrences identified by a unique record name and record 
code in a schema. See also set type. (3) A mnemonic that begins a record in the DDP-
PPC configuration services database and identifies the type of information supplied in 
that record, for example, HOST or APPLICATION-ENTITY. 

recording period 
The interval, in minutes, at which recordings of actual MIPS in use are taken for a 
MIPS-metered Exec image enabler key. 

record-level locking 
The process that locks out a record so that other programs or applications cannot 
access the data in the record until the lock is released. See also page-level locking. 

recover 
To reconstruct or roll back a database or other files to a consistent state. See also 
rollback. 
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recoverable 
Capable of recovering from a failure. In the context of integrated recovery, 
recoverable means that the process is attached to an application group that is defined 
to be recoverable, and the process interfaces with step control to recover its 
messages or updates to recoverable files; the messages are created and 
communicated through the MCB that is defined as recoverable (the MCB itself is 
attached to an application group that is recoverable); the files are cataloged and 
reserved as recoverable files (the files themselves are attached to an application 
group that is recoverable). 

recoverable application group 
An application group that can be restored to a consistent state following system, 
component, or program failure. A fully recoverable application group requires its own 
database files, system files, cache memory, history files, a step control periodic 
savefile, an audit control audit trail, and MCB message retention files. Files must be 
cataloged and reserved as recoverable files. 

recoverable file 
A TIP file that is to be audited with the updates being deferred for rollback. See also 
recovery. 

recoverable message 
(1) An input, pass-off, or output message that is created and communicated using an 
MCB that is attached to an application group. See also recovery. (2) The TIP files that 
are to be audited, and whose updates are to be deferred by rollback. 

recoverable message processing 
Message Control Bank software processing for a message that remains intact across 
system or program failures. 

recoverable step 
A step in a thread or run unit that can be recovered if a system error occurs. 
Committed updates are applied to the database by the rollforward process. 
Uncommitted updates are totally negated by the rollback process. See also 
nonrecoverable step. 

recovered after-look 
A view of a database page or record before any update occurred to the page or record 
(stored in the retention file as a quick-before-look), which is written to the audit trail if 
an error occurs that causes the program to be rolled back during step processing. The 
recovered after-look nullifies any after-look written to the audit trail or database for 
that page or record during step processing. 

recovered ready step 
A ready step that is established at short recovery time. 

recovery 
Any process that restores a database or other files to a consistent state following a 
user error or a hardware or software failure. See also Integrated Recovery, long 
recovery, medium recovery, short recovery. 
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recovery bank protection 
A feature that enables only the Integrated Recovery Utility (IRU) to access the long and 
short recovery banks. Recovery bank protection discriminates between various MCB 
callers while accessing these banks. This feature is enabled only when common bank 
protection is configured (CBS ECU RITY=YES).  

recovery boot 
The process by which the Exec and Exec control tables are read from tape, disk, or 
drum and copied into main storage after the system has gone down. See also disk 
recovery boot, initial boot, tape recovery boot, autorecovery boot, boot. 

recovery coordination 
An Exec and IRU feature designed to prevent unnecessary database recoveries and 
ensure database integrity. If medium recovery has already been performed, short 
recovery skips the database portion of recovery and recovers only queue items and 
messages. See also medium recovery, short recovery. 

Recovery Manager 
Recovery Manager is a feature grouping that enhances the audit and recovery 
processes on 2200 XP systems. 

recovery point 
The place in a language specification where the parser resumes after recovering from 
an error. The recovery point corresponds to a right context marker for an error 
context. 

recovery procedure 
A procedure that is used to reconstruct or roll back a database to a constant state 
following, for example, user errors or a system failure. 

recovery runstream 
A runstream used to recover a single component or an entire host. In a Partitioned 
Applications environment, sites can supply three types of recovery runstreams: 
component, local, and shared recovery. See also local recovery runstream, shared 
recovery runstream, component recovery runstream, heartbeat runstream, 
component heartbeat, host heartbeat. 

recovery step 
The description of the duration for which uncommitted updates can be rolled back. 

recovery unit 
A sequential interval in a thread that covers a basic period of processing. When a 
recovery unit ends with an implicit or explicit end thread or a COMMIT command, 
updates issued during the recovery unit are made permanent in the database. If the 
recovery unit is rolled back, updates are erased. 

recursion 
The use of a production or routine prior to completing a previous use of it. 

recursive descent 
A method of top-down parsing normally implemented by procedural code. 
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recursively defined sequence 
A sequence of terms in which each term after the first is determined by an operation 
in which the operands include some or all of the preceding terms. In a recursively 
defined sequence, there may exist a finite number of nondefined terms, possibly 
greater than one. 

redeclaration 
A declaration with external linkage or internal linkage that is in scope of a declaration 
for the same identifier that also has external linkage or internal linkage. A redeclaration 
describes the same function or data object as the earlier declaration. 

REDIT 
See RDMS database editor. 

redundancy 
An incidence of repeated data in the database. Redundancies are removed once a 
database is normalized. 

redundant Ethernet 
An MHFS environment that has two Ethernet LANs linking each host to all other hosts 
in the environment. Two connections between hosts enable MHFS to continue even if 
one of the connections fails. 

redundant system 
The additional hardware connections, software connections, or both hardware and 
software connections that exist to ensure system availability, providing a cushion 
against the possible failure of a component, host, or connection. 

reel 
An individual physical volume of magnetic tape that contains part of a file, all of a file, 
or any number of files. One or more files can reside on one or more reels of tape. 
Synonym for unit and volume. 

reel header block 
A block at the beginning of a dump tape that provides information about the current 
and previous reels used in the dump tape chain. 

reel trailer block 
A block at the end of a dump tape that provides information about subsequent reels. 

reel-id 
A string of characters used to identify a reel to the system. 

reel-id conflict 
A situation where the requested reel is in use by another run or another activity of the 
requesting run. 

reemployment 
See shared reemployment. 
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reentrant routine 
A routine written in such a way that the logic of the routine is not modified by 
execution. The routine modifies only the data that is provided as external parameters 
when the routine is called. Multiple activities or multiple programs can use such 
routines concurrently. 

reentrant server 
A type of server that can reexecute a TIP service routine without reloading the service 
routine code. Only the data requested by the service routine is changed. See also 
server program. 

reentrant TIP program 
A TIP program type with reentrant transactions that have one I-bank and a separate 
D-bank for each concurrent execution. The D-bank can be loaded in main storage 
through a block transfer of another active copy or through a restart of a terminating (or 
stuck) bank. To be reentrant, a transaction must not modify its I-bank during 
execution, and it must initialize at execution time all areas of its D-bank that are 
modified during execution. 

reentry address 
The address of the instruction that the instruction processor executes when an 
activity is given control of a real processor. The reentry address is part of the 
execution state. 

reference 
A symbolic name representing a routine, common block, data item, or global constant. 
During resolution, a reference is translated to the definition value that defines it. 

reference format 
A format that provides a standard method for describing COBOL source programs. 

reference modifier 
A syntactically correct combination of character strings and delimiters that defines a 
unique data item. It includes combinations of a left delimiting parenthesis, the leftmost 
character position, a colon delimiter, a length, and a right delimiting parenthesis. 

reference resolution 
The process by which computer software scans a symbolic name and translates it to 
an actual address in storage. 

reference search 
A type of search performed by the Collector. The Collector searches for elements to 
satisfy the external references in those elements specified on IN directives. 

referencing 
The activity of specifying a program entity or PADS entity in a PADS command or 
expression. 

referential constraint 
See constraint. 
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referential integrity 
A database concept that ensures consistent relationships between tables. The value in 
a database table's foreign key must be either null or equal to some value in another 
table's matching unique or primary key. SQL provides two mechanisms to enforce 
referential integrity: constraints, which are specified as part of CREATE TABLE 
statements and prevent updates that violate referential integrity, and triggers, which 
are specified in CREATE TRIGGER statements and execute a stored procedure to 
enforce referential integrity. 

reformatted area 
An Enterprise Network Database Server area in which the database keys were 
reformatted because of a change in the number of pages. 

refresh 
To redisplay a screen from the time of the last transmit. If data is entered on the 
screen but not transmitted, the data is lost. 

REGEXECKEY/DR 
A runstream that automatically registers the correct Exec image enabler key or keys 
during disaster recovery failover and failback. 

region 
In EDIT 1100 full-screen mode, the display terminal screen comprises three regions: 
the command/response region, the screen command region, and the image region. 

register 
See catalog. 

REGISTER 
The COMUS command you use to register a release tape, a stack tape, or a correction 
tape in the COMUS database. 

register operand 
GRS word specified by the F0.a or F0.ja. 

REGISTER PKG 
A SOLAR runstream that registers software package tapes. 

register state 
A subset of the general register set (GRS) containing the X, A, and R registers the 
activity uses. Register state is a part of the processor state. 

registered component 
A component that is associated with a component recovery runstream for the 
Automatic Recovery of Components (ARC) feature. The component transmits a 
component heartbeat that the monitor run uses to track the component’s status. The 
monitor run can automatically recover registered components by starting recovery 
runstreams.  
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registration 
The process of identifying a software package or a product to the system. 
Registration with the SOLAR registration utility (PKGREG) registers both SOLAR- and 
COMUS- installed products. Products installed with COMUS must be registered with 
the COMUS database after they are registered with the PKREG utility. 

registration authority 
A national or international organization that has the authority to allocate object-ids and 
directory names. These organizations can allocate registered objects to companies 
and large organizations such as the OSI Implementors' Workshop. In turn, those 
organizations can allocate additional objects, for example, relative distinguished names 
to a directory name. 

registration, dynamic 
See dynamic registration. 

registration, permanent 
See permanent registration. 

REL 
Abbreviation for relocatable element. 

REL18 
A UCS compiler keyword option that changes the relocation method of the code bank 
from “accelerated 16-bit code” (the default) to “accelerated 18-bit code.” REL18 makes 
the resulting object module a bit smaller and a bit faster to load. 

relation 
Synonym for relational operator (COBOL applications). See relational operator, 
relational table, relational view (relational database applications). 

relation character 
A character used to specify a comparison between two values. Relation characters 
are > (greater than), < (less than), or = (equal to). 

relation code 
A code that uniquely identifies a B-tree in a storage area, which Repository for 
ClearPath OS 2200 assigns for each B-tree of a table when an Enterprise Relational 
Database Server table is defined. 

relation condition 
The proposition, for which a truth value can be determined, that the value of an 
arithmetic expression, data item, nonnumeric literal, or index name has a specific 
relationship to the value of another arithmetic expression, data item, nonnumeric 
literal, or index name. See also relational operator. 

relation description table (RDT) 
The encoded, machine-readable form of a relational table definition that corresponds 
to the information stored in symbolic form in the repository for user reports. 
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relational command 
A command used to manipulate a relational database. See also Structured Query 
Language. 

relational data management communications area (RDMCA) 
A buffer through which the relational data manager (RDM) passes information (but not 
actual data) from the database to user programs. 

Relational Data Management System 
See Enterprise Relational Database Server. 

relational data manager (RDM) 
The management routine for Enterprise Relational Database Server. 

relational data model 
A data model that represents data in the simple form of two-dimensional tables called 
relational tables. 

relational database 
A database organized into one or more relational tables. 

Relational Database Server 
See Enterprise Relational Database Server. 

Relational Database Interface (RDI) 
A Business Information Server (BIS), formerly called MAPPER System, run that is used 
to access an Enterprise Relational Database Server database. 

relational expression 
In FAS, a portion of selection criteria. A relational expression has the following format: 
attribute relational-operator value. 

Relational File Analyzer (RFA) 
A support processor that checks the structure of Enterprise Relational Database 
Server files for corruption. 

Relational JDBC Driver for ClearPath OS 2200 
This software product allows Java programs to communicate with databases 
managed on the ClearPath OS 2200 system under the Relational Database Server. 

Relational JDBC Resource Adapter 
Resource adapter for the Relational Database Server which is provided by the 
Relational JDBC Driver. 

relational operator 
(1) A keyword or special character that can compare operand expressions and 
establish value ranges, limit retrieval to certain items, or to establish data value 
boundaries. (2) For relational database applications, an operator that compares 
operands or expressions so that the results are either true, false, or unknown. 
Synonym for comparison operator. See also logical negation, logical operator. 
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relational storage manager (RSM) 
The Enterprise Relational Database Server software component that manages the 
relational database. 

Relational Syntax Analyzer (RSA) 
The Enterprise Relational Database Server software component that parses SQL 
statements, handles variables passed in or with SQL statements, and returns error 
information to the calling host program. 

relational table 
A two-dimensional arrangement of data. The columns of the table are also known as 
items, fields, or attributes. The rows of the table are also known as records or tuples. 
Tables are actual collections of data physically stored in the computer. Synonym for 
base relation, base table, table. 

relational table definition 
An entry in the repository and RDT$ file that describes the characteristics of one or 
more relational tables. 

relational view 
A conceptual table that represents a restriction, projection, or join of one or more 
tables. Synonym for view. 

relational view definition 
An entry in the repository and RDT$ file that describes the characteristics of a view. 

relationship 
(1) A logical association between two or more data objects. (2) A definition in the 
repository that includes a relationship type and two entities, and describes the 
association between the entities. 

relative cycle 
See F-cycle, element cycle. 

relative cycle number 
A number used to identify a file cycle or element cycle relative to the current cycle. 
Relative cycle numbers change as new cycles are created. The most recent cycle of a 
file or element always has a relative cycle number of 0. 

relative file 
A file with relative organization. 

relative key 
A key whose contents identify a logical record in a relative file. 

relative organization 
The permanent logical file structure in which each record is uniquely identified by an 
integer value greater than zero that specifies the record’s logical ordinal position in the 
file. 
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relative path name 
The path name to a file or directory, which varies in relation to the directory in which 
you are currently working. 

relative record number 
The ordinal number of a record in a file whose organization is relative. This number is 
treated as a numeric literal, which is an integer. 

relative reference 
A file path name reference that is relative to the current working directory. 

relative URL 
Relative addressing enables you to move entire HTML document trees as a whole 
without changing any of the embedded URL references. Enables document trees to be 
partially independent of their location and access scheme. See Persistent Uniform 
Resource Locator (PURL) and Uniform Resource Locator URL. 

relative volume 
A number that is associated with files that span two or more volumes. If the first file 
on a volume is not a continuation, the relative volume is 0. If it is continued from 
another backup, it is not 0. For example, the second continuation volume for a file has 
a relative volume number of 2. 

relaxable file 
See security-relaxable file. 

release 
To specify that a file no longer be assigned to a run. After releasing a file from the run, 
access to it is no longer available. Technically, when a file is released, it is removed 
from your run’s program control table. Synonym for free. 

release action 
In a CP-AMS database, an autoaction that releases from the hold pane all held 
messages, both original and supplemental, associated with the hold id specified in the 
autoaction. See also hold action, hold pane. 

release diskettes 
The original software program diskettes received with your SHIELD friendly console, 
AMS, and USP product package; back up your release diskettes and keep original 
diskettes in a safe place. 

release level 
The identification for a particular version of an OS 2200 software product. In common 
usage, it consists of a base level x and a feature release level y, in the format xRy. 

release tape 
A magnetic tape supplied by Unisys containing the files that comprise product 
software. Also known as product release tape. See also absolute-only release tape, 
mixed-mode master tape, software package tape. 
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reliability, availability, and serviceability (RAS) log entry 
A type 14001 system log entry that indicates the general status of a component: 
initialized, available, terminated normally, or terminated abnormally. 

reload 
See database reload. 

relocatable 
An element containing a program part in relocatable binary format that is suitable for 
input to the Collector. Relocatable elements can be produced by MASM, language 
processors, and the Collector itself. 

relocatable address 
An address produced by a compiler, consisting of a logical bank number and an 
address offset. For execution to occur, relocatable addresses must be changed to 
virtual addresses during linking. See also address adjusting. 

relocatable binary format 
The format of the output of the language processors (FORTRAN, ASCII COBOL, and 
MASM). Relocatable binary format can also be produced by the OS 2200 Collector. 

relocatable element 
See relocatable. 

relocatable output (RO) 
The element specified in a processor call for the object code generated by the 
processor. 

relocatable output routine 
A routine called by language processors and assemblers to produce relocatable 
elements. 

relocatable output routine (ROR, ROR$E) 
The basic interface used to produce relocatable elements. It is called by language 
processors to write relocatable elements. 

relocatable subroutine library (SYS$RLIB$) 
A component of the operating system that contains subroutines for use by a user. For 
example, you can perform sort and merge operations and mathematical calculations. 

relocation 
See address adjusting. 

remote 
Pertaining to a remote host. 

Remote Batch File Transfer/Extended (RBFTE) software 
An OS 2200 software product that provides file transfer capability between OS 2200 
and IBM systems. It can also provide file transfer capability between two OS 2200 
systems using SNA protocols. RBFTE does not use DDP-PPC. 
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remote batch run 
A type of batch run that the user enters at a terminal without saving the runstream in 
a file or element. As the user enters the runstream, it is stored in a READ$ file and 
then queued for processing like other batch runs. Responses and all output are stored 
in a PRINT$ file and printed when the run terminates. The user can designate a run as 
a remote batch run by using the B option on the @RUN statement. 

remote console 
A demand terminal used as a console, by means of the @@CONS transparent 
statement. The terminal does not need to be dedicated to console use. The demand 
user can carry out other normal activities, and occasionally use a console command, 
such as @@CONS SS. 

remote control 
A capability in Operations Sentinel Console to launch remote control software on a 
managed Windows system. Operations Sentinel uses NetMeeting by default for 
remote control. See also remote desktop. 

remote desktop 
An image of the desktop display of a managed Windows system, displayed on an 
Operations Sentinel workstation using remote control software such as NetMeeting 
or Remote Desktop Connection. 

remote host 
A system in your network (other than the one on which you are working, and often at 
a different geographic location) with which you communicate to send and receive 
data. Contrast with local host. 

remote ODT 
A data communication station that provides the functions of an MCP ODT station 
running in system command mode. See also operator display terminal. 

remote printer 
A printer you can access from your system even though it is not directly connected to 
your system. 

remote procedure call (RPC) 
A form of distributed processing in which an application program calls a procedure 
that executes on a remote computer. From the application program's perspective, 
remote procedures are indistinguishable from local procedures because they are 
called in the same manner. See also TxRPC interface. 

remote processing 
Communication between a DDP-PPC user program on the local host and a peer 
program on a remote host. Contrast with local processing. 

remote queue 
A queue belonging to a remote queue manager. Programs can put messages on 
remote queues, but they cannot get messages from remote queues. Contrast with 
local queue. 
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remote queue manager 
To a program, a queue manager that is not the one to which the program is 
connected. 

remote queuing 
In message queuing, the provision of services to enable applications to put messages 
on queues belonging to other queue managers. 

remote response console 
A demand terminal that is operated by a user who has been given the privilege to 
respond to at least one group of console read-and-reply messages. Response mode is 
the highest level of console mode privileges. 

Remote Service 
See Call Home. 

remote site 
The data terminal equipment that is time-, space-, or electrically distant from a central 
site and can exchange information with the central site through communication lines. 

remote symbiont interface (RSI) 
A set of Exec software routines that programs use to initialize batch and demand runs 
and pass data to and from the Exec. 

remote system 
A system other than the one on which you are working. 

Remote System Support (RSS) 
Software that transfers support information between a site’s system and Unisys 
Customer Support Centers. This includes diagnostic files and site profile data. 

remote user agent (RUA) 
The client software of an X.400 mail system that provides remote users with access 
to a message store. 

removable mass storage 
Disks used for storing data that are logically defined as removable (not fixed). See also 
fixed mass storage, mass storage. 

removable pack 
The disk units that you can remove during processing. 

REMOVE 
A mail processing command that deletes incoming or outgoing mail from a currently 
assigned mailbox. 

RENAME 
A TAS command/screen that you use to rename a file located on a non-OS 2200 
remote host. 
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reorganization 
The process of reallocating space for database record occurrences to optimize record 
placement. 

Reorganization Control Language (RCL) 
The sequence of statements (syntax skeleton) used to specify the extent of the 
reorganization to the DRU. 

reorganized area 
An Enterprise Network Database Server area either explicitly or implicitly unloaded. 
Any area that is changed by reorganization. 

reorganized record 
An Enterprise Network Database Server record that is unloaded and restructured 
during reorganization. 

repertoire 
The set of characters in a character set. 

replace 
To substitute the file on the destination host with the file or element you are sending. 
(TAS field/parameter value). 

replicated console 
A window on an Operations Sentinel workstation that provides an exact duplicate of a 
managed system console session. Synonym for console window, replicated display. 

replicated display 
See replicated console. 

reply message 
A type of message used for replies to request messages. Contrast with request 
message. 

report 
NPEER. The output of the PRODUCE_SUMMARY command of the report processor. 
Each PRODUCE_SUMMARY command can produce several reports. 

report clause 
A clause in the Report Section of the Data Division of a COBOL program that appears 
in a report description entry or a report group description entry. 

REPORT COBOL command 
The COBOL command that creates Data Division entries from repository information. 

REPORT command 
A Repository for ClearPath OS 2200 command that enables users to retrieve and print 
listings of repository information associated with an individual entity (for example, a 
storage area or relationship). 

REPORT DDL/SDDL command 
The command that produces DDL or SDDL source input from repository information. 
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report definition 
The group of clauses included between the REPORT and END REPORT commands. 

report description entry 
An entry in the Report Section of the Data Division of a COBOL program that consists 
of the level indicator RD, followed by the report name and a set of report clauses, as 
required. 

report file 
An output file whose file description entry contains a REPORT clause. The contents of 
a report file consist of records that are written under control of the Report Writer 
Control System. 

report footing 
A report group presented only at the end of a report. 

report group 
(1) A set of report clauses that are executed together. A report group consists of 
report, page, and control headings; report, page, and control footings; and detail. QLP 
executes a report group according to its type (for example, a page heading to start a 
new page). (2) In the Report Section of the Data Division of a COBOL program, a 01–
level number entry and its subordinate entries. 

report group description entry 
An entry in the Report Section of the Data Division of a COBOL program that consists 
of the level number 01, an optional data name, a TYPE clause, and an optional set of 
report clauses. 

report heading 
A report group presented only at the beginning of a report. 

report identifier (RID) 
A specific report identified by a unique report number and form type letter. For 
example “RID 2B” refers to report 2 in type B. 

report line 
A division of a page representing one row of horizontal character positions. Each 
character position of a report line is aligned vertically beneath the corresponding 
character position of the report line above it. Report lines are numbered from 1, by 1, 
starting at the top of the page. 

report name 
A user-defined word that names a report described in a report description entry in the 
Report Section of the Data Division of a COBOL program. 

Report Problem 
A utility of Operations Sentinel that captures the error files, trace files, the data folder, 
and other pertinent information from the Operations Sentinel server and workstation. 
This information is saved to a folder that can be sent to Unisys support for problem 
analysis. You can access this utility from Start, Programs, Unisys Operations Sentinel 
x.y.z, Administrative Tools. 
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report processor 
NPEER. A program (@NPEER) that reads a data collection file produced by the NPEER 
data collection process and produces reports showing where your program spends 
most of its execution time. “Where” can be indicated in terms of object module 
names, virtual bank names, virtual bank part names, or subroutine names. It can also 
be broken down to the line number or down to machine instruction level. 

Report Section 
The section of the Data Division of a COBOL program that contains zero, one, or more 
report description entries and their associated report group description entries. 

report writer control system (RWCS) 
An object time control system that accomplishes the construction reports. 

report writer logical record 
A record that consists of the report writer print line and associated control information 
necessary for its selection and vertical positioning. 

reporting day 
The day of the month on which additional MIPS used for a MIPS-metered Exec image 
enabler key are billed. 

repository 
The database that contains Repository for ClearPath OS 2200 information, such as 
symbolic table and storage area definitions, for Enterprise Network Database Server, 
Enterprise Relational Database Server, and Shared File System databases. 

repository command 
A Repository for ClearPath OS 2200 command that performs operations on the 
repository and sends instructions to other Universal Database Control components. 

repository definitions 
The entities, relationships, and attributes that comprise the repository. 

Repository for ClearPath OS 2200 
The Unisys data management software that provides data dictionary functions by keeping 
track of information resources. It also is the tool for creating and maintaining data objects 
in a repository and reporting on them.  

repository system definition 
A symbolic form of a table definition or a storage area definition that describes 
characteristics (for example, a table specification or storage area attribute). 

representation 
The set of bit patterns that are defined for a given data object type. Each valid bit 
pattern represents some value of that type. 

request 
A predefined group of QLP commands, including report generation, that accesses the 
referenced data items on one pass through the database. 
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Request for Comment (RFC) 
(1) A specification for TCP/IP services published and adopted by the Internet Activities 
Board (IAB), an independent engineering and research organization. (2) Technical notes 
describing protocol development and related topics of interest to the Internet and its 
research community. Some specify standards, but most are for informational or 
discussion purposes. 

Request for Comment (RFC) 1006 
A network communications gateway between the Open Systems Interconnection 
(OSI) and Transmission Control Protocol/Internet Protocol (TCP/IP) suites. 

Request for Comment (RFC) 1006 TP0 
A special hybrid protocol that allows the use of OSI Transport Protocol Class 0 (TP0) 
upper-layer protocol over TCP/IP lower-layer protocols. This enables OSI applications 
to use a TCP/IP network. 

Request for Comment (RFC) 1123 
An industry standard for requirements for Internet host applications and support. 

request message 
A type of message used to request a reply from another program. Contrast with reply 
message. 

request packet 
(1) A sequence of storage locations that contains information (parameters) describing 
the request or command that is passed from the user program or requestor to the 
LDM or service function. For Enterprise Network Database Server, the packet is built 
by the DML and passed to Data Management Routine. For Shared File System, the 
data definition (DD$) packet is passed on an OPEN command; the data access (DA$) 
packet is passed on all other commands. (2) The information used by the ELMS run-
time system to determine which message is to be delivered. 

request/reply communication 
A method of communication in which a client sends a request and a server performs 
the task and returns a reply to the client. See also client program, server program. 

requestor 
A subject, either a human user or a subsystem, that accesses the system, object, or 
Executive requests (ER). 

request-response service 
A service initiated by a request from a client application. The service routine receives a 
single request and provides (at most) a single response. The request and response are 
application data sent between the client program and service routine. See also 
conversational service. 

reserve 
See initial reserve. 
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reserved status (RV) 
The state of a device as recorded in the master configuration table. The RV state is 
intermediate between UP and DN. A device is put in the RV state after it is marked DN 
to perform maintenance on it. When maintenance is complete, the device is marked 
UP. 

reserved word  
(1) A symbol that has a predefined meaning in all contexts; in other words, it can never 
be redefined. (2) A COBOL word specified in the list of words that can be used in a 
COBOL source program, but that must not appear in the program as user–defined 
words or system names. (3) A word reserved by Unisys or a Unisys product for 
special use. For Enterprise Relational Database Server specifically, a keyword that 
cannot be used as an identifier or name. 

reset 
(1) To set a parameter value to zero or null (no value). (2) To reinitialize. (3) In AMS, an 
action that sets the value of a member of a user-defined variable group to its default. 

reside 
To exist on mass storage or execute in main storage. A file or program is said to 
reside on a particular computer system. 

resident bank 
A bank whose most current copy is in main storage. 

resident Exec 
The control routines in the software. 

Resident Transaction Program System (RTPS) 
A feature that allows transaction programs to be loaded and permanently “stuck” in 
main storage. The program can then process incoming transactions without constant 
program reloading. 

residue security 
The mechanisms, such as degaussing, used to ensure that sensitive data left in 
discarded files and tapes is not accessible to unauthorized users. 

resilient 
Resilient refers to the ability of a software component to recover from a failure within 
the system. For example, if the MCB is in a resilient system, PID session information is 
saved on mass storage. The information can then be used after a system or 
component failure to restore PID sessions and continue network message processing 
at the point before the failure. 

resilient cluster 
Two or more system partitions, shared disk drives, and multiple (redundant) physical 
and virtual network connections that make resources highly available to clients. To the 
user, these resources appear to be available from a single system. The resilient cluster 
is referred to simply as a cluster in MSCS or ReliantHA documentation and should not 
be confused with the general concept of clusters in Operations Sentinel Console. See 
also cluster architecture, Microsoft Cluster Server, ReliantHA, resource (2). 
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resilient monitoring 
See Operations Sentinel resilient monitoring. 

resilient Operations Sentinel network 
An Operations Sentinel network that can continue to function even when some 
components malfunction. Such a network has multiple Operations Sentinel servers. 
See also Operations Sentinel resilient monitoring. 

resolution 
The process of converting a symbolic reference name to a value. Resolution involves 
locating the definition, translating the reference to the definition value, and using that 
value to relocate the corresponding bank. 

resolve 
To perform resolution. 

resource 
(1) A facility or service that the operating system controls and an executing program 
uses. (2) Data or processing capabilities that are required by a transaction processing 
service user (TPSU). 

resource adapter (RA) 
A system-level software library used by an application server or a client to connect to 
a resource manager. A resource adapter may provide additional services beyond the 
connection API. 

Resource Adapter archive file 
A Resource Adapter Archive (RAR) file is a Java archive file used to package a 
resource adapter for the Connector Architecture for an application server. The 
standard file extension of a RAR file is .rar. A RAR file can contain code (in the form of 
.class files) and static documents (including XML files containing connection 
properties). 

resource group 
A collection of resources of a common type. A resource group contains the interval at 
which the resources in the group are queried. 

resource manager (RM) 
(1) A component of a transaction processing service user that manages local system 
resources, such as a database management system, file server, or print server. (2) A 
software component that manages the shared resources of a system. (3) In 
WebSphere MQ, an application, program, or transaction that manages and controls 
access to shared resources such as memory buffers and data sets. WebShere MQ 
and Universal Database Control are resource managers.  

Resource Monitor Policies 
A node in Operations Sentinel Console Administration that allows users to configure 
policies for agents on monitored Windows, UNIX or Linux systems. Policy information 
includes properties for monitoring of specific resources; for example, threshold value, 
enable flag, filter string, and so on. 
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response 
An operator's keyboard action performed to answer a prompt. 

response action 
In a CP-AMS database, a response that is sent when a read-and-reply message is 
recognized. 

response console 
The OS 2200 system console that receives read-and-reply messages and is able to 
respond to them. Contrast with display console. See also backup system console, 
primary system console, redundant console. 

response number 
A number, assigned by OS 2200, that precedes a read-and-reply message. 

response number indicator 
A token or variable containing a read-and-reply identifier, followed immediately by a 
hyphen ( ), used in a CP-AMS answer autoaction. 

restart 
(1) The reuse of the I-bank or D-bank of a terminating (or stuck) transaction program if 
there is a request queued for the same transaction. For restart, the transaction must 
be reentrant or self-initializing. (2) To return to a previous checkpoint and continue a 
run from there, instead of starting over from the beginning. Runs are often restarted 
after an error or malfunction occurs. See also checkpoint and Checkpoint/Restart. 

restart contingency 
See contingency routine. 

restart initialization processor (RIP) 
A method for performing a restart in which you make your current run take on the 
characteristics of a checkpointed run. 

restore 
To recreate one or more mass storage files by copying duplicate files from a mass 
storage device or tape. Contrast with back up. 

restriction 
An operation that constructs a conceptual table (cursor) by selecting all or some rows 
from existing tables. 

restructuring 
The process of altering the database to conform to the definition given by a target 
schema. 

result 
This field contains the error structure issued by the service routine. For valid contents, 
refer to the basic and extended mode MASM error structures. 

result buffer 
A buffer used by the ELMS run-time system to return requested information to the 
calling application. 
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result set 
In a stored procedure, either an SQL result set or a procedure result set. Synonym for 
result table. 

result table 
A virtual table of values derived from columns and rows of one or more tables that 
meet conditions specified by an SQL query expression. 

resultant identifier 
A user–defined data item that is to contain the result of an arithmetic operation.  

RESUME 
A TAS command/screen that you use to restart an abnormally terminated file transfer 
operation. 

resynchronization 
In terms of Unit Duplexing, the process by which the files on duplex devices are made 
identical and write operations are synchronized between the two devices. 

RET 
Abbreviation for request existence time. 

retained variable 
In an autoaction database, a user-defined variable with a type of RETAINED. The values 
of retained variables are saved prior to activating a new database. 

retention file (RF) 
A system file used to hold quick-before-look and non-AOR deferred updates for 
Universal Database Control data files until the program reaches a commit point or the 
end of a step. Universal Database Control retention files can be either Exec or TIP files. 
If they are TIP files, they can also be duplex files. 

retention file list 
A Universal Database Control structure built from information contained in a CRFL. An 
RFL consists of a header, segments, and retention file list entries. 

retrieval lock 
A user- or system-specified lock on a file or page, intended to allow only the retrieval 
of data from the file or page and restrict other threads from accessing the affected 
data. 

retrieve 
To extract selected data from a database. 

return area 
An output parameter used by some PCFP functions for the return of a variable-length 
array of data structures to the calling program. Each entry in the array returned by 
PCFP is called a return entry. The return area parameter is described in the return-
information part of the function packet. 

return control stack (RCS) 
A stack used to hold dynamic procedure linkage information in a protected manner.  
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return entry 
(1) For PCFP: A single occurrence in the array of information that some PCFP functions 
return to the calling program in the return area. (2) For Enterprise Network Database 
Server: An output parameter entry used by DBPs to pass information from the DBP to 
the Data Management Routine. See CALC return entry; multiarea INDEX SEQUENTIAL 
return entry. 

RETURN statement 
A statement that returns control to the calling routine from a point in a subprogram 
other than the END statement. 

return-information part of function packet 
The part of the function packet that describes the return area used by the function. 
This part of the function packet is present only for those functions that have a return 
area parameter. For those function packets that contain a return-information part, it 
follows immediately after the generic part. 

revised temporary correction (RTC) 
A stream that is a collection of element entries created by SSG. 

REWIND statement 
A statement that repositions the file pointer to its starting point. 

RFA 
See Relational File Analyzer. 

RFC 
See Request for Comment. 

right justification (RJ) 
(1) An attribute that commands Display Processing System to right-justify a field during 
output. (2) A FORMGEN attribute. 

ring 
A hierarchical level of privilege for an activity to access storage objects in domains 
other than the one in which the activity is executing. See also ring number. 

ring number (RN) 
A value that the Exec gives to activities and banks to determine if an activity can 
access a bank. The ring number and a domain number make up a bank lock value or an 
activity key value. If an activity ring number is less than a bank ring number, the 
activity can access the bank with special access permission. Also known as access 
privilege for activities and access control for banks. See also lock, ring. 

RLP 
See Extended Processing Complex, Extended Processing Complex–Locking, Record 
Lock Processor. 

Rivest Cipher 4 (RC4) 
A widely-used, variable-length, secret key stream cipher. The only currently supported 
key length defined for use with SSL/TLS is 128 bits. 
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Rivest Shamir Adelman (RSA) 
A public key cipher that can be used both for encrypting messages and making digital 
signatures. RSA is the most widely-used asymmetric cipher used with SSL/TLS. 

RJ 
See right justification. 

RJ45 
A connector commonly used with unshielded twisted-pair cable. The connector 
resembles a telephone jack, but includes eight (or ten) pins rather than the six found 
on a telephone connector (RJ 11 connector). 

RJSF 
Right-justified and space-filled. 

RL 
An Exec system console keyin for reloading a common bank. 

RLFUTIL processor 
The Open Distributed Transaction Processing processor used by the system 
administrator to initialize, revert, examine, and dump the recovery logging file. See 
also TMADMIN processor. 

RLP 
See Record Lock Processor, Extended Processing Complex, Extended Processing 
Complex–Locking. 

RLP lock 
A file lock that is transmitted to the XPC from any software locking system in the XTC 
environment that prevents multiple users from accessing and updating the same 
record in a database. 

RLPCON 
See Record Lock Processor Configuration utility. 

RM 
See resource manager. 

RM1-110P 
Abbreviation for Java Remote Method Invocation using Internet Inter-ORB Protocol. 
RMI-IIOP uses Internet Inter-ORB Protocol (IIOP) as its communication protocol. 

RM-AP interface 
See AP-RM interface. 

RMI 
Abbreviation for Java Remote Method Invocation. A distributed object model for Java 
program to Java program, in which the methods of remote objects written in the Java 
programming language can be invoked from other Java virtual machines, possibly on 
different hosts. 
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RM-internal transaction 
A recoverable, atomic unit of work that is owned by a single resource manager (RM). 
In The Open Group Distributed Transaction Processing model, a global transaction 
consists of one or more RM-internal transactions that are owned by one or more RMs. 
Transaction managers coordinate the commitment of all RM-internal transactions that 
are associated with particular global transactions. See also global transaction, 
resource manager, transaction manager. 

RM-TM interface 
See TM-RM interface. 

RN 
See ring number. 

RO 
See relocatable output. 

ROLBAK 
A runstream used for rolling files back into the system. 

role 
A set of privileges over a set of tables. A user can be granted a role and inherit all the 
privileges from that role through a single GRANT statement. 

roll back 
(1) To retrieve a file that was rolled out to tape and copy it to mass storage. The Exec 
automatically rolls back files it rolled out when mass storage space becomes available 
again. (2) A feature of database recovery that provides greater file integrity by 
deferred updates. In this recovery action, all uncommitted updates are discarded, and 
the database is returned to the state that existed at the beginning of the recovery 
step. Also known as rollback. 

roll out 
To temporarily copy a file from mass storage to tape to free mass storage space for 
other use. The Exec rolls out files automatically when necessary and rolls them back 
automatically when mass storage space becomes available. 

rollback error 
A serious error that occurs when Enterprise Network Database Server unsuccessfully 
attempts to update the database. When a transaction receives a rollback error, all 
database changes that were done by that transaction since the previous commit or 
rollback activity are discarded. 

rollback page file (RPF) 
An FCSS file that holds non-AOR FCSS updates deferred until the program reaches a 
commit point or the end of the step. The system then applies the deferred updates to 
the database, which commits the step. The rollback page file can be a duplex file.  

ROLLBACK primitive 
An action that rolls back a program step. See also TIP primitive. 
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rolled-out file 
A file that was transferred from mass storage to tape to free the mass-storage space 
for other uses. The system often rolls out files that have not been used for a while. 

rollforward 
The process that completes a step where a commit was issued and a system failure 
occurred before the commit processing was complete. Short recovery rolls forward 
the deferred updates and applies them to the database. See also audit-only recovery. 

ROLOUT 
A runstream that the Exec uses to have FAS roll files out of the system. 

romanization 
The transliteration of words into the Latin (Roman) character set, for example, using 
Latin characters instead of the customary Cyrillic characters to represent Russian 
words. 

root 
(1) A distinguished directory that constitutes the origin of the directory hierarchy in a 
file system. (2) Specifically, the origin for the file system with the conventional path 
name “/”. (3) The origin of the directory hierarchy in a file system. (4) The login name of 
the superuser. 

root certificate 
A certificate that is self-signed; that is, the issuer and subject are the same, and the 
certificate was signed by the private key that is a pair with the public key in the 
certificate. A root certificate signature can be checked with no other inputs. This type 
of certificate is issued by a trusted Certificate Authority, and a trusted certificate store 
is made up of root certificates. 

root entry information 
The selection criteria in the WHERE clause required to access a path root record 
according to its path type. 

root node 
A node that acts as the coordinator of a global transaction (that spans a transaction 
tree). See also node, commitment coordinator, global transaction, transaction tree. 

root page 
The index page at the top of a B-tree. 

root process 
A process that is started by an @XQT processor call, or a process in which an exec() 
function creates a process or program that calls PADS$INIT or PADS$PSXINIT to 
initialize PADS. See also process, child process, parent process. 

root record 
The first record on a database path. 

ROR 
See relocatable output routine. 
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ROR$E 
See relocatable output routine. 

router 
A device that routes data from one subnetwork to another. The router typically 
implements a TCP/IP or OSI internetwork (network-layer) protocol, and can route data 
only with the protocols it implements. A router can handle multiple routes between 
source and destination, and is usually sensitive to changes in availability and 
congestion along those routes. 

routine 
A general term used to describe the operations performed by a program or 
subprogram. Synonym for program, subprogram, subroutine, SQL routine, stored 
function, and stored procedure, depending on the language. 

routine-name 
A user-defined word that identifies a procedure written in a language other than 
COBOL. 

routing 
The ability to transfer data automatically to the destination mode through alternative 
paths consisting of one or more intermediate nodes. Routing includes the ability to 
ascertain available paths and to select the best path, taking into account topology 
changes or node failures as they occur. 

routing queue 
A set of print files that are waiting for the DDPMASTER processor to transfer them. 

row 
A set of relational information that is treated as a unit. In a table, each row of 
information is a record. In a cursor, each occurrence of the specified data is a record. 
A record includes one or more columns. Synonym for record, tuple. 

row identifier 
Synonym for tuple identifier. 

row-level lock 
A lock on an individual row or an entire page in a table. 

RP keyin 
A keyin that removes all pointers to files that span the specified removable pack from 
the local or shared MFD. 

RPC 
See remote procedure call. 

RPF 
See rollback page file. 

RPG 
Report Program Generator. A high-level programming language used for business 
applications. 



P, Q, R 

7–76   3850 6523–002 

RPINIT utility 
A TIP utility that you use to initialize, delete, or report the status of resident online 
programs that the resident transaction program system (RTPS) handles. 

RS232 interface 
A communications interface that is common in the United States. The interface has 
both half duplex and full duplex transmission capabilities. 

RSA 
See Relational Syntax Analyzer, Rivest Shamir Adelman. 

rse 
See record selection expression. 

RSI 
See remote symbiont interface. 

RSM 
See relational storage manager. 

RSS 
See remote system support. 

RTOUTP primitive 
An action that queues for output with a system MPA read. See also TIP primitive. 

RTPS 
See resident transaction program system. 

RTRANO primitive 
An action that stores output records and queues them for output. See also TIP 
primitive. 

RTSCHD primitive 
An action that schedules a program without a system MPA read. See also TIP 
primitive. 

RUB 
See receiver UDS broadcast. 

run 
(1) A group of tasks that constitute a unit of work for the system. The first statement 
of a run must be an @RUN statement, and the last statement must be an @FIN 
statement. Also known as a production session. (2) A batch job or demand user 
session on an OS 2200 system. 

RUN$EIT 
A symbolic element in the SYS$*DATA$ file that records information about the 
runstreams in SYS$LIB$* RUN$. 
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run condition word (RCW) 
A word that contains run status information and information inserted by an @SETC 
executive control language (ECL) statement or SETC$ executive request (ER). 

run id 
See generated run id, original run id. 

run id token 
A type of token in a CP-AMS database used to match the generated run id of the run 
that sent a message. 

run level 
A system software configuration that allows a particular group of processes to exist. 
System V has seven run levels: 0 is shutdown; 1, s, or S is single-user; 2 is multiuser; 3 
is multiuser for Remote File Sharing (RFS); 4 is user-defined; 5 is administration; 6 is 
reboot. OPE does not implement run levels 1, 3, 4, 5,or 6. 

run option 
An option letter that is specified in an @RUN executive control language (ECL) 
statement for a runstream. 

run stream 
See runstream. 

run time 
The AMS processing that occurs while the AMS database is active. Any pattern 
matching, action processing, and error processing occurs at run time. This is in 
contrast to what happens when the database is built. 

run unit 
(1) The execution of one program that is typically under control of Universal Database 
Control, such as Enterprise Network Database Server. A run unit can be in batch mode 
or in an online environment but is not attached to an application group. Synonym for 
process or thread. (2) A set of one or more object programs that interact with one 
another and function as an entity during program execution to provide problem 
solutions.  

run unit rollback 
The process that reverses the effects of a run unit on the database since the program 
began executing or since its last commit point. 

run-id 
A string of characters on the @RUN statement that identifies a run to the Exec. Also 
known as run id. 

runstream 
A sequence of linked Executive Control Language (ECL) statements and any input, 
data, or programs associated with them that form a self-contained unit of work. 

runtime library routine 
A routine that is so basic to computing that it is supplied with the compiler. The 
compiler calls these routines automatically. 
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Runtime System 
See UCS Runtime System. 

Runtime System for Extended Mode Compilers 
A set of routines called by the executable output produced by the Language Support 
System. These routines provide support for input/output, storage management, 
mathematical functions, and miscellaneous utilities. 

Run-Time Table Builder (RTTB) processor 
The RTTB processor is used by system administrators to change the default set of 
locales or to update the I18NLIB run-time tables with site-specific information such as 
private use CCSs. 

rvalue 
A class of C expressions that has a value and a type. It does not designate a data 
object. See also function locator, lvalue, void expression. 

RWCS 
Abbreviation for Report Writer Control System. 
 



3850 6523–002   8–1 

Section 8  
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S 
A PICTURE clause symbol represents an operational sign (+ or -) in the data value. 

SAIL 
See System Architecture Interface Layer. 

SAL 
See special after-look. 

SAM 
See segment allocation mask. 

same type 
In the C language, having either the identical type or a type that is identical except for 
unspecified information in one of the two types. When you redeclare a function or 
data object, the redeclaration must have the same type as the previous declaration. 
See also assignment-compatible. 

SAML 
See Send and Mail. 

sample 
NPEER. The value of the PAR recorded by the NPEER data collection process. 

sample interval 
The amount of time between occurrences of NPEER’s recording of the current PAR 
during the data collection process. 

sampling file 
NPEER. See collection file. 
  

sampling random 
In the case of the NPEER data collection process, random sampling refers to the way 
in which the Exec interrupts the program being evaluated after random intervals of 
time. When these interrupts occur, the Exec records (samples) the current value in the 
PAR. 
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sampling session 
See data collection session. 

SAP 
See special access permission. 

SAR 
See Symbolic Access Routine. 

SAR program 
See Schema Authorization Report program. 

SARP 
See standard area record placement. 

SAUtilities 
Abbreviation for Site Administration Utilities. 

SAVE statement 
A FORTRAN non-executable statement that allows the specified variables to retain 
their values after execution of a RETURN or END statement. It ensures that the 
variables are placed into static storage instead of the ALS. 

saved area description entry 
An entry in the File Section of the Data Division of a COBOL program that consists of 
the level indicator SA, followed by a data-name that is the name assigned to particular 
saved area, and then followed by a set of file clauses, as required. 

saved-area 
A storage area in the Data Division of a COBOL program that consists of one or more 
data records. 

savefile 
The QLP file containing executable and symbolic code of predefined savefile 
elements. See also periodic savefile; permanent savefile; temporary savefile; and user 
savefile. 

savefile element 
A predefined application formed by QLP clauses to generate a request, format, report, 
procedure, or macro. 

SB 
See monitor services common bank. 

SBE 
Abbreviation for single-bit error. 

s–bit 
The size indicator in B registers and bank descriptors. 
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scalar type 
A group of types that includes the integer types, the floating types, and the pointer 
types. You can compare any of the scalar types against zero. 

scatter/gather 
Abbreviation for scatter read/gather write. An I/O technique in which multiple 
noncontiguous buffers in main storage are read (scatter read) or written (gather write) 
in a single continuous operation involving a contiguous area or block on the peripheral 
device being accessed. 

SBR 
Abbreviation for System Base Release. 

scalar expression 
An expression in which each primary component is a scalar value. 

scalar substring 
A contiguous portion of a character variable or array element that is of type character. 

scalar value 
A specific quantity that is a single value; as opposed to an array, which is a sequence 
of values. Constants and single variables are sometimes referred to as scalars 
because they consist of a string of individual characters or digits, not a sequence of 
values. 

scale line 
In full-screen mode, the scale line indicates the column numbers across the screen. 
The scale line separates the command/response region from the remainder of the full 
screen. 

scan handle 
In the storage interfaces, a handle that identifies an index or table open for scan 
operations. Implementations generate scan handles when the ODBC Access SQL 
Server calls “rss_hdl_t: :ix_scanhdl_ctor” or “rss_hdl_t: :tpl_scan_hdl_ctor”. 

SCC 
See strongly connected component. 

SCDT 
Abbreviation for security compartment definition table. 

SCF 
See System Control Facility. 

schedule 
An Exec operation that includes allocating the facilities (files, I/O devices, main 
storage) and setting a start time for a program or runstream. 

scheduler 
In System V, a permanent process with process number 1 and associated kernel 
facilities, which collectively perform scheduling. In OPE, scheduling is performed by 
OS 2200. 
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schedule-unit 
A slave task that is capable of executing asynchronously with other subtasks and is 
activated through execution of a PROCESS statement. 

schema 
A description of the database as it exists on mass storage that describes units of data, 
such as storage areas, tables, record types, and relations. 

Schema Authorization Report (SAR) program 
A report of the security attributes of a schema absolute element. 

schema file 
The file that contains the object schema absolute element and can also store DBPs, 
elements produced by subschemas, and other program elements. 

schema name 
The name that uniquely identifies the units of data associated with a particular 
schema. See also qualifier. 

schemes 
See addressing scheme. 

sci 
See Server Control Interface. 

SCLDT 
Abbreviation for symbolic clearance level definition table. 

SCMS 
See Site Configuration Management System. 

SCN 
See System Control Number. 

SCO UnixWare 
A popular version of the UNIX operating system. UnixWare software combines 
Symmetrical Multi-Processing (SMP) technologies from Unix System Laboratories, Inc. 
(USL), enhancement by Novell, Inc., and solution delivery from The Santa Cruz 
Operation, Inc. (SCO). SCO UnixWare has improved reliability and price/performance 
ratios. 

scope 
The region of source text over which a definition or declaration is associated with an 
identifier. A definition or declaration can be in scope but not visible because another 
definition or declaration masks it. 

scope clarifier 
A clarifier that limits the PADS name resolution search. See also clarifier, name 
resolution search. 

SCP 
See system control processor. 
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SCR 
See system configuration routine. 

scratch bank 
An application-level bank that Enterprise Relational Database Server uses for working 
storage. 

scratch file 
A mass-storage disk or tape file that the SORT subroutines use as a scratch area to 
hold records when all the records will not fit in the core area. The number and type of 
scratch files provided determines the type of sort performed. The SORT processor 
assumes that the scratch files are named XA, XB, XC, XD,...,XY, and XZ. 

scratch pad 
A temporary area in storage containing the data that defines a marked area. 

scratch tape 
A reel that is assigned to a user for the duration of a tape file assignment and then 
made available to the system to be used by the next request for a scratch. 

scratch TIP file 
See TIP file. 

screen 
The part of a terminal used to display data. 

screen command region 
In EDIT 1100 full-screen mode, a reserved field consisting of the second through fifth 
columns of each line on the screen (except the top three lines). See also 
command/response region, scale line, and image region. 

screen editor 
An editing program in which text is operated on relative to the position of the cursor 
on a visual display. Commands for entering, changing, and removing text involve 
moving the cursor to the area to be altered and performing the necessary operation. 
Changes are viewed on the terminal display as they are made. Contrast with line 
editor. See also text editor. 

screen line 
One display line on your terminal screen. The maximum screen line is generally 80 
columns (depending on the display terminal you are using). It may take several screen 
lines to display one data image 

SCRFIELDS 
The Display Processing System build directive that defines the maximum number of 
fields in a form.  

script 
A file containing a batch file or runstream which is used by certain processes to 
execute a sequence of desired actions. 
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SCRLOG 
A packet containing information on an error reported by an interrupt. This information 
differs according to the component (such as an IOP or MSU) that issued the interrupt. 
The information in SCRLOG is passed by the hardware fault control software to audit 
control for inclusion in a log entry. 

scrollable 
A term that applies to cursors and means that FETCH CURRENT, FETCH PRIOR, FETCH 
LAST, and LOCATE statements can be done on the cursor. When a cursor is not 
scrollable, only FETCH FIRST, FETCH NEXT, and FETCH NEXT n statements can be 
done. 

scrolling 
A method of displaying information on the screen of a terminal, whereby new lines of 
output are added, one by one, to the display (usually near the bottom). Normally, as 
each new line appears, existing lines move up the screen and the top line disappears. 

SCS 
See standard calling sequence, system control software. 

SCSITIS 
The SCSI Tape Interface Software (SCSITIS) is the handler for the 2145 and the 
USR5073 tape devices. 

SCSS 
See self-contained shared subsystem. 

SCT 
See storage control table. 

SCU 
Abbreviation for storage control unit. 

S-cycle 
See element cycle. 

SDD 
See symbolic debugging dictionary. 

SDDL 
See Subschema Data Definition Language. 

SDF 
See standard data format, system data format. 

SDF character set type, code type, CCS ID 
The header in system data format (SDF) files contains a Character Set Type field to 
identify the coded character sets (CCS) of the images in the file. This field is also 
referred to as the Code Type field or CCS ID. 

SDF files 
See system data format. 
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search argument 
A value that is built using keywords, aspects, aspect operators, and Boolean operators 
(AND, OR, and NOT) and used for searching the database. 

search condition 
The SQL syntax element in query expressions and UPDATE statements that specifies 
a condition that is true or false about a given row or group of rows. Search conditions 
contain one or more predicates and follow the WHERE or HAVING keywords in SQL 
statements. The search condition restricts the number of rows in the result table for 
the query expression or UPDATE statement. 

search expression 
The search arguments and operators that are submitted on one SELECT directive. 

search path 
In the shell, a list of path names of directories that determines the meaning of a 
command; the command name is prefixed with members of the search path in turn 
until a path name of an executable file results; the search path is given by the shell 
variable PATH. 

search pattern 
See string. 

search string 
See string. 

SECF 
(1) An attribute that specifies the action if a security check fails. (2) A FORMGEN 
attribute. 

SECL 
(1) An attribute that specifies the security level of a field or image. (2) A FORMGEN 
attribute. 

SECMGR 
The OS 2200 command line utility (@SECMGR command) that installs, displays, or 
updates large amounts of security database information as a batch job. SECMGR is 
part of the Security-Admin suite of products. 

second normal form 
A level of normalization where every nonprimary key attribute is functionally 
dependent on the whole primary key. 

secondary access 
The process that accesses a database record through a logical link rather than its 
location mode. 

secondary index 
One or more columns of a relational table. Secondary index values can be specified to 
find particular data values in an Enterprise Relational Database Server table more 
efficiently. Enterprise Relational Database Server uses secondary indexes to choose 
the best access strategy for finding the data desired. See also primary key. 
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secondary input parameter 
A system console parameter that enables you to lock out input from a system console 
keyboard to temporarily prevent someone from entering unauthorized keyins. 

secondary message 
The echo or secondary instance of an OS 2200 console message. Synonym for echo 
message, secondary instance. Contrast with primary message. 

secondary name server 
A host that is configured to take over domain name server responsibilities temporarily, 
in case the primary name server goes down. 

secondary Operations Sentinel server 
The Operations Sentinel server that the Event Server API, Operations Sentinel MCP 
Agent, and other information sources treat as the secondary destination for events 
and messages they send to Operations Sentinel. If the information source is 
configured for hot standby, the secondary Operations Sentinel server begins receiving 
information only when the primary Operations Sentinel server becomes unavailable. If 
the information source is configured to provide concurrent output, both the primary 
and the secondary Operations Sentinel server receive information. Operations Sentinel 
MCP Agent does not accept input from the secondary Operations Sentinel server. 
Contrast with primary Operations Sentinel server. See also Operations Sentinel 
resilient monitoring. 

secondary parameter list 
A parameter list that is passed as a parameter. 

secondary prompt 
A cue displayed at your terminal by the shell to tell you that the command typed in 
response to the primary prompt is incomplete. The OPE system default secondary 
prompt is the “greater than” character (>). 

secondary test Operations Sentinel server 
The Operations Sentinel server that the test instance of Operations Sentinel MCP 
Agent treats as the secondary destination for events and messages. 

SECOPT1 
See Security Option 1. 

SECOPT2 
See Security Option 2. 

SECOPT3 
See Security Option 3. 

secret key 
A key that is used in encryption and decryption processes. In symmetric algorithms, a 
secret key is known to the sender and receiver of the data. Also known as a session 
key. 

SECT 
 (1) An attribute that specifies the security type: hard or soft. (2) A FORMGEN attribute. 
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section 
A set of zero, one, or more paragraphs or entries, called a section body, the first of 
which is preceded by a section header. Each section consists of the section header 
and the related section body. 

section header 
A combination of reserved and user-defined words followed by a period and a space, 
which indicates the beginning of a section in the Control, Environment, Data, and 
Procedure Division in a COBOL program. 

section name 
A user–defined word that names a section in the Procedure Division of a COBOL 
program.. 

section selector 
One of the following nonscalar subscripts appearing in an array section reference: 

section, sector 
A portion of a track which can be accessed by the magnetic disk heads in the course 
of a predetermined rotational displacement of the storage device. 

sector 
An increment for measuring mass storage space that is equal to 28 words. 

sector address 
The mass storage address of a page in a file. 

sector-addressable 
Pertaining to mass storage that can be accessed in units of 28 words (one sector). 
Also known as sector-formatted. Contrast with word-addressable. 

sector-formatted mass storage 
Storage that is accessible in units of 28 words (one sector). 

Secure Hash Algorithm 
Any of a number of cryptographic hash functions that the National Institute of 
Standards and Technology (NIST) publishes as a U.S. Federal Information Processing 
Standard (FIPS). See also SHA-1 and SHA-2. 

Secure Hash Algorithm-1 (SHA-1) 
A hashing algorithm that yields a 20-byte result. SHA-1 is the NIST U.S. government 
standard, and is more secure than MD5. 

secure sockets layer (SSL) 
A protocol created by Netscape Communication Corporation for general 
communication authentication and encryption over TCP/IP networks that is replaced 
by TLS. 

secured Executive request 
Any one of a set of Executive requests (ER) that only designated user-ids can use. 
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secured interface or privilege 
Items on a list in Exec element SSINIT that identifies secured and enforced interfaces 
(call interfaces and ERs) and privileges. Secured interfaces are those that can be used 
only by user-ids to which they are assigned. Secured privileges are those that are 
available only to user-ids to which they have been assigned. 

security 
The protection of resources (systems, programs, and data) from damage, misuse, and 
accidental or intentional disclosure to unauthorized persons. See also data access 
control, definition access control. 

Security Administration for ClearPath OS 2200 
A Unisys product for controlling and administering OS 2200 security. Security 
Administration user interfaces include a Microsoft Windows-based Security Client and 
the @SECMGR processor. Site administrators use Security Administration to create 
and modify system, application, file, and user security attributes, as well as the 
resource control (Quota) environment. End users use Security Administration to 
administer file security for files they own and to monitor their resource consumption. 
Synonym of Security-Admin, Security-Admin Client, SEC-ADMIN. See also security 
management product. 

security administrator 
See site administrator. 

security attribute 
A security characteristic of a subject (such as a user) or an object (such as a file) that 
determines which objects and subjects are authorized to access data, and what types 
of access they are allowed. Security attributes include both mandatory and 
discretionary controls: project-id, account number, clearance level and clearance level 
range, compartment set, security record owner, trusted privilege set, access list, and 
read-only/write-only. 

security clause 
A keyword specified to create a lock for or gain access to the repository. 

security context 
The set of security groups that determines user rights during a Repository for 
ClearPath OS 2200 session. The security context usually contains the following 
security groups: USER, ADOPTED USER-GROUP, ALL-USERS USER-GROUP, and 
PROGRAM-GROUP. 

security features for TIP 
See TIP file security feature, TIP message security feature, TIP session control feature. 

security gate bank (SGB) 
A bank that allows you to encapsulate write-protected common banks and guaranteed 
entry-point common banks into various subsystems. SGBs control entry into each 
subsystem so that only authorized callers can access data contained in each 
subsystem. 
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security group 
A repository entity that can be associated with rights to perform specific operations 
on other objects in the repository. The three types of security groups are USER, 
USER-GROUP, and PROGRAM-GROUP. 

security key 
A key that clears a locked entity. 

security level 
The executing clearance level and compartment set for a subject (user or subsystem) 
and the clearance level and compartment set for an object that defines the mandatory 
access control attributes of a subject or object. See also Security Option 1, Security 
Option 2, Security Option 3. 

security lock 
A mechanism that protects data from being altered, deleted, reported, or accessed by 
other users. 

security management product 
A product that site administrators and end users use to provide the primary means of 
controlling and administering OS 2200 security. The main security management 
products are Security Administration for ClearPath OS 2200 and TeamQuest Site 
Management Complex (SIMAN). 

security mandatory definition table (SMDT) 
The table that holds information about clearance levels and compartments in your 
system. It consists of the Symbolic Clearance Level Definition Table (SCLDT) and the 
Security Compartment Definition Table (SCDT). 

security mechanisms 
The software programs that enforce the mandatory and discretionary security policies. 
The mandatory mechanisms are clearance level and compartment set. The 
discretionary mechanism is access list. 

security off 
Synonym for Fundamental Security. 

security officer 
(1) The site administrator who is responsible for a system's overall security policy, 
including installing and configuring security, defining users and their privileges and 
access rights, and maintaining and monitoring the security environment. (2) A single 
user-id that possesses all system security privileges and that can create less 
privileged site administrators, and other users. On a Fundamental Security system, the 
security officer is the only user-id that is allowed to perform privileged operations. (3) 
A user who has the right to operate in security mode and has all rights on all 
repository objects. 

security officer user-id 
The user-id used to set up system security information. 

security on 
Synonym for Security Option 1. 
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security option 
A configuration choice that affects security implementation in an operating system. 
See also security level. 

Security Option 1 (SECOPT1) 
An enhancement to the OS 2200 Fundamental Security package with all the features 
ownership enables, in which users have security records in addition to user-ids and 
passwords. The TIP file security feature is available with Security Option 1 to extend 
the Exec file security protection to TIP files. Also known as Security Level 1. See also 
TIP file security feature. 

Security Option 2 (SECOPT2) 
An enhancement to the OS 2200 Fundamental Security and Security Option 1 packages 
that contains the TIP message security feature. The TIP message security feature 
controls message transmissions by comparing the security attributes of the sending 
and receiving TIP sessions. Also known as Security Level 2. See also TIP message 
security feature. 

Security Option 3 (SECOPT3) 
The maximum OS 2200 security protection available. This option includes all the 
features available in the other security packages and some additional features. Also 
known as Security Level 3. 

Security Option 3 Controlled Access Protection Environment 
A special case of Security Option 3. This environment contains all of the discretionary 
access control features available with Security Option 3. This environment satisfies 
the Class C2 security requirements in the Department of Defense Trusted Computer 
System Evaluation Criteria. 

Security Option 3 Trusted Environment 
A special case of Security Option 3. This environment is a specific hardware and 
software configuration evaluated by the National Computer Security Center to satisfy 
the Class B1 security requirements documented in the Department of Defense 
Trusted Computer System Evaluation Criteria. It includes all of the Security Option 3 
features, plus the mandatory hardware security, physical security, and mandatory 
security procedures described in the Security Planning and Administration Reference 
Manual. 

security policy 
The set of rules and practices that regulate how an organization manages, protects, 
and distributes sensitive information. 

security privilege 
See privilege. 

security privileged system high 
A subject that can access all objects. To be security privileged system high, a subject’s 
security record must have the full clearance level range of 0 through 63, a user 
compartment set of ALL (Security Level 2 or higher), and the privileges SSBYCOMP, 
SSBYPASSOWNR, and SSCCL. 
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security profile 
Security information for a host that is established with the ADMIT command. A 
security profile remains in effect throughout a DDP-FJT session. 

security record 
(1) A data structure that contains the subject or object security attributes. File security 
records reside in the MFD; tape volume security records reside in the tape label; user 
security records (also known as user-id records) reside in the security database. (2) A 
record in the OS 2200 SYS$*SACRD$ file. Each security record establishes the security 
attributes for a particular user-id. 

security server 
The result of building the security service into an OLTP batch, TIP, or HVTIP server. 
When the security service is called by a tpconnect statement, the security server 
executes. In the examples, it is named secsvr. 

security service 
A code module supplied by Unisys and written in the form of a standard Open 
Distributed Transaction Processing service. It processes user-id authentication 
requests and if successful, calls an end service for that user. The owner can 
customize this code module to fit environmental needs. In the code and examples, the 
security service is named secsvc. 

security violation 
An infraction of security policy. 

Security-Admin 
See Security Administration for ClearPath OS 2200. 

security-ownership feature 
An Exec feature that assigns ownership to a file based on a user-id access system 
with three types of ownership modes: public (accessible by all users), private 
(accessible only by the user that created the file), and semiprivate (accessible only by 
users named in an ACR). 

security-relaxable file 
System file for which security attributes vary, depending on how configuration 
parameter SRSF_SYS_HIGH is set. Security-relaxable files include the files associated 
with the ASCII log audit trail. System files are not relaxable with Security Level 1 or 
higher. See also system files. 

security-relevant event 
Any event that attempts to change the security state of the system (for example, 
change discretionary access controls, change the security level of a subject, change a 
user password). Also, it is any event that attempts to violate the security policy of the 
system (for example, too many attempts to log on, attempts to violate the mandatory 
access control limits of a device, attempts to give a file a lower security level). 
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Seen indicator 
A column in an Alerts window of Operations Sentinel Console that indicates which 
alerts an operator has marked as “Seen.” Alerts marked "Seen" are not included in 
determining the most severe alert for a managed object nor are they included in the 
alert counts. "Seen" exists for only the duration of the Operations Sentinel Console 
instance and does not affect other workstation views of the alert. 

segment 
A contiguous range of the address space of a process with consistent store access 
capabilities. 

segment allocation mask (SAM) 
An MCB internal data structure that records the block count for each segment used by 
a message in a message retention file (MRF). 

segment number 
A user–defined word that classifies sections in the Procedure Division of a COBOL 
program for segmentation. Segment numbers can contain only the digits 0 through 9, 
expressed as a 1– or 2–digit number. 

segmented records 
DSDF records that are too large for SFS to process in their entirety. They are divided 
into segments of 2,047 words, except for the last segment, which can vary from 1 to 
2047 words. 

SELECT clause 
First clause specified in the file-control-entry part of the FDP syntax structure; 
specifies internal name of PCIOS file. 

SELECT directive 
A means of selecting documents based on search arguments. A list of documents is 
created for each search argument. Each list is assigned a list number. 

select list 
(1) A list of search arguments on the SELECT directive. Each search argument is 
identified by a unique number assigned by COMUS. (2) The list of columns specified in 
a query specification. 

SELECT privilege 
A privilege that owners of Enterprise Relational Database Server tables grant to other 
users to enable them to retrieve data. Synonym for FETCH privilege. See also data 
access control. 

selection criteria 
The criteria that define the files, records, or archives that are affected by a command 
in a user session. The criteria are created from file attributes and the Boolean 
operators AND, OR, and NOT. 

selective long recovery 
The process that restores a selected portion of the database instead of the entire 
database. 
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selective recovery 
A type of long recovery that restores a specific portion of the database (for example, a 
storage area, a group of storage areas, or the pages of a storage area) instead of the 
entire database. See also long selective recovery. 

selectivity 
The fraction of a table's rows returned by a query. 

self-contained shared subsystem (SCSS) 
A type of subsystem (specified as PROTECTED or CHAMELEON) that does not require 
unshared data to be split from subsystem code; therefore, no subsystem data needs 
to be linked with each subsystem caller. The SSDP creates an entry point intercept 
routine for the self-contained shared subsystem, and this routine must be linked with 
each caller of the subsystem. The unshared data needed by the subsystem is loaded 
dynamically. 

self-destructive TIP program 
A TIP program type that does not meet the criteria for reentrance or self-initialization 
and, therefore, must be loaded from mass storage for each execution. 

self-initializing TIP program 
A self-modifying program that initializes all variables to the required values when 
execution begins. This type of program requires that a copy of all program banks must 
be defined for each instance of execution. A copy of the program in main storage can 
be reused if it is inactive or transferred main-storage to main-storage for the initial 
load. 

self-referencing foreign key 
A foreign key constraint where the referenced table is both the parent and child. 

semantic analysis 
The process of analyzing input to extract its meaning. User-written routines perform 
this analysis. 

semantic routines 
A user-written routine that performs semantic analysis. A processor that uses GSA 
1100 generates all its output using semantic routines. 

semaphore 
In IPC facility that allows two or more processes to be synchronized. 

semi-join 
A join operation in which the last table in the join has no columns projected and a 
global DISTINCT is specified in the select list. 

semiprivate 
A category of the discretionary mechanism access list. A semiprivate object has an 
access control record (ACR) attached to it. The owner of an object has all types of 
access if the object is semiprivate. Other subjects have types of access depending on 
the conditions specified in the ACR. 
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SEND 
A delivery mode used by some non-OS 2200 hosts to enable delivery to a user’s 
terminal instead of to a mailbox. 

Send and Mail 
An alternative delivery mode implemented on some non-OS 2200 hosts to enable 
simultaneous delivery of mail to a recipient’s terminal and mailbox. Contrast with 
Send or Mail. 

Send or Mail (SOML) 
An alternative delivery mode implemented on some non-OS 2200 hosts to enable 
delivery of mail to a recipient’s terminal only if the user is currently signed on to that 
terminal; if the user is not signed on, the mail is delivered to the recipient’s mailbox. 
Contrast with Send and Mail. 

sender channel 
In message queuing, a channel that initiates transfers, removes messages from a 
transmission queue, and moves them over a communication link to a receiver or 
requester channel. 

sender type 
The type of run that sent a console message. SMART software recognizes three 
sender types: Exec, privileged, and nonprivileged. For purposes of pattern matching, 
Exec and privileged messages are considered equivalent. 

sending file 
The file you are transferring. 

SENSITIVE cursor 
A cursor that includes all updates made by this thread, provided the cursor's currency 
has not already passed the updated record. See also ASENSITIVE cursor, INSENSITIVE 
cursor. 

sentence 
A sequence of one or more COBOL statements, the last of which is terminated by a 
period followed by a space. 

Sentinel 
See Server Sentinel. 

separate console 
A nonintelligent ASCII terminal that is connected to a serial port. 

separately compiled programs 
A program that, together with its contained programs, is compiled separately from all 
other programs. 
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separately packaged feature (SPF) 
An alternative or additional feature of a product. SPFs are supplied to the customer on 
a separate SPF release master tape (or on a stack tape). The SPF is registered (the 
same as a product) using the REGISTER command and can be applied to the parent 
product using the BUILD command. Because the SPF subsequently becomes part of 
the parent product, installation of the updated product is necessary. 

separately priced feature 
An additional feature of a product. Separately priced features are packaged within the 
parent product, but must be purchased in addition to the parent product and have a 
corresponding feature key registered to be used. Separately priced features should 
not be confused with separately packaged Exec features. 

separator 
A character or two contiguous characters that are used to delimit character strings. 

sequence 
A sequence generates a set of numerical values that are in a well-defined order. SQL 
users issue a call to a BIF (different for each vendor) to get the next value of the 
sequence, which they can insert in a table or use outside of SQL. 

sequence number 
(1) An integer that denotes an element's position in a program file. For example, an 
element whose sequence number is 3 is described by the third entry in the element 
table of the program file. (2) A randomly generated 3-digit number on the banner and 
trailer pages of every printout. 

sequence point 
A certain point in the execution sequence where all side effects of previous 
evaluations are complete and no side effects of subsequent evaluations have taken 
place. 

sequential 
A file access method in which records are accessed in sequence beginning from the 
start of the file. 

sequential access 
A file access method in which records are accessed in sequence beginning from the 
start of the file until the entire file has been accessed or the desired record located.  

sequential access cursor 
A normal cursor that enables access to the records in a file in the order in which they 
appear, instead of at random. 

sequential access mode 
An access method in which each record is accessed serially (in the order in which it 
appears in the file) until the entire file has been accessed or the desired record 
located. 

sequential file 
A file that has sequential organization. Also known as sequential-access file (SAF), 
tape file. 
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sequential organization 
The permanent logical file structure in which a record is identified by a predecessor- 
successor relationship established when the record is placed in the file. 

sequential system data format (SSDF) 
A PCIOS sequential file that can be defined by the FDP, in which data is accessed in 
the order in which records were stored. 

serial action 
A type of alert action that controls serial devices. The serial device can control 
switches for lights, bells, power, and so on. Contrast with command action, modem 
action. 

serial connection 
A type of connection that transfers data from the computer to the printer one bit at a 
time. 

serial number 
See Manufacturing Control Number. 

serial port 
A place on the system to connect a single terminal, serial printer, or modem. 

serial printer 
A printer connected to the computer by a serial connection. 

serializability 
An optional, configurable locking strategy that Enterprise Relational Database Server 
can implicitly employ to ensure that if concurrent users are updating or reading a 
database, the results of their activities appear as though they happened in order 
instead of at the same time. 

server 
(1) Generally, in client/server systems, the part of the system that receives requests 
from clients and responds with results to those requests. (2) In WebSphere MQ, a 
queue manager that provides queue services to client applications running on a 
remote workstation. 

server certificate 
A digital certificate specifically identifying an individual Web server. 

server component 
The portion of the Relational JDBC Driver that resides on the OS 2200 platform and 
services the JDBC client. The server component may refer to the JDBC Local Server 
or the JDBC XA Server. 
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Server Control 
A set of interrelated client/server software applications that provides extended 
system control capabilities such as defining operating partitions, and configuration 
capabilities such as autodiscovery, adding or removing hardware, and modifying the 
hardware state. For systems with OS 2200 partitions, this includes configuration of 
their consoles and console recovery. The Server Control software runs as a service on 
a Service Processor. Formerly Integrated Maintenance System (IMS). See also 
OS 2200 Operations Sentinel Interface for ClearPath, Server Control Client, Service 
Processor. 

Server Control Client 
The primary, Web-based client application of the Server Control software that 
provides a common user interface for system control and configuration of the server, 
along with some reliability, availability, and serviceability (RAS) capabilities. The Server 
Control Client enables you to create and start partitions, control hardware units, 
monitor system messages, and run diagnostic tests. Server Control Client runs on a 
Service Processor or a workstation. You can open Server Control from Operations 
Sentinel Console. 

Server Control Interface 
The Operations Sentinel background process that connects to Service Processors and 
receives events that indicate attribute changes. The process generates log messages 
accordingly and sends them to Operations Sentinel. The name of the executable is sci. 

Server Control OS 2200 Console Interface 
See OS 2200 Operations Sentinel Interface for ClearPath. 
 

server dispatcher utility 
See TMBSD utility, TMHAAD utility, TMTSD utility. 

server group 
A logical grouping of servers that use the same resource manager. Server groups are 
defined in the *GROUPS section of the TMSCONFIG file. See also server program, 
TMSCONFIG file. 

server message block protocol (SMB) 
Server message block (SM B) protocol is a client/server request/response protocol for 
sharing files, printers, serial ports, and communication abstractions.  

server message block (SMB) 
A client/server request/response protocol for sharing files, printers, serial ports, and 
communication abstraction subsystems. 

server program 
A combination of predefined and user-written code that processes requests for 
services from clients and passes those requests to the appropriate service routines. 
See also client program, service routine. 
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Server Sentinel 
A centralized operations environment for servers. It is an administrative tool for 
controlling equipment, reporting hardware and partition status, and running diagnostic 
functions. If applicable, you access Server Sentinel from Operations Sentinel Console. 

service 
A background process in the Windows operating system to provide specific functions 
for client programs. A service keeps running until it is explicitly stopped or until the 
system stops. Depending on the start option, the service starts automatically when 
the system starts up. For a service to start running, you do not need to log on to the 
system. In UNIX, a service is called a daemon. See also server program, service 
routine. 

service data unit (SDU) 
In OSI architecture, a unit of data that passes through a logical connection intact and 
unaltered to carry information between peer entities (service users). 

service interface 
A set of entrances into ASIS through which the AM may call to obtain support 
services. 

Service Library 
A collection of services that perform common tasks for calling programs written in 
Universal Compiling System (UCS) languages. These services provide high-level 
interfaces to tasks that would otherwise require low-level programming. 

Service Processor 
The component that monitors the central electronics complex (CEC) for state changes, 
faults, and other events, and manages configuration, control, and maintenance 
functions of the hardware. Some systems are equipped with two Service Processors: 
a master and a standby. The master Service Processor actively controls and monitors 
the hardware. The standby maintains critical configuration data and can take over in 
case the master fails. 

service request 
A client program calling a service. See also asynchronous service request, 
synchronous service request. 

service routine 
(The Open Group) An application program module that performs one or more specific 
functions on behalf of client programs. The structure of service routines (the 
mechanism by which they are invoked and terminated) is defined by the XATMI 
interface specification. See also client program, server program, XATMI interface. 

service routines, I18NLIB 
Routines that are called by an application to process I18N-related data passed by a 
program according to the rules supplied by the locale definition. See also locale and 
language binding. 
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service subprogram 
A subprogram supplied with UCS FORTRAN that is similar in form to a subroutine or 
function subprogram, except that you do not define a service subprogram. Some 
service subprograms aid in pinpointing problem areas, while others let you capture 
and diagnose exceptions at execution time. 

services file 
The system file that contains the port descriptions and optional port characteristics for 
services available on a network or the Operations Sentinel server. On a Windows 
system, the path to this file is typically c:\Windows\SYSTEM32\drivers\etc\services. 
On a UNIX system, the path to this file is /etc/services. 

session 
(1) A connection with a system that is established during site configuration using 
batch, demand, and, optionally, TIP. The security system authenticates all users and 
ensures that all users are executing with a valid clearance level, compartment set, 
account, and project-id. (2) The sequence of cryptography calls that starts by calling 
BEGIN; includes encryption, decryption, or digest requests; and ends by calling END. 

session address 
An address for software that provides the session layer services for OSI protocols. 
This consists of a session service access point, a transport service access point, and a 
network service access point. 

session bean 
A type of enterprise bean that implements a conversational business process. The 
state of a session bean is maintained by the container and is not externalized to a 
resource manager. 

session key 
See secret key. 

session layer 
The fifth layer in the OSI Reference Model and Unisys Distributed Communications 
Architecture. It establishes and manages the dialog between applications. The next 
higher layer is the presentation layer. The next lower layer is the transport layer. 

session selector 
A logical name for the address of the software that provides the session layer 
services for OSI protocols. This name represents the session service access point for 
a particular OSI application on a particular host. 

session service access point (SSAP) 
In OSI applications, the address that the session layer uses to locate the presentation 
layer. The SSAP is determined by the site administrator on the host where the OSI 
application resides. 

session table 
A socket-like access point that applications use to send and receive data through 
COMAPI. 
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set 
A named collection of Enterprise Network Database Server record types that have a 
hierarchical relationship to each other. One record type is defined as the owner; the 
rest in the set are members. 

set A privileges 
Trusted security privileges that override all MAC and DAC security validations. These 
privileges include: SSCCL, SSBAFC, SSBYCOMP, and SSBYPASSOWNR. See also 
trusted privilege set. 

set B privileges 
Trusted security privileges that allow users to override MAC and DAC security 
validations relating to devices, symbiont queues, tape volumes, and the MFD (such as 
would occur as a result of execution of a secured ER or execution of an ECL 
statement). Set B privileges are more concerned with system reliability, integrity, and 
resource use than they are with the global bypassing of MAC and DAC as with the set 
A privileges. Set B privileges include: SSBYCL, SSBYOBJREUSE, SSADID, SSBVOLCHK, 
SSSMOQUE, and SSDBACK. See also trusted privilege set. 

set occurrence 
An Enterprise Network Database Server owner record and its members. A set type is 
defined in the schema to have a certain type of record as its owner and another type 
of record as its member. Each occurrence of the set consists of exactly one 
occurrence of its owner linked with zero or more occurrences of its member. 

set order 
The specification for where a new record is to be linked to a set occurrence. 

set scanning 
An internal DRU process that gathers information about set occurrences for optimal 
placement of via set records. 

set type 
The class of set occurrences identified by a unique set name and set code in the 
schema. See also record type. 

set user ID 
A special permission for an executable file that causes a process executing it to have 
the access rights of the owner of the file; the owner’s user ID becomes the effective 
user ID of the process, distinguished from the real user ID under which the process 
began. 

set user ID bit 
The associated permission bit. 

severity 
A property of an alert indicating its urgency. Operations Sentinel alert severity levels, 
in ascending order of urgency, are: indeterminate, informational, warning, minor, 
major, critical. See also alert de-escalation, alert escalation. 

severity count 
See alert severity count. 
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SEXEM 
A TIP contingency-handling function that produces a program dump for absolute 
programs. 

SFC 
See survey file cycle. 

S–field 
The size indicator in Base_Registers and Bank_Descriptors. 

SFS 
See shared file system. 

SGB 
See security gate bank. 

SGL 
See system generation log. 

SGP 
See software generation print processor. 

SGS 
See stream generation statement. 

shape of an array 
An ordered sequence listing the extents of the dimensions of an array. 

SHA-1 
Secure Hash Algorithm; a digest algorithm that produces a 160-bit result. 

SHA-2 
A family of cryptographic hash functions with different block sizes: SHA-224, SHA-256, 
SHA-384, and SHA-512. The number that is part of the name is the number of bits in 
the digest that the hash function produces. SHA-256 and SHA-224 use 32-bit words, 
and SHA-512 and SHA-384 use 64-bit words. See also digest algorithm. 

shared access 
The simultaneous access to a single file by more than one user thread. 

shared application group 
A feature that enables multiple hosts to access an application group to satisfy 
availability and capacity requirements. It also enables multiple hosts to process a 
single application group simultaneously, thereby increasing the potential system 
power available to an application group. 

shared channel 
A channel having one or more configured subchannels that share one or more 
common state saving areas with the result that concurrent subchannel operation is 
not transparent to the instruction processor. 
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shared data items 
Shared data items include data-record areas for items that are defined in the File, 
Working- Storage, Linkage, and Common-Storage Sections in a COBOL program. 

shared device 
A device connected to a control unit that further connects to all host systems in the 
file-sharing environment. 

shared device group 
A group of devices that store files belonging to shared file sets. A shared device 
group is accessible by all the hosts in a file-sharing environment. 

shared directory 
The part of the master file directory (MFD) that is common to all hosts in a loosely 
coupled system (LCS). The shared directory must be placed on shared mass storage, 
and all changes by one host must be forwarded to all active hosts on the system. 

shared disk-resident system (DRS) device 
The device used during a boot process that contains all the shared mass storage 
control information required by an MHFS system (that is, the interhost 
communications table, the shared MCT, and the look-up table for the shared MFD) to 
synchronize shared file activity. A shared system device must be connected to at least 
one shared mass storage control unit. Also known as shared system device. Contrast 
with local disk-resident system (DRS) device. 

shared duplex device 
A shared mass storage device that is part of a duplex association. 

shared entities 
The bank descriptor index (BDI), LDM, and DEDICATED-ENTRY entities that can be 
shared with another configuration. 

shared file 
A file that can be accessed by more than one user on more than one host in an MHFS 
environment. A shared file must reside on a shared storage device. 

shared file directory 
See shared master file directory. 

shared file set 
A set of files that is described by a shared file directory and resides on a device in the 
shared file group. A shared file set can be accessed by all the hosts in a file-sharing 
environment. 

Shared File System 
The Unisys data management software that can open a file for I/O and read, write, and 
close the file when specified. Shared File System enables shared access to DSDF and 
MSAM "flat" data files. 

shared I-boot 
See shared initialization. 
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shared initialization 
The process of setting up the file-sharing environment. The operator starts file sharing 
initialization by entering the MH,IN DIR,SHARED keyin. The host builds the shared MCT 
and marks the devices up, down, reserved, or suspended, as specified by the PDB and 
the operator. The host also initializes the devices that are marked up and builds the 
tables that are necessary to pass information on the file-sharing environment between 
hosts. 

shared lock 
A lock that guarantees that records read by one user are not changed by another user 
for the duration of a step. 

shared look-up table (SHLUT) 
The internal system table that contains pointers to all shared files in the file-sharing 
system. The length of the SHLUT is established by the initializing host, stored in the 
shared system lock structure, and subsequently used by all hosts in the file-sharing 
environment. 

shared mailbox 
A single mailbox used by more than one person. 

shared mass storage 
A type of mass storage that is accessible by all host systems at the same time. With 
shared mass storage, all hosts have an independent physical connection to that mass 
storage. However, access to shared storage is controlled by different separately 
packaged features, depending on the system environment being used. These include 
the MHFS and the RLP. See also local mass storage. 

shared mass storage control unit 
The device that controls access to shared mass storage in the MHFS environment. 
Each host in the environment must be connected to the shared mass storage control 
unit. See also communications control unit, control unit. 

shared master configuration table (MCT) 
A subset of the local MCT for each host in the file-sharing environment. It contains 
descriptors of all devices that are capable of being shared. The shared MCT also 
contains a time and date table, a system-id table, and a mass storage id table. The 
shared MCT is accessible to all hosts and maintains the shared device configuration on 
all hosts. 

shared master file directory (MFD) 
A directory that is used in the file-sharing environment. The shared MFD contains the 
same type of information as the standard MFD, but describes only shared files. 

shared MCT 
A subset of the local MCT used by each host in the file-sharing system. It contains 
descriptors for all devices that are capable of being shared. The shared MCT also 
contains a time and date table, a system-id table, and a mass-storage-id table. The 
shared MCT is accessible to all hosts and maintains the shared device configuration on 
all hosts. 
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shared memory 
An IPC facility that allows two or more processes to share the same data space. 

shared MFD 
See shared master file directory. 

shared reconfiguration 
The process of bringing a host into the file sharing environment. This process enables 
a site to add shared mass storage devices or shared subsystems to the shared device 
group. It enables the operator to bring down one or more shared devices at MODIFY 
CONFIG or to change the shared system device without performing a shared I-boot. It 
enables a site to remove knowledge of a removed host in the MHFS environment. It 
also enables the operator to migrate the file sharing-environment to a later operating 
system level without performing a shared I-boot. See also shared disk-resident 
system (DRS) device, MH,RC DIR,SHARED keyin. 

shared recovery 
The process of bringing a host in the file-sharing environment that has gone down 
back up. File sharing recovery recovers the shared MCT and brings up the devices that 
were up before the host went down. The shared files are recovered in the same way 
as local files in a local recovery. No other host can be up in the file-sharing 
environment when a host is recovered. 

shared recovery file 
A file containing runstream names to restart components. The file is shared between 
hosts that are part of resiliency. See also shared recovery runstream. 

shared recovery runstream 
A runstream that the site configures to automatically recover a component onto the 
backup host if the production host fails. See also shared recovery file. 

shared reemployment 
The process of bringing a host back into the file-sharing environment. Unlike file 
sharing initialization and recovery, which can be performed only when no other hosts 
are up in the file-sharing environment, reemployment can be performed with other 
hosts active in the environment. When other hosts are active in the file-sharing 
environment, a booting host cannot initialize or recover the shared cataloged files. 
Instead, the host declares itself online in the environment by clearing locks and assign 
counts from a previous session. The reemployment process uses the existing shared 
MFD to add or return a host to the file-sharing environment. 

shared resource 
A resource (such as mass storage) concurrently accessible by all hosts. 

shared subsystem 
A mass storage subsystem connected to two or more independent systems and 
shared by them. 
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shared system device 
The shared mass storage unit on which resides all of the control information required 
in a Multi-Host File Sharing (MHFS) environment. A shared system device must be a 
fixed pack previously prepped as a DRS pack (PREP type 7). The shared system device 
contains the interhost communication table, the shared master configuration table, and 
the look-up table for the shared master file directory. 

shared TIP directory 
The shared TIP directory is an alternate TIP directory common to all closely or loosely 
coupled system hosts of an XTC environment. The shared TIP directory resides on 
shared mass storage, and any changes by one host must be broadcast to all other 
active hosts of the system. 

shared TIP/FCSS file directory 
An alternate TIP FCSS directory that is common to all hosts in an XTC environment. 
Any changes to the directory by a host are broadcast to all other active hosts. This 
directory resides on shared mass storage. It contains only TIP file definitions that are 
common to all hosts in this environment. TIP files defined in this directory can be 
assigned and accessed (shared) by all the hosts. TIP file numbers for shared TIP files 
are host-global. See also local TIP FCSS file directory, shared master file directory, 
standard TIP/FCSS file directory, TIP FCSS file directory. 

Shared Unit Duplexing 
A duplex association that exists between two shared mass storage devices. See also 
duplex association. 

SHARED_FILE_CACHING_DEFAULT 
A dynamic configuration parameter that corresponds to SHRDFCDFLT. 

SHARED-ELT 
A symbolic element in the SYS$*DATA$ file that records information about elements 
that are shared among products. 

sharing level 
One of four levels at which banks in the system can be shared by multiple users. The 
four sharing levels are system local, application local, program local, and activity (or 
task) local. System local and task local have meaning only in extended mode. See also 
application local, program local, system local. 

shell 
The OPE system program that handles the communication between you and the 
computer. The shell is also known as a command language interpreter because it 
translates your commands into a language understandable by the computer. The shell 
accepts commands and causes the appropriate program to be executed. 

shell procedure 
An executable file that is not a compiled program. A shell procedure calls the shell to 
read and execute commands contained in a file. This lets you store a sequence of 
commands in a file for repeated use. It is also called a shell program or command file. 
See executable file. 
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shell script 
An executable file of commands taken as input to the shell. 

SHIELD friendly console 
See friendly console. 

SHLUT 
See shared look-up table. 

SHORT RECOVER command 
A command to the IRU processor that performs a short recovery in an OS 2200 
system integrated recovery environment. 

short recovery 
The Integrated Recovery process that restores messages and the database because 
program steps did not complete update actions because of a host, component, or 
system failure. Short recovery is also used to restart an application group after 
medium or long recovery. Short recovery uses before-looks, deferred updates, and 
message retention files. See also medium recovery, long recovery. 

shortcut menu 
A menu that appears when the right mouse button is clicked. 

SHRDFCDFLT 
A static configuration parameter that specifies whether a shared file without an XPC 
caching specification is eligible for caching. This parameter can be modified by either 
updating the site configuration element and running an Exec generation or by using 
the ER CONFIG$ interface on a running system. 

shut down 
To end execution of a processor or program normally as soon as all of its current 
activity completes. No new activity for the processor or program can start while a 
shutdown is in progress. 

sibling-cycles 
Sibling-cycles are slave-cycles that are activated by the same host-cycle. 

side effect 
(1) A change in the value stored in a data object. (2) A change in the state of a file that 
occurs during the evaluation of an expression. 

SIF 
See storage interface. 

sign condition 
In COBOL, the proposition, for which a truth value can be determined, that the 
algebraic value of a data item or an arithmetic expression is less than, greater than, or 
equal to zero. 

sign on 
To establish communication with a host (system). 
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signal 
A condition that can be reported during program execution. 

signal splitter 
A multiport modem splitter that enables multiple DTE serial devices (usually terminals) 
access to a common DCE serial device (usually a modem). 

signature 
See message digest. 

SIL 
See system installation log. 

SILAS 
See System Interface for Legacy Application Systems. 

silent character 
See hidden character. 

SIMAN 
See Site Management Complex. 

simple condition 
Any of the following conditions: relation condition, class condition, condition name 
condition, switch–status condition, sign condition, simple-condition. 

Simple Mail Transfer Protocol (SMTP) 
A TCP/IP application that enables users to send and receive electronic mail. On 
OS 2200 systems, this application is implemented in a software product called TCP/IP 
Application Services (TAS). 

simple network 
An Enterprise Network Database Server logical structure in which owners are of the 
same record type. 

simple network management protocol (SNMP) 
A protocol for transporting management data between networked devices and 
applications, typically from a variety of vendors, and systems or applications that 
monitor or control those devices and applications in a TCP/IP based network. See also 
SNMP agent. 

simplex file 
A file for which only one copy (leg) is maintained. TIP file control and Exec audit control 
support simplex files. Simplex files can reside on unit duplexed devices. See also 
duplex file, unit duplexing. 

simulated system 
The pseudo system being simulated in FLIT. 

SINCH 
See HYPERchannel input/output executive feature. 
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single file error 
A FAS command selects a file for processing but the requested actions cannot be 
completed because of an abnormal condition.  The total number of single file errors is 
summarized at the end of a FAS SUMMARY LISTING by the message “*WARNING* - 
REQUESTED ACTION NOT COMPLETED FOR n FILES”.  Subsequent FAS actions 
depend on the presence of the U, X, and Y options. 

single host mode 
Single host mode is a backup mode of operation intended for disaster recovery when 
both the XPC and network communications are inoperable. Single host mode enables 
a single host to access shared files. 

single message transfer 
A DDP-PPC feature that enables DDP-PPC applications to interface with TIP 
applications using message control banks. 

single MFD search 
A search of the specified, implied, or default master file directory to satisfy file 
creations and file assignments. The single MFD search is the default condition. See 
also double MFD search. 

single network 
A DDP-PPC network configuration in which two hosts use the same transport 
connection for both input and output messages. With this arrangement, when two 
concurrent users send data in opposite directions, credit information or 
acknowledgements might queue behind large messages. 

single-phase commit 
A method in which a program can commit updates to a queue without coordinating 
those updates with updates the program has made to resources controlled by another 
resource manager. Contrast with two-phase commit.  

Single Point Autoaction Message System (SP AMS) 
A background process on the Operations Sentinel server that provides automatic 
message recognition and corresponding actions while monitoring ANSI X3.64 
compliant (UNIX) host systems and MCP host systems. Contrast with Autoaction 
Message System (CP-AMS). 

Single Point Interface Pipe (SPIP) 
The Operations Sentinel background process that provides an interface for external 
programs to transmit event reports that raise, acknowledge, and clear alerts; make 
entries in log files; and set component attribute values. See also spo_pipe. 

Single Point Interface software 
Establishes a communication path, with a LAN, between a system console and a 
Single Point workstation. 

Single Point Operations 
See Operations Sentinel. 

Single Point Operations A Series Agent 
See Operations Sentinel MCP Agent. 
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Single Point Operations AppManager Agent 
See Operations Sentinel AppManager Agent. 

Single Point Operations Console software 
Enables you to monitor and control multiple systems from a central location. 

Single Point Operations Interface for ClearPath OS 2200 
See Operations Sentinel Interface for ClearPath OS 2200 

Single Point Operations Interface to HP OpenView 
See Operations Sentinel OpenView Agent. 

Single Point Operations SNMP Trap Service 
See Operations Sentinel SNMP Trap Service.  

single-file subsystem 
A subsystem whose components reside in one file. 

single-message transfer 
A component of DDP-PPC that provides single-message transfer interfaces with MCB 
to enable TIP application programs to transfer messages between hosts without using 
the required DDP-PPC conversation protocol. 

single-level trusted subsystem 
A subsystem whose owner has one or more of the set A trusted privileges, but not 
the whole set. Typically (although not necessarily) they have a security level range that 
includes only one level, thus they handle users only at their maximum security level. 
They can, however, handle files at differing security levels. See also trusted privilege 
set. 

single-phase commit 
A method in which a program can commit updates to a queue without coordinating 
those updates with updates the program has made to resources controlled by another 
resource manager. Contrast with two-phase commit. 

single-user 
Run level 1, in which one user is supported. 

single-user mode (system level 0) 
A mode of operation in which the superuser is the only user on a UNIX system. This 
user can access all the directories and file systems and perform all the configuration 
tasks. Contrast with multiuser mode. 

SIP 
See Software Instrumentation Package, standard input parameter. 

SIPIPM 
The Software Instrumentation Package Internal Performance Monitor (SIPIPM) records 
the raw SIP data in the system log file. This data includes the values from the 
instruction counters that are used by SIP to sample system activity and collect data on 
that activity. 
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SIR$ 
The symbolic I/O routine. 

site administrator 
A privileged user who is responsible for the effective use of the system, its security, 
and the resources it uses. The security officer is a site administrator. 

Site Configuration Management System (SCMS) 
Software that runs on a site data facility (SDF) PC that is part of the system control 
facility (SCF). You use SCMS to configure system and partition definitions of hardware 
at a site. Information from the SCMS database includes an operations database (ODB) 
and a partition databank (PDB). The ODB and PDB give the Exec the information 
needed to operate the system hardware. The PDB is used to build several areas of the 
master configuration table (MCT). 

site database (SDB) 
The COMUS database at a site, in which change documents (CHG) are merged into the 
pure permanent correction file (PPCF) rather than the temporary correction file local 
(TCFL). This is different from the way COMUS databases at the development centers 
handle CHGs. 

Site Data Facility (SDF) 
The personal computer hosting SCMS in the System Control Facility (SCF). 

site identifier (SID) 
An alphanumeric identifier that identifies a customer site. Each site identifier can be up 
to four alphanumeric characters and should be unique. 

site info 
A half-word of information in the MFD entry of a cataloged file, which a site can use 
for whatever it chooses. The information is stored in H2 of word 12 of sector 0 of the 
MFD main item that is associated with each cataloged file. 

Site Management Complex (SIMAN) 
An interactive software product from Teamquest that security officers, site 
administrators, and users use to install and update records in the security systems and 
resource control databases. 

site-defined attribute 
See user-defined attribute. 

site-defined class 
A managed class that has been defined by the site administrator. Contrast with fixed 
class. 

site-developed code 
All code written and controlled by users. This includes applications programs and site-
developed code in any of the communications network processors. Formerly known 
as user-own-code. 



  S, T 

3850 6523–002   8–33 

site-id 
(1) The identifier that is specified in the partition databank (PDB) or generated by the 
system and stored in the shared system master configuration table (MCT) when a host 
is made available to the file-sharing environment. (2) A string of characters used to 
identify a terminal, which is assigned when a system is installed. 

site-specific authentication module (SSAM) 
A site-specific authentication module that replaces the conventional "password" 
approach to authentication with more secure network-oriented authentication logic. 
The environment for SSAMs is provided by AS IS. 

size of an array 
The number of elements in the array value, which is equal to the product of the 
extents of all the dimensions. 

skeleton 
The set of commands for the Symbolic Stream Generator (SSG) processor. The 
ELMS/SKELETON execution skeleton is used to generate message data banks (MDB). 

skeletonization 
The process of initializing a DSDF file with predefined control words so the DSDF SRH 
can determine whether a valid record was stored in a particular area of mass storage. 
Prevents "garbage" data from being retrieved and misinterpreted as valid. 

SKR 
See symbolic keyed random. 

slack bytes 
Space fillers provided between occurrences of dimensioned items or other data items. 
Slack bytes ensure that dimensioned items occupy the same relative position in 
computer storage for each item occurrence. 

slave console 
A console that replicates the master console and switches between session when the 
master console switches. The master console controls an operation between a 
customer site and the Unisys Customer Support Center. The slave console can be at 
either location and you can specify which one is the master console and which one is 
a slave console. See master console. 

slave-cycle 
A slave-cycle is the execution of a slave-task. 

slave-task 
A slave-task is a Random Processing Declarative Section including extensions to any 
level using GO TO, PERFORM, CALL, and ENTER statements imbedded in the 
slave-task. Slave-tasks can be defined in any COBOL program in a COBOL run unit. 

SLIB 
Extended mode version of the System Library routines. 

slice 
A unit of disk partitioning. Disks are divided into slices. See also partition. 
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slog 
The background process that logs Operations Sentinel error and trace messages. It is 
used by Unisys engineering personnel for problem analysis. 

SLOP table 
See status list of the operating program. 

slot table 
A table at the bottom of a page that acts as an index to the physical location of each 
record that is logically on the page. 

small bank 
A bank whose s–bit is clear (zero). The maximum size of a small bank is 262K words. 

Smart Console 
A product that provides automatic processing of functions that operations personnel 
normally perform. 

SMART software 
(Previously called Smart Console.) Provides automatic processing of functions 
normally performed by systems operators. It consists of software residing on both 
the system console (AMS) and the host system (UOSS). 

SMB 
See server message block. 

SMC 
See OS 2200 Server Management Control. 

SMTP 
Abbreviation for simple mail transfer protocol. 

SNA 
Abbreviation for Systems Network Architecture. 

SNAP 
Abbreviation for subnetwork access protocol, an extension of the logical link control 
(LLC) protocol. 

snapshot 
A collection of sorted or grouped records. 

snippet 
In a stored procedure, the sequence of Java statements between the BEGIN and END 
keywords in the CREATE PROCEDURE (or CREATE TRIGGER) statement. The Java 
statements become a method in a class that the SQL engine creates and submits to 
the Java compiler. 

SNMP 
See Simple Network Management Protocol. 
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SNMP agent 
A software component on a network node that collects information and performs 
network management functions on behalf of authorized SNMP managers. 
Communications Platform and Communications Platform for Open Systems include 
SNMP agent software, which allows OS 2200 hosts to respond to requests for 
managed information by SNMP network managers. See also simple network 
management protocol. 

SNMP service user (SSU) 
An application program that accesses the Communications Platform or 
Communications Platform for Open Systems simple network management protocol 
(SNMP) services. 

SNMP Service (Win32) 
The Win32 service that contains the Microsoft extendible agent and enables a Win32 
system to support SNMP management. 

SNMP Trap 
A message used to notify that a predefined event has occurred. When an agent 
detects such an event, the agent sends a special message to an SNMP manager. 

SNMP Trap Manager 
An SNMP trap service that resides on a Service Processor or the master partition. It 
receives all SNMP traps that are sent by Unisys agents in partitions. 

SNMP Trap Service (Win32) 
The Win32 service that listens for SNMP traps sent by other SNMP agents and then 
passes the data along to the Microsoft SNMP management API. 

SNT 
Abbreviation for segment name table. 

socket 
An address that links an IP address with a TCP port to specify one end of a TCP 
connection. 

SOE 
See start-of-entry character. 

software 
Computer programs including application programs, generators, operating systems, 
compiler, assemblers, and interpreters. 

Software Change Document 
Contains data related to a software change. A software change is a formal means of 
entering and maintaining a modification to a software product. 

software generation print processor (SGP) 
A COMUS program that manipulates print output to combine print tapes and extract 
information from existing print tapes. 
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Software Instrumentation Package (SIP) 
The performance monitoring code in the Exec that is initiated using the SB keyin. 

Software Library Administrator (SOLAR) 
A software tool that a site or system administrator uses to install and maintain 
software products. SOLAR consists of a set of utilities and the SOLAR processor (a 
full-screen interface to the utilities). 

software lock 
A file lock that is controlled by software locking. 

software locking 
A method of locking files that is handled entirely through software controls. TIP file 
control, Universal Database Control, and Business Information Server provide file 
locking services. TIP file control transfers the locks for concurrent application groups 
to the Record Lock Processor and handles the locks for the other application groups 
locally. 

software object 
An application or a process running on a host system. 

software package tape 
A OS 2200 software release tape that contains absolute-only versions of OS 2200 
software products. Contrast with product master tape. 

Software Product Application Initialization and Recovery (SPAIR) 
A utility (executable absolute) used by Partitioned Applications runstreams that 
facilitates TIP and integrated recovery. With SPAIR, a user can initialize or recover TIP, 
step control, and audit control within a runstream. 

software state 
A part of activity state. Information describing the software condition of an activity. 
The software state includes the execution status (such as active, waiting), activity-id, 
switching level, wait state (if waiting), and contingency information. 

software-manufactured 
Pertaining to a site that does not receive Exec source code (only the absolutes). Such 
a site would be running with an absolute-only release. These sites have preconfigured 
systems and must contact Unisys to make changes to their configuration. 

solicitation 
An Exec operator console message that requires the operator to enter a response. 

SOLAR 
See Software Library Administrator.  

SOLAR/E 
See Software Library Administrator Extended. 

solicitation 
An Exec operator console message that requires the operator to enter a response. 
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SOML 
See Send or Mail. 

SORT 
The Sort/Merge utility consisting of an independent sort processor and a set of sort 
subroutines that perform sort and merge functions. 

sort 
To arrange records in order according to a key.  

sort D-bank 
A data area passed to the SORT subroutines that contains basic control information 
about the sort operation. The minimum size for this area is 02200 words. This area is 
passed to the SORT subroutines through register X9 for the extended and common- 
banked sort linkages. 

sort file 
A collection of records that is created and sorted by a COBOL SORT statement. 

SORT KEY clause 
Applies to SSDF files only in file-control-entry section of FDP syntax structure. 
Indicates if data is sorted in ascending or descending order. 

sort/merge file description entry 
An entry in the File Section of the Data Division of a COBOL program that consists of 
the level indicator SD, followed by a file name and a set of file clauses, as required. 

source 
The symbolic identification of the originator of a transmission to a queue. 

source code 
The programming language text of a program, which must be translated to object 
code for the program to be executable. Synonym for symbolic code. Contrast with 
object code. 

source computer entry 
An entry in the SOURCE–COMPUTER paragraph of the Environment Division of a 
COBOL program that contains clauses that describe the computer environment in 
which the source program is to be compiled. 

source file 
(1) A unit containing the text of the program. (2) The file from which data is read during 
a copy operation. Contrast with target file. 

source host 
(1) The host that sends a file or records in any transfer operation. (2) The host system 
from which a file or element is transferred (applies only to COPY, SPOOL, and SUBMIT 
statements). 

source item 
An identifier in a SOURCE clause that provides the value of a printable item. 
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source language 
The code a programmer produces in either a high- or low-level language before it is 
translated into object or machine language. 

source program 
(1) Any syntactically correct set of statements in a programming language that can be 
compiled or interpreted for execution. In unambiguous contexts, can be shortened to 
“program.” (2) In COBOL, a syntactically correct set of statements beginning with 
either the optional Control Division or an Identification Division and ending with the 
end of the Procedure Division.  

source schema 
The schema as it is written in Data Definition Language (DDL) syntax. The DDL 
processor accepts the source schema as input for translation to an object schema in 
the same manner that a standard language processor, such as COBOL, accesses a 
source program. 

source subschema 
The subschema as it is written in Subschema Data Definition Language (SDDL) syntax. 
The SDDL processor accepts the source subschema as input for translation to an 
object subschema, which includes a set of interpretive tables and a series of record 
descriptions to be included by a DML program. 

SOURCE-COMPUTER 
The name of an Environment Division paragraph in a COBOL program that describes 
the computer environment in which the source program is compiled. 

SP AMS 
(1) See Single Point Autoaction Message System. (2) An Operations Sentinel log 
towhich SP-AMS writes messages while running in debug mode or trace mode. 

space-filled 
An ASCII character string in which the significant characters are followed by a series 
of space characters to the maximum size of the string. Contrast with null-terminated. 

SPAIR 
See Software Product Application Initialization and Recovery utility. 

spals 
The event distributor for alert event reports on the Operations Sentinel server. The 
Operations Sentinel Alert Server (spals) background process controls alert routing 
from all sources (for example, Single Point Interface Pipe) to all clients registered to 
receive alert event reports. It also handles acknowledgment and clearing of alerts. It 
generates log events for alerts and posts them in individual host logs and the 
consolidated alert log, SP SPALS. 

spams 
The background process that provides the message pattern matching and action 
processing associated with Single Point Autoaction Message System. 

spare F–cycle 
The F–cycle to be used after the current F–cycle. 
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SPC 
Abbreviation for subsystem power controller. 

special access permission (SAP) 
A field that is associated with an access lock and defines the type of access (execute, 
read, or write) an activity can make to the access lock’s associated storage object 
when the access key matches the access lock. 

special after-look 
An after-look that is taken only when one leg of a duplex file becomes unavailable. See 
also after-look, before-look. 

special character 
(1) A character in the following set: + plus sign – minus sign * asterisk/stroke (virgule, 
solidus) $ currency sign , comma (decimal point) ; semicolon . period (decimal point, 
full stop) ” quotation mark ( left parenthesis ) right parenthesis > greater than symbol 
< less than symbol. (2) A character that has special meaning to DDP-FJT, such as the 
comma (,), semicolon (;), ampersand (&), and at character (@). A character string that 
contains special characters should be enclosed in double quotation marks. (3) A 
character that has a special meaning to IPF 1100, such as & (concatenation), @ 
(comment), and * (signals input data). Other special characters are used in pattern 
matching. 

special character word 
A reserved word that is an arithmetic operator or a relation character.  

special characters 

special file 
A file (called a device driver) used as an interface to an input/output device, such as a 
user terminal, a disk drive, or a line printer. 

special handling flag 
A security attribute field in security records that specifies several security attributes. 

special names entry 
An entry in the SPECIAL–NAMES paragraph of the Environment Division of a COBOL 
program that enables specifying the currency sign, decimal point, and symbolic 
characters; and relating implementor names to user-supplied mnemonic names, 
alphabet names to character sets or collating sequences, and class names to sets of 
characters. 

special registers 
Certain compiler-generated storage areas whose primary use is to store information 
that is produced in conjunction with the use of specific COBOL features. 

special-character word 
A reserved word that is an arithmetic operator or a relation character. 

SPECIAL-NAMES 
The name of an Environment Division paragraph of a COBOL program in which 
implementor names are related to user specified mnemonic-names. 
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specific part of function packet 
The part of the function packet that contains items that are unique to a particular 
function. This part of the function packet always is the last part and varies in size, 
depending on the function. 

specification 
See format specification. 

specification statement 
A statement that informs the compiler how to handle the following: 

specification subprogram 
See BLOCK DATA subprogram. 

SPF 
See separately packaged feature. 

SPF release master 
A tape that contains one separately packaged feature (SPF) for a software product. 

SPIP 
See Single Point Interface Pipe. 

splitter 
See signal splitter. 

splm 
The Operations Sentinel background process that monitors the disk partition to which 
logging messages are written to ensure enough storage exists to continue logging. 

splog 
The Operations Sentinel background process that writes messages to log files. 

SPO 
See Operations Sentinel. 

SPO Administrators 
A Windows group and an Operations Sentinel role. Users assigned to the SPO 
Administrators role can view objects and their properties in Operations Sentinel 
Console. SPO Administrators are responsible for defining the operating environment 
for the Operations Sentinel server. 

SPO Console 
See Operations Sentinel Console. 

SPO MCP Agent 
See Operations Sentinel MCP Agent. 

SPO MCP Interface 
See Operations Sentinel MCP Agent. 
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SPO Users 
A Windows group and an Operations Sentinel role. Users assigned to the SPO Users 
role can view objects and their properties in Operations Sentinel Console. Other 
functionality may be allocated to the SPO User role by a SPO Administrator. 

SPO/HMP Console 
See Operations Sentinel Basic Edition for ClearPath servers. 

spo_ats 
The protocol name in the services file on the Operations Sentinel server that identifies 
a terminal/communications server port number on the Operations Sentinel server. 

spo_bc 
The name in the services file on the Operations Sentinel server that identifies the port 
number and protocol where system consoles send broadcast messages. Operations 
Sentinel needs this information to receive the broadcasts. 

spo_event 
A program that, as part of the Operations Sentinel Windows Resource Monitor, is 
installed on each managed Windows system and can be called to send an event report 
to Operations Sentinel. 

spo_log 
The name in the services file on the Operations Sentinel server that identifies the IPC 
service for Operations Sentinel Logging. 

spo_mcp 
The default name in the services file on the Operations Sentinel server that identifies 
the port number and protocol used to communicate between the Operations Sentinel 
server and the Operations Sentinel MCP Agent running on each managed MCP 
system. 

spo_pcam 
The name in the services file on the Operations Sentinel server that identifies the port 
number and protocol used internally by Operations Sentinel. 

spo_ping 
The service name used to indicate access to a monitored system is through the ping 
protocol to only determine that a system is up or down. 

spo_pipe 
The name of the pipe file to which external programs write event reports when they 
use the Single Point Interface Pipe (SPIP) capability. The pipe file is located at 
\\spo−server\pipe\spo_pipe, where spo-server is the name of the Operations Sentinel 
server. 

spo_serial 
The name in the services file on the Operations Sentinel server that identifies a direct 
connection between the Operations Sentinel server and the ANSI X3.64 compliant 
serial ports of a managed system. See also ssh. 
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spo_ssh 
The service name used to indicate access to a monitored system through the Secure 
Shell protocol. The actual protocol version selected is determined at the time the 
connection is established based on what is supported by the monitored ANSI X2.64-
compatible system. Preference is given to Secure Shell version 2. See also ssh. 

spo_ssh1 
The service name used to indicate access to a monitored system through the Secure 
Shell version 1 protocol. 

spo_ssh2 
The service name used to indicate access to a monitored system through the Secure 
Shell version 2 protocol. 

spo_telnet 
The protocol name in the services file on the Operations Sentinel server that identifies 
the port number of the Telnet server on a managed system. 

spo_universal 
The name in the services file on the Operations Sentinel server that identifies the port 
number and protocol used by the Event Services. 

SP-OBJECTEVENTS 
The log into which AC and DE event reports are recorded. Event reports with errors 
are always recorded. Event reports without errors are recorded only if the Event tab of 
Server properties for this log is enabled. 

spoofing 
The act of creating a hoax on a computer system. An example would be tricking 
computer users into thinking they are interacting with a TCB when actually an 
unauthorized program is masquerading as the TCB. 

spool 
To collect and serialize output from multiple processes competing for a single output 
service. 

spool area 
A directory in which a spooler collects work. 

spooler 
A daemon that spools. 

spovClient 
See Operations Sentinel OpenView Agent. 

spues 
The Operations Sentinel background process that routes event reports of types other 
than alert and log. The Single Point Universal Event Server (spues) process receives 
event reports and then distributes those event reports to all clients registered to 
receive them. 
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spurt 
The Operations Sentinel background process that manages all runtime state 
information. The Single Point Universal Run Time (spurt) process initiates connections 
to systems and updates all dynamic state for objects in the configuration. 

SQL 
See Structured Query Language. 

SQL communications area (SQLCA) 
A data structure that contains information about the execution status (success, error 
or warning conditions) of the most recent SQL statement. The SQLCA includes an 
SQLCODE field. The SQLCA provides the same information as the SQL diagnostics 
area, but it is not compliant with the SQL-92 standard. The ODBC Access SQL Server 
supports both the SQLCA and the SQL diagnostics area. 

SQL diagnostics area 
A data structure that contains information about the execution status (success, error 
or warning conditions) of the most recent SQL statement. The SQL GET DIAGNOSTICS 
statement returns information about the diagnostics area to an application, including 
the value of the SQLSTATE status parameter. The SQL-92 standard specified the 
diagnostics area as a standardized alternative to widely varying implementations of 
the SQL communications area (SQLCA). The ODBC Access SQL Server supports both 
the SQLCA and the SQL diagnostics area.  

SQL engine 
The core component of the SQL environment. The SQL engine receives requests from 
applications, processes them, and returns results. 

SQL result set 
In a stored procedure, the set of data rows generated by an SQL statement (SELECT 
and, in some cases, CALL). 

SQL routine 
A stored procedure or stored function. 

SQLCA 
SQL Communications Area: A data structure that contains information about the 
execution status (success, error, or warning conditions) of the most recent SQL 
statement. The SQLCA includes an SQLCODE field. The SQLCA provides the same 
information as the SQL diagnostics area, but is not compliant with the SQL-92 
standard. Dharma/SQL supports both the SQLCA and the SQL diagnostics area. 

SQLCODE 
An integer status parameter whose value indicates the condition status returned by 
the most recent SQL statement. An SQLCODE value of zero means success, a positive 
value means warning, and a negative value means an error status. SQLCODE, which 
was defined in the SQL-89 standard, is superseded by SQLSTATE in the SQL-92 
standard. Applications declare either SQLSTATE or SQLCODE, or both. SQL returns the 
status to SQLSTATE or SQLCODE after execution of each SQL statement. 
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SQLSTATE 
A 5-character status parameter that consists of a 2-character class and a 3-character 
subclass, whose value indicates the condition status returned by the most recent SQL 
statement. SQLSTATE is specified by the SQL-92 standard as a replacement for the 
SQLCODE status parameter. SQLSTATE defines many more specific error conditions 
than SQLCODE, which enables applications to implement more portable error handling. 
Applications declare either SQLSTATE or SQLCODE, or both. SQL returns the status to 
SQLSTATE or SQLCODE after execution of each SQL statement. 

SRH 
See storage record handler. 

SRL 
See system registration log. 

SSAM 
Abbreviation for a Site-Specific Authentication Module. 

SSAP 
See session service access point. 

SSD 
Abbreviation for solid-state disk. 

SSDEF 
Abbreviation for subsystem definition element. See subsystem. 

SSDEF$ 
An element that contains library search chains for all installed subsystems. It resides in 
SYS$* DATA$. 

SSDF 
See sequential system data format. 

SSDF file 
See sequential system data format file. 

SSDP 
See Subsystem Definition Processor. 

SSF 
Abbreviation for Short_Status_Field (of ASP). 

SSG 
See Symbolic Stream Generator. 

ssh 
Secure Shell; a term used to identify the Secure Shell protocol, which currently comes 
in 2 versions. Operations Sentinel can be conditioned to explicitly use version 1 or 
version 2 or given the option of selecting the most secure when supported by the 
monitored ANSI X3.64-compatible system. See also spo_ssh1, spo_ssh2. 
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SSINFO Processor 
See Subsystem Information Processor. 

SSL/TLS 
Abbreviation for Secure Sockets Layer/Transport Layer Security. 

SSL 
See Secure Sockets Layer. 

SSL certificate 
A form of digital certificate following the ANSI X.509 standard used by the SSL 
protocol to authenticate clients and servers participating in a secure session. 

SSP 
See system support processor. 

SSSSCALLANY privilege 
If enforced, allows a user, no matter what his or her other security attributes, to enter 
any subsystem, thus allowing all subsystem transitions to occur. 

SST 
Abbreviation for site standard time (used in time management utilities). 

SS-Transition 
See subsystem transition. 

SSU 
Abbreviation for SNMP service user. 

ST keyin 
A keyin that starts a run. 

stack 
A linear address space contained in a bank that is a LIFO (last in–first out) queue. The 
architecture provides three types of stacks: a return control stack, an interrupt control 
stack, and a generic stack. See also stack frame. 

stack bank 
A bank that constitutes a stack. 

stack frame 
One or more consecutive words of space that provide the basic unit of stack 
management. For generic stacks, the size is variable. Each programmer specifies the 
stack size using the stack manipulation instructions. The return control stack and the 
interrupt control stack frame sizes are architecturally fixed values. 

stack tape 
A logical tape that contains any number of product release masters and SPF release 
masters. 

stage 
The OS 2200 process of putting file segments into the XPC. 
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staging 
In Integrated Recovery, the process of user programs deferring messages or database 
updates until the program reaches end-of-step, when the system applies the updates 
to the database. Staged messages and database updates also can be used during 
recovery. See also message retention file, retention file, and rollback page file. 

staging area 
An area where IRU stores database updates until the updates can be applied to the 
database. 

staging bank 
An area where IRU stores database updates until the updates can be applied to the 
database. 

standard (J2SE) application 
An application developed using the Java 2 Platform, Standard Edition. 

standard action 
An action that the operating system performs in a particular circumstance, in the 
absence of an explicit user directive. 

standard application group 
The application group UDSSRC that accompanies Universal Database Control on the 
release tape. 

standard area record placement (SARP) 
A protocol for storing records in which the number of data and overflow pages 
allocated for an area must be explicitly defined in the schema. Contrast with dynamic 
area record placement. 

standard attribute 
An attribute in an event report that is predefined by Operations Sentinel, for example, 
TYPE, CLASS, INSTANCE, and ALERTID. Contrast with user-defined attribute. 

standard calling sequence (SCS) 
A set of standard conventions for extended mode programs that controls argument 
passing. It generally eliminates the need for interface routines between languages and 
enables an application to be written in several languages. The method is transparent 
to the programmer because the UCS compilers generate the SCS automatically. 

standard data format (SDF) 
(1) A sequential access, variable-length record file format that is used by OS 2200 
operating system software for some types of data storage. It is primarily used to 
store character data in program file elements or in data files. The text of symbolic 
elements of program files is in SDF. (2) The concept for describing data in a COBOL 
Data Division as if the data were on a printed page of infinite length and breadth, 
rather than describing how the data is stored internally in the computer or on a 
particular external medium. 

standard delimiter 
The default delimiter in autoaction databases, which is a space. Standard patterns in 
autoaction databases use spaces to separate the tokens of a console message. 
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standard directory 
Synonym for the local Exec file directory. 

standard error 
A text stream that the C run time connects to an open file before program startup, so 
that the program can write error messages to the stream. 

standard input 
A text stream that the C run time connects to an open file before program startup, so 
that the program can read from the stream. 

standard input parameter (SIP) 
A self-explanatory input parameter to a database procedure (DBP). SIPs are useful to 
any DBP regardless of function and are, therefore, passed to every DBP on each call. 

standard master file directory 
A directory whose directory-id is STD that contains Exec file definitions only for files 
that are cataloged with the particular host. Only that host can assign and access files 
that are cataloged in the standard MFD. Also known as local Exec file directory, local 
file directory. See also shared master file directory, standard TIP/FCSS file directory. 

standard object module 
A fully-relocatable compiled element that receives virtual addresses at loading. 
Standard object modules can be statically linked after they are created. See also 
object module. 

standard output 
A text stream that the C run time connects to an open file before program startup, so 
that the program can write to this stream. 

standard pattern 
A pattern that uses spaces for delimiters. The majority of console messages can be 
defined as standard patterns. AMS breaks apart system messages received on the 
system console, and compares the system message tokens to the predefined pattern 
tokens in the database. 

standard pattern with keyword 
An AMS pattern that uses spaces for delimiters and includes a keyword token for 
most efficient message matching. Contrast with nonstandard pattern. 

standard pattern without keyword 
An AMS pattern that uses spaces for delimiters but does not include a keyword token. 
Contrast with nonstandard pattern. 

standard procedure 
A PADS procedure supplied with PADS and maintained in the PADS system library file 
is named SYS$LIB$*PADS$PROC$. You can use standard procedures to perform 
debugging functions such as dumping values from hardware registers, opening 
diagnostic files and moving around in diagnostic file entries during postmortem 
debugging, and translating address values from basic mode to extended mode. See 
also PADS procedure, procedure library, user library. 
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standard program file 
A program file format that has small, variable length tables. The element table normally 
can contain up to 2,671 elements but can be expanded to contain up to 5,000 
elements. Each element can contain up to 262,143 sectors of element text. See also 
large element program file, large program file, program file. 

standard release configuration 
The configuration of the UDS products as they are released on the UDS product tapes 
and installed into the standard application group, UDSSRC. 

standard TIP directory 
See local TIP directory. 

standard TIP program 
A transaction program that is registered with TIP but is not an HVTIP program. 
Standard TIP programs reside in TIP program files that the SUPUR utility creates and 
maintains. 

standard TIP/FCSS file directory 
A directory that contains only TIP file definitions for the particular host. Only that host 
can assign and access the files. TIP file numbers for standard TIP files are local to the 
host; other hosts can reuse the file numbers to refer to physically different standard 
TIP files. Also known as local TIP/FCSS file directory. See also standard master file 
directory, shared TIP/FCSS file directory. 

standard unit of accounting (SUA) 
A monetary unit of charge (as opposed to CPU or IP time) that accumulates during the 
execution of a run. An SUA reflects the actual cost in performing the processing that 
the run specifies. SUAs are used for billing and setting monetary limits on accounts 
and user-ids. 

standard unit of processing (SUP) 
A nanosecond-based unit that provides consistent processing service measurements. 
Nanosecond SUP charges for control statements are scaled to the hardware speed. 
ER and control statement measurements are based on nanosecond SUPs. 
Nanosecond ER and control statement SUPs are split into an instruction processor and 
an I/O component. 

standby Service Processor 
See Service Processor. 

STAR-2200 
See System for Tape Administration and Reporting. 

start-of-entry (SOE) character 
A character (triangular in OS 2200 software) that identifies the start of input or output 
in interactive interfaces for software products. When you press the enter or transmit 
key, the system interprets everything between the last SOE and the cursor as new 
input. 
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start bit 
An integer expression identifying the first bit in the bank location specified for a 
program entity in a low-level address. Start bit is indicated by the symbol # 
immediately preceding it in PADS command syntax. See also address modifier. 

start date 
The earliest date that a key can register. 

state 
See system status. 

stateful session bean 
A type of a session bean class that retains state on behalf of its client across multiple 
method invocations by the client. 

stateless environment 
An environment in which you can modify existing forms in any order; you are not 
forced to follow a predetermined sequence. 

stateless session bean 
A type of a session bean class that does not retain any client-specific state between 
client-invoked methods. All instances of a stateless session bean are identical. 

statement 
(1) In the C language, a sequence of one or more expressions that ends with a 
semicolon character and specifies an action to be performed. (2) A set of syntactically 
correct COBOL, FORTRAN, or SQL words and clauses that instruct the system to 
perform a task. A statement can be divided into clauses, which can be divided into 
phrases and subclauses. 

statement function 
A procedure specified by a single statement that identifies an expression. The 
expression is evaluated when the statement function name appears as a function 
reference in another statement within the same program unit. 

statement function definition statement 
A statement that associates a statement function name with an expression. 

statement label 
An unsigned integer that uniquely identifies a FORTRAN statement. 

statement label assignment 
See ASSIGN statement. 

static bank 
A bank that can be entered or exited through LBJ/LIJ/LDJ without requiring Exec 
intervention. Static banks are loaded in main storage whenever the programs of which 
they are members are loaded. 

static data 
Storage areas whose location and size are fixed when the routine containing the data 
is compiled. 
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static dump 
The process that dumps database files when the files are in a known and consistent 
state. Contrast with dynamic dump. 

static ESQL 
See embedded SQL. 

static linking 
Linking that is performed by the LINK processor before program execution, similar to 
collecting. 

static page 
A document object in the form of a file. The file can contain any type of data, such as 
text, graphic images, video, or audio. It is not an executable program file. 

static preconditioning 
See preconditioning. 

static property 
A property of a managed class that can be set only using administrative mode of 
Operations Sentinel Console. It cannot be set by an AC event report. Contrast with 
dynamic property. 

static routing 
In static routing, the network administrator configures the system routing tables by 
using the route command. This can be done automatically at boot time. 

STATIC-CONTEXT 
A repository entity type that represents Repository for ClearPath OS 2200 facilities to 
which execution rights can be granted or denied. 

status 
(1) A value returned by the called system or device that indicates the results of that 
call. (2) Information concerning the current state of an active command or program. 

status bar 
A bar at the bottom of a window that displays various information using text and 
icons. 

status list of the operating program (SLOP) 
A PCT area containing various parameters that are required by the online system. 
Much of the information comes from the transaction program’s VALTAB record. 

status table 
A table located in the user D-bank of a program running under the UCS Runtime 
System, and also in the thread D-bank. The SFS storage record handlers and logical 
data manager can store error information in the thread D-bank, which is transferred to 
the user copy upon returning from SFS. 

STD 
Abbreviation for standard. See directory-id. 
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step 
A recoverable or nonrecoverable unit of work, such as an application program or part 
of a program. Steps are the smallest recoverable unit of a thread. Each step begins 
and ends with a thread control command or rollback caused by an error. Users can 
recover recoverable steps to restore the database to a consistent state. See also step 
control. 

step control 
An Exec Integrated Recovery component that uses queues and queue items to record 
and update the current state of all steps accessing the database in a recoverable 
application group. Step control provides central control information for the other 
Integrated Recovery components. 

step control application 
A set of related step control programs or queued messages and, optionally, a periodic 
savefile and audit trail that are used for recovery. 

step control related audit trail 
The audit trails that are associated with recoverable application groups. Audited 
recoverable data provides a chronological record of all recoverable processing in an 
application group. 

step recovery 
The recovery of a unit of work in the Integrated Recovery environment. 

sticking power 
A means of keeping transaction banks in main storage, even though they are not 
currently active. Program restarts are faster than loads, so throughput is improved. 
When sticking power is enabled, the post-scheduler does not release the main 
storage banks for a terminating reentrant or self-initializing transaction program unless 
storage is needed for other purposes. 

sticky-file 
A special permission for a shared text program that causes a copy of the text area to 
be retained in the swap area, even if there are no processes using the text area to 
improve system response. 

STOP statement 
A statement that terminates the execution of the program. 

storage 
See main storage, mass storage. 

storage area 
(1) For Universal Database Control, a database file that is stored in an Exec or TIP file. 
(2) For Enterprise Relational Database Server, the data that is stored in one or more 
relational tables. (3) For Enterprise Network Database Server, an area of records. (4) 
For Shared File System, a file of PCIOS or Shared File System data. 
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storage area definition 
Information stored in the repository that describes the characteristics of a storage 
area (for example, the storage area name, the Exec file name or TIP file number, and 
other storage area attributes). See also attribute, file description table. 

storage class 
The portion of a C declaration that provides linkage and lifetime for all declarators in 
the declaration and is specified using one of the following keywords: auto, extern, 
register, static, typedef. The storage class typedef signals a type definition. Extern and 
static can apply to either functions or data objects. Auto and register can apply only to 
data objects. 

storage control table (SCT) 
A table containing pointers to label and register save areas referred to by the PIM and 
the C2P$ bank. 

storage device subsystem 
A storage complex consisting of a control unit and the devices connected to it. 

storage environment 
The combination of storage systems that have implemented the storage interfaces. 
One possible combination of storage systems in an implementation is the ODBC 
Access supplied flat-file and main-memory storage system, with a proprietary 
database containing user data. 

storage interface (SIF) 
A microprocessor located on a XPC backpanel that provides support of XPC 
processing and the storage interface. 

storage interfaces 
C++ routines that are called by the SQL engine to access and manipulate data in a 
proprietary storage system. A proprietary storage system must implement supplied 
storage stub templates to map the storage interfaces to the underlying storage 
system. 

storage manager 
A completed implementation of storage interfaces. A storage manager receives calls 
from the SQL engine and accesses the underlying proprietary storage system to 
retrieve and store data. 

storage object 
A gate or bank. 

storage record handler (SRH) 
The SFS bank that processes requests for physical data received from the Logical Data 
Manager, passing them to the cache manager. SFS contains one SRH for DSDF files 
and another for MSAM files. 
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Storage Sentinel 
A flexible solution that enables the storage administrator to effectively manage and 
allocate the storage resources for a network of application servers. Storage Sentinel 
provides a comprehensive set of integrated components, both storage management 
hardware devices and preloaded software. You use Storage Sentinel to accomplish 
tasks such as allocating storage to servers, monitoring physical devices, and managing 
the virtual resources. You can perform these tasks in networks comprised of storage 
subsystems from different vendors and storage clients running various operating 
systems. 

storage sequence 
A sequence of storage units. 

storage system 
The proprietary database system that underlies a storage manager. 

storage unit 
A numeric or character storage unit. An integer, real, or logical data item has one 
numeric storage unit in a storage sequence. A double-precision or complex data item 
has two numeric storage units in a storage sequence. A double-precision complex 
data item has four numeric storage units in a storage sequence. A character data item 
has one character storage unit in a storage sequence for each character in the item. 

stored function 
A stored procedure that returns a value to the caller. 

stored procedure 
(1) An executable database object (usually, a number of SQL statements) that is stored 
in the database and can be called from a client or host application. (2) A snippet of Java 
source code that is embedded in an SQL CREATE PROCEDURE statement. The source 
code can use all standard Java features and supplied Java classes for processing any 
number of SQL statements. 

stream 
A transfer mode that transfers data in a stream, which is the most efficient mode 
between OS 2200 hosts. (TAS field/parameter value). See also runstream. 

stream cipher 
A cipher that operates on a stream of bytes. A stream cipher negates the need for any 
padding. RC4 is an example of a stream cipher. 

stream cipher algorithm 
An algorithm, such as RC4, that encrypts one byte of data at a time using a secret key 
that is shared between the sender and the receiver. Data padding is not required, ECB 
and CBC modes do not apply, and an IV is not used. Contrast with block cipher 
algorithm. 

stream generation statement (SGS) 
A data unit consisting of a label and a series of fields and subfields that provides input 
for Symbolic Stream Generator (SSG) skeletons. A group of stream generation 
statements (SGS) form a matrix for tables or lists of data. See also Symbolic Stream 
Generator (SSG). 
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STREAMS 
An enhancement to the System V character input/output (I/O) system that supports 
the development of communications software. 

strength 
The attribute of a reference that determines whether it is resolved at initial load time 
or during execution, either NORMAL or STRONG. 

string 
(1) A C data object of type array of char whose defined contents is terminated by a null 
character. (2) An Interactive Processing Facility character string that is delimited using 
a pair of the current delimiter characters (the value of the system variable 
$DELIMCHAR, initially set to double quotation marks). If a, the delimiters are not 
necessary for strings that do not contain spaces or special characters. 

string constant 
A C token that specifies a value that is stored in memory as a data object of type array 
of char. For example, the string constant "ab\n" has four elements: a, b, \n, and \0. The 
C compiler always appends a null character to a string constant. 

string literal 
A character or characters that are enclosed in single quotation marks and indicate a 
literal value. 

string variable 
A sequence of characters that can be the value of a shell variable. See variable. 

stringize 
To make the arguments, or actual parameters, of a C macro expansion into a string. 
See also macro expansion. 

strong reference 
A reference that is resolved at initial load time. Universal Compiling System compilers 
create strong references when link vectors cannot be used (for example, for 
references from data areas). Any reference can, under user control, be made strong. 

struct type 
A group of types in the C language that includes all types declared with the struct 
keyword. The content of a struct type consists of one or more structure members, 
each of which has a distinct name and can have a distinct data object type. The 
structure members specify component data objects that follow each other in memory. 

structure 
A group of heterogeneous but related items that are organized in a specific manner 
and referenced by name. 

structure member 
A C identifier that is declared in the context of a structure type to name a component 
of the structure type. All structure members must have data object types. You can 
specify a bit field type only for a structure member. 
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structure type 
A group of types in the C language that includes the struct types and the union types. 

Structured Query Language (SQL) 
A set of commands that lets an application program retrieve, delete, insert, and 
update data in a relational database, in addition to creating and controlling access to a 
relational database. 

STSP 
The command for the set trailing spaces option. 

STT 
Abbreviation for Security Token or Ticket. 

stub interfaces 
Template routines for implementing access to proprietary storage systems by ODBC. 
Once filled in for a particular storage system, the completed stubs are called storage 
managers. 

stubs 
See stub interfaces. 

style conventions 
The consistent predefined specialized use format features, such as special characters, 
typefaces, color, and underlining, in a particular interactive interface or manual. 

style-id 
The unique order number of a product or feature. 

SUA 
See standard unit of accounting. 

subadministrators 
The subordinate personnel who, under the direction of the site administrator or 
security officer, manage security and control resources on the computer system. 
Subadministrators may access only a subset of the security database. 

subchannel 
(1) A physical connection for a control unit on an I/O processor in an OS 2200 system. 
(2) A unique logical path from an I/O processor to a logical device. 

subcollection 
An alternate term for AG/host in an XTC environment that describes a portion of a 
collection (concurrent application group) that is associated with a particular host 
system. 

subdirectory 
A directory pointed to by a directory one level above it in the file system organization; 
also called a child directory. 
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subfield 
A subdivision of a field, separated from other subfields by a slash, that represents a 
separate but related parameter. 

subfunction 
A clause or command that attaches an attribute to an entity or relationship. Clauses 
generally include a verb that indicates the action to be taken, followed by an attribute 
clause that identifies the attribute type and, for some verbs, a value or set of values 
for the attribute. Subfunctions are used to introduce, manipulate, or remove attribute 
information for entity and relationship occurrences. 

subject 
An entity that requests access to the system and to the information the system 
protects. Subjects include users and subsystems. See also object. 
  

subject of entry 
An operand or reserved word that appears immediately following the level indicator of 
the level-number in a Data Division entry in a COBOL program. 

subnet 
A part of an IPv4 network. See also network. 

subnet mask 
A method that enables hosts on a network that uses subnetting to determine which 
portion of the local part of an IPv4 address identifies the subnet and which part 
identifies the host itself. 

subnet number 
The part of an IPv4 network address that refers to a specific subnet. 

subnetting 
A technique to further extend the hierarchy of an IPv4 address. Subnetting enables a 
local authority to use the part of the IPv4 address under its control to partition an IPv4 
network into logically independent subnetworks. 

subnetwork 
Any type of physical network to which end systems and intermediate systems attach. 
Subnetworks are differentiated by sets of related subnetwork protocols and services 
that define network addressing, routing, and access methods, as well as the physical 
and electrical characteristics of the transmission media. Subnetwork protocols 
function at the network, link and physical layers of the OSI Reference Model. 

subordinate application program 
An application program that is associated with a subordinate node. Subordinate 
application programs act as servers in the client/server model. See also subordinate 
node. 

subordinate communication resource manager 
A communication resource manager that is associated with a subordinate node. See 
also subordinate node. 
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subordinate entity 
The TO entity in a relationship. 

subordinate node 
A node that is asked by a superior node to participate in a global transaction. See also 
global transaction, node, superior node, transaction tree. 

subordinate record 
A DDP configuration services database record that contains information to 
supplement information in another record. 

subordinate transaction manager 
An instance of a transaction manager that is associated with a subordinate node. See 
also subordinate node. 

subprogram 
A part of a larger program that can be compiled independently. 

SUB-Q 
A table built by the Exec element TRFUNC from VALTAB table information that is used 
for loading and controlling transaction programs in main storage. 

subquery 
A query specification that is nested in a Boolean expression of another query 
expression. The Boolean expression that references the subquery can be part of 
either the WHERE or HAVING clause. 

subqueue 
A logical hierarchical division of a queue. 

subroutine 
A set of instructions that performs part of the overall task a program is intended to 
accomplish. Subroutines are subsequently linked to form a complete program. 
Subroutines avoid redundancy; when the same set of instructions is needed at 
different points in a program, you can jump to a common subroutine instead of 
duplicating the instructions. 

SUBROUTINE statement 
A statement that notifies the compiler that a subroutine is being defined. 

subroutine subprogram 
An executable subprogram consisting of a series of comments and statements, not 
including a BLOCK DATA or PROGRAM statement, that starts with a SUBROUTINE 
statement and terminates with an END, FUNCTION, or SUBROUTINE statement. 

subschema 
The logical definition of the part of the database that is visible to application programs. 
Subschemas describe the view that an application uses and are usually a subset of 
areas, sets, records, and data names defined in the database schema. 
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Subschema Data Definition Language (SDDL) 
A language that describes a database to application programs. SDDL consists of 
clauses for creating subschemas. The SDDL processor translates source subschemas 
into sets of interpretive tables and series of records for including in the DML program. 

subscript 
A number that is attached to a dimensioned data item to distinguish it from other 
instances of the same item. 

subscript list 
A list of expressions identifying the position of an array element within an array. 

subscripted data name 
An identifier that is composed of a data name followed by one or more subscripts 
enclosed in parentheses. 

subsetting 
A mechanism whereby a base register is loaded to describe only a portion of a bank, 
using a specified offset, so that subsequent references to that base register interpret 
the U address as relative to the offset rather than to the true state of the bank. 

substitution 
The substitution of predefined and user-defined variables into the action text of an 
AMS pattern. 

subsystem 
(1) A collection of banks that share a common set of addressing environment and 
security attributes, as well as a common set of library code names and search chains 
that define how the Linking System resolves symbolic references. (2) One or more 
peripheral device types plus a control unit connected to an available I/O channel. 

subsystem deactivation 
The means of removing active subsystems from the running Exec, roughly analogous 
to common bank reload. 

subsystem definition element 
The element processed by the Subsystem Definition Processor (SSDP) that defines a 
subsystem. It has the same type as an absolute element but a different element 
subtype from other absolutes. 

Subsystem Definition Processor (SSDP) 
A linker-supplied processor that compiles the symbolic subsystem definition into an 
absolute subsystem definition element to define the fixed-gate subsystem. 

subsystem transition 
A transition that occurs when an activity executing in one subsystem enters a 
different subsystem. An activity assumes the protection environment of the entered 
subsystem as a result of subsystem transition. 
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subsystem, chameleon 
NPEER. A chameleon subsystem is a fixed-gate subsystem that has only unprotected 
fixed gates defined by its SSDEF. A chameleon subsystem executes under the ring 
and domain of its caller, and generally has no writable application-level data. 

subsystem, fixed-gate 
NPEER. A fixed-gate subsystem is a software partitioning mechanism for shared 
system application-level software. A subsystem is defined by a subsystem definition 
element (SSDEF) and is installed by SOLAR. The code for a subsystem comes from 
one or more files holding one or more object modules. The code for a fixed-gate 
subsystem is loaded at the application-level. There are two types of fixed-gate 
subsystems, chameleon and protected. They differ only in the type of gates used to 
access them. See gate, fixed. 

subsystem, home 
NPEER. The home subsystem is defined by the system SSDEF, SYS$*DATA$.SSDEF$. 
If you have a LINK$PF file assigned, the home subsystem is defined by the SSDEF 
element LINK$PF.SSDEF$. 

subsystem, protected 
NPEER. A protected subsystem is a fixed-gate subsystem that has protected fixed-
gates defined by its SSDEF. A subsystem transition occurs on a call through a 
protected gate, and the subsystem executes under its own ring and domain. A 
protected subsystem can have writable application-level data, and the data is 
protected from unauthorized access. 

Subsystem Information Processor (SSINFO) 
A linker-supplied processor that can display information about extended mode 
software subsystems and AFCBs that are installed on any OS 2200 system. 

sub-task 
In COBOL, a generic term used whenever it is unnecessary to differentiate between 
master- task and slave-task. 

subtype 
A second number that is used to uniquely identify a log entry, among several related 
types. A run identification log entry, for example, would be type 106. The subtypes 
distinguish run initiation from run continuation. 

subview 
A view contained within another view. Subviews provide the means for designating 
collective images in a topology. 

SUDS 
See supervise UDS. 

SUDS processor 
A UDS Control program for interactively monitoring and analyzing UDS Control. 

SUHVSR utility 
A utility that produces and displays a summary report from the contents of a logging 
file that is produced by the TPMHVS utility. 
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sum counter 
A signed numeric data item that is established by a SUM clause in the Report Section 
of the Data Division in a COBOL program. The Report Writer Control System uses the 
sum counter to contain the result of designated summing operations that take place 
during report production. 

summary pane 
A customizable pane in an Alerts window of Operations Sentinel Console that displays 
the Zone Alerts and Other Alerts icons. See also Other Alerts icon, Zone Alerts icon. 

summary report 
(1) A report generated by the PKGREG, PRODLD, PRODSV, and PRODRV utilities each 
time they are executed to help the system administrator monitor changes to the 
system. The utilities place the summary report in an element in the diagnostic file. 
(2) A report by the NPEER report processor when you use the PRODUCE_SUMMARY 
command. These reports show what parts of the program being analyzed account for 
the largest amount of execution time. 

SUMMIT 
Acronym for Software Unified for Manufacturing Maintenance Installation Test, the 
offline diagnostic Exec software. 

SUP 
See standard unit of processing 

superblock 
The second block in a file system which describes that allocation of space in the file 
system. 

super-high density tape 
Tape on which data is recorded at a density of 6250 bits per inch. 

superior application program 
An application program that is associated with a superior node. Superior application 
programs act as clients in the client/server model. See also superior node. 

superior communication resource manager 
A communication resource manager that is associated with a superior node. See also 
superior node. 

superior node 
A node that requests the participation of another node in a global transaction. See also 
global transaction, node, subordinate node, transaction tree. 

superior transaction manager 
An instance of a transaction manager that is associated with a superior node. See also 
superior node. 

superordinate entity 
The FROM entity in a relationship. 
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superuser 
A UNIX system user who is allowed unrestricted access to files and additional 
permissions over other processes, such as terminating any process on the system. 
See also root, system administrator. 

supervise UDS (SUDS) 
A program that interactively monitors and analyzes Universal Database Control. 

supplemental display text 
Text that appears in an OS 2200 console pane as the result of an AMS display action. 
This text does not appear in the OS 2200 system log file, but you can configure the 
console so that the supplemental text appears in the Operations Sentinel log for the 
system. 

suppress action 
In a CP-AMS database, an autoaction that suppresses the message text from the 
console traffic and hold panes. This text does not appear in the OS 2200 system log 
file, but you can configure the OS 2200 logical console so that the suppressed text 
appears in the Operations Sentinel log for the system. 

SUPUR 
A Transaction Processing utility, used for creating and maintaining SUPUR program 
files. 

SUPUR program file 
A TIP user file that the SUPUR utility designates as a container for non-HVTIP 
application programs. In a conventional TIP environment, users get better 
performance with SUPUR program files than with standard online program files, and 
the SUPUR files are more easily updated. 

SUPUR utility 
A TIP utility that an administrator uses to create a standard TIP program file from an 
FCSS file. The administrator copies extended mode ZOOMs or basic mode absolute 
elements into the file, from which the system loads them for execution. SUPUR 
enables TIP programs that meet certain requirements to use a fast-load option. 

SUR 
See User Communication Form. 

survey file cycle (SFC) 
An internal table that is built for each file selected for processing. It contains 
information about a file, actions taken by FAS, and the results of each action. The SFC 
is used to generate the FAS summary report. You can display SFC using the 
DEBUG(28) command. 

SUTIL option 
An Exec short recovery option that uses information from the periodic savefile and 
from the audit trail (through IRU) to recover the queue items for an application group. 
See also INIT option, PANIC option, REBUILD option. 
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swap 
The process of unmounting one volume of a sequential access file, and then mounting 
another volume. A swap typically occurs when the physical end of a volume of an SAF 
is reached during reading or writing of the SAF. After the swap, the read or write 
operation continues at the start of the next volume of the SAF. A swap also can result 
from a MOVE_SAF operation. 

swap area 
The part of secondary storage to which core images are swapped; the swap area is 
disjointed from the file system. 

swap file 
A file on mass storage that is used for swapping or to hold the contents of main 
storage during a dump. 

swapping 
The operating system method of moving low-priority runs from main storage to mass 
storage to provide space to load higher priority runs into main storage for execution. 

sward 
A region of contiguous absolute space. The memory allocation process assigns one or 
more swards to each active subsystem. Each individual batch and demand run has a 
sward allocated because these runs are considered subsystems. 

switch list 
The Exec internal list of activities. 

switchable application group 
An application group defined on all hosts in a Partitioned Applications system 
configuration. Only one host can access the application group’s database at a time. 
The files and workload of a switchable application group can be transferred from the 
failed production host to the preconfigured backup host. 

switchback procedure 
The procedure by which the operator can move a switchable application group from 
its backup host to the host on which it was originally running without bringing down a 
host or other application groups. 

switching 
The process by which the Exec controls use. The system determines which programs 
and activities are to be executed, which IPs are used, and the control functions 
needed. Also known as dispatching. 

switch-list-id 
The identifier used for an activity in the Exec switch list. 

switch-status condition 
The proposition, for which a truth value can be determined, that a switch, capable of 
being set to an on or off status, is set to a specific status. 

SWL 
See switch list. 
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symbiont 
A complex of Exec routines that provide an interface with peripheral devices. 

symbiont complex 
A complex consisting of a hierarchy of two levels: terminals and devices. 

symbiont device 
A peripheral device (printer or card reader) that provides input to or accepts output 
from the computer. 

symbol table 
A data structure that contains information about symbols. It need not be a table in the 
strict sense of the word. 

symbolic 
An element that contains program code, text, or data in a character representation. 
The most common use of symbolic elements is as source language to be input to a 
language or system processor. 

Symbolic Access Routine (SAR) 
(1) A set of routines in the System Library product that manipulates the source file. (2) 
The format of source files manipulated by the System Library routines. 

symbolic character 
A user–defined word that specifies a user–defined figurative constant. 

symbolic code 
See source code. 

symbolic debugging dictionary (SDD) 
The set of tables that the compiler creates and PADS uses to resolve symbolic 
references to variables, labels, procedures, and line numbers. 

symbolic element 
A type of element that contains symbolic images in system data format (SDF). A 
symbolic element can contain a source program, directives for a processor, a 
runstream, or data. Symbolic elements are further classified by subtype, which 
indicates which system processor produced or can process the images in the 
element. 

symbolic element cycle 
See element cycle. 

symbolic keyed random (SKR) 
The internal data format used by IPF 1100 for efficient access to data in the workspace 
file. 

symbolic name 
A series of characters assigned by the programmer to refer to a programmer-defined 
entity, such as a variable, array, program unit, or labeled common block. 
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symbolic name of a constant 
A symbolic name that identifies a constant and is introduced in a PARAMETER 
statement. 

symbolic reference 
See reference. 

symbolic release 
A release of a software product or feature that includes the source code so that users 
can configure and generate the product or feature to meet the needs of their site. 

Symbolic Stream Generator (SSG) 
A general-purpose interpreter that manipulates symbolic streams, such as data 
images, ECL statements, correction images, and language source statements. It uses 
directions contained in a skeleton. See also stream generation statement (SGS). 

symbolic subsystem definition 
The symbolic element or data file in which you write subsystem definition commands. 
The subsystem definition processor compiles it into a machine readable subsystem 
definition element. 

symmetric cipher 
A cipher that uses the same secret key for encryption and decryption. AES, RC4, and 
DES are examples of symmetric ciphers. 

symmetric key algorithm 
An encryption algorithm in which both the sender (encryption process) and the 
receiver (decryption process) must know and use the same secret key. Symmetric 
key algorithms typically are hundreds or thousands of times faster than asymmetric 
key algorithms and, therefore, generally are preferred for encrypting and decrypting 
large blocks of data. See also digital signature, secret key. 

Symstream 
The language used by the SSG processor. 

SYNCH table 
A table in main storage that the I/O complex maintains in a Unit Duplexing 
environment. This table describes all in-progress write operations to duplex devices. 

synchronization table 
See SYNCH table. 

synchronous messaging 
A method of communication between programs in which programs place messages 
on message queues. With synchronous messaging, the sending program waits for a 
reply to its message before resuming its own processing. Contrast with 
asynchronous messaging. 

synchronous service request 
A service request in which a requestor waits for a reply. See also service request, 
asynchronous service request. 
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syncpoint 
An intermediate or end point during processing of a transaction at which the 
transaction’s protected resources are consistent. At a syncpoint, changes to the 
resources can safely be committed, or they can be backed out to the previous 
syncpoint. 

syntactic analysis 
The analysis and recognition of lexical units to determine the syntactic structure of 
input. This analysis is often done by a parser and is also called parsing. 

syntactic structure 
The arrangement of lexical units in a language. 

syntactic unit 
A terminal or nonterminal symbol that is used in a syntactic specification. Examples 
include a word, a punctuation symbol, a clause, and an expression. 

syntax 
The structual specifications for commands, statements, or instructions. A named 
grouping of information that typically contains a logical program part, such as a 
subroutine. 

syntax skeleton 
A formula governing the structure of a language. CDML syntax skeletons, for example, 
show how to organize words and clauses to direct the processor in its retrieval of 
information from the database or data files. 

SYS FIN 
A console message indicating the completion of the system start-up sequence. 

SYS$*DATA$ 
A control file for the system library that contains a number of control elements. 

SYS$*LIB$ 
See System Library. 

SYS$*RLIB$ 
See relocatable subroutine library.  

SYS$LIB$* PROC 
A system library file that contains procedure elements included on some Unisys 
software products. SOLAR update this file during product installation and removal. 

SYS$LIB$*DDP$LOG 
A mass storage file that contains only a list of all user activity and errors for DDP-PPC 
and certain other software products that use DDP-PPC on an OS 2200 system. Also 
known as the DDP-PPC log file. 



S, T 

8–66   3850 6523–002 

SYS$LIB$*DDP$TRC 
A mass storage file that contains only error messages and internal status information 
for a selected period of time for selected software components related to DDP-PPC. 
This information can help a system administrator and Unisys support personnel 
diagnose errors. Also known as the DDP-PPC trace file. 

SYS$LIB$*PROC$ 
A system library file that contains procedure elements included on some Unisys 
software products. COMUS and SOLAR update this file during product installation an 
removal. 

SYS$LIB$*RUN$ 
A system library file that contains the system runstreams released with the various 
software products. 

SYS_DEFAULT 
The XPC file caching specification which means the file should use the system default 
for caching. 

SYS$LIB$*LIB$ 
See System Library. 

SYS-FILE 
A file that contains current application group configuration information, transparent 
configuration information, and a list of files that are down. SYS-FILE also serves as a 
backup file for important Universal Database Control and Enterprise Network Database 
Server main storage tables. 

SYSLIB 
See System Service Routines Library. 

SYSPRT 
The name of a TIP transaction utility that is scheduled through user-to-user pass-off 
with the COMPOOL containing text to be printed. It is used for disposal of 
undeliverable messages. 

system 
The total OS 2200 hardware/software complex comprising an integrated information 
processing installation. 

system absolute library 
The system absolute library file used to store the system processors and language 
processors (compilers). The file name is SYS$*LIB$. 

system administrator 
The person who monitors and controls the computer on which your OPE system runs; 
sometimes referred to as a superuser. 

System Architecture Interface Layer (SAIL) 
The software environment in which the soft OS 2200 instruction processor executes 
in the associated system types. SAIL-based systems include Dorado 400/4000/4100 
systems and cloud systems. 
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system availability 
The state of a running system in an UP status. 

system background run 
A batch run that executes in the background. A typical background run receives data 
from system commands and provides services beyond those provided by the Exec. 
Examples of background runs are Communications Platform and OMKEY (the OM 
keyin background run). 

system calls 
The set of system primitive functions though which all system operations are 
allocated, initiated, monitored, manipulated, and terminated. The system primitives 
invoked by user processes for system-dependent functions, such as I/O, process 
creation, and so forth. 

system catalog 
Tables created by the SQL engine that store information about tables, columns, and 
indexes that make up the database. The SQL engine creates and manages the system 
catalog independent of the proprietary storage system. 

system change file 
An automatically cataloged Enterprise Network Database Server file that can be 
shared by many test mode or test/training mode runs at the same time. 

system command mode 
A mode of operation at an MCP host system ODT in which site personnel can enter 
system commands and view automatic display mode displays. 

system compartment set 
All the compartments defined in the system (a maximum of 30). 

system components 
The hardware units of a system, including processors, control units, devices, and 
peripheral subsystems. 

system condition word 
The word of storage that the Exec @SETC statement sets and the system uses to 
determine the truth value of switch–status conditions. 

system configuration file 
An SDF file named SYS$LIB$*PIPE$CONFIG that defines system configuration 
parameters such as ALLABORT and BUFNUM. 

system configuration routine (SCR) 
Routines that are used to modify the system configuration parameters for a given 
product. 

system console 
The console that controls the OS 2200 system. 
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system console alarm 
An alarm from an OS 2200 system console notifying the operator that attention is 
needed at the console. These alarms appear in the OS 2200 console window and are 
sent as alerts to Operations Sentinel. 

system control facility (SCF) 
A group of personal computers that provides the system control functions to install, 
boot, partition, maintain, operate, and recover a 2200/XPA system. The PCs are 
connected by a local area network (LAN). 

System Control Number 
A number that uniquely identifies a licensed software workload environment (for 
example, development, production, and Business Information Server). 

system control processor (SCP) 
The maintenance processor for an MCP system. 

system control software (SCS) 
The required software products, which along with the Exec, constitute the OS 2200 
operating system, including the Collector, file utility processor (FURPUR), symbolic 
stream generator, and other essential software products. 

system data format (SDF) 
A data file format that has a sequential series of symbolic images, each of which is 
preceded by control information that describes the image. Enterprise Relational 
Database Server data and symbolic elements are in SDF files. 

system data format (SDF) files 
Files that contain only symbolic images (data, directives, or runstreams) in system data 
format (SDF). They are commonly used as print files or for data storage. Data files can 
be stored on mass storage (disk) or on tape. 

system data format input (SDFI) routine 
A routine that processes files or elements that are in system data format (SDF). 

system default directory-id 
See default directory-id. 

system device 
The device used during a boot process that contains the Exec and Exec control tables. 
See also shared disk-resident system (DRS) device, local disk-resident system (DRS) 
device. 

system disk 
See disk-resident system (DRS) disk. 

system dump 
A feature of the operating system that copies the contents of main storage to tape or 
mass storage during an initial or recovery boot, which enables all or part of main 
storage to be printed for system error analysis. A system dump can be either 
automatic or manual. Also known as Exec dump, Exec panic dump, panic dump. 
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system event 
A hardware or software condition that is reported to the Exec, such as host 
heartbeats, log entries, and system support processor (SSP) data. Users can monitor 
and respond to system events as they occur. 

system files 
The files used to store the operating system. The system library contains the system 
processors and language processors (compilers). The relocatable subroutine library is 
in its own file. The Exec is also stored separately. 

System for Tape Administration and Reporting (STAR-2200) 
A software system that manages magnetic tape resources. 

system function 
One of the Enterprise Relational Database Server built-in datetime functions: 
CURRENT_DATE, CURRENT_TIME, CURRENT_TIMESTAMP, and the keyword USER. 
See also function. 

system generation 
The process of tailoring the Exec by modifying Exec code using SGSs, compiling and 
assembling the revised code, and copying the resultant executable version to tape. 
The output of a system generation is a boot tape that a site can use to boot and run 
the Exec. 

system generation log (SGL) 
A document in the COMUS database that contains data related to a software product 
generation. 

System Health Monitor 
A component of esSystem.mgr Consolidated View. It displays transposed messages 
that are converted from raw SNMP traps by the esSystem.mgr Consolidated View 
agent. 

system high 
A classification of mandatory access control (MAC) that is the highest security level on 
the system. System-high objects are not accessible to general users. In Security Level 
1, it describes a subject (user-id or subsystem) executing with, or a file or other object 
having, a clearance level of 63. In Security Level 2 or higher, it describes a subject 
(user-id or subsystem) executing with, or a file or other object having, a clearance level 
of 63 and a compartment set of ALL. 

system identifier 
The user defined string used to identify the system in which a product configuration is 
defined. 

system installation log (SIL) 
A document that contains data related to a software product installation. 



S, T 

8–70   3850 6523–002 

System Interface for Legacy Application Systems (SILAS) 
A communications program that provides an interface for remote devices to access 
demand and TIP applications. The remote devices are usually personal computers or 
other systems running terminal-emulation software. SILAS uses Telnet or INT-1/TP0 
protocol. 

system kernel 
The software that controls interaction between user programs and Universal Database 
Control services. In this sense, the kernel operates in a manner similar to the Exec. 

system labels 
Labels that are controlled by the operating system and not directly accessible to 
users. System end-of-volume and system end-of-file labels are mutually exclusive in 
any given end label group. 

system level 
See four-level address tree. 

system level 0 
See single-user mode. 

System Library 
Either the SYS$*LIB$ file, which is in the standard delivery and contains standard 
system programs and processors, or the alternate library SYS$LIB$*LIB$, which 
contains local or test programs and processors. 

system local 
One of the four levels (also called sharing levels) at which banks in the system can be 
shared by multiple users. The other levels are application local, program local, and 
activity local. System local and task local have meaning only in extended mode. See 
also virtual address. 

system log audit trail (SLAT) 
A standard Exec file for the log entries that audit control generates. The structure is 
variable length blocks. Log entries are in chronological order, according to the time the 
event they record was detected by the system. Log entries for a given run are not 
necessarily contiguous, but they are linked by run, and the run path can be traced. 

system log file  
A file that the Exec maintains to keep a historical record of the activity in the system. 
The system log stores such information as the time a run starts and ends, console 
messages, checkpoints, and file information. You can manually enter a message in the 
system log using the @LOG statement. 

system low 
A classification of mandatory access control (MAC) that is the lowest security level on 
the system. System-low objects are read accessible to all users regardless of their 
security level, except as further restricted by discretionary access controls (DAC). In 
Security Level 1, it is a subject (user-id or subsystem) executing with, or a file or other 
object having a clearance level of 0. In Security Level 2 or higher, it is a subject (user-id 
or subsystem) executing with or a file, or other object having, a clearance level of 0 
and the null compartment set. 
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system message 
A message that is generated by a managed system. Message purpose and contents 
depend on the managed system. 

system name 
A COBOL word that is used to communicate with the operating environment. 

system operating mode 
See operating mode. 

system operation display session 
A session accessed by pressing the F4 key that accepts input to and receives all 
messages from the host system. 

system operation mode 
A mode that indicates the availability of a system operator to the system. The three 
operation modes are attended, casual, and unattended. These provide a continuum of 
operations capabilities that customers can tailor to match their site requirements. 

system printer 
The default printer for an OS 2200 system that is specified in the Exec configuration. 

system processor 
A component of the operating system that provides programmers with useful 
functions for developing programs and manipulating data, including SSG, Collector, 
FURPUR, and PMD. 

system product configuration 
The environment created by a product on a particular system. For example, the Exec 
can be configured differently from one system to another. 

system product library 
All software products that are installed on an OS 2200 system. 

system profile, system-level profile 
A method used by the system administrator to set the system-level environment 
variables and their values. The operating system maintains these variables at the 
system level. The system administrator uses the Security Administration product or 
the TeamQuest SIMAN processor to set these variables and their values. The 
GETENVSYS service routine is used to retrieve these values. See also environment 
variable, Security Administration for ClearPath OS 2200, user profile. 

system recovery 
The recovery of an OS 2200 system. 

system registration log (SRL) 
A document in the COMUS database that contains data related to a product master 
release tape or a DSU tape. 

system relocatable library 
A component of the operating system named SYS$*RLI B$ that contains useful 
subroutines that you can incorporate in your programs. 
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System Service Library (SLIB) 
SLIB is installed as a chameleon subsystem. SLIB executes in extended mode. 

System Service Routines Library (SYSLIB) 
A file (SYS$LIB$*SYSLIB) that contains system definitions and procedures, processor 
interface routines, and utility routines. 

system state pane 
A read-only pane in an OS 2200 Console View window that shows OS 2200 partition 
status information. Messages in this pane are updated automatically on a regular 
basis. 

system status 
The information about the condition of an OS 2200 host system. This information is 
automatically updated in the systems console windows on a regular basis. See also 
continuous display message. 

system support processor (SSP) 
A part of the central complex of an OS 2200 operating system that is used for central 
complex and peripheral partitioning, performance monitoring, and maintenance 
operations. The console and maintenance panel are part of the SSP system. 

system tables 
Synonym for system catalog. 

system traffic 
Messages scrolling on the system console screen that tell you what is happening on 
the system; read-only, read-and-reply, and read-alert messages. 

System User Report (SUR) 
See User Communication Form. 

system variable 
A variable that permits access and modification of certain parameters affecting the 
editing environment. System variables have predefined names beginning with dollar 
signs ($). 

system-high 
Term used to describe a subject executing with 1. A clearance level of 63 (Security 
Level 1 systems). 2. A clearance level of 63 and a compartment set of ALL (Security 
Level 2 or higher). Also used to describe an object that has specified in its security 
record a clearance level of 63 and, with Security Level 2 or higher, the ALL 
compartment set. Because of those attributes, system-high objects are not accessible 
to general users. 

system-local 
One of the four levels (also called sharing levels) at which banks in the system can be 
shared by multiple users. The other levels are application-local, program-local, and 
activity-local. System-local and task-local have meaning only in extended mode. See 
also sharing level, activity-local, application-local, program-local, virtual-address. 
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system-low 
The lowest security level on the system (provides read access to all users). A subject 
executing with a clearance level of 0 on Security Level 1 systems or a clearance level 
of 0 and the NULL compartment set on Security Level 2 or higher systems is system-
low. An object with a clearance level of 0 on Security Level 1 systems and the NULL 
compartment set, with Security Level 2 or higher, is system-low. 

system-name 
A COBOL word that is used to communicate with the operating environment. 

system-unique identifier 
A 72-bit value that is guaranteed to be unique in a system session and across the 
hosts in a multihost system. 

systpe 
The default owner name for all system tables in the database. Users must qualify 
references to system tables as systpe.tablename. 

T 

T hold 
See tape hold. 

T1 circuit 
An optional adapter for a HYPERchannel device that provides the capability to connect 
hosts across greater distances. 

TAB 
(1) An attribute that commands Display Processing System to place a tab stop at the 
beginning of a field. (2) A FORMGEN attribute. 

table 
(1) A relational table. (2) An array, generally of structures. (3) A set of logically 
consecutive items of data that are defined in the Data Division of a COBOL program 
using the OCCURS clause.  

table builder 
A processor that builds one or more tables from an input specification. 

table constraint 
See constraint. 

table constructor 
A table builder for a language or a lexical specification. 

table control system (TCS) 
A Universal Data Control component that operates with Repository for ClearPath 
OS 2200 to create and maintain its own internal tables, which it then uses to help the 
database management products execute their commands. 
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table definition 
See relational table definition. 

table element 
A data item that belongs to the set of repeated items in a table. 

table handle 
In the storage interfaces, a handle that identifies a table open for nonscan operations. 
Implementations generate scan handles when the ODBC Access SQL Server calls 
rss_hdl_t: :tpl_hdl_ctor. 

table of contents (TOC) 
A directory in a program file that is used to keep track of the elements, entry points, 
and procedures in the file. The table of contents consists of an element table, three 
procedure tables, and an entry-point table. 

table owner 
See owner. 

table space 
A mechanism to partition tables among different storage areas. In some storage 
systems, table spaces correspond to separate data files among which data in tables 
can be distributed. This arrangement can improve performance by distributing data in 
a table on different disk drives. Different storage systems implement the concept of 
storage areas in different ways. 

table version 
See version. 

table-driven 
A method of control in a program that uses the values in a table to determine the 
program actions. 

table-level lock 
A lock on an entire table. 

table-level security 
The level of security that enables the owner of a table to control who has access to all 
versions of the table and which commands can access those versions. 

TAD 
See TIP area descriptor. 

tag 
An identifier that is declared as part of a struct, union, or enum type. You can declare a 
tag before you define the corresponding content, which is the only way to write 
structures that reference one another. 

tailored message analysis (TMA) 
A method of adding site-supplied message processing code to MCB. 
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TAP 
See Telocator Alphanumeric Protocol. 

tape 
A medium that is used for auxiliary storage and has sequential-access capability, as 
opposed to mass storage capability. Includes all types of magnetic tape subsystems. 

tape assign option 
See assign option. 

Tape Automatic Volume Recognition (TAVR) 
A separately packaged Unisys software feature that you use to premount tapes. 

tape equipment type 
See equipment type. 

tape file 
A file that is stored on magnetic tape, usually data files and element files. 

tape file transfer 
The capability to copy files from a tape that is mounted on one system to a tape that 
is mounted on another system in a network. 

tape format 
A software convention for encoding the data in a logical file on a tape file. PCFP can 
read and write logical files using only the FURPUR format. 

tape hold 
A hold condition in which tapes or other peripheral facilities are not available on an 
OS 2200 host system. Synonym for T hold. 

tape label 
A mechanism that verifies the identity of a tape. 

tape labeling 
A software system of security labels on a volume of tape that specifies the mandatory 
attributes (clearance level and compartment set) and the discretionary attributes 
(access list) that are associated with the data on the volume. 

tape labeling system (TLS) 
A facility that reads and writes tape labels that identify the beginning and ending of 
volumes and files. 

tape mark 
A special code configuration or sequence that is recorded on magnetic tape to 
indicate the boundary between files and labels and between certain label groups. The 
tape unit or tape unit controller detects the presence of the tape mark and signals the 
Exec. 

tape pool 
A pool of available tapes on the receiving system of a tape transfer. See also tape 
pool file. 
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tape pool file 
A system data format (SDF) file that resides at the destination host and contains a list 
of available reel numbers to be used for output tapes in a tape transfer. 

tape recovery 
The method in which Exec control routines are read from tape and copied to main 
storage. 

tape recovery boot 
A recovery boot that reads the Exec and Exec control tables from a boot tape and 
copies them to the system device. See also boot, disk recovery boot, recovery boot. 

tape sort 
A basic mode sort with three to 24 tape scratch files assigned. In addition, one or two 
mass-storage scratch files may be assigned similar to an M1 sort or an M1-M2 sort. 

Tape Transfer Processor (TXFR) 
A DDP-FJT or OSI-FTAM utility program that transfers tape files from your system to 
other OS 2200 systems. 

tape volume 
One reel of magnetic tape. For some security configurations, tape volumes have 
internal electronic security labels. 

target application group 
The Universal Database Control application group that the PROCESS CONFIGURATION 
command is configuring. 

target queue manager 
See remote queue manager. 

target file 
The file to which data is written during a copy operation. Contrast with source file. 

target schema 
The new view description of the database that is achieved by reorganizing the 
database. The target schema becomes the new schema that describes the database. 
Also known as new schema. 

target system 
The network name or IP address of an Operations Sentinel server or console that a 
database is to be used on. 

target variable 
In an autoaction database, a reference to a variable in a create, destroy, set, or reset 
autoaction. 

TAS 
See TCP/IP Application Services. 
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TAS process 
A process configured in Communications Platform or Communications Platform for 
Open Systems that corresponds to the TASTSU component in DDP-PPC. The process 
name is identified in the TASTSU record PROCESS parameter in the DDP-PPC 
DDP*CS$CONFIG file. 

task 
(1) A discrete processing step in a run that involves the execution of a system 
processor or a user program. Generally, each control statement in a runstream 
represents a task (@START and @ADD are exceptions). (2) One executing part of a 
program whose instructions or statements are executed serially. An executing 
program consists of one or more tasks. Synonym for activity. 

task local 
See activity local. 

TASTSU 
See TCP/IP Application Services Transport Service User. 

TAVR 
See Tape Automatic Volume Recognition. 

TBSN 
See trail block sequence number. 

TCDBF 
See TIP common data bank file. 

TCF 
See temporary correction file. 

TCFL 
See temporary correction file local. 

tcommand action 
In a CP-AMS database, an autoaction that generates an unsolicited keyin without 
displaying the command on the system console. The autoaction is used with message 
dialog to send commands to the OS 2200 host system without distracting the 
operator. 

TCP 
See transmission control protocol. 

TCP CCW 
Abbreviation for timestamp channel program channel command word. 

TCP header 
The part of a TCP segment that contains identification information (such as port 
numbers) and control information. 

TCP/IP 
See Transmission Control Protocol/Internet Protocol. 
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TCP/IP Application Services (TAS) 
A Unisys software product that communicates with other hosts in an X.25 Public Data 
Network (PDN) or in a local area network (LAN) using the Transmission Control 
Protocol/Internet Protocol (TCP/IP). TAS provides a file transfer facility. 

TCP/IP Application Services Transport Service User (TASTSU) component 
A DPP-PPC component that supports TAS and other user-written TCP/IP applications 
by managing the transport connections and transporting data between user programs 
and Communications Platform or Communications Platform for Open Systems. 

TCP/IP model 
The four-layer architecture model for a communications protocol developed primarily 
for defense-related networks through research conducted on the U.S. Department of 
Defense Advanced Research Projects Agency Network (ARPANET). TCP/IP protocols 
are in the public domain and are used within a Defense Data Network (DDN), or 
Internet, environment. The TCP/IP model provides the framework for building an open 
systems network. See also Transmission Control Protocol/Internet Protocol. Compare 
with Open Systems Interconnection (OSI). 

TCP/IP network 
A network protocol that was defined originally for the United States Department of 
Defense Data Network (DDN). 

TCP/IP protocol 
Transmission control protocol/Internet protocol, an open systems network 
architecture and set of communications protocols based on U. S. Department of 
Defense standards. TCP is a connection-oriented host-to-host data transport protocol. 
IP is a connectionless communications protocol that provides end-to-end and node-to-
node routing of data through multiple network nodes. 

TCS 
See table control system. 

TD2200 utility 
A utility that listens for connection establishment requests from clients that request 
services through Pathway or BEA TUXEDO Workstation (/WS) software. See also 
TMSC processor, workstation. 

TDATE$ 
(1) An Executive request (ER) that returns the current local date and time in register A0 
(see format below). The request is made via the ER TDATE$.  (2) The format of the 
time and date returned by ER TDATE$. In a 36-bit word, the first 6 bits (octal digits 0 
and 1) are the day and bits 5 through 11 (octal digits 2 and 3) are the month. Bits 12 
through 17 (octal digits 4 and 5) are the modules of the year divided by 1964; to get the 
year, convert bits 12 through 17 to decimal and add the result to 1964. The last half of 
the word (bits 18 through 35, octal digits 7 through 11) is the number of seconds past 
midnight when the time was read. 

TDEP 
See test dependent. 
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TeamQuest Baseline 
A capacity planning tool used to determine optimal future system configuration for 
given customer environments. 

TeamQuest Online System Activity Monitor (OSAM) 
Online system performance tool for trouble-shooting. 

TeamQuest Performance Analysis Routines (PAR) 
These programs reduce the data collected by SIP and I/O Trace to produce summary 
and detailed performance reports. 

TeamQuest SIMAN 
See Site Management Complex. 

TeamQuest TIP Log Analyzer (TIP-LA) 
Software from TeamQuest that provides tools and services that enable you to read 
the TPM audit trail file and produce reports. The software includes the TPM Log File 
Interface (LFI) and date and time conversion routines as well as the TPAS data 
collection component, which enables you to collect and store TPAS performance data 
in the TPM audit trail. 

TeamQuest TPAS 
See Transaction Performance Auditing System. 

Telcon 
A Unisys product that is a distributed communications operating system for 
implementation of distributed communications architecture (DCA). The software 
resides and executes in a distributed communications processor (DCP). 

Telcon program product 
An optional software product that supplements the Telcon software to provide a 
particular type of networking capability for non-OS 2200 or non-DCA software and 
hardware. OSI Transport Services is one Telcon program product. 

telnet 
An ANSI X3.64 based terminal emulator program that uses the Telnet protocol. 

Telnet 
A network transport protocol. 

teletypewriter equipment (TTY) 
The keyboard, printer, and sending and receiving equipment. A teletypewriter is used 
primarily as a demand-processing terminal. 

TELNET protocol 
A TCP/IP protocol that supports remote terminal access to host applications. 

Telnet server 
A background process that runs on a host system and allows terminal emulators to 
access that host's services. 
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Telnet-connected system 
A system on a public, packet-switched network that provides remote terminal 
connection service. 

Telocator Alphanumeric Protocol (TAP) 
A protocol that allows message and tone paging calls to be automatically transmitted 
from the remote entry device to the paging system. 

template 
A specification in an alert policy that describes common aspects of multiple alert 
actions. A template specifies the type of alert action and what happens when an alert 
action using the template is initiated. The three types of templates are modem, serial, 
and command. See also command template, modem template, serial template. 

temporary correction 
A software change that is applied to an OS 2200 software product’s base-level 
symbolic elements. A change supplied by Unisys is temporary if Unisys intends to 
incorporate it in a subsequent maintenance update or release level for the product. All 
customer-supplied changes are temporary corrections. COMUS has strict procedures 
for applying temporary corrections. See also correction. 

temporary correction file (TCF) 
A file of temporary symbolic correction elements that is used to create or update a 
permanent correction file (PCF) or a variety of symbolic elements. 

temporary correction file local (TCFL) 
A file that COMUS maintains for generation purposes. It contains all code applied to a 
product by local changes. 

temporary file 
A file that exists only for the duration of a run on an OS 2200 system. An @ASG,T 
executive control language (ECL) statement creates and assigns a temporary file to a 
run. Contrast with cataloged file. 

temporary program file (TPF$) 
A mass storage file that the Exec assigns to each run automatically. Many program 
operations that manipulate files and elements assume TPF$ as the program file in the 
absence of an explicit file reference. 

temporary savefile 
A working file that contains savefile elements. Each element can contain a predefined 
set of QLP commands and clauses (format, macro, report, procedure, or request). This 
file is deleted when the QLP session terminates normally. 

temporary TIP file 
See TIP file. 

term 
A user-defined item (use name) or activated state (trap) to be released or deactivated 
by the REMOVE command. Term is part of the REMOVE command syntax. 
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terminal 
(1) A device used to enter information in the computer system and retrieve 
information from it. Usually this refers to a display terminal, but it also can be a printing 
terminal. (2) An Addressing_Exception interrupt caused by improper bank access 
conditions. A Terminal_Addressing_Exception interrupt is a nonfault type interrupt. 

terminal emulation program 
The software that emulates a computer terminal, executing the screen and keyboard 
functions of a specific terminal type on a different terminal device. 

terminal emulation session 
A window in Operations Sentinel Console that contains a terminal to a monitored host 
system. 

Terminal Services 
A Microsoft Windows component that provides remote desktop capability to a server 
for multiple users simultaneously. 

terminal symbol 
A symbol in a language specification that corresponds to a token or lexical unit in the 
input. A user defines terminal symbols in a $TERM specification. 

terminal/communications server 
A LAN device that permits other devices that communicate using serial (RS-232) 
protocol to connect directly to the LAN or to be accessed directly from the LAN. You 
can use a terminal/communications server to connect UNIX systems, other ANSI 
X3.64 systems, and external alert devices to Operations Sentinel. Contrast with direct 
connection. See also asynchronous terminal server, Cisco Access Server, Network 
Access Server. 

terminate 
To end execution of a processor. Normal termination can occur in response to a 
termination command. Abnormal termination can occur due to an error. Contrast with 
shut down. 

termination message 
See automation termination message. 

termination process 
A predefined series of events that UOSS executes at system termination time that 
contains a termination sequence, completion monitoring conditions, a final processing 
run, a power-off type (if you have an FACU), and a recovery action. 

termination sequence 
A group of system background and user runs, addstreams, and console keyins you 
specify in a UOSS control element, which UOSS executes at system termination as 
part of a termination process. 

termination system\transport network (TS\TN) 
A Unisys network protocol used in connection-oriented networks. TS\TN is not 
supported in DDP-PPC release 7. 
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TERMN8 primitive 
A TIP primitive by which a transaction program terminates. See also CONECT 
primitive, DISCON primitive, INITAL primitive, TIP primitive. 

ternary operation 
An arithmetic operation that uses three operands. 

test-and-set 
A method in which one user controls access to structures through the use of the test-
and-set instruction. 

test dependent 
(1) An attribute that specifies whether to check the terminal test mode before 
displaying the field or image. (2) The TDEP attribute in FORMGEN. 

test mode 
The mode of operation that enables Enterprise Network Database Server users to 
read but not alter pages from the production database. Updated pages are written to 
the change file. Contrast with test/training mode, training mode, production mode. 

test/training mode 
A mode of operation similar to test mode, except that it uses the training database. 
Enterprise Network Database Server users can read but not alter pages from the 
training database. Updated training pages are written to the change file. Contrast with 
test mode, training mode, production mode. 

test-and-set 
A method in which one user controls access to structures through the use of the test-
and-set instruction. 

texecute action 
In CP-AMS, an autoaction that executes a series of OS 2200 Exec console commands 
stored in a file without displaying the commands in the traffic pane. For OS 2200 
consoles, these files of console commands are called macros. Contrast with execute 
action. 

text constant 
Characters that define elements such as field tables, column tables, titles, and so 
forth. These characters do not make up a field and they take on the attributes of the 
defined form. 

Text Editor 
An OS 2200 software product used for creating or editing a symbolic file or element. 

text editor 
Software for creating, changing, or removing text with the aid of a computer. Most 
text editors have two modes, an input mode for typing in text and a command mode 
for moving or modifying text. Two examples are the OPE system editors ed and vi. 
See line editor and screen editor. 

text file, ASCII file 
A file with the bytes in ASCII code. 
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text filter 
In Operations Sentinel Log Viewer, a filter that allows you to specify up to three text 
strings to search for in a log file. 

text input mode 
A text editing mode in which the characters you type are entered as text into the text 
editor’s buffer. To execute a command, you must leave text input mode. See 
command mode, compare with append mode and insert mode. 

text name 
A user–defined word that identifies library text. 

text stream 
An ordered sequence of characters formed into lines, each line consisting of zero or 
more characters plus a terminating newline character. See also binary stream. 

text word 
(1) Any character-string or separator, except space, in a COBOL library or in pseudo-
text. (2) A character or a sequence of contiguous characters between margin A and 
margin R in a COBOL library, source program, or in pseudotext that is a separator 
(except for space, a pseudotext delimiter, and the opening and closing delimiters for 
nonnumeric literals), a literal (including, for nonnumeric literals, the opening quotation 
mark and the closing quotation mark that bound the literal), or any other sequence of 
contiguous COBOL characters (except comment lines and the word ”COPY”) bounded 
by separators. The right parenthesis and left parenthesis characters, regardless of 
context in the library, source program, or pseudotext, are always considered text 
words. 

text-name 
A user-defined word that identifies library text. 

TFC 
See TIP file control. 

TFCIO utility 
A TIP utility program that provides a database dump and reload from an @COPY,G 
format magnetic tape. The TFCIO functions can be used with FCSS, UDS/TIP, and 
temporary files. 

TFD 
Abbreviation for tape file description. 

TFUR utility 
A TIP file control utility program that reserves, changes, lists, and copies legs for TIP 
permanent files. The FREIPS utility performs the same functions and is the preferred 
TIP file control utility. See also TIP file control. 

THEN clause 
An optional clause in the TRAP or STEP command, in which the keyword THEN is 
followed by other PADS commands and the keyword END, ENDTHEN, or END THEN. 



S, T 

8–84   3850 6523–002 

thesaurus number 
A unique integer, which becomes an internal part of each document in the COMUS 
database and enhances the rapid retrieval of these documents, using the SELECT 
mechanism of the LIST command. The software change document thesaurus number 
is an integer from 1 through 255. System installation log, system generation log, and 
system registration log documents use thesaurus numbers. 

third normal form 
A level of normalization in which no nonprimary key attribute is functionally dependent 
on an attribute key that is not part of the primary key. 

thread 
A sequence of commands from one user that constitutes a session of work centered 
around one application group. The user determines when the thread begins and ends. 
Threads can be partitioned into steps. All commands submitted to Enterprise 
Relational Database Server must be part of a thread. A COMMIT or ROLLBACK 
statement indicates the end of a step in the thread. Also known as user programs, run 
units. 

thread bank 
A common bank used as a data bank. 

thread control 
The Universal Database Control component that provides central control for executing 
threads. Thread control receives program requests from the LDM and passes them to 
the ICR. 

thread D-bank 
The bank that contains data unique to each thread executing in Universal Database 
Control. One thread D- bank exists for each active thread. 

thread identifier 
A copy of the timestamp from the run (or session) that was in progress at the time the 
entry was made in the system log. The thread identifier is a 2-word field (words 07 
through 010) in the descriptor of each log entry. 

thread of control 
A thread of control is an operating system process and all its context. This includes an 
address space, the single thread of control executing in that address space, and the 
required system resources. The context can include both locks that the process has 
on shared resources and files that the process has open. 

thread rollback 
The recovery process that reverses the effect of a thread on the database since the 
last BEGIN THREAD or COMMIT statement executed. 

thread timer utility 
See TMTIMER utility. 
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threshold 
A user-specified limit for a parameter or attribute that is monitored in Operations 
Sentinel Console. Thresholds can be upper limits, lower limits, true values, false 
values, or a combination of limits, depending on the parameter being monitored. 

ticket 
A kind of token associated with a specific authentication scheme (for example, 
Kerberos). 

tid 
Synonym for tuple identifier. 

tilde 
See diacritical mark. 

tightly coupled system 
The traditional OS 2200 configuration consisting of one independent host that has a 
single copy of the operating system. A tightly coupled system provides fault tolerance 
by using redundant hardware configurations with more than one instruction processor, 
I/O processor, and main storage unit. See also closely coupled system, loosely 
coupled system. 

TIMABS, TIMDEL, TIMREL, TIMUPA, and TIMUPR primitives 
Subroutines for setting up and controlling TIMER scheduling. 

time filter 
In Operations Sentinel Log Viewer, a filter that allows you to select messages in a log 
file from a specific time period. 

time setback 
The process that sets the computer clock to a time already passed (for example, 
resetting the clock for daylight saving time). 

Time to Live (TTL) 
The amount of time a packet can travel through the network, or the number of 
network nodes a packet can traverse, before it is discarded or returned. 

TIMEOUT 
In an autoaction database, a value specified when defining a variable group that 
indicates the number of seconds or minutes that must elapse before AMS resets a 
variable in that group to the default value. 

TIMEB 
A 4-word logical timestamp format that consists of: 
• A two word (72 bit) timestamp in DWTIME$ format with a UTC base, 

• A word of time offsets with: 

- Bits 0-17 with the seasonal shift offset in effect, if any, in +seconds, 

- Bits 18-25 with the time zone offset, if any, in +/- seconds, 

• A word with the ASCII time mnemonic for the local time (4 character maximum). 
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timeout period 
The length of time that a terminal can be idle before the system disables (times out) 
the terminal. The usual timeout period is 10 minutes. 

TIMER 
A TIP feature that enables a user program to schedule a specified transaction program 
for execution at a future time. 

timestamp 
(1) A formatted date and time indicator. (2) A double-word binary number representing 
the number of nanoseconds after a baseline. (This baseline is currently 00:00 31 Dec 
1899.) Several fields in the log entry descriptor are timestamps. 

timestamp data item 
An alphanumeric data type consisting of either date items (YYMMDD) or time items 
(HHMMSS), or both date and time items. 

TIP 
See Transaction Processing. 

TIP application 
A user-written program that uses TIP. 

TIP application group 
An application group that uses TIP transactions, TIP database files, or both. 

TIP area descriptor (TAD) 
A data structure in a TIP system file that describes the placement and size of a TIP 
area or TIP file in an Exec file. An Exec file that contains multiple TIP files has multiple 
TAD entries. 

TIP automatic recovery 
An Exec feature that enables a failed TIP system to recover to its previous operational 
state. In the TIP automatic recovery file, the TIP automatic recovery feature 
automatically records the state of the TIP system as it changes, so that TIP recovery 
from a system failure can be accomplished without manual procedures. See also TIP 
automatic recovery file. 

TIP automatic recovery file (ARF) 
A TIP file that defines the structure and state of the TIP system. The TIP automatic 
recovery feature records the state of the TIP system as it changes. Following a host 
failure, the system uses the information in the TIP ARF to automatically recover the 
TIP system state. 

TIP common data bank file (TCDBF) 
A mass storage TIP file that transaction programs can access through a main memory 
copy. A TCDBF allows data in a TIP file to become accessible to transaction programs 
when the programs base an associated TCDBF file and common bank. Updates to a 
particular TCDBF are reflected in the associated TCDBF common bank. 
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TIP database file 
A file that a customer sets up and that is not required for the operation of the TIP 
system. Customers set up permanent TIP files (numbered from 17) in TIP/Exec files 
using the FREIPS utility; these files are for the application programs and database. 
Application programs set up temporary and scratch TIP files as needed. See also TIP 
system file. 

TIP duplex file 
See duplex file. 

TIP FCSS file 
A TIP file with a fixed record structure that is accessed and maintained through TIP file 
control. You use the FREIPS utility to set up a TIP file. 

TIP FCSS file directory 
The directory consisting of TIP system files 0 and 1 and the main storage data 
structures associated with these files. This directory contains control information for 
the TIP/Exec files that are registered with TIP and for the TIP files that are reserved in 
the TIP/Exec files. See also local TIP FCSS file directory, shared TIP FCSS file directory. 

TIP file 
A file reserved for TIP in a TIP/Exec file by means of the FREIPS utility. Customers can 
create a TIP file as a permanent, temporary, or scratch file. A permanent file can be 
simplex or duplex. At creation time, the customer must define a TIP file as a TIP (FCSS) 
file, UDS/TIP file, or Freespace file. 

TIP file control 
An Exec component that handles the creation and maintenance of FCSS and 
Freespace files and access to the files. Also known as TIP file control superstructure 
(FCSS). 

TIP file control superstructure (FCSS) 
Synonym for TIP file control. 

TIP file directory 
The directory consisting of TIP system files 0 and 1 and their associated main storage 
data structures. The TIP file directory contains control information for the TIP/Exec 
files registered with TIP and for TIP files reserved in the TIP/Exec files. 

TIP file duplexing 
A method for establishing duplicate copies of TIP files. Duplexed TIP files are 
maintained by TIP file control. Duplexing TIP files ensures data integrity and availability 
in the event of a disk or file failure. See also duplex file, Unit Duplexing. 

TIP file security 
A feature that extends the Exec file security protection to TIP files; it can be 
dynamically configured by your site security officer. Mandatory access control is 
provided for TIP files through clearance level and compartment set. This feature also 
provides discretionary access control with ownership and semiprivate access. This 
feature is available with Security Option 1, 2, or 3, or Security Option 3 trusted 
environment. See also TIP message security, TIP session control. 
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TIP library 
A general term that refers to the system-supplied absolute elements in TIP$*TIPRUN$ 
(including the TIP utilities) and relocatable elements in TIP$*TIPLIB$ (including the basic 
mode TIP primitives). See also TIP$*TIPLIB$. 

TIP lock 
 A lock requested by a user program through a TIP file control request. 

TIP message security  
A feature that controls message transmission by comparing the security attributes of 
the sending and receiving TIP sessions. The security attributes compared are 
clearance level, compartment set, and user security identity. All security validation is 
completed before a message is delivered. This feature uses the MCB to handle all 
message traffic between TIP sessions. TIP message security is available with Security 
Options 2 and 3. 

TIP number 
The number that identifies a TIP file. 

TIP Output-Only 
A sign-on from a device configured as an AUTO-VALIDATION device in SILAS. 

TIP Performance Monitor (TPM) 
The TIP Performance Monitor (TPM) is a comprehensive performance analysis 
package for transaction processing. 

TIP primitive 
Assembly language subroutines that provide an interface between TIP programs and 
the TIP/Exec ERs or extended mode calls. TIP primitives provide a fixed interface 
between your transaction program and TIP system services. All the TIP primitives are 
supported in basic mode. A subset of the primitives is supported in extended mode. 

TIP program file 
A TIP file in which TIP programs reside and from which they are loaded for execution. 
SUPUR program files are containers for standard TIP programs; HVTIP program 
libraries are containers for HVTIP program banks. Standard online program files can 
also be used for standard TIP programs, but SUPUR program files are intended as 
replacements for the online files. 

TIP program types 
The six types of transaction programs that TIP recognizes: batch-connect TIP program, 
HVTIP program, online-batch TIP program, reentrant TIP program, self-destructive TIP 
program, self-initializing TIP program. 

TIP program validation table (VALTAB) 
See TIP validation table (VALTAB). 

TIP record 
The smallest I/O unit for a TIP file. 
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TIP restart in progress 
A defined state of TIP automatic recovery in which the TIP application is in the process 
of being restarted. 

TIP scheduling 
The TIP feature that locates a TIP program after an application user has entered the 
transaction code, loads the program, and schedules it for execution. 

TIP security features 
See TIP file security feature, TIP message security feature, TIP session control. 

TIP session control 
An optional security feature that validates the user security identity (user sign-on and 
security record) as a communications path is opened between the user and TIP. This 
feature also provides for identification of all work the user does in the TIP system. 
This feature is available with all levels of security. See also Fundamental Security 
package, TIP file security, TIP message security. 

TIP session control feature 
A security feature that validates the user security identity (user sign-on and security 
record) as a communications path is opened to a terminal through SILAS. This feature 
also identifies all work done by a user in the TIP system. This feature is available with 
all levels of security. 

TIP simplex file 
See simplex file. 

TIP system 
A permanent TIP file (numbered from 0 to 16) that is established during TIP system 
initialization. This file is required for the operation of the TIP system. See also TIP file, 
TIP user file, Transaction Processing (TIP). 

TIP system file 
A permanent TIP file (numbered from 0 to 16) that is established during TIP system 
initialization. This file is required for the operation of the TIP system. See also TIP file, 
TIP user file, Transaction Processing (TIP). 

TIP terminal 
A terminal that is logically-connected to the TIP portion of the Exec through the MCB 
or COMPOOL interface, and is interactive with a transaction program. 

TIP user file 
A file that a user sets up, which is not required for operation of the TIP system. Users 
set up permanent TIP files (numbered from 17) in TIP/Exec files using the FREIPS 
utility; these files are for the application programs and database. Application programs 
set up temporary and scratch TIP files as needed. See also TIP file, TIP system file. 

TIP UTIL 
A separately packaged OS 2200 feature that provides the TIP utility programs and TIP 
primitives for Transaction Processing. 
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TIP utilities 
One of many utility programs that SOLAR installs in TIP$*TIPRUN$ from the TIPUTIL 
release tape. The TIP utilities include FREIPS, VTBUTL, SUPUR, and TPUR. See also 
TIPRUN$, TIP$*TIPRUN$. 

TIP validation table (VALTAB) 
A TIP system file containing transaction code definitions called VALTAB entries, and 
information on the characteristics of the associated transaction programs. 

TIP-LA 
See TeamQuest TIP Log Analyzer. 

TIP$*TIPLIB$ 
A file from which basic mode TIP primitive subroutines and relocatable elements are 
referenced when users compile and collect basic mode application programs. This file 
is sometimes referred to as part of the TIP library. See also TIP library. 

TIP$*TIPRUN$ 
A file from which TIP utilities and extended mode versions of TIP primitives are 
executed during system operation. This file is sometimes referred to as part of the TIP 
library. See also TIP library, TIPRUN$. 

TIP/Exec file 
An Exec file that is assigned exclusively to TIP either at initial boot time or later with 
the FREIPS utility. TIP file control maintains TIP/Exec files. The two types of TIP/Exec 
files are containers for TIP system files (used to run the TIP system) and containers for 
TIP user files (hold user data or transaction programs). 

TIP/FCSS file directory 
A directory that contains TIP system files 0 and 1 and their associated main storage 
data structures. The directory contains control information for the TIP/Exec files that 
are registered with TIP and for the TIP files that are reserved in the TIP/Exec files. 
System file 0 points to the Exec files in which the TIP database files are stored. 
System file 1 points to the TIP database files that are stored in each of the Exec files of 
system file 0. See also standard TIP/FCSS file directory. 

TIPDIR 
A FREIPS function used to set the DIP directory that FREIPS should reference. 

TIPFUN 
A TIP/Exec function that performs various tasks that TIP requires on a periodic basis, 
such as checking whether program banks stuck in main storage can be released, 
initiating CKCKON, and performing file directory adjustments. The Exec function DAPA 
initiates TIPFUN every 6 seconds. 

TIPIN/TIPOUT utility 
See TFCIO utility. 

TIPLIB$ 
A file on the TIPUTIL release tape. From this file, COMUS installs basic mode versions 
of TIP primitives and relocatable elements that are needed for compiling and collecting 
programs in TIP$*TIPLIB$. See also TIP library, TIP$*TIPLIB$. 
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TIPMIN 
The first word in the user portion of KONS, which the TIPFUN function increases once 
a minute. 

TIPRUN$ 
A file on the TIPUTIL release tape that COMUS uses to install the TIP utilities. For UCS 
sites, TIPRUN$ is also used to install the extended mode versions of TIP primitives 
that are located in TIP$*TIPRUN$. See also TIP library. 

TIPUTIL 
Separately packaged OS 2200 software that provides system files containing the TIP 
utility programs and TIP primitives used for transaction processing. 

TLB 
See translation lookaside buffer. 

TLS 
See tape labeling system. See also Transport Layer Security.  

TM 
See transaction manager. 

TM domain 
(The Open Group) One or more instances of the Open Group Distributed Transaction 
Processing model that share a single transaction manager. An instance consists of one 
application program, one transaction manager, and one or more resource managers. 
See also instance of the model, transaction manager, The Open Group Distributed 
Transaction Processing model. 

TMA 
See tailored message analysis. 

TMADMIN processor 
The interactive Open Distributed Transaction Processing processor used by the 
system administrator to examine and remove records from the recovery logging file. 
See also RLFUTIL processor. 

TM-AP interface 
See AP-TM interface. 

TMBSD utility 
The Open Group Distributed Transaction Processing batch server dispatcher utility that 
automatically schedules batch servers for execution. See also TMSC processor. 

TMCOMMON subsystem 
The Open Group Distributed Transaction Processing extended mode software 
subsystem in main storage. See also subsystem. 
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TM-CRM interface 
The Open Group standard interface that enables different TM domains to exchange 
information about global transactions. Transaction managers use this interface to 
instruct communication resource managers to perform various tasks, such as sending 
commitment instructions to transaction nodes. The TM-CRM interface is also known 
as the XA+ interface. See also communication resource manager, global transaction, 
TM domain, transaction manager. 

TMHAAD utility 
The Open Distributed Transaction Processing utility that interfaces with MCB to 
schedule existing TIP and HVTIP online batch programs for execution. See also TMSC 
processor. 

TMLS utility 
The Open Distributed Transaction Processing event log server utility that writes 
messages to the event log. See also TMSC processor. 

TMODE 
A Display Processing System program that lets you turn the test mode on and off for 
an executing terminal. 

TMRCV utility 
The Open Distributed Transaction Processing network communications receiver utility 
that listens in OSI TP for incoming service request messages and dispatches the 
messages to server programs. See also TMSC processor. 

TM-RM interface 
(The Open Group) The Open Group standard interface that transaction managers use 
to structure the work of resource managers into global transactions and to coordinate 
the completion or recovery of global transactions. The TM-RM interface is also known 
as the XA interface. See also resource manager, transaction manager. 

TMS 
Abbreviation for tape management system. 

TMSC 
Open DTP's Transaction Management System Control processor. 

TMSC processor 
The Open Distributed Transaction Processing background batch run that controls 
TMSC utilities. See also TD2200 utility, TMBSD utility, TMHAAD utility, TMLS utility, 
TMTIMER utility, TMTRACER utility, TMTSD utility. 

TMSCON 
Open DTP's processor to set up or dump the Open DTP configuration. 

TMSCON processor 
The Open Distributed Transaction Processing processor that updates configuration 
data in the TMCOMMON subsystem. The TMSCON processor processes data stored 
in TMSCONFIG files. See also TMCOMMON subsystem, TMSCONFIG file. 
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TMSCONFIG file 
A mass storage file that contains Open Distributed Transaction Processing 
configuration data about server programs, service routines, and other system 
resources. The TMSCON processor loads and unloads configuration data between a 
TMSCONFIG file and the directory services database of the TMCOMMON subsystem. 
See also TMCOMMON subsystem, TMSCON processor. 

TMSDUMP processor 
The Open Distributed Transaction Processing processor that produces a 
nondestructive memory dump of the TMCOMMON subsystem upon request. 

TMTIMER utility 
The Open Distributed Transaction Processing thread timer utility that wakes up timed-
out threads. See also TMSC processor. 

TMTRACER utility 
The Open Distributed Transaction Processing trace log server utility that traces 
execution of clients or servers. See also TMSC processor. 

TMTSD utility 
The Open Distributed Transaction Processing server dispatcher background utility that 
automatically starts TIP and HVTIP servers in response to queued service requests. 
See also TMSC processor. 

to file password 
A password for the file transfer. (TAS field/parameter). 

to-be-attached ACR 
An access control record (ACR) that is automatically attached to an unowned file when 
the file is created. 

TOC 
See table of contents. 

token 
A contiguous group of characters in the source program that matches a 
predetermined pattern. Tokens form the elements of C declarations and preprocessor 
directives. The compiler groups all of the characters in the source program into tokens 
or into the white space and comments that separate tokens. 

token number 
In the General Syntax Analyzer, a number that the token routine assigns to each token 
it generates. The number corresponds to a number that the table constructor assigned 
a terminal symbol. 

token routine 
In the General Syntax Analyzer, a routine that generates token entries for the parser 
from lexical units produced by the lexical analyzer. 
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token stack 
In the General Syntax Analyzer, a data area in the parser where the parser places a 
copy of each token recognized (unless a user indicated it was to be discarded). 
Semantic routines use tokens on this stack in generating output. 

top margin 
An empty area that precedes the page body. 

toolkit 
The Open Distributed Transaction Processing toolkit file, which contains examples that 
can help administrators and developers perform their tasks. Administrators can study 
the examples and use them as a basis for learning their tasks. Developers can use the 
examples as starting points for developing their own client and server applications. 

top margin 
An empty area that precedes the page body. 

top of file 
The first line in a file. 

top-down ambiguity 
An ambiguity that exists only because top-down parsing is being used. It is not 
ambiguous from a human point of view; however, which path to take is ambiguous to 
the parser. 

top-down parsing 
A method of parsing where a higher-level syntactic unit is assumed before lower-level 
units are recognized. After a lower-level unit is recognized, parsing resumes at the 
higher-level unit that referred to it. 

topology 
In Operations Sentinel Console, a display that depicts objects and certain object 
properties using icons. Relationships between the objects are depicted by lines 
connecting the icons. Formerly known as cluster. 

totally unloaded area 
An area from which all record occurrences are unloaded as a result of a reorganization 
by the Data Reorganization Utility (DRU). 

tournament area 
The part of the core area that is used to hold the records and perform the sort 
operation. This area usually is the substantial portion of the core area. 

TP0 
See RFC 1006 TP0. 

TPAS 
See Transaction Performance Auditing System. 

tperrno 
An external variable that contains Open Distributed Transaction Processing error 
codes. See also tpurcode. 
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TPF$ 
See temporary program file. 

TPINIT utility 
A TIP utility program that is executed after a system boot (with flagbox RECOVERY bit 
set). It reads the user KONS and VINDEX files to main storage. 

TPLOG primitive 
A subroutine that writes records to a logging tape. See also TIP primitive. 

TPM 
See Transaction Performance Monitor. 

TPMHVS utility 
A utility that converts TPM records in audit trail format to records in HVSTATSAVE 
format. 

tpreturn() 
The C-language template for sending a reply message from a service routine and 
terminating the service routine. See also service routine. 

tpservice() 
(The Open Group) The C language template for writing service routines. See also 
service routine. 

TPSU 
See transaction processing service user. 

TPSUI 
See transaction processing service user invocation. 

TPSVCINFO 
A data structure that C-language servers use to hold data associated with service 
requests. 

TPUR utility 
A TIP utility that the administrator uses to copy HVTIP program banks into an HVTIP 
program library and maintain the library. 

tpurcode 
An external variable that contains user-defined error codes. See also tperrno. 

trace 
A detailed record of the internal processing that one software component does on a 
computer system. A trace is used to help diagnose errors. Usually, a trace is turned on 
and then off to cover only a limited time period. 

trace control (TRCCTL) 
A Universal Database Control facility for monitoring performance and performing 
diagnostics. 
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trace file 
(1) A mass storage file that is used only to collect trace information. The DDP-PPC 
trace file is named SYS$LIB$*DDP$TRC. (2) A listing of error messages and internal 
status information for a selected period of time for selected software or hardware 
components. This information can help a system administrator and Unisys support 
personnel diagnose errors. See also DDP-PPC trace file. 

trace level 
A digit that specifies the level of detail or type of internal information to be recorded in 
a trace by the DDP-PPC trace facility. 

trace log 
The Open Distributed Transaction Processing log file that contains messages that 
trace the execution of client programs and servers while they are executing in the 
TMCOM MON subsystem. See also TMTRACER utility. 

trace log server utility 
See TMTRACER utility. 

trace mode 
The SP-AMS mode in which SP-AMS executes the automation actions and also writes 
messages about pattern matching and the executed actions in the SP-AMS log file. 
Contrast with debug mode, normal mode. 

trace type 
A mnemonic that specifies the particular software component involved in a trace by 
the DDP-PPC trace facility. 

tracing 
A diagnostic feature that records the flow of data through the system. Tracing can 
help you isolate the source of communications and networking problems. 

track 
(1) An increment for measuring mass storage space that is equal to 64 sectors or 1792 
words. (2) One of the parallel paths on a magnetic tape, along which data is written 
and read. Most tapes have nine tracks across the width of the tape. 

track sequence number 
An integer that denotes the location of a track of data that is stored in a logical file on 
a tape file. Track sequence numbers start with 0 for the first track of a logical file and 
increase by 1 for each track. Under the FURPUR tape format, the track sequence 
number of each track is stored in the track header that is associated with that track. 

traditional programming environment 
A programming environment that uses the basic mode of addressing available on all 
OS 2200 systems. The Universal Compiling System (UCS) features, such as extended 
mode addressing, the Linking System, and the advanced debugging program, are not 
available in the traditional programming environment. 

traffic 
System messages that scroll on the SHIELD friendly console screen to tell you what is 
happening on the system. 
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traffic pane 
A read-only pane in an OS 2200 Console View window that shows OS 2200 partition 
console message and keyin responses in the order they are received. Console 
messages include both read-and-reply messages and read-only messages. This pane 
has a capacity of 255 lines. 

trail block sequence number (TBSN) 
A number that is assigned to a block on the audit trail to check integrity. 

training area 
An alternate database area that is specified in the schema for training mode run units 
to use. 

training mode 
A way in which users can learn to use production application programs using an 
alternate version of the production database. See also test mode, test/training mode. 

transmission control protocol/internet protocol (TCP/IP) 
A set of protocols compatible with the communications network designed for the 
United States Department of Defense data processing systems. Developed by the 
Department of Defense Advanced Reasearch Projects Agency (ARPA), TCP/IP was 
originally designed to connect different kinds of networks and computers. 

transaction 
Generally, one input message to the workstation, followed by one output response 
from the transaction. The input includes a transaction code and input data; the output 
depends on the input. A transaction occurs in transaction mode, which has a higher 
priority than the demand and batch modes but less priority than real time. See also 
transaction program, global transaction, nonglobal transaction. 

transaction boundaries 
(The Open Group) The start and end of a global transaction. Application programs 
define transaction boundaries by using the TX interface. See also global transaction, 
transaction manager, TX interface. 

transaction code 
The part of an OS 2200 transaction processing input message that identifies which 
transaction is to be scheduled. Normally, it is the first six characters of the input 
message. The transaction code identifies which VALTAB entry is to be used for 
loading, scheduling, and execution information. In the VALTAB entry, the ACTION 
keyword specifies the transaction code. 

transaction completion 
Commitment or rollback of a transaction. Commitment ends a transaction and makes 
permanent all changes to resources that were specified during that transaction. 
Rollback ends a transaction and nullifies or undoes all changes to resources that were 
specified during that transaction. See also commitment coordinator, one-phase 
commit protocol, two-phase commit protocol. 

Transaction Demarcation (TX) interface 
See TX interface. 
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transaction identifier 
See XID. 

Transaction Integrator (formerly called WebTx) 
Software that allows HTML-based Web browsers to interoperate with various types 
of applications on ClearPath HMP Series servers. 

Transaction Integrator security gateway 
A specialized Transaction Integrator gateway that runs on a Windows NT or UnixWare 
Web server machine. This gateway is built as a client application to interoperate in 
conversation mode with the Open Distributed Transaction Processing security service. 
This code module can be customized to meet environmental needs. 

transaction manager (TM) 
A component of a transaction processing service user that manages global 
transactions and coordinates the decisions to start them, commit them, or roll them 
back. The transaction manager also coordinates recovery activities for local resource 
managers when necessary. 

transaction mode 
(1) A mode of execution for an application program in which the application program is 
performing work under the control of a transaction manager (TM). The transaction 
manager controls initiation and completion of the transaction and issues all necessary 
thread-control commands. (2) In traditional transaction processing, a mode of 
execution that takes priority over batch mode and demand mode. 

Transaction Performance Auditing System (TeamQuest TPAS) 
A measurement tool from TeamQuest that provides system performance analysis in a 
TIP environment. TeamQuest TPAS uses the Message Control Bank (MCB) and the 
Display Processing System for message management, and the Network Database 
Server for data management. 
TeamQuest TPAS is a component of the TeamQuest TIP-LA product. 

Transaction Performance Monitor (TPM) 
One of the types of audit trails associated with TIP. TPM enables individual 
transactions to record specific data based on which TIP record types are being 
collected for that transaction. 

transaction processing (TIP) 
A form of immediate data processing in which user requests are entered directly to 
the workstation, and online programs satisfy the requests (for example, by updating 
database files and displaying output messages). See also transaction, Transaction 
Processing. 

Transaction Processing (TIP) 
(1) An optional Exec feature that provides transaction processing capability on an 
OS 2200 host. (2) The Unisys real-time system for processing transactions under Exec 
control where users enter a transaction code requesting a function for which a 
prewritten, preregistered program is loaded into memory. The program then 
processes input data and returns the results to the initiator. 
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transaction processing (TIP) program 
A transaction program that accesses a TIP database through the TIP file control 
software. 

Transaction Processing (TIP) system 
A system configured with TIP system files and TIP user files, in which a user enters a 
transaction (which schedules a transaction program) to access data. 

transaction processing protocol machine 
The provider of OSI TP service for exactly one transaction processing service user 
(TPSU). A transaction processing protocol machine handles all dialog associations for 
the activity of its TPSUI. 

transaction processing service user (TPSU) 
An application that uses OSI TP services. A TPSU includes the following components: 
transaction manager, resource managers, communications resource managers, 
client/server applications. 

transaction processing service user invocation (TPSUI) 
The invocation of OSI TP services on one computer system in a transaction. 

transaction program 
A high-priority program that requires a single input message to access TIP or Universal 
Database Control database files. See also transaction code. 

transaction properties 
See ACID properties. 

transaction recovery 
The completion (commitment or rollback) of a transaction that cannot be completed 
normally because of a failure. See also integrated recovery, transaction. 

Transaction Server for ClearPath MCP 
The message control system on MCP host systems. Formerly Communications 
Management System (COMS). 

transaction tree 
The representation of all dialogs between transaction processing service users in a 
transaction. Each node has knowledge of its superior node and its subordinate nodes, 
if any. 

Transactional Client 
Open Distributed Transaction Processing software products that support client 
applications running on workstations running Microsoft Windows software. 
Transactional Client provides application development and run-time libraries. See also 
client program. 

Transactional Desktop 
Open Distributed Transaction Processing software products that support client 
applications running on Microsoft Windows, CTOS/VPC (Virtual PC), and U 6000 
workstations. Transactional Desktop provides application development and run-time 
libraries. See also client program. 
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Transactional Remote Procedure Call (TxRPC) interface 
See TxRPC interface. 

transceiver 
The portion of the Ethernet hardware that connects the Ethernet board to a cable. The 
transceiver sends and receives the data sent across the network. See also internal 
transceiver, external transceiver. 

transfer 
(1) To copy or move a file or job to another host in a network. (2) A TAS 
command/screen that lets you transfer a copy of a file between hosts in a TCP/IP 
network. 

transfer area 
The interface between the database procedure (DBP) and the Data Management 
Routine (DMR). 

transfer syntax 
A set of rules for encoding the abstract syntax in an OSI application. 

transfer syntax name 
A name that identifies the transfer syntax that an OSI application uses. Each DDPPCC 
OSI application that uses the OSI application layer interface can use the Transfer- 
Syntax Alias field to obtain transfer syntax information from an TRANSFER-SYNTAX 
record in the DDP*CS$CONFIG file. 

translate 
An indication of the translation requirements for a file transfer operation, such as 
EBCIDC. (TAS field/parameter). 

translation environment 
The system environment that translates the C source file. 

transliteration 
A transliteration source is a symbolic element that defines the mapping of characters 
in a coded character set (CCS) to the equivalent characters in the UCS-2 CCS. These 
elements are processed by the LOCDEF processor to create tables that will be 
inserted into the I18NLIB run-time tables and used by the CCS_TO_CCS service routine. 
See also transliteration, coded character set, Unicode characters, LOCDEF processor. 

transliteration source 
A transliteration source is a symbolic element that defines the mapping of characters 
in a coded character set (CCS) to the equivalent characters in the UCS-2 CCS. These 
elements are processed by the LOCDEF processor to create tables that will be 
inserted into the I18NLIB run-time tables and used by the CCS_TO_CCS service routine. 
See also transliteration, coded character set, Unicode characters, LOCDEF processor. 

translation lookaside buffer (TLB) 
A processor hard–held memory that is used to hold the results of recent absolute-to-
Real_Address translations. 
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transmission control protocol (TCP) 
A commonly used protocol that provides end-to-end reliability control on behalf of 
protocols in the process/application layer of the TCP/IP model. TCP is a connection-
oriented (virtual circuit) data transport protocol. TCP provides end-to-end reliability, 
error recovery, and multiplexing for the upper-layer protocols. TCP isolates process 
and application-layer protocols from the characteristics of lower-layer protocols. 
TCP/IP applications such as simple mail transfer protocol (SMTP), file transfer protocol 
(FTP), and TELNET use TCP. 

transmission program 
See message channel agent. 

transmission queue 
A local queue on which prepared messages destined for a remote queue manager are 
temporarily stored. 

transmit 
To send data entered on the command screen, or to send a function request to the 
computer system. The transmit key depends on your keyboard type. 

transmit key 
A keyboard key for submitting input for processing. The marking on the transmit key 
varies among keyboards. TRANSMIT, ENTER, RETURN, and XMIT are common 
identifiers for the transmit key. 

transparent 
An indication that no translation occurs in the transmission file. (TAS field/parameter 
value). 

transparent ECL control statement 
A double-masterspace (@@) version of selected ECL statements. They follow the 
same format as the corresponding single-masterspace control statements. However, 
because they are transparent control statements, the system processes them 
immediately. 

transparent symbiont control statements 
Special transparent control statements that control the processing of input and 
output. Unlike transparent ECL statements, transparent symbiont control statements 
have no corresponding single-masterspace statements. 

transport address 
An address for software that provides the transport layer services for OSI protocols. 
The address consists of a transport service access point and a network service 
access point. 

transport class 
One of five peer protocols (class 0 through 4) for the transport layer of the OSI model 
that define the complexity of network transport service provided. 
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transport class of service 
A specification for the characteristics of a transport connection for an OSI application 
to use. The class of service specifies the connection type, error detection services, 
and recovery capabilities for the connection. Peer applications negotiate the transport 
class of service to be used for that application. 

transport connection 
A connection established between two or more session entities, identified by their 
transport service access point (TSAP) addresses, to exchange transport service data 
units. 

transport layer 
The fourth layer in the OSI Reference Model, Unisys distributed communications 
architecture, and TCP/IP. It establishes a reliable path for data between hosts. In 
Unisys distributed communications architecture and the OSI Reference model, the 
next higher layer is the session layer and the next lower layer is the network layer. In 
TCP/IP, the next higher layer is the process/application layer and the next lower layer 
is the Internet layer. 

Transport Layer Security (TLS) 
The successor protocol to SSL, created by the Internet Engineering Task Force (IETF) 
for general communication authentication and encryption over TCP/IP networks. TLS 
version 1 is nearly identical to SSL version 3 and is sometimes referred to as SSL 
version 3.1. 

transport network 
A mechanism that connects two paired termination systems in a DCA network. 

transport protocol classes 
The five peer protocols (class 0 through class 4) for the transport layer of the OSI 
model. A transport protocol class defines the complexity of the network transport 
service provided. Of the five protocols, only classes 0, 2, and 4 are commonly used. 

transport protocol data unit (TPDU) 
A message transmitted between peers at the transport layer. 

transport selector 
A logical name for the address of the software that provides the transport layer 
services for OSI protocols. This name represents the transport service access point 
for a particular OSI application on a particular host. 

transport server 
Software that provides DDP-PPC host-to-host communication through communication 
lines or devices. 

transport service 
A service provided by the transport protocol layer to a transport service user (TSU) at 
the transport interface. See also transport services. 
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Transport Service Access Method (TSAM) 
A set of application program interfaces (API) that provides access to communications 
networks via Communications Services products. TSAM was originally implemented 
as a fixed-gate shared subsystem (FGSS) to interface with the CMS 1100 product, 
which is no longer supported. The Communications Services products CPComm and 
CPCommOS provide APIs that are compatible with TSAM. 

transport service access point (TSAP) 
In OSI applications, the address used by the transport layer to locate the session layer. 
The TSAP is determined by the site administrator on the host where the OSI 
application resides. 

transport service data unit (TSDU) 
A message received by a transport service that constitutes a single and complete unit 
of information from a transport user. 

transport service user (TSU) 
An application that uses the services of the transport layer and all the underlying 
protocol layers that Communications Platform or Communications Platform for Open 
Systems provides. The OSITSU and TASTSU components of DDP-PPC are transport 
service users. 

transport services 
The software that provides a foundation for routing messages, connecting devices 
(such as printers) to the network, and detecting transmission errors. Transport 
services generally reside at layers 1 through 4 of the OSI model. See also transport 
service. 

transport services access point (TSAP) 
In OSI applications, the address used by the transport layer to locate the session layer. 
The TSAP is determined by the site administrator on the host where the OSI 
application resides. 

transport–expedited 
See expedited transport. 

trap 
(1) A report from an SNMP agent, notifying an SNMP manager that a significant event 
has occurred. Examples of significant events are Communications Platform or 
Communications Platform for Open Systems reinitializing or the failure of a 
communication link. Also known as alarm. (2) The concept of capturing specific 
conditions that occur during program execution. 

trap beautification 
The process of substituting a textual description for the OID and parameters of an 
SNMP trap. For the Operations Sentinel Trap Service, trap beautification consists of 
using the Operations Sentinel Trap Service database, a Microsoft Access database, to 
substitute a more meaningful text string for the trap. 

trap number 
A number that uniquely identifies an SNMP trap based on a specific OID. 
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trapd 
In OpenView, the background process that multiplexes and logs SNMP traps. trapd 
also forwards SNMP traps from the network to other applications that have connected 
to trapd using the SNMP API. 

trap-id 
A user-defined tag or label associated with a TRAP command. This trap ID helps 
identify the trap and provides a shorter, easier method to refer to the trap and later 
remove it. Trap-ids must be 12 or fewer alphanumeric characters, starting with a letter. 

TRCCTL 
See trace control. 

TREG utility 
A TIP utility that registers and deregisters Exec files with TIP as containers for TIP 
files. The FREIPS utility performs the same functions and is the preferred TIP file 
control utility. 

trigger 
A special type of stored procedure that helps ensure referential integrity for a 
database. Like stored procedures, triggers also contain Java source code (embedded 
in a CREATE TRIGGER statement) and use SQL Java classes. However, triggers are 
automatically invoked (also known as fired) by certain SQL operations (an insert, 
update, or delete operation) on the trigger's target table. 

trigger action time 
The BEFORE or AFTER keywords in a CREATE TRIGGER statement. The trigger action 
time specifies whether the actions implemented by the trigger execute before or after 
the triggering INSERT, UPDATE, or DELETE statement. 

trigger event 
(1) The statement that causes a trigger to execute. Trigger events can be SQL INSERT, 
UPDATE, or DELETE statements that affect the table for which a trigger is defined. (2) 
In message queuing, an event (such as a message arriving on a queue) that causes a 
queue manager to create a trigger message on an initiation queue. 

trigger message 
A message containing information about the program that a trigger monitor is to start. 

trigger monitor 
A continuously-running application serving one or more initiation queues. When a 
trigger message arrives on an initiation queue, the trigger monitor retrieves the 
message. It uses the information in the trigger message to start a process that serves 
the queue on which a trigger event occurred. 

trigger production 
A production specified in a $TRIGGER specification. The parser only enters such a 
production when it receives a trigger token as input. After the parser completes a 
trigger production, it resumes parsing at the point where it was when it entered the 
trigger production. 
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triggered action 
The Java code in the BEGIN END clause of a CREATE TRIGGER statement. The code 
implements actions to be completed when a triggering statement specifies the target 
table. 

triggering 
In WebShere MQ, a facility allowing a queue manager to start an application 
automatically when predetermined conditions on a queue are satisfied. 

trigraph 
A sequence of three characters that replace a C source character that the input device 
cannot generate. For example, you can replace a left bracket with the trigraph 
character sequence ??(. 

Triple DES (3DES) 
A version of the Data Encryption Standard that uses three 56-bit encryption/decryption 
keys, for a total key length of 168 bits. See also Advanced Encryption Standard. 

TRK 
A granule size that is one software track of 64 sectors. 

TRL 
Abbreviation for table reference list. 

TRME option 
An option available with the OS 2200 OM keyin that terminates a nonprivileged users 
run with error type termination when that run issues a message requiring a response 
and that message is not in the active CP-AMS database. 

TRMRG$ 
An Executive request (ER) by which a common bank, such as the MCB or Universal 
Data System Control, establishes the means to gain control if an associated executing 
program aborts. 

TRON$ 
The Executive request (ER) that lets Universal Database Control assign Exec files to its 
common bank. 

trunk 
A logical connection between two distributed communications processors in a 
network. Each trunk can consist of one or more logical communication lines. 

trusted 
Referring to a computing base component or a subject that has the ability to violate 
security policy but does not. 
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trusted computing base (TCB) 
The totality of protection mechanisms within OS 2200, including hardware, software, 
and firmware, which are responsible for enforcing a security policy. It creates a basic 
protection environment and provides additional user services required for a trusted 
computer system. The ability of the TCB to correctly enforce a security policy 
depends solely on the mechanisms within the TCB and on the correct input of 
security-related entities (for example, a user’s security level). The TCB includes the 
Exec, COMUS, DPREP1100, FAS, Integrated Recovery Utility (IRU), Linking System, Log 
Analyzer, MCB, MSCP, SIMAN, SOLAR, SSP and SCF, system console, TLABEL, and 
UDS Control. 

trusted privilege set (TPS) 
Privileges that, because of their ability to override MAC and DAC and to circumvent 
security policy, must be given only to users or subsystems who are trusted not to 
violate security policy. See also set A privileges and set B privileges. 

trusted subsystem 
A protected subsystem that can affect system security. A trusted subsystem is 
endowed with privileges to override the security policy enforced by the Exec. Code 
within this subsystem must decide whether any privilege is exercised when the 
subsystem is in execution. 

truth value 
The representation of the result of the evaluation of a condition in terms of one of two 
values: true or false. 

TS 
(1) An attribute that commands Display Processing System to display a trailing numeric 
sign. (2) A FORMGEN attribute. 

TS/TN 
See termination system\transport network. 

TSAM 
Abbreviation for Transport Service Access Method, an obsolete term. 

TSAP 
See transport service access point. 

TSC 
See TIP session control. 

T-selector 
A method that the RFC 1006 TP0 protocol uses to determine the applications at the 
end points of a connection. Also known as a transport selector or transport service 
access point (TSAP). 

TSU 
See Transport Service User. 

TTY 
See teletypewriter equipment. 
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tty 
The area of access between the operating system and peripheral devices, including 
the system console. It shows up in commands such as getty(1M) and stty(1), in the 
names of device special files such as /dev/tty, and in the names of files such as 
/etc/gettydefs, which is used by getty. 

tty line 
The physical equipment through which access to the computer is made. 

tty terminal emulation session 
See terminal emulation session. 

TTYPE 
A Display Processing System program that enables a user to specify the terminal type 
or ask Display Processing System what terminal type is currently specified for that 
terminal. 

tunable parameters 
Variables used to set the sizes and thresholds of the various control structures of the 
OPE system. 

tune 
(1) Modify the tunable parameters to improve system performance. (2) Reconfigure 
the operating system to incorporate the modifications into an executable version of 
the system. 

tuple 
Synonym for row. 

tuple identifier 
A unique identifier for a tuple (row) in a table. Storage managers return a tuple 
identifier for the tuple that was inserted after an insert operation. The SQL engine 
passes a tuple identifier to the delete, update, and fetch stubs to indicate which tuple 
is affected. The SQL scalar function ROWID and related functions return tuple 
identifiers to applications. 

tuple variable 
See correlation name. 

TUXEDO 
A software product that is based on the Open Group model for distributed transaction 
processing. TUXEDO was developed by AT&T, sold to Novell, and is currently owned 
by BEA Systems. TUXEDO and other Open Group compliant DTP software (including 
the Unisys product Open Distributed Transaction Processing) allow organizations to 
develop applications that execute transactions across multiple systems and database 
types. 

TWAIT$ 
An Executive request (ER) to delay execution for a specified interval of time. 
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two-level hierarchy 
The database structure where an Enterprise Network Database Server member record 
of one set occurrence is the owner of an Enterprise Network Database Server record 
of another set occurrence. A record that is a member and an owner. 

two-phase commit 
The process for effecting a transaction consistently in all databases involved in a 
transaction. The first phase establishes a dialog between systems and transfers data 
for the transaction. This data includes a prepare request for each system to prepare 
its local resources and databases. The second phase commits or rolls back the 
transaction. 

two-phase commit protocol 
(The Open Group) A protocol that transaction managers (TM) and resource managers 
(RM) use to commit or roll back global transactions. During the first phase, the TM 
instructs RMs to prepare work for commitment and to guarantee commitment. During 
the second phase, the TM instructs RMs to commit or roll back work. The two-phase 
commit protocol ensures the atomicity of global transactions. See also ACID 
properties, commitment, global transaction, one-phase commit protocol. 

TX interface 
The Transaction Demarcation (TX) application program interface (API) used by 
application programs (AP) to call the transaction manager. APs use the TX interface to 
define the boundaries of global transactions and direct the completion of those 
transactions. See also application program, application program interface, transaction 
manager. 

TXFR 
See tape transfer processor. 

TxRPC interface 
(The Open Group) An AP-CRM interface that enables application programs to use the 
remote procedure call method to communicate during global transactions. Open 
Distributed Transaction Processing does not support this interface. See also 
communication resource manager, remote procedure call. 

type 
(1) A kind of data, such as attribute type, entity type, or relationship type. (2) The 
principal attribute of something declared in C. The two major groups of types are 
function types and data object types. Every constant you write also has some data 
object type. (3) The first 18 bits of word 4 of each log entry. This number is used to 
identify the log entry and select classifications to be recorded in the system log. 

type attribute 
A sequence of tokens that are added to a declarator in a C program for type 
information. Type attributes can be pointer type attributes (such as *p), array type 
attributes (such as x[3]), or function type attributes (such as f(int)). 

type definition 
A declaration in a C program that has the storage class typedef, which defines an 
identifier to be a synonym for the type you specify. 
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type name 
A declaration in a C program that has no storage class, one declarator, no definition, 
and no identifier in the declarator. Examples are double or int (*)( ). Type names are 
written as part of type cast operators, for example, or to declare arguments in a 
function prototype. 

type qualifier 
One of the keywords const or volatile in a C program. You can write a type qualifier as 
part of the base type in a declaration or following the * pointer type attribute in a 
declarator. 

type statement 
A statement that declares the characteristics of data items. Type statements are 
INTEGER, REAL, DOUBLE PRECISION, COMPLEX, LOGICAL, and CHARACTER. 

typed buffer 
A buffer (supported by the XATMI interface) into which application programs (AP) 
place data to be sent to other APs. A typed buffer has an associated type (and 
possibly a subtype) that specifies the meaning or interpretation of the data. The type 
and subtype together correspond to a host-language structure definition. The buffer 
types supported for C, COBOL, and Java are X_OCTET, X_COMMON, and X_C_TYPE. 
See also application program, XATM I interface. 

typeless expression 
A one-word (36-bit) string that results from using a typeless function with an 
argument of type integer, real, character (length of 4 or less), logical, or typeless. 

typeless function 
A nonmathematical intrinsic function that returns a typeless result. 

types of sort 
Sort provides seven different types of sorts, which are 

type-specific section 
The part of the log entry after the descriptor: word 013 through the end. The type- 
specific section is different for each log entry but might be similar to others in that 
type range. 
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Section 9  
U, V, W    

U 

U 
The effective operand address. U has two connotations, depending on context: as a 
pure value (for example, u + Xm or d + Xm) or as the name of the location in which the 
operand resides or is to be stored. That name implies any base selection, basing, 
absolute addressing, U<60200 check, or whatever is involved to actually complete an 
operand reference; for example, (U) or stored in U. 

UALM option 
An option available with the OS 2200 OM keyin that sounds an alert when any user run 
terminates abnormally and the termination message from that run is not in the active 
CP−AMS database. 

UC 
(1) The compiler call for the UCS C compiler (@UC). (2) An attribute that commands 
Display Processing System to convert all input and output to uppercase. (3) A 
FORMGEN attribute. 

UCF 
See User Communication Form. 

UCI configuration file 
A configuration file that UCI uses to handle UNIX system consoles. Advanced settings, 
including character encoding for the UNIX system, can be configured. It can be used to 
configure all UNIX systems or a specific UNIX system that Operations Sentinel 
manages. 

UCOB 
The Compiler call for the UCS COBOL compiler (such as @UCOB). 

UCS 
See Universal Compiling System. 

UCS C compiler 
The OS 2200 implementation of the C programming language that is used to write 
programs for the Universal Compiling System (UCS) C compiler (UC). Symbolic 
elements that are written in the C language, then compiled by the UCS C compiler, 
produce object module elements. The implementation is compliant with the ANSI 
standard (ANSI X3.159-1989). 
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UCS COBOL compiler 
The Unisys extended mode implementation of the COBOL programming language that 
is used to write programs for the Universal Compiling System (UCS) COBOL compiler 
(UCOB). Symbolic elements that are written in the COBOL language, then compiled by 
the UCS COBOL compiler, produce object module elements. The implementation is 
compliant with the ANSI standard X3.23 1985. 

UCS FORTRAN compiler 
The Unisys extended mode implementation of the FORTRAN programming language 
that is used to write programs for the Universal Compiling System (UCS) FORTRAN 
compiler (UFTN). Symbolic elements that are written in the FORTRAN language, then 
compiled by the UCS FORTRAN compiler, produce object module elements. The 
implementation is compliant with the ANSI standard (ANSI X3.9-1978), although it has 
numerous extensions. 

UCS Language Support System (LSS) 
A code generator that all UCS front–end language processors (UC, UCOB, UPLS, and 
UFTN) use in common. 

UCS PLUS compiler 
A Unisys proprietary programming language and compiler designed for implementing 
Unisys software products. 

UCS Runtime System (URTS) 
A set of routines called by the executable output of the Language Support System. 
These routines provide support for I/O, storage management, mathematical functions, 
contingency handling, and miscellaneous utilities. 

UCSRTS 
Abbreviation for Runtime System for Basic Mode Compilers. 

UD keyin 
A console keyin used to dynamically establish or restablish a duplex association 
between the two specified devices. 

UDS 
See Universal Data System. 

UDS application group 
An application group that uses UDS databases, with UDS/Exec or UDS/TIP files or 
both. 

UDS Control  
See Universal Database Control. 

UDS dedicated page bank 
Bank dedicated to a particular file; data from the file is stored in one or more of the 
dedicated banks. 

UDS kernel products 
The core UDS products: UDS Control, RDMS, and U REP. (SFS and DMS are optional 
products not considered part of the UDS kernel.) 
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UDS program 
A program that accesses a UDS database through the UDS Control software. 

UDS retention file 
A system file that holds quick-before-looks and staged deferred updates for a thread. 
Retention files can be TIP or Exec files. 

UDS/Exec file 
An Exec file accessible by UDS Control. 

UDS/TIP file 
A TIP file that is formatted by UREP and accessed by UDS Control instead of TIP file 
control in the UDS environment. 

UDS/TIP number 
The numeric value of the file that Data Management Routine (DMR) and Universal 
Database Control use to access Transaction Processing (TIP) and Enterprise Network 
Database Server areas, schema files, or subschema files. 

UDSC 
See Universal Database Control. 

UDSSRC 
See standard application group. 

UDUPLEX 
Unit duplexing is a hardware configuration that reduces system vulnerability to mass 
storage failure by providing an associated backup disk pack for each disk pack 
specified as unit-duplexed. If a unit specified as duplex is requested to perform I/O, 
writes are made automatically to both units and reads can be taken from either. The 
contents of both disk packs are kept identical, bit for bit. 

UEF 
See unload eligibility factor (UEF). 

u–field 
The displacement field of a basic mode instruction. 

UFTN 
The compiler call for the UCS FORTRAN compiler (@UFTN). 
 

UIA 
Abbreviation for User Information Area. Refers to the whole user-id security record in 
the security database. (Previously, UIA referred only to the user-id record in TSS$FILE.) 

UIAB 
Abbreviation for User Information Area Block. Refers to the user-id record structure 
that contains the ADA. (Previously, UIAB referred to an allocation block for additional 
user-id information in TSS$FILE, which contained the ADA.) 
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UL 
The effective upper limit as it is used in comparing limits. 

ULRM 
See UNIX/Linux Resource Monitor. 

umlaut (diaeresis) 
See diacritical mark. 

unadvertise 
To temporarily suspend availability of a service offered by a server by using the XATMI 
interface. See also advertise, XATMI interface. 

unadvertised 
(The Open Group) To temporarily suspend availability of a service offered by a server 
by using the XATMI interface. See also advertise, XATMI interface. 

unapplied spot 
A section of the audit trail containing records that must not be applied to the database 
in the future.  

unary operation 
An arithmetic operation that uses one operand. 

unary operator 
A plus (+) or minus (–) sign that precedes a variable or a left parenthesis in an 
arithmetic expression and has the effect of multiplying the expression by +1 or –1. 

unattended mode 
An OS 2200 operating mode that does not require the presence of an operator at the 
system console. Contrast with attended mode, casual mode. 

Unattended Operations Facility (UOF) 
A Unisys product that comprises two products: SMART software and APC. SMART 
software automates functions normally performed by system operators. APC includes 
additional software on the system console, as well as an FACU that can turn power on 
and off on the host system. 

Unattended Operations Support Software (UOSS) 
A host-based software product that provides automated initialization and termination 
of system and user applications in SMART software. 

Unattended Support Program (USP) 
Program used in conjunction with the FACU to allow users to create and maintain site-
dependent unattended power control and monitoring of system facilities. 

uncatalog 
To delete a file so that it is no longer cataloged in the master file directory (MFD). 
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unchained mode 
A mode of execution in which a new transaction must be explicitly started by an 
application program (AP). A new transaction does not implicitly start when a previous 
transaction completes (as with chained mode). The TX interface allows APs to specify 
chained or unchained mode. An AP can use unchained mode to perform work outside 
of global transactions. See also application program, chained mode, global transaction, 
TX interface. 

unclassified file 
A file with system-low security attributes (a clearance level of 0 and a null 
compartment set). Any user can read and execute an unclassified file except as 
further restricted by discretionary access controls (DAC). An unclassified file is not the 
same as a public file, because clearance level and compartment set are distinct 
concepts from privacy mode. 

unconditional jump 
Immediate transfer of control to a label. 

uncorrelated query 
An outer query whose subquery or subqueries contain no outer references. Contrast 
with correlated query. 

undefined 
Pertaining to a result that is either meaningless or cannot be determined. 

undefined behavior 
Behavior in a C program that is caused by an erroneous program construct or 
erroneous data, for which American National Standard C imposes no requirements. 
Permissible undefined behavior ranges from ignoring the situation completely with 
unpredictable results to terminating execution with a diagnostic message. 

undeleted element 
An element in a program file that is not marked as deleted. 

undelivered-message queue 
See dead-letter queue. 

unenforced privilege 
A system override capability that anyone can use because it is treated as if all users 
possess the capability. No clearance level check is performed when a user performs 
an operation requiring an unenforced privilege. 

unformatted record 
A sequence of values in a processor-dependent form; it can contain both character 
and noncharacter data or no data. 
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unformatted processor call statement 
A statement that is used to load a processor and then to pass the complete 
unformatted text of the image verbatim to the processor. It is identified by the 
character sequence @’ in the first two columns of the image. Not all processors can 
be called with an unformatted processor call statement. Only those processors that 
explicitly document its usage (for example, CIFS utility @’ZIPUT) can be called with an 
unformatted processor call statement. 

Unicode 
A superset of the ASCII character set that uses two bytes for each character rather 
than ASCII's 7-bit representation and can handle 65,536 character combinations 
instead of ASCII's 128. Unicode includes alphabets for many of the world's languages. 
The first 128 codes of Unicode are identical to ASCII, with a second-byte value of zero. 

uniform resource identifier (URI) 
The generic set of names/addresses are short strings and refer to resources. 

Uniform Resource Locator (URL) 
The set of URI schemes containing explicit instructions on how to access a resource 
on the Internet or intranet. See relative URL and Persistent URL. 

unilingual 
Supporting one language at any one time. 

uninterruptible power supply (UPS) 
A scheme for preventing the loss of power to a system when the primary or AC 
power source from the local power company is lost. A UPS system may implement 
multiple separate and isolated feeds from the power company (usually directly to the 
system to be protected), electric generators, batteries, and combinations of these. 

UNION operator 
A logical set operator that Enterprise Relational Database Server uses to derive one 
table from two other tables. The result of a UNION operation is a set of all selected 
rows from both tables not including duplicates. The result of a UNION ALL operation is 
a set of all selected rows from both tables including duplicates. 

union type 
A group of types that includes all types declared with the union keyword. The content 
of a union type consists of one or more union members, each of which has a distinct 
name and can have a distinct data object type. The union members specify component 
data objects that overlap each other in memory. 

unique constraint 
See constraint. 

unique key 
A column or columns in a table whose value (or combination of values) must be 
unique. Use the UNIQUE clause of the SQL CREATE TABLE statement to create unique 
keys. Unique keys are also called candidate keys. 
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Unisys intermediate locales 
Unisys-provided locales that contain multiple representations for national replacement 
characters (NRC). These locales can be used to create a migration path to an 8-bit 
character set that contains no replacement characters. See also locale, National 
Replacement Character set. 

Unisys Repository Manager 
See Repository for ClearPath OS 2200. 

unit 
(1) For tape files, a reel or volume. (2) For mass storage files, a file that resides entirely 
on one logical unit. No concept of multiple units exists for mass storage. Because the 
operating system controls space allocation for mass storage files, there are no 
limitations on the physical layout of a mass storage file on the available system 
resources. 

unit duplexing 
An Exec feature in which the hardware is configured so that each disk has an 
associated backup disk. If a unit specified as duplexed is requested to perform I/O, the 
writes are automatically done to both units, and reads can occur from either disk. 
Using duplexed units reduces vulnerability to mass storage failures. See also duplex 
file. 

unit of recovery 
A recoverable sequence of operations within a single resource manager. Contrast 
with unit of work. 

unit of work 
A recoverable sequence of operations performed by an application between two 
points of consistency. A unit of work begins when a transaction starts or after a user-
requested syncpoint. It ends either at a user-requested syncpoint or at the end of a 
transaction. Contrast with unit of recovery. 

unit processor 
A partition that has a single processor. 

unit specifier 
A component of an input/output statement that identifies the file the statement 
references. 

Universal Compiling System (UCS) 
A set of compilers for compiling extended mode programs written in higher level 
languages such as C, COBOL, or FORTRAN. The UCS compilers produce an absolute 
element in a standard form that is called an object module. The UCS compilers and 
Linking System enable object modules written in different languages to be linked 
together as a program. See also UCS C compiler, UCS COBOL compiler, UCS 
FORTRAN compiler, UCS PLUS compiler, UCS Runtime System, zero overhead object 
module. 

Universal Compiling System (UCS) Language Support System (LSS) 
A code generator used in common by all UCS front-end language processors. 
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universal control interface (UCI) 
An Operations Sentinel software component that connects to systems with ANSI 
X3.64 interfaces. 

Universal Data System (UDS) 
The Unisys expandable, modular suite of software products for data management, 
data processing, and database application development. Together with other data 
management software products and components, UDS provides an integrated 
environment for control, maintenance, and recovery of user databases. See also 
Enterprise Network Database Server, Enterprise Relational Database Server, System 
File Server (Shared File System (SFS 2200)). 

Universal Database Control 
The online data and file manager that directs and coordinates the operations of a 
group of OS 2200 software products that enable other software products to access 
the same data files or a single program to access data through more than one data 
model. The Universal Database Control environment also provides efficient use of 
storage, universal data access, and integrated recovery, including thread control, cache 
manager, table control system, and locking subsystem. See also supervise UDS. 

Universal Database Control retention file 
A system file that holds quick-before-looks and staged deferred updates for a thread. 
Retention files can be TIP or Exec files. 

universal processor interface (UPI) 
A method for the exchange of messages between the instruction processor, the 
input/output processor, and the attached processors in the central complex. The UPI 
notifies a potential receiver that a message is available. The message to be exchanged 
between units is passed through the main storage units, stored by the sender, and 
retrieved by the receiver. 

universal quantifier 
One of the keywords ANY, ALL, or SOME when used with a comparison operator. 

universal time coordinated 
See coordinated universal time. 

UNIX 
An operating system originally developed by American Telephone & Telegraph. 

UNIX host system 
A computer system that uses UNIX as its operating system software. Managed UNIX 
systems provide ANSI X3.64 compliant interfaces either through console or terminal 
serial ports or by way of Telnet. 

UNIX system 
See UNIX host system. 
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UNIX/Linux Resource Monitor (ULRM) 
A UNIX and Linux agent that allows a site to monitor basic resources of a UNIX or 
Linux system using Operations Sentinel. The resources the agent monitors include 
processes, file systems, log files, CPU, and memory. The agent also supports open-
ended resource monitoring through custom actions. The agent sends alerts through 
event reports to Operations Sentinel server when it encounters exceptions or 
receives messages. Exceptions include, but are not limited to, a resource that exceeds 
or falls below a configured threshold, an invalid process status, and so on. The agent 
also forwards event reports from customer action scripts or applications to 
Operations Sentinel. 

UnixWare 
See SCO UnixWare. 

unknown copy 
Either a backup copy of an unknown file or a backup copy of a known file that is not 
described in the file’s MFD entry. In the first case, the backup volume for a file still 
exists, but the file was deleted from the MFD. In the second case, a previous level 
backup for a file might still exist, even though the MAX_LEVEL setting excludes it. 

unknown file 
A file that has no entry in the archive directory or MFD. 

unlabeled tape 
A tape that does not have a VOL1 label as the first block of data. 

unlabeled tape volume 
A tape volume with no internal electronic security label. You create unlabeled tapes by 
using the J option on the @ASG statement. 

unload 
To remove data or instructions from main storage to auxiliary storage, or from mass 
storage to tape. 

unload eligibility factor (UEF) 
A number between 0 and 63 that is part of the file’s MFD entry. FAS uses the UEF to 
select files to load and unload. 

unload point 
The point at which a tape volume can be removed from a tape unit. Once a tape 
volume has been rewound to the load point, you cannot use it again without 
remounting it. 

unloaded area 
An area from which some but not all record occurrences are unloaded as a result of a 
reorganization by the DRU. 

unloaded record 
A record to which new space is allocated as a result of a reorganization by the DRU. 
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unloaded set 
A set with modes of pointer array for which the pointer areas are reconstructed 
during a reorganization by the Data Reorganization Utility (DRU). 

unloading 
The moving of data from an Enterprise Relational Database Server database to an SDF 
file. 

unlock 
(1) To make a file or data area available for use again after it has been locked. (2) To 
clear the bit that locks a file or data area. 

unowned file 
A file that does not have an owner, such as in Fundamental Security. No permanent 
record exists of who created the file or who currently owns it. Private unowned files 
are private either by account or project-id, depending on system configuration. In 
Security Option 1 and higher, files are usually owned, but the site administrator can 
choose to let select users continue to create unowned files. Contrast with owned file. 

unowned schema 
A schema that is created using Repository for ClearPath OS 2200. Contrast with 
owned schema. See also owner. 

unregister 
In SOLAR, (1) the process of using PKGREG to remove a software package tape, and 
the products on that package, from the list of software packages available for 
installation by the SOLAR processor or PRODLD; (2) the process of using PKGREG to 
remove keys from the system key table. 

unsolicited keyin 
A console command entered at user initiative rather than in response to a system 
query message. 

unsuccessful execution 
The attempted execution of a statement that does not result in the execution of all 
the operations that the statement specifies. The unsuccessful execution of a 
statement does not affect any data to which the statement refers, but it can affect 
status indicators. 

untrusted 
A component that cannot affect system security because it has no control over 
security-related actions. 

untrusted subsystem 
Subsystems whose owners have no trusted privileges. Untrusted subsystems can 
hold data and grant access only to other subsystems at the same security level. See 
also trusted subsystems. 

UNX Shell Processor 
The UNX Shell Processor is a OS 2200 shell interface for executing WebSphere MQ 
commands. It also provides UNIX-like commands for accessing the file system and 
processes and a set of utility commands. 
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UOF 
See Unattended Operations Facility. 

UOFAPC 
See Automated Power Control. 

UOPAND, UOPGET, and UOPTOR primitives 
Subroutines that manipulate option indicators. See also TIP primitive. 

UOSS 
Abbreviation for Unattended Operations Support Software. 

up status (UP) 
The state of a device as recorded in the master configuration table. When a device is 
up, it might or might not be available for MHFS to use, depending on whether a higher 
level device is up or down. For example, a communications I/O device is not available 
for MHFS to use, even though it is up, if its communications control unit is down. 

UPA 
See user parameter area. 

updatable view 
A relational view that can alter the contents of the underlying tables if the view meets 
certain conditions to be updatable 

update in place 
To revise the accessed PCIOS file rather than creating a new file cycle. 

update lock 
A user- or system-specified lock on a file or page that is intended to allow only the 
changing of data in the file or page and co-instantaneously restrict other threads from 
accessing the affected data. 

UPDATE privilege 
A privilege that owners of Enterprise Relational Database Server tables grant to other 
users to enable them to change information. See also data access control. 

updated file 
A file that was edited or modified since the time of its creation or last backup. As a 
result, the file is no longer an exact image of the backup copy. 

update-in-progress 
The state of TIP automatic recovery during the updating of a TIP component. 

UPI 
See universal processor interface. 

UPI Number List 
The list of Universal Processor Interface numbers identifying the set of instruction 
processors to which the performance provided by a model-based Exec image enabler 
key is restricted in a partitioned environment. 
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UPLS 
The compiler call for the UCS PLUS compiler (@UPLS). 

upper bound 
The maximum key value for records in a partition. All records in a partition must have 
key values less than or equal to the upper bound. 

uppercase character 
A large letter used in writing one or more natural languages, in contrast to a lowercase 
or "small" letter. For example, the uppercase letters A through Z are used in English. 
Some languages have both uppercase and lowercase; others have only one case. See 
also lowercase, upshifting, downshifting, character class. 

UPS 
Abbreviation for uninterruptible power source. 

upshifting 
The conversion of a lowercase character to its uppercase representation. 

UPT 
Abbreviation for user-id/password text. 

UREP 
See Repository for ClearPath OS 2200. 

URTS 
See UCS Runtime System. 

URTS subsystem loader 
The part of URTS that is responsible for loading the nonshared portion of an FLSS 
object module. 

use name 
See internal file name. 

user 
A person or program that uses a software product or other services by interacting 
directly with a computer system. See also operator. 

USER 
A type of security group. Each instance of USER represents a specific repository user. 
The name of the USER entity is the user's user-id as stored in the system's program 
control table (PCT) or passed to the repository by a trusted caller. See also security 
group. 

user change file 
An Enterprise Network Database Server file that must be used exclusively by only one 
test mode or test/training mode run at a time. User change files contain database 
updates made by that test mode or test/training mode run. 
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User Communication Form (UCF) 
A formal notification of a hardware, software, or documentation problem that a 
customer or Unisys support personnel submits to Unisys. See also Problem List Entry. 

user compartment set 
In Security Level 2 and higher, the entire set of compartments that a particular user or 
subsystem can access. The user compartment set can be the entire system 
compartment set or a subset of it, including the null compartment set. At sign-on, a 
user specifies an executing compartment set from this set. A user can specify MAX to 
indicate use of the entire user compartment set. 

user datagram protocol (UDP) 
An Internet protocol that provides a connectionless datagram transport service to 
upper layer protocols in the process/application layer of the TCP/IP model. It is less 
commonly used than TCP because it requires the upper-layer protocols to provide 
error recovery and end-to-end reliability control functions. 

user equivalence 
A user on a remote system who is given the privileges of a user on the local system. 

user ID 
An integer value, usually associated with a login name; the user ID of a process 
becomes the owner of files created by the process and descendent (forked) 
processes. 

user labels 
The labels for which the user controls reading, writing, and contents (except for the 
initial label identifier and number). The labels are User File Header Label (UHLa), for 
which no order or symmetry of occurrence is necessary; User Trailer Label (UTL), 
which is also known as user end-of-volume label (corresponds to UVLn) or user end-
of-file label (no correspondence to UHLa is necessary), depending on the 
circumstances; and User Volume Label (UVLn), which corresponds to VOL1 (use of n is 
optional). 

user library 
A program file designated by a user as a PADS procedure library file. It is used to 
satisfy references for global procedures. Each procedure must have the same name 
as the element containing it. 

user name 
A 1- to 20-character name that identifies the user who is associated with a particular 
mailbox. Also used to verify users and mailbox names, to identify distribution list 
owners, and as the default author name for the PREPARE and SEND commands. 

user parameter area (UPA) 
A parameter area that immediately follows the message parameter area (MPA) in the 
COMPOOL record. Its length can be configured and can contain any information you 
specify. 

user profile, run-level profile 
A mechanism provided by the operating system for setting environment variables at 
the run level, where a run is started. 
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user program 
A program that is supplied by the user of the system, as opposed to the operating 
system and to programs resident in the computer system, such as language 
processors and assemblers. 

user property 
A property of a site-defined class that is defined by site personnel. Contrast with 
fixed class. 

user save area 
An area in the user D-bank supplied by the calling routine or PIM that is available for 
miscellaneous storage, such as register contents. 

user savefile 
An Exec file created before QLP session that is available to the session as a savefile 
after entry of a QLP USE command. 

user security record 
A record that is attached to a user-id and specifies security attributes that establish 
the range and limits within which a user can access objects. 

user variable 
A variable, always preceded by a % symbol, that you can change the value of and use 
within expressions. See system variable. 

user-based feature key 
A feature key specifying a maximum concurrency to be enforced by the product to 
which the key belongs. A user-based feature key can contain a normal maximum 
concurrency, an optional maximum concurrency, or both. 

usercode 
On an MCP host system, an identifier that is used with a password to control a user’s 
ability to access specific capabilities and data. 

user-defined print file 
A data file that a user creates, to which output is intentionally diverted with the 
@BRKPT statement. 

user-defined term 
The italicized word in a syntax skeleton that users replace with names that apply to 
their own processing standards or needs. 

user-defined variable 
In an autoaction database, a variable that is explicitly defined in the database and 
whose value is explicitly assigned by commands in the database. See also retained 
variable, variable group. Contrast with predefined variable. 

user-defined word 
A COBOL word that the user must supply to satisfy the format of a clause or 
statement. 
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user-directed recovery 
A type of database recovery that requires the user to specify when to start or end 
recovery. Operators use the information in the history files to make decisions about 
which files to recover and which tapes to use. 

user-directed reload 
A type of database reload in which users specify which dump tapes to reload. 

USER-GROUP 
A security group that represents a group of users or a role that users can play in an 
enterprise. Each user is a member of at least one USER-GROUP entity (USER- GROUP 
ALL-USERS). See also security group. 

user-id 
A string of characters in the OS 2200 security system that identifies a person who 
uses the system. 

USERNET 2 system 
A Unisys local area network that enables users to share files, send messages 
between workstations, and protect their files with an extensive security system. A 
USERNET2 system consists of communication servers, file servers, print servers, and 
workstations. Several file servers can be connected to form a multiserver system. 
Special bridge hardware and software can connect several USERNET2 systems to 
form an internetwork. 

USERON 
The Exec software configuration parameter that, if true, turns on quota enforcement 
by user-id. 

user-supplied value 
The variable half of a keyword parameter. 

user-to-user pass-off 
A mechanism by which a transaction or batch-connect program schedules another 
transaction and can pass data to this new transaction. 

USP 
See Unattended Support Program. 

UST 
Abbreviation for unit status table. 

UTC 
See Coordinated Universal Time. 

utility 
(1) A standard, generally useful, permanently available program. (2) A program that 
provides a simple interface for the administrator to Exec and TIP file control services. 
TIP utilities are installed in a TIP system file when TIPUTIL is installed on the system. 
(3) In WebSphere MQ, a supplied set of programs that provide the system operator or 
system administrator with facilities in addition to those provided by the WebSphere 
MQ commands. Some utilities invoke more than one function. 
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utility class 
A set of utility functions that a storage manager uses to assemble and disassemble 
data elements passed through the storage interfaces. 

UTILITY processor 
An interactive facility of DDP-PPC software that the site administrator uses to monitor 
DDP activity, process log and trace files, and take online dumps. 

utilization message 
A system message that defines host system utilization in terms of several attributes. 

Utilization Report Utility for OS 2200 (URU) 
A tool that is used to collect the usage data in millions of instructions per second 
(MIPS) from the OS 2200 partition and generate MIPS usage reports. These reports are 
primarily used for billing purposes, but administrators can generate reports for 
informational purposes as well. 

UTS 
Abbreviation for Universal Terminal System terminals. 

V 

V 
PICTURE clause symbol specifying location of the assumed decimal point.  

v 
A hash of a message, which can be used to verify that the contents of the message 
have not been altered in transit. 

V option 
Allows an ECL @START statement or ST keyin to start a run at the minimum clearance 
level and default compartment set of a target user-id under which the started run 
executes. The target user-id identity depends on the other options that are included in 
the statement or keyin. 

VA 
See virtual address. 

VADB 
Abbreviation for Verify AMS Database, which is a SMART software processor that 
runs on an offline PC running MS-DOS. 

VADD utility 
A utility used to install a VIEW. Using the VADD utility, you can install a defined VIEW, 
update VIEWs already installed, and generate C include elements and COBOL COPY 
elements for use by application programs. See also buffer subtype, VIEW. 
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validation 
The process of ensuring that only authorized access occurs, either a user to a system 
or a subject to an object. This process consists of comparing security attributes (such 
as user-id/password combinations known to the system), or comparing security 
attributes of a subject with those of an object to which the subject requests access. 

validation table (VALTAB) 
A structure that TIP uses for locating and executing TIP programs. The system creates 
the VALTAB in a TIP system file. For each TIP program, the administrator uses the 
VTBUTL utility to create a VALTAB entry that identifies a unique transaction code and 
program number for the program and its loading and execution attributes. 

VALTAB 
See validation table. 

VALTAB entry 
A transaction code definition created by means of the VTBUTL utility and maintained in 
the VALTAB. A VALTAB entry tells the system which program to execute in response 
to a transaction code, and it controls the way the system handles the program. 

VALTAB index (VINDEX) 
The OS 2200 TIP VALTAB index table that the system uses to locate the VALTAB entry 
associated with a transaction code. 

value 
A numeric, alphabetic, or alphanumeric character string stored for an entity (such as an 
attribute) at the address allocated for that entity. See also data value. 

value check (VC) 
A DPS 2200 field attribute specifying that data entered in the field at run-time must be 
validated against either a user defined table of values or a user defined range. 

value expression 
A subcomponent of a predicate that results in either a single numeric value or a 
character string value. A value expression in its simplest form can be a literal, a 
column, or a program variable. In a more complex form, it can be an arithmetic 
expression or an aggregate function. 

Value Table 
An optional subtable of the data definition (DD$) packet that contains COBOL program 
VALUE OF FILE-ID data used in SFS label processing for programs compiled by UCS. 

value-list item 
A data item that can assume a defined set of values with explicit names. For each 
item, the set of values and their internal integer codes are listed in the item 
description. 

variable 
A symbolic name that is used to identify a single storage sequence. Its name remains 
fixed during the execution of a program; its value can change during execution. 
Contrast with constant. 
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variable binding 
A data structure containing the OID of a MIB object instance, the size and data type of 
the object, and the value (data) associated with the object. Every SNMP request and 
response message contains a list of one or more variable bindings. Also called 
varbinds. 

variable group 
In an autoaction database, a collection of dynamically created variables that share 
characteristics specified in the definition of the variable group. 

variable length 
A record whose length depends on the repetitions of a data item containing an 
OCCURS DEPENDING ON clause. The number of repetitions is variable. 

variable length argument list 
An argument list on a C function call that can differ in length from other argument lists 
in other calls on the same function. Declare a function that can accept variable length 
argument lists by writing a prototype. 

variable length pattern 
In an autoaction database, a pattern with a type of VARIABLE LENGTH that can be 
used to match messages without checking the number of tokens of the message. 

variable length record 
A record that is associated with a file whose file description or sort/merge description 
entry permits records to contain a varying number of character positions. 

variable occurrence data item 
A COBOL data item that is a table element repeated a variable number of times. Such 
an item must contain an OCCURS DEPENDING ON clause in its data description entry 
or be subordinate to such an item. 

variable position (VPOS) 
A Display Processing System field or image attribute that specifies that a field can be 
moved if the size of the preceding field is changed or moved. 

variable type conversion 
In AMS, the process of changing a variable value from an integer type to a string type 
or from a string type to an integer type. 

variable width (VWID) 
A Display Processing System field or image attribute that enables you to specify 
variable widths for fields. 

V–bit 
Abbreviation for void indicator in a Base_Register. 

vci 
See OS 2200 Console Interface for ClearPath. 

vcm 
See OS 2200 Console Manager. 
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vcv 
See OS 2200 Console View. 

VDEL utility 
A utility used to delete an installed VIEW. See also buffer subtype, VIEW. 

VDT 
See view definition table. 

vector 
A one-dimensional array (rank = 1). 

verb 
(1) A word that expresses an action to be taken by a COBOL compiler or object 
program. (2) A mnemonic that begins a command to the CSUPDT processor and 
identifies an action to be taken on one or more configuration services database 
records. These verbs are ADD, DELETE, MODIFY, READ, and READALL. 

verification descriptor 
An entry in a verification list. 

verification list 
A data structure consisting of 3-word entries called verification descriptors. It is used 
as a means of verifying the information passed by the caller and the results returned 
by the callee. 

VERIFY 
A mail processing command that verifies that a user is a valid recipient of mail on a 
given host and determines the corresponding mailbox name for that user. 

Verify AMS Database (VADB) 
A command driven program that verifies the pattern-matching and action generation 
capabilities of an autoaction database. 

verify configuration 
See configuration verification. 

version 
(1) The different characteristics and textual information that are associated with an 
entity at different stages in its life cycle, or a variation in the definition of the same 
data or system component that reflects different states in its evolving existence. 
Entity occurrences for the same data or system component can exist in multiple 
versions. (2) Another copy of a table, which can contain different data. Many different 
versions of a table can exist. Each version of the table is associated with the same 
storage area name but has a different version name attached to it in that storage area 
definition. All versions of a table have identical column names, primary keys, and 
secondary indexes (because they share the same definition). Each version, however, 
can contain different data. Data that is associated with each version is stored in its 
own file. 
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version number 
A number that indicates a change in a data structure, such as a table, packet, or log 
entry. The version number tells the software that processes the data structure how to 
interpret the contents of the data structure. The version number usually increases 
each time information is added to the data structure or the use of a field in the 
structure changes. 

version-level security 
The level of security that enables the owner of a table to control who has access to a 
specific version of the table and which statements can access that version. 

very high density tape 
A tape on which data is recorded at a density of 1600 bits per inch. 

VFB 
Abbreviation for vertical format buffer. 

VGET utility 
A utility used to obtain information about an installed VIEW. You can also use the VGET 
utility to generate C include elements and COBOL COPY elements for use by 
application programs. See also buffer subtype, VIEW. 

VI 
Abbreviation for virtual interface. 

via set access 
An Enterprise Network Database Server method of record retrieval in which DMR 
locates a record by using the set relationship pointers rather than a database key, 
CALC routine, or index sequential key. 

via set location mode 
(1) An Enterprise Network Database Server method of record retrieval in which DMR 
locates a record by using the position of the current record in the set via the set 
specified, or a method of record storage in which DMR uses place-near logic to place 
the record near its logical insert point. (2) A method of retrieving or storing records 
according to the position of the current record in the set. 

video display terminal 
A terminal that uses a television-like screen (a monitor) to display information. A video 
display terminal can display information much faster than printing terminals. 

view 
A virtual table that recreates the result table specified by a SELECT statement. No data 
is stored in a view, but other queries can refer to it as if it were a table that contains 
data and corresponds to the result table it specifies. Synonym for relational view. 



  U, V, W 

3850 6523–002   9–21 

view attributes 
In OS 2200 Console View, attributes that define the behavior and presentation 
associated with a specific console connection. When a view is closed these attributes 
revert to site provided view defaults specified by the site, if any. Otherwise, they 
revert to the installed values. When a named view is subsequently opened, the saved 
values override the view subset of the application attributes. Change the attributes for 
the current view using Properties on the File menu. Contrast with application 
attributes, user attributes. 

view definition 
See relational view definition. 

view definition table (VDT) 
The encoded, machine-readable form of a view definition. 

View icon 
An image representing a subview or folder that displays the image of the subview 
overlaid on an image representing the most severe alerts for any component of the 
subview. 

view owner 
See owner. 

View2java Compiler 
Compiler that uses a VIEW definition to generate a Java class representing a buffer. 

view-only 
A type of console display that does not allow the user to enter commands. 

VINDEX 
See VALTAB index. 

violation 
A form of security policy infraction. 

virtual address (VA) 
A 36-bit address consisting of a level, a bank descriptor index, and an address offset. 
The level identifies the portion of address space within which the address resides 
(system, application, program, or activity level). The levels enable the Exec to control 
access to shared information (banks) and to isolate unrelated programs from one 
another. The bank descriptor index identifies a bank name in that address space. The 
address offset identifies the location of the address in the bank. 

virtual address space model 
A conceptual framework that represents the addressing environment of OS 2200 
systems that use the Linking System. It depicts addressing requirements for MASM 
programmers. 
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virtual addressing 
The addressing environment of 1100 and 2200 Series systems that use the Linking 
System, in which you can logically use more main storage than is physically available 
on your system. Unneeded banks are kept in peripheral storage and moved in and out 
of main storage as needed. 

virtual bank 
A logical bank; each location counter in a UCS compilation is a logical bank. A logical 
bank contains either code or data for a program. 

virtual bank part 
When a logical bank is merged (using the static linker) with other banks to form a new 
logical bank, it retains its original identity as a virtual bank part or logical bank part. This 
helps identify it in linker listings and in NPEER reports. 

virtual channel identifier (VCI) 
The address or label of a virtual circuit. 

virtual circuit 
A circuit between two parties that uses a logical (rather than a physical) connection. 

virtual machine 
The Java specification for a hardware-independent and portable language 
environment. Java language compilers generate code that can execute on a virtual 
machine. Implementations of the Java virtual machine for specific hardware and 
software platforms enable the same compiled code to execute without modification. 

virtual path 
A collection of virtual circuits. 

virtual storage 
A characteristic of the hardware that provides the ability to run programs with storage 
requirements that are larger than the actual main storage. This is accomplished in 
OS 2200 systems by dividing a program into banks and banks into pages, and then 
storing currently unneeded pages in peripheral storage until they are needed. 

Virtual Storage Manager (VSM) 
VSM provides the foundation for a 2200 XP system. The major components of VSM 
are the OS 2200 operating system, data movers, fiber-optic interface, host interface 
adapter, storage interface, XPC storage module, network interface module, and the 
system control facility. See also Extended Processing Complex (XPC). 

virtual table 
A table of values that is not physically stored in a database, but derived from columns 
and rows of other tables. SQL generates virtual tables in its processing of query 
expressions: the FROM, WHERE, GROUP BY and HAVING clauses each generate a 
virtual table based on their input. 

Virtual_Address 
An address in the form L, BDI,Offset. 
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visibility 
The region of source text over which a C definition or declaration is in scope for an 
identifier and the identifier is not masked by another definition or declaration. 

visible 
A characteristic of a partition that determines whether the SQL user is aware of the 
existence of the partition when retrieving records from a partition. The values of this 
characteristic are visible and invisible. An attempt to retrieve a record from an invisible 
partition always results in a no-find. An attempt to use SQL to otherwise manipulate 
(insert, update, delete) a record in an invisible partition always results in an error. 
When a partition is visible, the user is aware of the existence of the partition, and the 
actual records satisfying the WHERE clause are retrieved or otherwise manipulated. 

visual editor (vi) 
See screen editor. 

VMUX 
The Operations Sentinel background process that provides the interface between 
OS 2200 logical consoles and the Operations Sentinel server. 

VMUX configuration file 
A configuration file that VMUX uses to connect to the Operations Sentinel server that 
hosts OS 2200 consoles. 

void expression 
A class of C expression that has type void. It designates nothing and has no value. A 
void expression is evaluated for its side effects, such as calling a function or altering 
the value stored in a data object. See also function locator, lvalue, rvalue. 

void file 
A file that contains only a file label and EOF sentinel. 

void type 
The C incomplete type void, which has no representation and which you cannot 
complete. Declare a function that returns no value as a function returning void. Declare 
a generic data object pointer as a pointer to void. 

VOL1 
A disk label block. 

volatile register 
A register that does not have its content protected when control is transferred to 
another program. 

volatile type qualifier 
The C type qualifier volatile, which declares the base type or pointer type to be 
modifiable by agencies not obvious to the compiler. 

volume 
(1) A discrete portion of a storage medium, the dimensions of which are determined 
by each implementor, that contains part of a file, all of a file, or any number of files. (2) 
A physical unit of storage media. (3) A reel of magnetic tape. 
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volume format 
(1) The way that files are organized on storage media. You can choose different 
formats for backup by using the statements SET TAPE_BLOCK_SIZE and SET 
FORMAT_1 R1_TAPE. (2) A system that automatically mounts and unmounts cartridge 
tapes. (3) A permanent file in the MFD. 

VPOS 
See variable position. 

VSM 
Abbreviation for Virtual Storage Manager. 

vsop 
See OS 2200 logical console. 

vspi 
See OS 2200 Operations Sentinel Interface for ClearPath. 

VT100 terminal 
A terminal that conforms to the ANSI X3.64 protocol and is the basis for other 
terminals and emulators. Terminals based on the VT1 00 specification are used as 
consoles on UNIX and other host systems. 

VTBUTL 
The OS 2200 TIP VALTAB utility program that is used to create a transaction code 
definition. 

VTBUTL utility 
A program of TIPUTIL that is used before online operation to create VALTAB entries 
and the VINDEX table, and used during online operation to add, update, or delete 
entries in the VALTAB and VINDEX. 

VTH 
The Virtual Tape Handler (VTH) simulates tape drives using mass storage (fixed or 
removable packs). VTH is a separately priced Exec feature that gives you the ability to 
reduce tape volume usage and operator interaction to mount tapes if you use tapes 
for more than just mass storage backup and transaction auditing. 

VTIP program library 
A TIP user file that you designate (using the TPUR utility) as a container for HVTIP 
program banks. 

VWID 
See variable width. 
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W 

W option 
An option available with the OM keyin that sets the wait time between groups of 
messages sent by the OS 2200 data collector. 

WAIT clause 
In an autoaction database, a clause that can be added to an action in a pattern 
specifying an amount of time that must elapse before executing the action once the 
pattern has been matched. 

wait for message 
The name of the Record Lock Processor function that is used to receive invalidate 
messages that are broadcast from hosts. 

walkback 
The process of tracing subprogram calls in a program. The walkback tracing starts 
from the current subprogram (the subprogram in which execution is halted for 
debugging purposes), and moves backward to its calling subprogram, and so on 
through subprogram calls, until the original caller is encountered. Walkback processing 
occurs in order to display the calls that led to the current subprogram, and to access 
the storage associated with variables in the subprograms that made those calls. 

WAN 
See wide area network. 

warning condition 
A special situation that was detected during execution of a PCFP function that did not 
prevent completion of the function. The nature of the warning is returned as an error 
code to the calling program. 

Web browser 
Client software for viewing documents on the World Wide Web and navigating 
hyperlinks to other documents. Used with a ClearPath server to access the SysAdmin 
software on the Web. 

WebSphere MQ 
A family of IBM licensed programs that provide message queuing services. 

WebSphere MQ client 
Part of an WebSphere MQ product that can be installed on a system without installing 
the full queue manager. The WebSphere MQ client accepts MQI calls from 
applications and communicates with a queue manager on a server system. 

WebSphere MQ script commands 
Human readable commands, uniform across all platforms that are used to manipulate 
WebSphere MQ objects. Contrast with programmable command format (PCF). 
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WebTS 
Abbreviation for Web Transaction Server. 

WebTx security gateway 
A specialized WebTx gateway that runs on a Windows NT or UnixWare Web server 
machine. This gateway is built as a client application to interoperate in conversation 
mode with the Open Distributed Transaction Processing security service. This code 
module can be customized to meet environmental needs. 

well-known port 
TCP/IP, one of several logical ports reserved for specific uses by the TCP and UDP 
transport-layer protocols. Server software uses these well-known ports so that client 
software can locate them. For example, well-known ports are reserved for remote 
login (TELNET), file transfer (FTP), domain name servers, and remote job entry. 

WFL 
Abbreviation for Work Flow Language. 

WHERE statement 
A conditional array statement that allows for the conditional selection of array 
elements in array operations. 

white space 
A contiguous group of spaces, horizontal tabs, vertical tabs, form feeds, carriage 
returns, and newline characters to separate tokens in C source code that might 
otherwise be treated by the compiler as a single token. You can also use white space 
to make source code more readable. 

white space character 
Non-graphic character as defined by the keyword space in the locale definition file. 
See also locale definition file. 

wide area network (WAN) 
A data communications network that enables computers, terminals, and other data 
processing resources, typically at more than one location, to communicate with each 
other. WANs usually use routers to connect to local area networks. See also local area 
network. 

widening conversion 
A conversion from one arithmetic type to another that can result in an increase in the 
number of bits that are used to represent the value. 

window 
The portion of your workspace displayed in the image region while in full-screen 
mode. 

Windows 
Refers to any version of the Microsoft Windows family of operating systems. 

Windows Event Log 
Windows events are recorded in the system, application, and security logs. On a 
Windows system, these logs can be viewed by using the Windows Event Viewer. 
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Windows filter policy 
A definition indicating which Windows events a Windows agent sends to Operations 
Sentinel as alerts. 

Windows host system 
A computer system that uses a version of Microsoft Windows as its operating 
system. Windows host systems can be managed using Operations Sentinel. 

Windows Resource Monitor (WRM) 
A Windows agent that allows a site to monitor basic resources of a Windows system 
using Operations Sentinel. The resources the agent monitors include services, 
desktop applications, disk drives, CPU, memory, and event logs. The agent also 
supports open- ended resource monitoring through custom actions. The agent sends 
alerts through event reports to Operations Sentinel server when it encounters 
exceptions or receives messages. Exceptions include, but are not limited to, a 
resource that exceeds or falls below a configured threshold, an invalid Windows 
process or service status, and so on. The agent also forwards messages from 
Windows event log entries and event reports from customer action scripts or 
applications to Operations Sentinel. 

Windows system 
See Windows host system. 

WINS 
Acronym for Windows Internet Naming Service. Provides a distribution database for 
registering and querying dynamic components to IP address mapping in a routed 
network environment. Contrast with Domain Name Server, hosts file. 

wild-card character 
One of two special characters that a calling program can specify in certain character 
strings that enable partial specification of a string to be matched. The question mark 
character ( ? ) can match any single character. The asterisk character ( * ) can match 
any string of zero or more characters. 

WMQ2200 Daemon Administrative Utility 
The WMQ2200 Administration Utility integrates the keyins of the MQADMIN interface 
to allow console operators and users at demand terminals having console keyin 
privileges to send administrative commands to the WMQ2200 system. The daemon is 
a background process that fields keyin requests, takes action on those requests, and 
responds to the requestor. 

word 
(1) The smallest addressable segment of main storage. (2) The smallest addressable 
unit of data on an OS 2200 system, which consists of 36 bits and is capable of being 
stored in a single main storage location. One word of data can represent 4 or 6 bytes, 
depending on whether ASCII or Fieldata format is used. See also quarter word. 

word channel 
(1) A channel connection that uses rotational priority, causing it to process data 
requests on a first-come, first-served basis according to channel number. (2) A channel 
connection that is capable of back-to-back data transfers. 



U, V, W 

9–28   3850 6523–002 

word-addressable 
Pertaining to mass storage on which data is written and read in word units. 

word-addressable mass storage 
Mass storage that is accessible in units of single words. 

word-boundary 
The starting bit (boundary) of a computer word. The OS 2200 computer word has 36 
bits. 

work 
The SQL name for a thread. 

work area 
A scratch data area that is used by each PCFP function to perform its operations. The 
calling program does not supply the work area for PCFP, because PCFP allocates and 
releases this space dynamically. However, the calling program must specify in the 
function packet the size of the work area that PCFP allocates. 

work directory 
At the beginning of an IPF 1100 session, a work directory will be assigned to you. At 
logon time, it will be the same as your home directory. 

worker 
A surrogate run for DDP-FJT file or job transfer activity. A command, such as COPY, 
that transfers a file requires one worker for the file on the originating host and one 
worker for the file on the destination host. A STATUS command does not require any 
workers. 

working directory 
See current directory. 

working storage 
In Display Processing System, a data structure that defines a form. The working 
storage for a form is copied or included in a COBOL, FORTRAN, or C application 
program when it is compiled. The working storage enables a program to access the 
data entered in a form and also to change the data that is displayed in a form. 

Working-Storage Section 
The section of the Data Division in a COBOL program that describes working-storage 
data items and consists of noncontiguous items, working storage records, or both. 

workspace 
A temporary area in storage reserved for you use while you create a new form or 
change an existing form. 

workstation 
A personal computer connected in a network. 
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workstation client programs 
Open Distributed Transaction Processing software products that support client 
applications running on workstations. This software provides application development 
and run-time libraries and accesses the host through the TD2200 utility. See also client 
program, TD2200 utility. 

write 
To copy or transfer data to mass storage or tape from the computer’s main storage. 

write access 
The ability to perform a write function on a cataloged file, including the ability to delete 
the file from the master file directory (MFD). 

write key 
A string of characters that is associated with a file when it is cataloged on an OS 2200 
system to limit write access to the file and prevent unauthorized changes to the file. 
You can define write keys with @ASG, @CAT, and @CHG statements. Users must 
know the write key to write to an unowned file. 

write security record access 
The ability to write data to a security record. 

WRITE statement 
A statement that transfers data from variables into files. 

write-only file 
A file to which you can write but not read. The user can designate a file as write-only 
when the file is created, by including the W option on the user’s @CAT or @ASG 
statement. 

writing program 
A program that writes data to a pipe. 

writing run 
A run that writes data to a pipe. 

WRM 
See Windows Resource Monitor. 
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Section 10  
X, Y, Z    

X 

X 
(1) The index register of an assembly language instruction, where Index_Register is 
specified by F0.a. When enclosed in parenthesis, it means "the contents of Xa.". Also 
known as x–field, X register. (2) A PICTURE clause symbol representing a position that 
may contain any allowable character in the ASCII character set. 

X register 
See index register. 

X.121 network 
A circuit-switched public data network that conforms to CCITT standard X.121, which 
defines a protocol for communication between circuit-switched public data networks 
and devices operating in circuit-switched mode. 

X.25 public data network 
A packet-switched public data network that conforms to Consultative Committee for 
International Telegraph and Telephone (CCITT) standard X.25, which defines a protocol 
for communication between packet-switched public data networks and devices 
operating in packet-switched mode. 

X.400 
A standard for electronic mail developed by the International Organization for 
Standardization (ISO). Products implementing the X.400 standard provide a mail 
backbone across which users can send e-mail, faxes, images, and EDI documents. See 
also message store, message transfer agent (MTA), remote user agent (RUA). 

X.400 message handling system 
A software product that implements the X.400 store-and-forward message handling 
system standard. 

X.500 
A standard for global directory services developed by the International Organization 
for Standardization (ISO). The X.500 standard defines protocols and interfaces that 
enable client applications to read and update directory databases on global directory 
servers. See also directory service agent (DSA), directory user agent (DUA). 

X.509 
An authentication certificate scheme that is recommended by the International 
Telecommunication Union (ITU) and used for SSL/TLS authentication. 
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X/Open 
See Open Group. 

X/Open Application-Transaction Manager Interface (XATMI) 
An application programming interface that enables applications to communicate using 
a client/server model. XATMI applications are client/server applications that use a 
standard interface to a transaction manager. 

XA 
Abbreviation for Extended Architecture. An industry standard protocol for distributed 
transactions. This is the interface that transaction managers use to structure the work 
of resource managers into global transactions and to coordinate the completion or 
recovery of global transactions. See also resource manager, transaction manager, and 
global transactions. 

XA Transactions 
See global transactions. 

XA+ interface 
The TM-CRM interface that enables different TM domains to exchange information 
about global transactions. Transaction managers use this interface to cooperate with 
communication resource managers to perform various tasks, such as creating 
transaction nodes and coordinating the commitment of those nodes. Although the 
XA+ interface is identified in The Open Group DTP model, it is not yet a formally-
specified interface. See also communication resource manager, global transaction, TM 
domain, transaction manager. 

XAConnection 
A JDBC connection object (javax.sql) that is a PooledConnection object in an 
application server environment, which can be used in a distributed transaction (XA). 

XADataSource 
A JDBC data source object that creates XAConnection objects that can be used for 
distributed transactions. 

XATMI  
See X/Open Application-Transaction Manager Interface. 

XDEF 
Abbreviation for external definition. 

Xi 
The increment portion of an Index_Register. 
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XID 
(1) (The Open Group) A unique identifier that identifies all work done on behalf of a 
global transaction. The TM generates a new XID at the request of an application 
program (AP) to begin a new transaction or the next transaction in a chain. The 
communication resource manager (CRM) generates an XID with a new branch qualifier 
when a new branch is added to a transaction. (2) (OS 2200) The XID identifies all work 
done for a single global transaction on one system. See also application program, 
atomic action identifier, branch qualifier, chained mode, global transaction, transaction 
manager. 

XIIP 
See Extended I/O Interface Processor. 

Xm 
The modifier portion of an Index_Register. 

XMIT 
The key you press to send input data appearing on your terminal screen to the 
computer system. 

XML 
A standard for creating markup languages which describe the structure of data. SDDL, 
when the host language is Java, generates an xml source file for input to the Class 
Builder. 

XON/XOFF handshaking 
A type of protocol between an I/O device and OPE. The device sends a special 
character to the computer to inform it when it is ready for more data. XON/XOFF 
handshaking is required because the device cannot handle the data flow as fast as the 
computer can send it. 

XOR 
The Boolean algebra exclusive-OR binary function, which returns true if one, and only 
one, of the two operators is true. Encryption algorithms that use the XOR function are 
simple, yet provide a high level of security. 

XP 
See Extended Processing 

XP system 
An Extended Processing system that is created when the XPC complex is added to a 
2200 Series system. Extended processing features are available to all XP systems. 

XPA 
See Extended Processing Architecture. 

XPC 
See Extended Processing Complex-Locking. 

XPC I/O Interface Processor (XIIP) 
An IOP connected to the XPC-L. 



X, Y, Z 

10–4   3850 6523–002 

XPC Resident File (XRF) 
A file with the XRP file caching specification. XPC resident files are not subject to the 
caching algorithm and are destaged only under specific conditions. 

XPCEXEC 
XPCEXEC is the installation identifier for the extended processing complex-locking 
(XPC-L) software that is installed in the Exec. 

XPC-L 
See Extended Processing Complex-Locking. 

XPC-L Control 
The software that runs on an XPC-L Control Workstation to control and provide the 
primary user interface to the XPC-L Servers. 

XPC-L platform 
The hardware that constitutes an XPC-L Server. 

XPC-L Server 
The physical entity that performs the record-level locking functions. Multiple hosts 
connect to redundant XPC-L platforms, that are referred to as the primary server and 
the secondary server. They are which are controlled by redundant XPC-L Control 
Workstations. The redundant XPC-L systems operate in a master/slave software 
configuration. The primary/secondary configuration consists of two independent 
hardware platforms or multiple pods in the same hardware platform. 

XPC-L Server service 
The Windows service that runs on the Intel node of a ClearPath Server to provide the 
XPC-L Server functions. 

XPC-L service 
The software that runs on an XPC-L Server. 

XPC-L system 
The group of XPC-L Control Workstations and XPC-L Servers that provide the 
Extended Processing Complex-Locking (XPC-L) function. 

XPG4 
The acronym for the X/Open Portability Guide Version 4, a document of standards 
profiles, as in the UNIX/POSIX/XPG4 Locale Model of processing. The I18N capabilities 
for OS 2200 systems set the foundation for supporting this model. 

XR 
See Extended Resilency. 

XRF 
See XPC Resident File. 

XRLOAD 
The Unisys stand-alone utility processor that implements fast initial offline loading of 
large amounts of data to an Enterprise Relational Database Server database. XRLOAD 
does not access Universal Database Control or Enterprise Relational Database Server. 
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XRP 
A FURPUR and FREIPS option that sets a file’s XPC caching specification to make it a 
permanent XPC Resident File. 

XSCMS 
Abbreviation for Extended Processor Site Configuration Management. 

XTC 
See Extended Transaction Capacity. 

XTCEXEC 
See Extended Transaction Capacity Exec. 

XTC-TIP 
See Extended Transaction Capacity-TIP. 

XTC-UDS 
See Extended Transaction Capacity. 

XTPA 
See Extended Transaction Processing Architecture. 

XU lock 
Abbreviation for exclusive update lock. XU locks are available from the Universal 
Database Control locking subsystem. 

Xx 
An Index_Register that is specified by F0.x. When enclosed in parentheses, it means 
"the contents of Xx". 

Y 

Y 
Abbreviation for yes. 

Z 

ZB  
See zero if blank.  

zero if blank 
(1) An attribute that commands Display Processing System to display zeros in a field if 
the value in working storage for that field is blank. (2) A FORMGEN attribute. 

zero overhead object module (ZOOM) 
A fast-loading executable element (object module) of one of the following types: 
standard, fast-load, or HVTIP. ZOOMs support TIP in extended mode. The static linker 
produces a ZOOM from one or more standard object modules. See also Linking 
System. 
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zerodivide 
An illegal arithmetic operation detected by either the hardware or the software. 

zero-fill 
The action of setting an entire data structure or an entire area of mass storage to 
binary zero. Zero-filling a PCFP data structure sets each item in the data structure to its 
default value. 

ZM2ABS 
The ZOOM-to-ABS translator that converts a ZOOM to an Absolute. ZM2ABS is called 
automatically from the static linker when the OUTPUT ABSOLUTE statement is used. 

zone 
The full collection of objects that a user of Operations Sentinel Console is interested in 
managing. A zone does not identify individual objects; it identifies one or more 
managed groups. All managed objects within any of the managed groups are included 
in the zone. Only one zone can be active at one time. 

zone alert 
An alert posted against a system in the current Operations Sentinel zone, or against 
Operations Sentinel itself. 

Zone Alerts icon 
An icon in the Alerts window of Operations Sentinel Console. When an alert is raised 
against any system in the current zone, or against Operations Sentinel itself, the icon 
changes appearance to signify the severity of the alert. See also summary pane. 
Contrast with Other Alerts icon. 

ZOOM 
See zero overhead object module. 
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Section 11  
Symbols    

* (asterisk) 
A symbol that indicates multiplication. 

** (double asterisks) 
A symbol that indicates exponentiation; for example, 2**18 means “2 to the 18th 
power.” 

*S*P*D*C keyin 
The OS 2200 data collector keyin sometimes referred to as the SPDC keyin. It is 
included with the OMKEY background run and is used exclusively by Operations 
Sentinel Console to populate OS 2200 monitoring objects. 

+ (plus sign) 
A symbol that indicates addition. 

– (minus sign) 
A symbol that indicates subtraction. 

. (period) 
A symbol that indicates a data structure definition; for example, "A.B" means “field B in 
structure A.” 

.data file 
A specially structured Exec file that has only one end-of-file (EOF) marker. The data file 
is virtually identical to a single element in a program file. 

.Net Framework 
The Microsoft Windows programming model of the .NET environment for building, 
deploying, and running Web-based applications, smart client applications, and XML 
Web services. The .NET Framework includes the common language run-time and class 
libraries. 

.slg 
The file extension for Operations Sentinel log files in Operations Sentinel level 8.0 and 
higher.  

// (double slash) 
A symbol that indicates integer division. 

/etc/hosts 
The path to the hosts file on a UNIX system. 
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/etc/services 
The path to the services file on a UNIX system. 

/os2200 directory 
The directory in CIFS that contains an image of all files in the OS 2200 MFDs. Contrast 
with non-/os2200 directory. 

2200 node 
The portion of the ClearPath IX server on which the 2200 operating environment 
executes. 

2PC 
Abbreviation for two-phase commit. 

3DES 
See Triple DES. 

77-level description entry 
A data description entry that describes a noncontiguous data item with the level 
number 77. 

8-bit transparency 
Refers to the ability of a software component to process 8-bit characters in any 
character set without modifying or using any bits within the character in a way that is 
dependent on the character set. 

:= (colon equal sign) 
A symbol that indicates the assignment operator. 

@@CONS 
A job control language statement allowing a user, from a demand terminal, to use 
keyins that are normally used by the operator at the system console. 

@ (at sign) 
See masterspace. 

@EXPASG processor call statement 
A control statement used to assign a pipe to a run. 

@EXPDEF processor call statement 
A control statement used to define or delete a pipe. 

@EXPSTA processor call statement 
A control statement used to display pipe usage status information. 
 

[ ] (brackets) 
A symbol in the FLIT language that indicates data referencing. 

|| (double vertical lines) 
A symbol that indicates concatenation; for example, 'ABC' || 'DE' means 'ABCDE'. 
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{ } (braces) 
A symbol in syntax definitions that indicates optional items. 

{} (double braces) 
A symbol that indicates any host in a DDP network other than the one to which you 
are physically attached. See also remote host. 

_ALL 
In an autoaction database, a predefined variable that refers to all members of a 
variable group. 

_DAY 
In AMS, a predefined variable that contains the name, in English, of the day of the 
week. 

_DAYNUM 
In AMS, a predefined variable that contains an integer that represents the day of the 
week. 

_DBNAME 
In AMS, a predefined variable that contains the name of the currently active database. 

_DT 
In AMS, a predefined variable that contains the current date and time. The format of 
this variable is mmddyy hhmmss. 

_ERRORS 
In AMS, a predefined variable that contains the number of errors that have been 
encountered during action processing. 

_HOSTID 
In an SP-AMS database, a predefined variable that contains the name of the host 
system that sent the matched message to the Operations Sentinel server. 

_IMAGE 
In AMS, a predefined variable that contains the text of the matched message as sent 
by the host system. Contrast with _MESSAGE. 

_MESSAGE 
In AMS, a predefined variable that contains the text of the matched message as the 
text is used for pattern matching. Note that the text may have been altered for 
pattern- matching purposes, for which AMS removes the following from the message: 
leading white space characters, trailing white space characters, the run-id from 
OS 2200 console privileged and nonprivileged messages, and the read-and-reply 
number from OS 2200 console read-and-reply messages. The text is also converted to 
uppercase characters if the database is a case-insensitive database. Contrast with 
_IMAGE. 

_NEGTOKENn 
In AMS, a predefined variable that contains the nth message token counting from right 
to left. Contrast with _TOKENn. 
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_RRID 
In a CP-AMS database, a predefined variable that contains the eight-digit read-and-
reply identifier for a read-and-reply message. 

_RUNID 
In a CP-AMS database, a predefined variable that contains the generated run id 
associated with a matched message. 

_STATUS 
In an autoaction database, a predefined variable whose value is the status of the last 
action executed. 

_TOKENn 
In an autoaction database, a predefined string variable that contains the nth message 
token, counting from left to right. Contrast with _NEGTOKENn. 

_TOKENS 
In an autoaction database, a predefined integer variable that contains the number of 
tokens in the matched message. 
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